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Package Contents

Contents of Package:

D-Link DI-804HV Broadband Hardware VPN Router
Power Adapter — 5V DC

Ethernet (CAT5-UTP/Straight-Through) Cable
Manual on CD

Quick Installation Guide

Note: Using a power supply with a different voltage rating than the one included with the
DI-804HV will cause damage and void the warranty for this product.

If any of the above items are missing, please contact your reseller.
System Requirements For Configuration:
B Ethernet-Based Cable or DSL Modem

B Computer with Windows, Macintosh, or Linux-based
operating system with an installed Ethernet adapter

B Internet Explorer version 6.x or Netscape Navigator
version 6.x and above, with JavaScript enabled



Introduction

The D-Link DI-804HV is a 4-port Broadband Router with Virtual Private Network
(VPN) functionality. It provides a complete solution for Internet surfing, office
resources sharing, and secure access to remote corporate networks.. It is an
ideal way to extend the reach and number of computers connected to your
network.

After completing the steps outlined in the Quick Installation Guide (included in
your package) you will have the ability to share information and resources.

The DI-804HV is compatible with most popular operating systems, including
Macintosh, Linux and Windows, and can be integrated into a large network.



Connections WAN port is the

connection for the
All Ethernet ports auto-sense Ethernet cable to the

cable types to accommodate Cable or DSL modem
straight-through or cross-over
cable.

Receptor
|| for the
Power
Adapter

COM port provides
serial connection for
dial-up analog modem.

LAN ports provide
connections to Ethernet-
enabled devices.

Pressing the
Reset Button

Features & Benefits

restores the
router to its
original factory
default settings.

Broadband modem and IP sharing
Connects multiple computers to a broadband (cable or DSL) modem to surf
the Internet

Auto-sensing Ethernet Switch
Equipped with a 4-port auto-sensing Ethernet switch

Hardware VPN Termination Device
Supports up to 40 VPN Tunnels

VPN Pass-Through supported
Supports pass-through VPN sessions and allows you to setup VPN server
and VPN clients

Firewall
Unwanted packets from outside intruders can be blocked to protect your
network

DHCP server supported
All of the networked computers can retrieve TCP/IP settings automatically
from the DI-804HV

Web-based configuration
Configurable through any networked computer’s web browser using
Netscape or Internet Explorer



Features & Benefits continued

B Access Control supported
Allows you to assign different access rights for different users.

B Packet filter supported
Packet Filter allows you to control access to a network by analyzing the
incoming and outgoing packets and letting them pass or halting them
based on the IP address of the source and destination.

B Virtual Server supported
Enables you to expose WWW, FTP and other services on your LAN to be
accessible to Internet users.

B User-Definable Application Sensing Tunnel
You can define the attributes, for instance opening special ports to allow
packets to come through, to support special applications requiring multiple
connections, such as Internet gaming, video conferencing, and Internet
telephony. The DI-804HV can sense the application type and open a multi-
port tunnel for it.

B DMZHost supported
Allows a networked computer to be fully exposed to the Internet; this
function is used when the special “application-sensing tunnel feature” is
insufficient to allow an application to function correctly.

Introduction to Broadband
Router Technology

A router is a device that forwards data packets from a source to a destination. Routers
forward data packets using IP addresses and not a MAC address. A router will forward
data from the Internet to a particular computer on your LAN.

The information that resides on the Internet gets moved around using routers. When
you click on a link on a web page, you send a request to a server to show you the next
page. The information that is sent and received from your computer is moved from your
computer to the server using routers. A router also determines the best route that your
information should follow to ensure that the information is delivered properly.

A router controls the amount of data that is sent through your network by eliminating
information that should not be there. This provides security for the computers con-
nected to your router, because computers from the outside cannot access or send
information directly to any computer on your network. The router determines which
computer the information should be forwarded to and sends it. If the information is not
intended for any computer on your network, the data is discarded. This keeps any
unwanted or harmful information from accessing or damaging your network.



Introduction to Firewalls

Afirewall is a device that sits between your computer and the Internet that prevents
unauthorized access to or from your network. A firewall can be a computer using
firewall software or a special piece of hardware built specifically to act as a firewall. In
most circumstances, a firewall is used to prevent unauthorized Internet users from
accessing private networks or corporate LAN's and Intranets.

A firewall watches all of the information moving to and from your network and analyzes
each piece of data. Each piece of data is checked against a set of criteria that the
administrator configures. If any data does not meet the criteria, that data is blocked
and discarded. If the data meets the criteria, the data is passed through. This method
is called packet filtering.

A firewall can also run specific security functions based on the type of application or
type of port that is being used. For example, a firewall can be configured to work with
an FTP or Telnet server. Or a firewall can be configured to work with specific UDP or
TCP ports to allow certain applications or games to work properly over the Internet.

Introduction to Local Area Networking

Local Area Networking (LAN) is the term used when connecting several computers
together over a small area such as a building or group of buildings. LAN's can be
connected over large areas. A collection of LAN's connected over a large area is called
a Wide Area Network (WAN).

A LAN consists of multiple computers connected to each other. There are many types
of media that can connect computers together. The most common media is CATS
cable (UTP or STP twisted pair wire.) Each computer must have a Network Interface
Card (NIC), which communicates the data between computers. ANIC is usually a
10Mbps network card, or 10/100Mbps network card, or a wireless network card.
Wireless Local Area Networks (WLANSs) do not use wires; instead they communicate
over radio waves.

Most networks use hardware devices such as hubs or switches that each cable can be
connected to in order to continue the connection between computers. A hub simply
takes any data arriving through each port and forwards the data to all other ports. A
switch is more sophisticated, in that a switch can determine the destination port for a
specific piece of data. A switch minimizes network traffic overhead and speeds up the
communication over a network.

Networks take some time in order to plan and implement correctly. There are many
ways to configure your network. You may want to take some time to determine the
best network set-up for your needs.



Introduction to Virtual Private Networking

Virtual Private Networking (VPN) uses a publicly wired network (the Internet) to se-
curely connect two different networks as if they were the same network. For example,
an employee can access a corporate network from home using VPN, allowing the
employee to access files, databases, and other networked resources. Here are several
different implementations of VPN that can be used.

Point-to-Point Tunneling Protocol (PPTP)

PPTP uses proprietary means of connecting two private networks over the Internet.
PPTP is a way of securing the information that is communicated between networks.
PPTP secures information by encrypting the data inside of a packet.

IP Security (IPSec)

IPSec provides a more secure network-to-network connection across the Internet or a
Wide Area Network (WAN). IPSec encrypts all communication between the client and
server whereas PPTP only encrypts the data packets.

Both of these VPN implementations are used because there is not a standard for VPN
server software. Because of this, each ISP or business can implement its own VPN
network making interoperability a challenge.



LEDS

LED stands for Light-Emitting Diode. The DI-804HV has the following LEDs
as described below:

LED LED Activity

Power A steady light indicates
a connection to a power source

Flashes once per second to indicate an

M1 LED .
active system

M2 LED Lights up when the device has an Internet
connection

A solid light indicates connection on the
WAN WAN port. This LED blinks during data
transmission

A solid light indicates a connection to an

COM external dial-up analog modem

LOCAL A solid light indicates a connection to an
NETWORK Ethernet-enabled computer on ports 1-4. This
(Ports 1-4) LED blinks during data transmission




Getting Started

For additional information
about setting up a network,
see:

Networking Basics

Using the Configuration
Menu

Computer 2

DI-804HV

Frasmat W Eoais

Comparter 1

For a typical network setup in a home or small office (as shown above),
please do the following:

o You will need broadband Internet access (a Cable or DSL subscription line into
your home or office).

e Consult with your Cable or DSL provider for proper installation of the modem.

Connect the Cable or DSL modem to the DI-804HV wireless broadband router (see
the Quick Installation Guide included with the DI-804HV.)

If you are connecting a desktop computer to your network and you need an Ethernet
connection, you can install the D-Link DFE-530TX+ Ethernet adapter into an
available PCl slot. (See the Quick Installation Guide included with the DFE-530TX+.)

If you are connecting a laptop computer to your network, install the drivers for the
@ Ethernet Cardbus adapter (e.g., D-Link DFE-690TXD) into a laptop computer.(See
the Quick Installation Guide included with the DFE-690TXD.)

@ You may connect an analog modem (optional) to function as a backup to the DI-
804HYV. To use a backup modem, you must have dial-up service.
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Using the Configuration Menu

Whenever you want to configure your network or the DI-804HV, you can access the
Configuration Menu by opening the web-browser (i.e., Internet Explorer or Netscape
Navigator) and typing in the IP Address of the DI-804HV. The DI-804HV default IP
Address is shown below:

= [t iee Fpodss [oole  Hen
u Open the web browser Qowt - u]
u Type in the IP Address of
the DI-804HV (http://192.168.0.1)
Note: If you have changed the default IP Address assigned to the DI-804HV, make sure to
enter the correct IP Address.
x|
o

W =
i

Ll http://192.168.0.1

The factory default User name is admin and the default
Password is blank (empty). Itis recommended thatyou ..

change the admin password for security purposes. Please et -
refer to Tools>Admin to change the admin password. [ I
Home > Wizard _Barssteco peawid

W DI-804HV . [ e ] eemi |

Heme XSS CETIEC TN ST | The Home>Wizard screen will

@ appear. Please refer to the

Ll s o e Ml I i s et Quick Installation Guide for
sl =iy 8 e pn e b bept e b s, ot b more information regarding the

dl.:-\.lli*:": Al e i e LI i g g

| Setup Wizard.

el S

=l ]

il i

o Clicking Apply will save changes made to the page
Apply

,,’;3 Clicking Cancel will clear changes made to the page
Cancel

o Clicking Help will bring up helpful information regarding the page
Help

@ Clicking Restart will restart the router. (Necessary for some changes.)
Restart 11



Using the Configuration Menu
Setup Wizard

Once you have logged in, the w Di-B04HV
. Minndbarng Hoade e YPY Buols
Home screen will appear.

Home [T R ] Bl g

Thp B -@ai iy a om Fhaea Binsduasd Smmi ko d b bare remmiisg sl
aull (1] aigee P 14

e -nu-n_u.,_pg.-:.;pup!;.'r-npl-...w
wEp el ghs g B b e s a0 E rdeen P 1l wecks
et o did aiee e b B gie B OB,

Click Run Wizard

£
2
|

3 Setup Wizard - Bloresol® Infermet Explaaner

The welcome screen outlines the |

steps to complete the setup

wizard. Click Next to continue. Wakcd e 1o i D4 B4 Bolp Wiand Thiizai Wi guida st thiaugh
e o quick elep s Begin by cicking on Fest,

OO H? f—:—-.,:-!- MY el

Biep 1. Selwur e peysresard
Blep 2 Chopse mur fme zone
Biep 2 Sl imlarre] conreciion
Giap & Resiad

Click Next =

G
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Using the Configuration Menu
Setup Wizard > Set Password

= Setup Wizard - Bhcresol® lniermet Expleanr
Dy Link
iy el T £ O el ST By G TR [ e
ik Fexd 0 contnue
Ok Pasrasm |- ------ -
M e Fassward [
Racoim
Click Next a g .!
Back Cancel [Mext] Eust
Old Password- This information is masked.
New Password- Type in the new password for the admin account.
Reconfirm- Type in the new password again to confirm. Click Next to

continue with the Setup Wizard.

13



Using the Configuration Menu

Setup Wizard > Time Zone

Select the appropriate time zone for your location-
Select the proper t|me zone. = Safiip Wimard - Abcresaln lilernet Eeplear

Selections can be made by Link OO S et o v
clicking on the drop down list. =

Click Next to continue.

Choaze Time Zone

Belect e appmarials lme oo forw e eshan snd ciek West & conlin us
GAAT.DRT] Pacific Tiss (L5 B Crmcis) -!

Click Next H— a

Baerh -C.-mtlllﬁ:lt

G

Setup Wizard > Connection Type (WAN)

Select Your Internet Connection-

You WI” be prompted to SeIeCt N Seaup Wizard - Micresalt Inberned Exp e

the type of internet connection Link R T e By
for your router. Choose the Select Internet Connection Type “m" =
appropriate selection and Click | sttt cannectian ts i conmnect o smuri 58 Click S o comme
Next to continue. rarectait gy

o nhigin g @ add
=1 Dyrearnie 1P And s auinmati ey frees your ISP, Fes mos
L abie mpdem e
[ Tegepern: fiinec popinga 0 med oiamsr |

CTEENL I Al inforesadion pmvided fe yuu by your ISP
Chegper i gptien 8 your ISP wees
I PPP awsar Bt s P Pl fFae most BSL use s

T Dl Mokt l{h—:ll-ﬂ--—ﬂhu Intormed wia

1 Gtrais PETP pmd BinPesd Cable,

Click Next — a—[; @D

Back Cancel |Mext] Exft

If you are unsure of which setting to select, please contact
your Internet Service Provider.

Select Others only if you use PPTP in Europe or Big Pond
Cable in Australia.

14



Using the Configuration Menu
Setup Wizard > Set Dynamic IP Address

2 Setup Wizard - Microsoft Internet Explorer, EHE]E|
D-Link

[ —————

E'.‘lL ';,“ ‘l'w Ry -;Iﬂlll ﬁ'*dt,{\-—:lg\:’!
Set Dynamic IP Address

Ifyour |SF require you to enter a specific host name or specific MAC
address, please enter it in. The Clone MAC Address bution is used to
copy the MAC address of vour Ethernet adapter to the DI-804HY. Click
Next to continue.

Host Mame | !(nptinnal)

MAC Address |FF-FF-FF-FFFF-FF | foptional)

| clone MAC Sddress |

FE RSO S ||

Back Cancel (Next) Exit

Click Next

If your ISP uses Dynamic IP Address, this screen will appear: (Used mainly for
Cable Internet service.)

Host Name- Host name is the section where you input the name of your
ISP. This section is optional and is not required to be filled in.

MAC Address- Each network adapter has a discrete Media Access Control
(MAC) address. Note that some computer and peripherals may

already include built-in network adapter.

Clone MAC By clicking on Clone MAC Address, the DI-804HV will auto-
Address- matically copy the MAC address of the network adapter in your
computer. You can also manually type in the MAC address.

Click Next to continue.

15



Using the Configuration Menu
Setup Wizard > Set Static IP Address

M Setup Wizard - Microsoft Internet Explorer E||E|E|

DISBUdHV SetupiWizard
Set Static IP Address

Enter in the static IP information provided to you by your ISP, Click Mext
to continue.

WAN IP Address (0000
WAN Subnet Mask 2552552550

WA Gateway i&n oo

|
Frimary DNS [0.00.0 i

Secondary DMNS 0000

Q9 19 O

Click Next .
Back Cancel |[Next] Exit

If your ISP uses a Static IP Address, and this option is selected, then this screen will
appear.

WAN IP Address- If your ISP requires a Static IP Address, and this option is se-
lected, then this screen appear. Enter the IP address informa-
tion originally provided to you by your ISP. You will need to
complete all the required fields.

WAN Subnet Mask- The subnetforthe DI-804HV is preconfigured to 255.255.255.0.
Configurations can be made in, but not recommended. This
feature is for advanced users.

WAN Gateway- This information is provided by your ISP.

Primary DNS- The Primary DNS can be found by contacting the ISP.

Secondary DNS-  The Secondary DNS can be found by contacting the ISP.

16



Using the Configuration Menu
Setup Wizard > PPPoE

2} Setup Wizard - Microsoft Internet Explorer, EHEHE|

=1|-“ ';,ﬂ.dl'w =y 'dﬂlll ﬁ'*'j':.w—qp\:_!
Set PPP over Ethernet

The semice name ig optional hut may be required by your ISP, Click
Next to continue.

PPFOE Account | |

PPFOE Passwaord =essssssss |

PPPOE Sewvice Mame | | coptional

Click Next

Back Cancel Exit

@a‘a_@@

If your ISP uses PPPoE (Point-to-Point Protocol over Ethernet), and this option is se-
lected, then this screen will appear: (Used mainly for DSL Internet service.)

PPPoE Account- Enter in the username provided to you by your ISP.

PPPoE Password- Enterin the password provided to you by your ISP,

PPPoE Service Enter in the name of your service provider. This is an optional
Name- field and is not necessary to be filled in.

17



Using the Configuration Menu
Setup Wizard

2 Setup Wizard - Microsoft Internet Explorer [Z”E“E|

D-Link 3
:'_ll I'jn-‘hw‘:‘-!:ll- H'*'A:i—'—lw
Set Dial-up Network

Dial-up Telephone |

|
|
Dial-up Account | |
|

Dial-up Password (sesssssnns

Prirnary ORS |u.n.n.n |

Secondary DNS [0.000 |

Click Next

Configure this section only if you have an analog dial-up account. Otherwise click Next
to skip.

Dial-up Enter the telephone number to connect to your ISP.
Telephone-

Dial-up Account- This information is provided by your ISP. The Dial-up Account is
also known as username.

Dial-up Password- Enterin the password to log into your Dial-up account.

Primary DNS- The Primary DNS can be found by contacting the ISP.

Secondary DNS- The Secondary DNS can be found by contacting the ISP.

18



Using the Configuration Menu
Setup Wizard

2} Setup Wizard - Microsoft Internet Explorer, EHEHE|

The Setup Wizard has completed. Click on Back to modify changes or
mistakes. Click Restart to save the current settings and reboot the

DI-804HY.

Click Restart < @ @
| Back |[Restart] Exit

Back- Click on Back button to go back to previous page.

Restart- Click on Restart button to finalize the settings made.

Exit- Click on Exit button to end the Setup Wizard without saving
any changes.

19



Using the Configuration Menu

Home > WAN

—_
Wizara

§H;I$

—_—

£
|

Bt e T
Home [T Tools Status Help
Plaase sebaci e sppropriste opfion to conrecd fo yourl 5P
(@ Dwramde iF Andress Gt e ik apan ¥ obiEin an P addness suamalicaly
from your ISP (Farmos| Cable modem usens]
o Elaie 1P Asdeas o e s 0 bR s et i E 1P o sdian peo dad i
WD g oL ESF
3 PPPoE o e e i B o plban B youn IBP uses PPPOE For st DEL
umam
) DN igd Medwsaik T s B Wrhaimeat a PETHASON
O Dtnars FRTP and BipFand ok
Hiral karea Aptanal
NAC Aodrese m L0 Lo Ler [81:] Lia
[ Oone wac amaers
Frirmary DS Address 000 0
Sacondary DNE Aodress 0000
NTL 1500
Aufo-raconnacl EEnchkd O Digabied
AT lackup CrEnatikan & Disabicd

Choose WAN Type

WAN stands for Wide Area Network. In this case WAN represents the mode in which
you connect to the Internet. If you are uncertain, please ask your ISP which of the

following represents your connection mode to the Internet:

Dynamic
IP Address-

Static IP Address-
PPPoOE-
Dial-up Network -

Others-
PPTP-

Your ISP assigns you a Static IP Address

For use in Europe only

Big Pond Cable- For use in Australia only

Obtain an IP address from your ISP automatically (mainly for
Cable users)

Some ISPs require the use of PPPoE to connect to their
services (mainly for DSL users)

Dial-up users can select this option to connect to their ISP
through an analog dial-up modem if broadband connectivity
is unavailable.

20



Using the Configuration Menu
Home > WAN > Dynamic IP Address

Most Cable modem users will select this option to obtain an IP Address automatically
from their ISP (Internet Service Provider).

Host Name-

MAC Address-

Clone
MAC Address-

Primary DNS
Address-

Secondary DNS
Address-

MTU-

Auto-reconnect -

Auto-backup -

This is optional, but may be required by some ISPs. The host
name is the device name of the Router.

The default MAC Address is set to the WAN's physical interface
MAC address on the Router.

This feature will copy the MAC address of the Ethernet card, and
replace the WAN MAC address of the Router with this Ethernet
card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.

Input the primary DNS address provided by your ISP

(Optional) Input the Secondary DNS address provided by your ISP.

Maximum Transmission Unit, default is 1500; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect to
your ISP after your system is restarted or if the connection is
dropped.

Enabling this feature will connect your router to the Internet using
a dial-up service if your broadband connection becomes unavail-
able. A subscription to a dial-up service is required for the auto-
backup to work. 21



Using the Configuration Menu
Home > WAN > Static IP Address

—
WiEsr o

LAMN

pHMCRE

ae:04

DI-804HV

Eth o
Home LTI Tools Status Help
Fleams seiect s 3 pproprisis apbian fo cannect topaur 5P

O Cramamic P Al ss Coad Ball i & CQTRON 10 CANlain an P Gd ond s aulDmalicaly
fampowr EF. For ma et Calibs micsdem sy

) Slniic FAddnacs OO S HhiS oplOn 1D Sl Siedk: I B mnal On [ioveded bn
wau by your|5P

3y FFFaE Choasa this oplion iPpur EF mes FRPPAE. (Farmosl Del
waers]

©1 Diabup hebwork Ta @ tea indermet via PSTHEEDN

o) Orhers PFTP and BigFond Cable

" i
P Rddracs 10.300 20000
Bubirer MasH =sonn
ISP Crarbawary Sl dras=s 10300 3001
Primary DR Bamacs Dooag

B vy 0SS e i 5 Dano

WTL 1=00

Fasit-Datiug DIEnabica @ 0kohian

Apoly Cancel Help

If you use a Static IP Address, you will input information here that your ISP has provided

to you.

IP Address-

Subnet Mask-

ISP Gateway
Address-

Primary DNS
Address-

Secondary DNS
Address-

MTU-

Input the IP Address provided by your ISP

Input the Subnet Mask provided by your ISP

Input the Gateway address provided by your ISP
Input the primary DNS address provided by your ISP
(Optional) Input the Secondary DNS address provided by your

ISP.

Maximum Transmission Unit; default is 1500; you may need to
change the MTU to conform to your ISP.
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Using the Configuration Menu
Home > WAN > PPPoE

W DI-B04HV
Effhernet Broadband Rouler

Home [CIETTET Tools Status Help
N
Flears select the appronrisis optian o connect oo E5F.
? ~y Crmamic P Sdonass Choags NS oEion (D obrlan an P el ondbs Juloem atica iy
FompaLr ESF. F or mo st Cost ke o e e e
e ) Sk Fdgmacs Chioa e e ogrlion 1D ol Gl I erk miaion @ ovid ed (o
& FFRaE Chioags this oplon Tpaur R waes FRFGE. Farmoal DS
iy o1 Dkabup babwiork To i tha e via PATHAETH
) dihers FRTF and BgFond Cable
Lare
PEF 1
E) Dymamis FRFOE £ Stalic PPPoE
Uaer hanma
N Peasword  [sewessesas
Fakpa Pasawaid  |esesasasas
Horwiia Mome OO P i
W R il Gl
Primnany O ME Sdracs
T P = T
s ekl T e o Minues
T (L3
st resan et 21 Enavied (3 Dispaieg
k- b e g ) Ermablesd EOmshiad
@ O O
Apply Cancel Help

Most DSL users will select this option to obtain an IP address automatically from their
ISP through the use of PPPoE.

User Name- Your PPPoE username provided by your ISP

Password- Your PPPoE password is provided by your ISP

Service Name- (Optional) Check with your ISP for more information if they
require the use of service name.

IP Address- (Optional) Enter in the IP Address if you are assigned a static
PPPoE address.

Primary DNS

Address- You will get the DNS IP automatically from your ISP but you
may enter a specific DNS address that you want to use instead.

(Optional) Input the secondary DNS address

Maximum

Idle Time- Enter a maximum idle time during which Internet connection is
maintained during inactivity. To disable this feature, enable Auto-
reconnect.

MTU- Maximum Transmission Unit; default is 1492; you may need to

change the MTU to conform to your ISP.
23



Using the Configuration Menu
Home > WAN > Dial-up Network

W DI-804HV
Ethernet Broodbond Router

Wiznrd

an

804

Home Advancod Tools Status Help

WA S m it

Pl b 0000 1 B B Sy o ol S0 DB D0 1D £ 00 e 1790 WO 1 1SR

3 Demamic (P Aodress Chaose iz apbon o abisin an (P address soamaically

Frosm your ISP (Farm o Ca b & oo s i el
3 Biabn 1P Addiess Thapae iz apban e sekaale 1P informstion proaded
wEal bry oL 2P

iy PPPOE :,::I:EEHISOHIUHI’MHSP uzss PPPOE (For mastDEL

(@ Dink-up Mobwark To surtthe bl e PETHABDN

3 Dihems FFTP and BigFand Calike

Olaktup Takephone

Okup Accaur

DakupPesseord 00 sssssssses

Retype Pessword 00 essssssses

Frimsary DHE DoaD

Secondary DNE aoon

Azzigred F Address DoOD CNonadi

Exira Sefngs

Mo Il Time a CLITH

Exaued Alads: E AT

Dhasbla dulo-dial CFEnabkad 95 Casanie

AulTerar DnrsEc] = Enahikad ) Disatiog
@ 9 O
Aoply Cancel Help

Most Dial-up users will select this option to connect to their ISP through an analog
dial-up modem. This feature can be used as a back-up when your broadband connec-

tivity is unavailable.
Dial-up Telephone -
Dial-up Account-
Dial-up Password-

Primary DNS-
Seconday DNS-

Assigned
IP Address-

Extra Settings-

Maximum Idle Time-

Baud Rate-

Telephone number to connect to your ISP

Username provided by your ISP
Password provided by your ISP

If the settings are configured as “0.0.0.0,” they will be auto-
matically assigned upon connection.

(Optional) Enter in the IP Address if you are assigned a static
PPPoE address.

This setting is used to optimize the communication quality
between the ISP and your analog dial-up modem. (Initializa-
tion string) - optional.

Enter a maximum idle time during which Internet connection
is maintained during inactivity. To disable this feature, en-
able Auto-reconnect.

The communication speed between the DI-804HV and your
modem. 24



Using the Configuration Menu
Home > WAN > PPTP

DI-804HV
Eh ¥ Broadband Rokl

Home CTUFTEEE] Tools Status Help
AN
Q Fleams setest e 3DRroarsl apban 4 cann et oy 59,
O Crmemic P Addass Chiasa this oplon o oidain an P sddass auomatialy
am e EEF. For most Cabbs modem usee)
e o Ststic F Adoass Chiose this olon o sal static I rfmaton provded o
Wicara au by your ISP
o FFFaE Choasa this oion (Fpur BF wses PPPOE. (Farmost DSL
userst
Lol o Diabup Hatwork Ta 5 st Infemet via PETHISON
S e = Omhers PFTP and BigP ond Cabie
i s
M © BiaPond Cable (arausraNa se onk
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Point-to-Point Tunneling Protocol (PPTP) is a WAN connection used in Europe.

My IP Address- Enter the IP Address

My Subnet Mask- Enter the Subnet Mask

Server IP Address- Enterthe Server IP Address

PPTP Account- Enter the PPTP account name

PPTP Password- Enterthe PPTP password

Connection ID- (Optional) Enter the connection ID if required by your ISP

Maximum Enter a maximum idle time during which Internet connection is

Idle Time- maintained during inactivity. To disable this feature, enable Auto-
reconnect.
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Home > WAN > BigPond Cable
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Dynamic IP Address for BigPond is a WAN connection used in Australia.

User Name-

Password-

Login Server IP-

Renew IP forever-

Enter in the username for the BigPond account
Enter the password for the BigPond account

(Optional) enter the Login Server name if required

If enabled, the device will automatically connect to
your ISP after your unit is restarted or when the
connection is dropped.
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Home > LAN
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The IP address of the LAN interface.
The default IP address is: 192.168.0.1

The subnet mask of the LAN interface.
The default subnet mask is 255.255.255.0.

(Optional) The name of your local domain
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DHCP stands for Dynamic Host Control Protocol. The DI-804HV has a built-in DHCP
server. The DHCP Server will automatically assign an IP address to the computers on
the LAN/private network. Be sure to set your computers to be DHCP clients by setting
their TCP/IP settings to “Obtain an IP Address Automatically.” When you turn your
computers on, they will automatically load the proper TCP/IP settings provided by the
DI-804HV. The DHCP Server will automatically allocate an unused IP address from the
IP address pool to the requesting computer. You must specify the starting and ending
address of the IP address pool.

DHCP Server- Enable or disable the DHCP service.

Starting IP

Address- The starting IP address for the DHCP server’s IP assignment.
Ending IP

Address- The ending IP address for the DHCP server’s IP assignment.
Lease Time- The length of time for the DHCP lease.

DHCP Clients List= Lists the DHCP clients connected to the DI-804HV. Click
Refresh to update the list. The table will show the Host Name,
IP Address, and MAC Address of the DHCP client computer.
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Using the Configuration Menu
Home >VPN Settings

VPN Settings are settings that are used to create virtual private tunnels to remote
VPN gateways. The tunnel technology supports data confidentiality, data origin,
authentication and data integrity of network information by utilizing encapsulation
protocols, encryption algorithms, and hashing algorithms.

VPN - Check here to enable VPN tunnels. When you are not
using the VPN feature, it is best to keep VPN disabled.

Enable this to allow NetBIOS braodcast over the VPN

NetBIOS broadcast- | -

Max. number of Select the maximum number of allowable tunnels.
tunnels-

Tunnel Name- Create a name for the tunnel.

Method- IPSec VPN supports two kinds of key-obtained methods:
manual key and automatic key exchange. Manual key
approach indicates that the two endpoint VPN gateways
require setting up authentication and encryption key by
the Administrator manually. However, IKE approach will
perform automatic Internet key exchange. Admins of both
endpoint gateways will only need to set the same
pre-shared key.

More- For more in depth configuration to adjust
manual key or IKE method settings, click
More.
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Using the Configuration Menu
Home >VPN Settings > Tunnel > Method>IKE
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Current tunnel name.

Enabling this mode will accelerate establishing tunnel, but
the device will have less security.

The subnet of the VPN gateway’s local network. It can be a
host, a partial subnet or a whole subnet.

Local netmask combined with local subnet to form a subnet
domain.

The subnet of the remote VPN gateway’s local network. It
can be a host, a partial subnet or a whole subnet.

The subnet of the remote VPN gateway’s local network.
It can be a host, a partial subnet or a whole subnet.

The WAN IP address of remote VPN gateway.

The first key that supports IKE mechanism of both VPN
gateways for negotiating further security keys. The pre-
shared key must be the same for both endpoint gateways.

Click the button to setup a set of frequent-used IKE proposals
and select from the set of IKE proposals for the tunnel.

Click the button to setup a set of frequent-used IPSec proposals
and select from the set of IKE proposals for the tunnel.
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Home >VPN Settings > Tunnel > Method > IKE > Select IKE Proposal
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IKE Proposal index- A list of selected proposal indexes from the IKE proposal pool

listed below.
Proposal Name-  This is the name used to classify the IKE proposal.
DH Group- There are three groups can be selected: group 1 (MODP768),

group 2 (MODP1024), group 5 (MODP1536).

Encrypt algorithm- There are two algorithms that can be selected: 3DES and
DES.

Auth algorithm- There are two algorithms that can be selected: SHA1 and
MD5.
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Home >VPN Settings > Tunnel > Method > IKE > Select IKE Proposal

Continued...
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Enter in the life time value.

There are two units that can be selected: second and KB.

The identifier of IKE proposal can be chosen for adding
corresponding proposal to the dedicated tunnel.

Click it to add the chosen proposal indicated by proposal ID
to IKE Proposal index list.
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Home >VPN Settings > Tunnel > Method > IKE > Select IPSEC Proposal
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IPSec Proposal A list of selected proposal indexes from the IPSec proposal

index- pool listed below.

Proposal Name- This is the name used to classify the IPSec Proposal

DH Group- There are three groups that can be selected: group 1
(MODP768), group 2 (MODP1024), group 5 (MODP1536).

Encap protocol- There are two protocols that can be selected: ESP and AH.

Encrypt algorithm-  There are two algorithms that can be selected: 3DES and
DES.

Auth algorithm- There are two algorithms that can be selected: SHA1 and
MD5.
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Life Time- Enter in a life time value.
Life Time Unit- There are two units that can be selected: second and KB.
Proposal ID- The identifier of IPSec proposal can be chosen for adding the

proposal to the dedicated tunnel.

Add to- Click it to add the chosen proposal indicated by proposal ID
to IPSec Proposal index list.

34



Using the Configuration Menu

Home >VPN Settings > Tunnel > Manual
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Current tunnel name.

Enabling this mode will accelerate establishing tunnel, but
the device will have less security.

The subnet of the VPN gateway’s local network. It can be a
host, a partial subnet or a whole subnet.

Local netmask combined with local subnet to form a subnet
domain.

The subnet of the remote VPN gateway’s local network. It
can be a host, a partial subnet or a whole subnet.

The subnet of the remote VPN gateway’s local network.
It can be a host, a partial subnet or a whole subnet.

The WAN IP address of remote VPN gateway.
The set of rules applied when connecting to the VPN gateway.

The value of the local SPI should be set in hex format.

The value of the remote SPI should be set in hex format.
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Home >VPN Settings > Tunnel > Manual Continued...
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Encapsulation
Protocol-

Encryption
Algorithm-

Encryption Key-

Authentication
Algorithm-

Authentication Key-

Life Time-

Life Time Unit-

There are two protocols that can be selected: ESP and AH.

There are two algorithms that can be selected: 3DES and DES.

For DES, the encryption key is 8 bytes (16 Char.). For 3DES,
the encryption key is 24 bytes (48 Char.).

There are two algorithms that can be selected: SHA1 and MD5.

For MD5, the authentication algorithm is16 bytes (32 Char.).
For SHA1, the authentication algorithm is 20 bytes.(40 Char.).

Enter in the life time value.

There are two units that can be selected: Second and KB.
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Home >VPN Settings > Dynamic VPN Tunnel
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There are three parts that are necessary to setup the
configuration of IKE for the dedicated tunnel: basic setup, IKE
proposal setup, and IPSec proposal setup. Basic setup
includes the setting of following items: local subnet, local
netmask, remote subnet, remote netmask, remote gateway,
and pre-shared key. The tunnel name is derived from previous
page of VPN setting. IKE proposal setup includes the setting
of a set of frequent-used IKE proposals and selecting from the
set of IKE proposals.

Current tunnel name.

This feature works with a VPN software client so the DI-804HV
does not need to know the IP address of the remote clients.

Enabling this mode will accelerate establishing the tunnel,
but the device will have less security.

The subnet of the VPN gateway’s local network. It can be a
host, a partial subnet or a whole subnet.

The netmask of the VPN gateway’s local network.
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Home >VPN Settings > Dynamic VPN Tunnel Continued...
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The first key that supports IKE mechanism of both VPN
gateways for negotiating further security keys. The pre-
shared key must be the same for both endpoint gateways.

Click the button to setup a set of frequent-used IKE
proposals and select from the set of IKE proposals for the

dedicated tunnel.
Click the button to setup a set of frequent-used IPSec

proposals and select from the set of IKE proposals for the
dedicated tunnel.
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Home >VPN Settings > Dynamic VPN Tunnel > Set IKE Proposal
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IKE Proposal index- A list of selected proposal indexes from the IKE proposal pool

listed below.

Proposal Name- It indicates which IKE proposal to be focused. First char of
the name with 0x00 value stands for the IKE proposal is not
available.

DH Group- There are three groups can be selected: group 1 (MODP768),

group 2 (MODP1024), group 5 (MODP1536).

Encrypt algorithm- There are two algorithms that can be selected: 3DES and
DES.

Auth algorithm- There are two algorithms that can be selected: SHA1 and
MD5.
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Home >VPN Settings > Dynamic VPN Tunnel > Set IKE Proposal
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Enter in the life time value.

There are two units that can be selected: second and KB.

The identifier of IKE proposal can be chosen for adding
corresponding proposal to the dedicated tunnel.

Click it to add the chosen proposal indicated by proposal ID
to IKE Proposal index list.
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Home >VPN Settings > Dynamic VPN Tunnel > Set IPSEC Proposal
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A list of selected proposal indexes from the IPSec proposal
pool listed below.

This is the name used to classify the IPSec proposal.

There are three groups that can be selected: group 1
(MODP768), group 2 (MODP1024), group 5 (MODP1536).

There are two protocols that can be selected: ESP and AH.

There are two algorithms that can be selected: 3DES and
DES.

There are two algorithms that can be selected: SHA1 and
MD5.
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Home >VPN Settings > Dynamic VPN Tunnel > Set IPSEC Proposal
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Life Time- Enter in a life time value.
Life Time Unit- There are two units that can be selected: second and KB.
Proposal ID- The identifier of IPSec proposal can be chosen for adding the

proposal to the dedicated tunnel.

Add to- Click it to add the chosen proposal indicated by proposal ID
to IPSec Proposal index list.
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Home >VPN Settings > L2TP Server Setting
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Enable L2TP Server-Click to enable the L2TP Server function.

Virtual IP of L2TP Enter your Virtual IP address to access the L2PT server.
Server-

Authentication Select one of the following authentication protocols: PAP,
Protocol- CHAP, MSCHAP.

Tunnel Name- Current tunnel name.

User Name- Enter in the username for the L2TP account.
Password- Enter in the password for the L2TP account.
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Home >VPN Settings >PPTP Server Setting
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Enable PPTP Click to enable the PPTP Server function.

Server-

Virtual IP of PPTP Enter your Virtual IP address to access thePPPT server.
Server-

Authentication Select one of the following authentication protocols: PAP,
Protocol- CHAP, MSCHAP.

Tunnel Name- Current tunnel name.

User Name- Enter in the username for the PPTP account.
Password- Enter in the password for the PPTP account.
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Advanced > Virtual Server
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The DI-804HV can be configured as a virtual server so that remote users accessing Web
or FTP services via the public IP address can be automatically redirected to local servers
in the LAN (Local Area Network).

The DI-804HYV firewall feature filters out unrecognized packets to protect your LAN network
so all computers networked with the DI-804HV are invisible to the outside world. If you
wish, you can make some of the LAN computers accessible from the Internet by enabling
Virtual Server. Depending on the requested service, the DI-804HV redirects the external
service request to the appropriate server within the LAN network.

Name- The name referencing the virtual service.

Private IP- The server computer in the LAN network that will be providing
the virtual services.

Protocol Type- The protocol used for the virtual service.

Private Port- The port number of the service used by the Private IP computer.

Public Port- The port number on the WAN side that will be used to access

the virtual service.

Schedule- Select Always, or choose From and enter the time period dur-
ing which the virtual service will be available
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Advanced > Application
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Some applications require multiple connections, such as Internet gaming, video
conferencing, Internet telephony and others. These applications have difficulties working
through NAT (Network Address Translation). Special Applications makes some of these
applications work with the DI-804HV. If you need to run applications that require multiple
connections, specify the port normally associated with an application in the Trigger
field, then enter the public ports associated with the trigger port into the Incoming
Ports field.

At the bottom of the screen, there are already defined special applications. To use
them, select one from the drop down list and select an ID number you want to use.
Then click the “Copy to” button and the router will fill in the appropriate information to
the list. You will then need to enable the service. If the mechanism of Special Applica-
tions fails to make an application work, try using DMZ host instead.

Note! Only one PC can use each Special Application tunnel.

Enabled- Select to activate the policy

Trigger Port- This is the port used to trigger the application. It can be either
a single port or a range of ports.

Public Ports- This is the port number on the WAN side that will be used to

access the application. You may define a single port or a range
of ports. You can use a comma to add multiple ports or port
ranges.
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Advanced > IP Filter
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IP Filter-

Use IP Filters to deny LAN IP addresses access to the internet

Enabled or Disabled-

Click Enabled to apply the filter policy or click Disabled to enter an inactive filter policy
(You can reactivate the policy later.)

IP Address-

Enter in the IP address range of the computers that you want the policy to apply to. Ifit
is only a single computer that you want the policy applied to, then enter the IP address of
that computer in the Start Source IP and leave the End Source IP blank.

Port Range-

Enter in the port range of the TCP/UDP ports that you want the policy to apply to. Ifitis
only a single port that you want the policy applied to, then enter the port number in the
Start Port field and leave the End Port field blank. If you want to use all the ports, you
can leave the port range empty.

Schedule-

Select Always, or choose From and enter the time period during which the IP filter policy
will be in effect.
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Advanced > MAC Filters
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MAC (Media Access Control) Filters are used to deny or allow LAN (Local Area Network)
computers from accessing the Internet and network by their MAC address.

At the bottom of the screen, there is a list of MAC addresses from the DHCP client
computers connected to the DI-804HV. To use them, select one from the drop down list.
Then click the “Apply” button and the DI-804HV will fill in the appropriate information to
the list.

Disabled MAC Filter- Select this option if you do not want to use MAC filters.

Only allow computers with MAC address listed below to access the network-
Select this option to only allow computers that are in the list
to access the network and Internet. All other computers will
be denied access to the network and Internet.

Only deny computers with MAC address listed below to access the network-
Select this option to only deny computers that are in the list
to access the network and Internet. All other computers will
be allowed access to the network and Internet.

MAC Address- Enter the MAC Address of the client that will be filtered
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Advanced > URL Blocking
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Use URL Blocking to deny LAN computers from accessing specific web sites by its
URL. AURL is a specially formatted text string that defines a location on the Internet.
If any part of the URL contains the blocked word, the site will not be accessible and
the web page will not display.

Disabled URL Blocking-
Select this option if you do not want to use URL Blocking.
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Advanced > Domain Blocking
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Use Domain Blocking to allow or deny computers access to specific Internet domains
whether it is through www, ftp, snmp, etc.

Disabled Domain Blocking-
Select this option if you do not want to use Domain Blocking.

Allow users to access all domains except “Blocked Domains”-
Select this option to allow users to access the specified Internet domains listed below.
Users will be denied access to all other Internet domains.

Deny users to access all domains except “Permitted Domains”-

Select this option to deny users to access the specified Internet domains listed below.
Users will be allowed access to all other Internet domains.
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Advanced > Firewall
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Firewall Rules is an advance feature used to deny or allow traffic from passing through
the device. It works in the same way as IP Filters with additional settings. You can
create more detailed rules for the device.

Enabled or Disabled-
Click Enabled to apply the filter policy or click Disabled to enter an inactive filter policy
(You can reactivate the policy later).

Name-
Enter the name of the Firewall Rule.

Action-
Select Allow or Deny to allow or deny traffic to pass through the DI-804HV.

Source-

Choose between a LAN or WAN source. An asterisk signifies the selection of both
sources.

IP Start-

The starting IP address for the filter policy. Leaving the field blank selects all IPs.

IP End-
The ending IP address for the filter policy. Leaving the field blank sleects all IPs.

Destination-
Choose between a LAN or WAN destination. An asterisk signifies the selection of both
destinations.
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Advanced > Firewall Continued
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IP Address-
Enter in the IP address range of the computers that you want the policy to apply to. Ifit

is only a single computer that you want the policy applied to, then enter the IP address of
that computer in the Start Source IP and leave the End Source IP blank.

Protocol-
Select one of the following protocols: TCP, UDP, or ICMP

Port Range-

Enter in the port range of the TCP/UDP ports that you want the policy to apply to. Ifitis
only a single port that you want the policy applied to, then enter the port number in the
Start Port field and leave the End Port field blank. If you want to use all the ports, you
can leave the port range empty.

Schedule-

Select Always, or choose From and enter the time period during which the virtual ser-
vice will be available
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Advanced > SNMP
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SNMP (Simple Network Management Protocol) is a widely used network monitoring and
control protocol that reports activity on each network device to the administrator of the
network. SNMP can be used to monitor traffic and statistics of the DI-804HV. The DI-
804HYV supports SNMP v1 orv2c

Enable SNMP-

Local-

Remote-

Get Community-

Set Community-

SNMP v1-

SNMP v2-

(Simple Network Management Protocol)
LAN (Local Area Network)

WAN (Wide Area Network)

Enter the password public in this field to allow “Read only” ac-
cess to network administration using SNMP. You can view the
network, but no configuration is possible wth this setting.

Enter the password private in this field to gain “Read and Write”
access to the network using SNMP software. The administra-
tor can configure the network with this setting.

Simple Network Management Protocol (SNMP) is an applica-
tion layer protocl that facilitates the exchange of management
information between nework devices.

Enhanced version of SNMP v1 with additional protocol opera-
tions such as UDP, IP, CLNS, DDP, and IPX.
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Tools > DDNS
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DDNS (Dynamic Domain Name System) keeps dynamic IP addresses (e.g., IP
addresses assigned by a DHCP capable router or server) linked to a domain name.
Users who have a Dynamic DNS account may use this feature on the DI-804HV.

DDNS-

Provider-
Host Name-
Username/Email-

Password/Key-

When an IP address is automatically assigned by a DHCP server,
DDNS automatically updates the DNS server. Select Disabled
or Enabled

Select from the pull-down menu

Enter the Host name

Enter the username or email address

Enter the password or key
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Advanced > Routing
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Dynamic Routing Settings allow the VPN Router to route IP
packets to another network automatically. The RIP protocol
is applied, and broadcasts the routing information to other
routers on the network regularly.

By default, it is set to disable. Check to enable (RIPv1/RIPv2)
protocol.

Protocol in which the IP address is routed through the internet.

Enhanced version of RIP viwith added features such as Au-
thentication, Routing Domain, Next Hop Fowarding, and Subnet-
mask Exchange.
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Advanced > DMZ
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If you have a computer that cannot run Internet applications properly from behind the
DI-804HV, then you can allow that computer to have unrestricted Internet access. Enter
the IP address of that computer as a DMZ (Demilitarized Zone) host with unrestricted
Internet access. Adding a client to the DMZ may expose that computer to a variety of
security risks; so only use this option as a last resort.
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Tools> Admin
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You can change the admin and user passwords here. It is recommended that you
change the admin password from the default setting. The default passwords are blank
(no password).

Password- To change the passwords, enter the new password twice to
confirm.

Remote Management allows the device to be configured
Remote through the WAN (Wide Area Network) port from the Internet
Management- using a web browser. A username and password is still
required to access the browser-based management inter-
face.

Internet IP Address of the computer that has access to the
IP Address- DI-804HV. If the IP Address is set to 0.0.0.0, this allows all
Internet IP addresses to access the DI-804HV.

The port number used to access the DI-804HV.

Port- E.g., http://x.x.x.x:8080, where x.x.x.x. is the WAN IP address
of the DI-804HV and 8080 is the port used for the Web Manage-
ment interface.
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Tools> Time
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Set the time here by entering it manually or use NTP (Network Time Protocol.) NTP is
standard protocol on the Internet that synchronizes the time settings accurately for the
DI-804HV.

Enable NTP- Select to enab]e NTP and synchronize the time settings on
your network using an NTP server

SD::\?::t NTP If you are enabling NTP, please enter the link to the default server.
Time Zone- Select your time zone from the pull-down menu

Set Device Date If you are entering the time manually, select the correct Year;
and Time- Month; Day; Hour; Minute and Second
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Tools > System
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The current system settings can be saved as a file onto the local hard drive. The
saved file or any other saved setting file created by the DI-804HV can be uploaded
into the unit. To reload a system settings file, click on Browse to search the local
hard drive for the file to be used. The device can also be reset back to factory default
settings by clicking on the Reset to Default button. Use the restore feature only if
necessary. This will erase previously saved settings for the unit. Make sure to save
your system settings to the hard drive before doing a factory restore.

Save Settings to Click Backup Setting to save the current settings to the local
Local Hard Drive- Hard Drive

Load Settings from Click Browse to find the settings file, then click Load
Local Hard Drive-

Restore to Factory

Default Settings- Click Restore to Default to restore the factory default settings
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Tools > Firmware
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You can upgrade the firmware by using this tool. First, check the D-Link support site for
firmware updates at http://support.dlink.com. Make sure that the firmware you want to
use is saved on the local hard drive of your computer. Click on Browse to search the
local hard drive for the firmware that you downloaded from the D-Link website to be used
for the update. Upgrading the firmware will not change any of your system settings but
itis recommended that you save your system settings before doing a firmware upgrade.

Browse- After you have downloaded the new firmware, click Browse in
this window to locate the firmware update on your hard drive.
Click Apply to complete the firmware upgrade.

Note! Do not power off the unit when it is being upgraded. When the
upgrade is complete, the unit will be restarted automatically.
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Tools > Misc
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In the open box, enter an URL (i.e. www.dlink.com) or an IP ad-
dress and click on Ping to test your internet connection.

Click Reboot to restart the unit.

Click Enable to block the WAN ping. Computers on the Internet
will not get a reply back from the DI-804HV when it is being
“ping”ed. This may help to increase security.

When this feature is enabled, the router will record the packet
information passed through the router such as IP address, port
address, ACK, SEQ number, and so on. The router will also
check every incoming packet to detect if it is valid.

When DoS is enabled, the router will prevent Denial of Service
attacks on all computers connected to the DI-804HV.
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Tools > Misc Continued...
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UPnP-

VPN Pass-
Through-

Non-standard
FTP port-

UPNP is short for Universal Plug and Play which is a networking
architecture that provides compatibility among networking equip-
ment, software, and peripherals. The DI-804HV is a UPnP enabled
router and will only work with other UPnP devices/softwares. If you
do not want to use the UPnP Functionality, it can be disabled by
selecting “Disabled”.

The device supports VPN (Virtual Private Network) pass-through for
both PPTP (Point-to-Point Tunneling Protocol) and IPSec (IP Secu-
rity). ONce VPN pass-through is enabled, there is no need to open
up virtual services. Multiple VPN connections can be made through
the device. This is useful when you have many VPN clients on the
LAN.

If an FTP server you want to access is not using the standard port

21, then enter in the port number that the FTP server is using in-
stead.
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Status > Device Info
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This screen displays information about the DI-804HV

DHCP Renew- Click to refresh IP addresses sent from the DHCP server.

DHCP Release- Click to release IP addreses sent from the DHCP server.
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Status > Log
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This screen displays activities occurring on the DI-804HV.

First Page-
Last Page-
Previous-
Next-
Clear-

Log Settings-

Click First Page to go to the first page of the log.
Click Last Page to go to the last page of the log.
Click Previous to go to the previous page of the log.
Click Next to go to the next page of the log.

Click Clear to clear the current page of the log.

Click for advanced features (see next page.)
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Status > Log Settings
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E-Mail Alert-

SMTP Server IP-

Email Address-

Send Mail Now-

IP Address of the
Syslog Server-

Log Type-

The DI-804HV can be set up to send the log files to a specific
email address.

Enter in the IP address of the mail server.

Enter in the email address of the recipient who will receive the
email log.

Click to send mail immediately.

Enter in the IP address of a syslog server within the network.
Click Enable to activate the policy. The DI-804HV will send all
of it’s logs to the specified syslog server.

Select the types of activity to log. By default, all values are
selected.
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Status > Stats
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In Stats section, traffic statistics are displayed.

Refresh-

Reset-
WAN-

LAN-

This will update the page.

This will reset the packet counter to zero.

Displays Received / Transmitted packets from the WAN port.

Displays Received / Transmitted packets from the LAN port.
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Help

This screen displays the complete Help menu
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in the Configuration menu.

. For help at anytime, click the Help tab
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Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work,
using Microsoft Windows XP.

Note: Please refer to websites such as http://www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000, ME or 98.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Network Setup Wizard

Welcome to the Network Setup
% Wizard

Thiz wizard will help you set up thiz computer o un an your
network. With a network o can:

Share an Internet connechion

Set up Internet Connection Firewall
Share filez and folders

Share a printer

L L . I

To continue, click Mest,

Mewt > '[ Cancel

When this screen appears, Click Next.
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Please follow all the instructions in this window:
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Click Next

In the following window, select the best description of your computer. If your
computer connects to the internet through a gateway/router, select the
second option as shown.
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Click Next
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Enter a Computer description and a Computer name (optional.)

Click Next

Enter a Workgroup name. All computers on your network should have the
same Workgroup name.

Click Next

Haime s reetsssk.

Hiara vean rabsat b rpacang 8 modgoup nand bakces S corpules ono rakbsat

AR RO T Aomouring
Ecscpies HCRIE o IIEECE
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Networking Basics

Please wait while the Network Setup Wizard applies the changes.

Retaily (o Sply soteol. §oMng. ..

Tha wead vl spplp ha kloveng sstingr. Thir process ey sk a e rarular o coplete
] (Ol b sl

Fat g
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DA L Srrraning

T3 b D Dbl Fiodcled ] vyt prindsrs Dnn0iend b0 i Quarapeates s b

Ton sppls s deltings ook Hest:

o [ etr ) [ coent |

——

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Mgl s==rup Wil

Pl vl vl el RAo o] il igR e i DOmpais . hodnes oF Sirall oo resbabingl Thes
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Networking Basics

In the window below, select the option that fits your needs. In this example, Create a
Network Setup Disk has been selected. You will run this disk on each of the
computers on your network. Click Next.

“V'pa ramd b run Hra Patwvrdk, Satup ' emd anca onoasch of ha corpules onovow
rﬂn-ﬂ.T-:lmlum-ld-rl Mnumﬂnm#mmm
‘Windowr 5P [T o w Plateerad:

‘"Wt c poas weard la o
LGl
7 Lz tha Hubsark Sukn Ok | shaadyhren

) Ugm g ik <P [0

{7 e firich s wikrasd | 't remad ko e izard on e corpute:

Insert a disk into the Floppy Disk Drive, in this case drive A.

Irar! s derk. i intrs than Follomang dick drmvm, el Hrars cick: st

14 Fleppy j2:1
il pa wwrd b ke e ik ik Foamat Dk
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Networking Basics

Copying... |§|

IR =

Please wait while the wizard copies files, ..

[ ]| Cancel |

Please read the information under Here’s how in the screen below. After you complete
the Network Setup Wizard you will use the Network Setup Disk to run the Network

Setup Wizard once on each of the computers on your network. To continue click Next.

Metwork Setup Wizard
To run the wizard with the Hetwork Setup Dizk. .. %

i J Complete the wizard and restart this computer. Then, uze the Network Setup Disk o run

the Metwark Setup Wizard once on each of the other computers on your netwark.
Here's how:
1. Inzert the Metwork Setup Disk into the next computer you want to netwarl,

2. Open My Computer and then open the Metwaork Setup Dizk.
3. Double-click "netzetup.”

[ <Back ff  Mest: | Cancel




Networking Basics

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Metwork Setup Wizard

Completing the Network Setup
Wizard

You have succeszsfully zet up this computer for home or zmall
office networking.

For help with home or small office networking, zee the
following topics in Help and Support Center:

+ Uszing the Shared Docurnents folder
+ Shannag fles and folders

To zee other computers on vaur netwark, click Start, and then
click My Metwork Places.

To cloze thiz wizard, click Finish.

| <Back || Finish |

The new settings will take effect when you restart the computer. Click Yes to
restart the computer.

System Settings Change X

P You musk reskart waur computer before the new settings will take effect,
W .
T
Do you wank bo restart wour compuber now?

You have completed configuring this computer. Next, you will need to run the
Network Setup Disk on all the other computers on your network. After run-
ning the Network Setup Disk on all your computers, your new wireless net-
work will be ready to use.
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Naming your Computer

To name your computer, please follow these directions: In Windows XP:

m Click Start (in the lower left corner of the screen)

m Right-click on My Computer

m Select Properties and click

Fims ard Sstbnge Transier
= W]

_'_llmm
H_}‘.muml.nm—u .
_:gmn-.u-—
_:,.mu-
Hmmﬁ o
[}mp..l
E_I::rr-:l.l‘u

&
#PII'I.I'I-'df

B Select the Computer
Name Tab in the System |
Properties window. |

B You may enter a Com-
puter Description if you
wish; this field is optional.

m Torename the computer
and join a domain, Click

Change.

e o T —

System Properties

System Restge I Sutpmatic L pdates [ Remote

General |l Computer Hame ™ )i Hardware | Advanced

Windows uses the following information ta identify your computer
o the network.

Computer description:

For example: "Fitchen Computer' or "Mary's

Computer'.
Full computer name:  Office
“wéork group: Accounting

To uze the Mebwork |dentification wWizard to join a
domain and create a local user accaount, chick Metwark,

Metwork 1D

To rename thiz computer ar join a damain, click Chanae.
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Networking Basics
Naming your Computer

B |n this window, enter the

Computer name

B Select Workgroup and enter
the name of the Workgroup

B All computers on your network

must have the same
Workgroup name.

B Click OK

[ irppotar Hame | Pinges

corpuler. Changa: may

Lot rearee

i b B e d B ednbedihin of this

Co )

Checking the IP Address in Windows XP

The wireless adapter-equipped computers in your network must be in the same IP Ad-
dress range (see Getting Started in this manual for a definition of IP Address Range.) To
check on the IP Address of the adapter, please do the following:

B Right-click on the
Local Area
Connection icon

in the task bar

B Click on Status

Disable

Repair

Yiew Available Wireless Mebworks

Cpen Metwork, Connections
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Checking the IP Address in Windows XP

This window will appear. Wireless Metwork Connection 7 Status |E|E|

General l Support '

Internet Pratocal [TCPAP)

| Click the
Support tab Address Type: Agzzigned by DHCP
| 1P addess 1921680114 | |
Subnet Mask: 28R 286 2500
Default Gateway: 192.168.0.1

[ | Click Close

———
Cloze

Assigning a Static IP Address in Windows XP/2000

Note: Residential Gateways/Broadband Routers will automatically assign IP Ad-
dresses to the computers on the network, using DHCP (Dynamic Host Configura-
tion Protocol) technology. If you are using a DHCP-capable Gateway/Router you
will not need to assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign a Static IP
Address, please follow these instructions:

- !-' Conkrol Panel
I@ Tour Windows XP el =

':ﬁ Printers and Faxes

u Go to Start

Files and Settings Transfer

Wizard
9) Help and Support
w Paink e
B Double-clickon y) Search
Control Panel
all Programs D 77 Run...

m Log CFf ﬁ') | Turn CFf Cormputer
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Assigning a Static IP Address in Windows XP/2000

) E Lotz Vo R .
B Double-click on ¥
Network

Connections

Fie Elb Vew Fowses Todr Ahanced  Hed
-

ot = (0 (¥ Dsweh || Fides | [T

-\n-*:fnu-':km-

hebwork Tasks

Cresis & raw
e

B Right-click on Local Area 2 matmana
Connections L] Dl e et

‘ Frpes ar corradan

W] Flerrs thi conrachan

i e s of this
]

B hargm witinga of tn
orredn

B Click on Properties
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Assigning a Static IPAddress
in Windows XP/2000

B Click on Internet Protocol (TCP/IP)

B Click Properties

m In the window below, input your IP
address, subnet mask, default
gateway and DNS server address.
(The IP Addresses on your network
must be within the same range. For
example, if one computer has an IP
Address of 192.168.0.2, the other
computers should have IP Addresses
that are sequential, like 192.168.0.3
and 192.168.0.4. The subnet mask
must be the same for all the computers
on the network.)

IP Address:
e.g., 192.168.0.2

Subnet Mask:
255.255.255.0

Enter the LAN IP address of
the Wireless Router. (D-Link
wireless routers have a LAN IP
address of 192.168.0.1)

m Select Use the following DNS
server addresses.

Enter the LAN IP address of
the Wireless Router. (D-Link
wireless routers have a LAN IP
address of 192.168.0.1)

B Click OK

[?)x)

-i- Local Area Connection 7 Properties
General | Advanced

Connect using:

HS  D-Link DWL-AB50

Thiz connection uses the following items:

% Cliert for Microsoft Networks

.@ File: and Printer Sharing for Microgzoft Netwarks
B (0% Packst 5 chedulsr

Ir'utEemEet Protocal [TCPAP) '

Install...

Degcription

e

Transmizsion Contral Protocol/Intemet Protocol. The default
wide area netwark, protocol that provides communication
acrozs diverse interconnected networks.

[ Show icon in notification area when connected

ak ] [ Cancel

Internet Protocol (TCP/IP) Properties @E|

General

“You can get IP settings assigned automatically if your network supports
this capability. Otherwize, you need to ask pour netwark. admiristrator for
the appropriate [P settings.

(C) Obtain an IP address automatically
(@ Uze the following 1P address:)

P address:

192 168, 0 . 2
Subnet mask: 255 . 2850255 . 0

Default gatewsay: 192.168. 0 . 1

(@ Use the fallowing DMS server addlesses:)
Prefeired DMS server 192.168. 0 . 1

Alternate DNS server

C=)

The DNS server information will be supplied by your ISP (Internet Service Provider.)
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Assigning a Static IP Address with Macintosh OSX

B Go to the Apple Menu and se-
lect System Preferences

B Click on Network

‘88 MNetwark =

B Select Built-in Ethernetinthe '« = & @ o
Show pull-down menu

Location:  Automatic -a

Show:  Bullt-in Ethernet

m SelectManually in the Con- T
figure pull-down menu S e

Using BootP

1P Address
(Provided by DHCP Server

Subnet Mask: 255.255.255.0

Router: 192.168.0.1

DHCP Cliens 1D
iOpcionaly

Lample: agple.com. sasthlinknet
Ethernet Address:

(@) Click the lock 1o prevent further changes.

Bon Ardani -
= Ha0 3
I | L i)
alim  Waie el il
B Inputthe Static IP Address, Y vet | peti | e
the Subnet Mask and the S
Router IP Address in the ap- R »
propriate fields s e Y e

Bl ] MALE  JN M AW

[ T R [ T-8] vt Darmm Sp—

L TT o P e

B Click Apply Now

[ Ok o b g B s s ¥ e b
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Selecting a Dynamic IP Address with Macintosh OSX

B  Go to the Apple Menu and select
System Preferences

B Click on Network

Bl Select Built-in Ethernet in the =«

Show pull-down menu

[ I] e — a

-Iﬁ'

m A S poe o @

A T i ]

E R L2

LN O R

2589 ' 8 3
2as0 8

B Select Using DHCP in the
Configure pull-down menu

v g ik
k] AN VLWL BELD

Wowiyr TR IBAGO

[E+LF O i
T

Ersree by

T, o oo g R

R

B Click Apply Now

[T = il

i}

B ThelP Address, Subnet
mask, and the Router’s IP
Address will appearin a few
seconds

Ty g WL

Foagamn (L Wl 1R
Warainni oy DF Serenn
(TR L TR

By (R WA

[GAF (w1l
e b

L Sadran 0 0l B Mo e

i)

n!ﬂl-:ﬂ_s-ﬂ'!.‘#r‘ﬂ_

lainy lymes e

Rimps o o, i

ke bt e ey s

iy o
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Networking Basics
Adding and Sharing Printers in Windows XP

After you have run the Network Setup Wizard on all the computers in your network
(please see the Network Setup Wizard section at the beginning of Networking Basics,)
you can use the Add Printer Wizard to add or share a printer on your network.

Whether you want to add a local printer (a printer connected directly to one computer,)
share an LPR printer (a printer connected to a print server) or share a network printer
(a printer connected to your network through a Gateway/Router,) use the Add Printer
Wizard. Please follow the directions below:

First, make sure that you have run the Network Setup Wizard on all of the computers
on your network.

On the following pages, we will show you these 3 ways to use the Add Printer Wizard:

1. Adding a local printer
2. Sharing an network printer
3. Sharing an LPR printer

(Other Networking Tasks)

For help with other tasks, that we have not covered here, in home or small office net-
working, see Using the Shared Documents folder and Sharing files and folders in
the Help and Support Center in Microsoft Windows XP.
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Networking Basics
Adding a local printer (a printer connected directly to a computer)

A printer that is not shared on the network and is connected directly to one computer
is called a local printer. If you do not need to share your printer on a network, follow
these directions to add the printer to one computer.

B Goto @ B,
: : Control Panel
Start> Windows Maovie Maker
Printers & Printers and Faxes
and Faxes Tour wwindows %P =

3 | Files and Setkings Transfer @ Help and Support

Wizard o
,'.) Search
g Mokepad
=7 Run...

all Programs D

@| Lag OFf |6| Turn QFF Computer

| 14 Start

Printer Tasks

B Click on Add a printer &5 5et up f axion

Start the Add Printer ‘Wizard, which helps you install a printer,

See Also

L?j Troubleshoot printing
Q) Get help with printing

Other Places

[ Control Panel
% Scanners and Cameras
|B My Documents

@ My Pictures
1} My Compuker

Details

Jbmp - Paint = and Faxes
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Adding a local printer

B Click Next

B Select Local printer
attached to this

computer

B (Deselect Automati-
cally detect and install
my Plug and Play
printer if it has been
selected.)

B Click Next

B Select Use the follow-
ing port:

B From the pull-down menu
select the correct port

for your printer

(Most computers use the LPT1: port,
as shown in the illustration.)

B Click Next

Add Printer Wizand

Welcome to the Add Printer
Wizard

Thiz wizard helps pou install a printer or make printer
conngctions.

i If you have a Plug and Play printer that connects

3 .) thraugh a USE port [or any other hot pluggable
port, such az IEEE 1394, infrared, and =0 on), you
da hot need to use this wizard. Click Cancel to
cloze the wizard, and then plug the printer's cable
into your computer or point the: printer toward your
computer's infrared part, and turm the printer on.
Windows will automatically install the printer for pou,

To continue, click Next

Cancel

Add er, Wizard

Local or Network Printer
The wizard needs to know which type of printer to set up.

&

Select the option that describes the printer you want to use;

(%) Local printer attached to this computer

[ClAutomatically detect and install my Flug and Flay printer

(2) & network printer, or a printer attached to anather computer

] To et up a network printer that is not attached to a print server,
\12 uze the "Local printer”’ option.

< Back l Mext > ' Cancel

Add Printer Wizand

Select a Printer Port
Computers communicate with printers through ports.

Select the port you want your printer to use. I the part is not listed, you can create a
new part.

() Use the fallowing part:

LPT1: [Recommended Printer Port)

MNote: Mast computers use the LPT1: port to communicate with a local printer.
The connector for this port shauld look something like this:

N

() Create a new port:

< Back I Hest > ' Cancel
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Adding a local printer

Bl Selectand highlight
the correct driver for

your printer.

B Click Next

(If the correct driver is
not displayed, insert the
CD or floppy disk that
came with your printer
and click Have Disk.)

B At this screen, you
can change the name

of the printer (optional.)

B Click Next

Bl Select Yes, to printa
test page. A successful
printing will confirm that
you have chosen the

correct driver.

B Click Next

Add Printer, Wizard

Install Printer Software O
The manufacturer and model determing which printer software to use. Q”

= Select the manufacturer and model of your printer. [f your printer came with an installation
‘\:é disk, click Have Disk. IF your printer iz not listed, congult your printer documentation far
compatible printer software,

Marufacturer || Printers ~
Fuitsu S HP Desklet 400

Eﬁfe,ic ¥ HP DeskJet 400 (Manochiame)

Gestetner .a}‘ HP Desklet 420

HP

_‘g This driver is digitally signed. [ Windows Update ] [ Have Disk... ]

Tell me vahy driver signing is impartant

[ ¢ Back Il Mext > 1][ Cancel ]

Add Printer, Wizand

MName Your Printer

‘f'ou must aszign a name ta this printer. :

Type a name for this printer. Because some programs do not suppart printer and server
hame combinstions of more than 31 characters, it is best to keep the name as short as
possible.

Printer name:

< Back l Mext > ' Cancel
Add Printer, Wizard

Print Test Page O
Ta confirm that the printer i installed properly, you can print a test page. Q’/

Do you want ta print & test page?
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Adding a local printer

This screen gives you information about your printer.

Add Printer, Wizard

Completing the Add Printer
Wizard

Y'ou hawe successfully completed the Add Printer wizard.
Y'ou gpecified the following printer settings:

M ame: HF Desklet 500
Share name: <Moot Shared:
Port: LPTT1:

Maodel: HF Desklet 500
Default: ez

Testpage:  es

To cloze thiz wizard, click Finish.

-_Eancel

Click Finish

When the test page has printed,

HP DeskJet 500

A test page iz now being sent to the printer. Depending on the
zpeed af pour printer, it may take a minute or bwo befare the page
iz printed,

The test page briefly demanstrates the printer's ability ta print
graphics and text, and it provides technical infarmation about the
printer driver,

If the test page printed, click OF.
If the test page did nat print, click Troublezhont,

[Irl:uul:ulesh-:u:ut...

Click OK
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Adding a local printer

B Goto Start> Printers
and Faxes

A successful installation will display
the printer icon as shown at right.

You have successfully added a local
printer.

Sharing a network printer

Printer Tasks

| Add a prinker

See what's printing

Select printing
preferences

Pause printing
Share this printer
Renarne this printer
Delete this printer

Set prinker properties

See Also

@ G0 ko manufacturer's
‘web site

Other Places

[3 Control Panel

% Scanners and Cameras
G My Docurnents

i} My Pictures

} My Computer

14 Start

After you have run the Network Setup Wizard on all the computers on your network,
you can run the Add Printer Wizard on all the computers on your network. Please
follow these directions to use the Add Printer Wizard to share a printer on your

network:

B Goto Start>
Printers and Faxes

@ windows Movie Maker
@ Tour Windows %P

3 | Files and Settings Transfer 9) Help and Support

Wizard —
/'..) Search
@ Motepad
=] Run...

All Programs D

@| Log OFF |‘® | Turn OFf Computer

s Start
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Sharing a network printer

| : B
B Click on Printer Tasks =)

Add a printer [2] &add a prinker

Zn et up Faxica
E ]Start the Add Printer Wizard, which helps wou install a prinker, l

Add Printer Wizard

Welcome to the Add Printer
Wizard

This wizard helps vou install a printer or make printer
connections.

through a USE part [or any other hot pluggable
port, such as [EEE 13594, infrared, and so on), pou
do not need to use this wizard. Click Cancel to
close the wizard, and then plug the printer's cable
into your computer or point the printer toward pour
computer's infrared port, and tum the printer on.
windows will automatically install the printer for you.

il) If you have a Plug and Play printer that connects

To continue, click Next.

B Click Next [ Newt> |[ Cancel

Add Printer Wizard

. Select Local or Network Printer
Network Pri nter The wizard needs to know which type of printer to set up.

Select the option that describes the printer you want to use:

(O Local printer attached to thiz computer

() & network. printer, or a printer attached to another compiter

- To zet up a network, printer that is not attached to a print server,
‘-ll) uze the "Local printer'’ option,

< Back ” Mewt > ][ Cancel ]

B Click Next
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Sharing a network printer

B Select Browse for
a printer

B Click Next

Select the printer you
would like to share

B Click Next

B Click Finish

Add Printer Wizand

Specify a Printer
IF pou don't know the name or address of the printer, you can search far a printer
that meets paur needs.

Wwhat printer do you want to connect to?

OEmalarar
() Conmect to this printer [or to browse for & printer, select this option and click Next):
Name:
Evample: Whserver\printer
(0) Connect ta a prinker on the Intemet or on a home or office netwark:
URL:
Example: hiip: /server/printers/myprinter/. printer

< Back H Mest » ][ Cancel

Add Printer Wizard
Browse for Printer
‘When the list of printers appears, select the one you want to uze:

Brinter; | SWACAHF DeskJet 500

Shared printers:
3= Microsoft windaws Network.

2 DuNe
= 1ac2
10c3

PFrinter information
Comment:
Status: Ready Documents waiting ]

<Back | MNewt> | [ Cancel

Add Printer Wizard

@

Completing the Add Printer
Wizard

You have successfully completed the Add Printer Wwizard
YYou specified the fallawing printer settings;

Name: HF DeskJet 500 on 1QC3
Default Yes

Locatiorn:

Comment

To clase this wizard, click Firish
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Sharing a network printer

B To check for proper
installation:

B Go to Start > Printers
and Faxes

The printer icon will appear at right,
indicating proper installation.

You have completed adding the
printer.

To share this printer
on your network:

B Remember the printer
name

B Runthe Add Printer
Wizard on all the
computers on your
network

B Make sure you have
already run the
Network Setup
Wizard on all the
network computers

After you run the Add Printer
Wizard on all the computers in the
network, you can share the printer.

@ windows Maovie Maker
@ Tour Windows XP

C@ Files and Settings Transfer
Wizard

g Motepad

All Programs D

5 Start

Printer Tasks

@ Add a prinker
£2] See what's printing

Select printing
preferences

&g’ Pause printing

Lr_.; Share this prinker
IEEI Rename this printer
¥ Delete this printer
-':-; Set printer properties

See Also

@ G0 to manufacturer's
Web site

Other Places

g- Conkrol Panel
% Scanners and Cameras
EI My Documents

@ My Pictures
'_-f; My Camputer

————
15 Start

Control Panel

@s Printers and F

Q) Help and Support

p Search
=] Run...

ompuker
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Sharing an LPR printer

To share an LPR printer (using a print server,) you will need a Print Server such as
the DP-101P+. Please make sure that you have run the Network Setup Wizard on
all the computers on your network. To share an LPR printer, please follow these

directions:

Add Printer Wizard

B Go to Start >
Printers and
Faxes

M Click on Add
a Printer

1

Welcome to the Add Printer
Wizard

This wizard helps you install a printer or make printer
connechions.

If you have a Plug and Play printer that connects
through a USE port [or any other hot pluggable

The screen to the
right will appear

B Click Next

m Select
Local
Printer...

B Click Next

part, such as [EEE 1394, infrared, and 20 on). you
do not need to use thiz wizard, Click Cancel to
close the wizard, and then plug the printer's cable
into your computer or point the printer taward your
computer's infrared part, and tum the printer an.
wiindows will automatically inztall the printer for you,

To continue, click Nest.

Cancel

Add Printer Wizard

Local or Metwork Printer
The wizard needs to know which twpe of printer ta zet up.

Select the option that describes the printer you want to uze:

[ (®)Local printer attached ta this computer ]
] Automatically detect and inztall my Plug and Play printer

(O & retwork printer, or a printer attached to anather computer

- Tao set up a network, printer that iz not attached to a print server,
\14) uze the "Local printer' option.

Mest » Cancel

< Back
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Sharing an LPR printer

B This screen will show you
information about your

printer.

B Click Finish

B Select the printer you
are adding from the list

of Printers.

B Insert the printer driver disk that

came with your printer.

B Click Have Disk

If the printer driver is already installed, do
the following:

B Select Keep existing
driver

B Click Next

Add Standard TCP/IP Printer Port Wizard g|

Completing the Add Standard
TCP/IP Printer Port Wizard

You have selected a part with the fallowing characteristics.
SHMP: Mo

Piotocal LPR. Ip

Device: 192.170.0.20

Port Mame:  IP_192170.0.20
Adapter Type:

Ta complete this wizard, click Finigh.

Add Printer, Wizard
Install Printer Software 7
The manufacturer and model determing which printer software to use. Q"

3\ Select the manufacturer and model of your printer. IF your printer came with an installation
@ disk, click Have Disk. If your printer is nat listed, congult vour printer documentation for
compatible printer software.

M anufacturer ~ A
Fuitsu 5 HF DeskJet 400

EEEE”D E':J’HF' Deskdet 400 [Monaochrome)
Gastetner EFHP Desklet 420
HP v ~
e e smmme —
3}' This driver is digitally signed. [ wiindows Update ][ Have Disk... ]
Tel me why driver signing is important \——

[ ¢Back [ Newt> | [ cConcal |

Add Printer Wizard

Use Existing Driver

& dhiver iz already installed for this printer, You can use or replace the existing v
diiven

HF DeskJat 500

Do pou want to keep the existing driver or use the new one?

() Replace esisting driver

< Back l Nest » ' Cancel
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Sharing an LPR printer

[ | You can rename your printer if
you choose. It is optional.

| Please remember the name of
your printer. You will need this
information when you use the
Add Printer Wizard on the
other computers on your
network.

| Click Next

B  Select Yes, to print a test page.

[} Click Next

This screen will display information
about your printer.

B Click Finish to complete the
addition of the printer.

| Please run the Add Printer
Wizard on all the computers
on your network in order to
share the printer.

Add Printer Wizard

Mame Your Printer
Vo must assign a name to this printer

possible,

Type a name for this printer. Because some programs do not support printer and server
hame combinations of more than 31 characters, itis best to keep the name as short a5

<Back Cancel

Print Test Page

[1a pou wank b print a test page?
©Fes
O Mo

Ta confirm that the printer is installed properly, vou can print a test page: t::’

Add Printer, Wizard

< Bachk Mext > Cancel

Add Printer Wizard

Mame:

Fart:
hodel
Detault
Test page:

Completing the Add Printer
Wizard

‘You have successtully completed the Add Printer wizard,
“You specified the following printer settings:

Share name:  <Not Shared>

To close this wizard, click Finish

HP DeskJet 500

IP_152170.0.20
HF DeskJet 500
Yes
Yes

< Back i Finish Cancel

Note: You must run the Network Setup Wizard on all the computers on your network before

you run the Add Printer Wizard.
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Resetting the DI-804HV to the
Factory Default Settings

After you have tried other methods for troubleshooting your network, you
may choose to Reset the DI-804HV to the factory default settings.

Ll
-
% -
-
T

To hard-reset the D-Link DI-804HV to the Factory Default Settings, please do
the following:

B Locate the Reset button on the back of the DI-804HV

B Use a paper clip to press the Reset button and
power on.

B Hold for about 5 seconds (don’t hold too long) and
then release. (Or, release when M1 and M2 flash
at the same time.)

B After you have completed the above steps, the DI-804HV
will be reset to the factory default settings
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Technical Specifications

Standards
B |EEE 802.3 10BASET-T Ethernet
IEEE 802.3u 100BASE-TX Fast Ethernet

|
B |IEEE 802.3x Flow Control
B ANSI/IEEE 802.3 NWay auto-negotiation

VPN Pass Through Function
m PPTP
m L2TP
B |PSec

Device Management

B Web-Based - Internet Explorer 6x or later; Netscape Navigator 6x or
later; or other Java- enabled browsers.
LEDs

WAN

LAN

M1

M2

COM
Operating Temperature

B 41°Fto 131°F (5°C to 55°C)

Humidity

m 10-90%
Power

m DC5V

Dimensions
B L= 7.56inches (192mm)
B W=4.65inches (48mm)
B H=1.22inches (31mm)

Weight
B ~10.8 0z. (0.3kg)

Ports
B 4 xNWay 10BASE-T/100BASE-TX Fast Ethernet LAN (Media Auto Sensing)
B 1xNWay 10BASE-T/100BASE-TX Fast Ethernet WAN (Media Auto Sensing)
B 1 Com Port (Dial-Up Modem) 95



Frequently Asked Questions

Why can’t | access the web based configuration?

When entering the IP Address of the DI-804HV (192.168.0.1), you are not connecting
to the Internet or have to be connected to the Internet. The device has the utility built-
in to a ROM chip in the device itself. Your computer must be on the same IP subnet
to connect to the web-based utility.

To resolve difficulties accessing a web utility, please follow the steps below.

Step 1 Verify physical connectivity by checking for solid link lights on the device. If
you do not get a solid link light, try using a different cable or connect to a different
port on the device if possible. If the computer is turned off, the link light may not be
on.

What type of cable should | be using?

The following connections require a Crossover Cable:
Computer to Computer

Computer to Uplink Port

Computer to Access Point

Computer to Print Server

Computer/’XBOX/PS2 to DWL-810
Computer/XBOX/PS2 to DWL-900AP+

Uplink Port to Uplink Port (hub/switch)

Normal Port to Normal Port (hub/switch)

The following connections require a Straight-through Cable:
Computer to Residential Gateway/Router

Computer to Normal Port (hub/switch)

Access Point to Normal Port (hub/switch)

Print Server to Normal Port (hub/switch)

Uplink Port to Normal Port (hub/switch)

Rule of Thumb:
"If there is a link light, the cable is right.”
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

What type of cable should | be using? (continued)

What's the difference between a crossover cable and a straight-through
cable?

The wiring in crossover and straight-through cables are different. The two types
of cable have different purposes for different
LAN configurations. EIA/TIA 568A/568B
define the wiring standards and allow for
two different wiring color codes as
illustrated in the following diagram.

Wihite. Grees
LELT
Whim.Orasge
Blue

Wihite. Hies

Clramge

. . Whitn. Baowes
*The wires with colored backgrounds may frawm
have white stripes and may be denoted

that way in diagrams found elsewhere.

Wihiin Orassgs
How to tell straight-through cable from iy i
acrossover cable: B

White HI
The main way to tell the difference Grogs
between the two cable types is to compare e Hren

the wiring order on the ends of the cable. If
the wiring is the same on both sides, it is
straight-through cable. If one side has opposite wiring, it is a crossover cable.

ShER CARLE EMD

All you need to remember to properly configure the cables is the pinout order of
the two cable ends and the following rules:

A straight-through cable has identical ends

A crossover cable has different ends

It makes no functional difference which standard you follow for straight-through
cable ends, as long as both ends are the same. You can start a crossover cable
with either standard as long as the other end is the other standard. It makes no
functional difference which end is which. The order in which you pin the cable is
important. Using a pattern other than what is specified in the above diagram
could cause connection problems.

When to use a crossover cable and when to use a straight-through cable:
Computer to Computer — Crossover
Computer to an normal port on a Hub/Switch — Straight-through
Computer to an uplink port on a Hub/Switch - Crossover
Hub/Switch uplink port to another Hub/Switch uplink port — Crossover
Hub/Switch uplink port to another Hub/Switch normal port - Straight-through
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 2 Disable any Internet security software running on the computer. Software
firewalls like Zone Alarm, Black Ice, Sygate, Norton Personal Firewall, etc. might
block access to the configuration pages. Check the help files included with your
firewall software for more information on disabling or configuring it.
T 11|
Step 3 Configure your Internet settings. S g T

L -l
|= - 0 9

e meamd

Go to Start>Settings>Control Panel. Double click
the Internet Options Icon. From the Security tab, ——

click the button to restore the settings to their i b st
defaults. :
o |
T 111
R T
Wy ppeemme—= D]
Click to the Connection tab and set the dial- |—-——-—"-'-'— -
up option to Never Dial a Connection. Click A .
the LAN Settings button LS
- | T

Nothing should be checked. Click OK Ry -

r m"um s e < wa s

=

r

Go to the Advanced tab and click the
button to restore these settings to their
defaults

Click OK. Go to the desktop and close any open
windows




Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 4 Check your IP Address. Your computer must have an IP Address in the same
range of the device you are attempting to configure. Most D-Link devices use the
192.168.0.X range.

How can | find my IP Address in Windows 95, 98, or
ME?

Step 1 Click on Start, then click on Run.

Step 2 The Run Dialogue Box will appear. Type winipcfg in the window as shown

then click OK.
fen  EHE@

ﬂ e s o & e Folded o o, o
wall opan & Fos o

Opar  farpdp =

Step 3 The IP Configuration window will appear, displaying your Ethernet
Adapter Information.

M Select your adapter from the drop down menu.

M If you do not see your adapter in the drop down menu, your adapter is
not properly installed.

m 1F Loshgusalen

Flagrnfl | | Fanmadl | Horminkas

Step 4 After selecting your adapter, it will display your IP Address, subnet
mask, and default gateway.
Step 5 Click OK to close the IP Configuration window
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 4 (continued) Check your IP Address. Your computer must have an IP Address

in the same range of the device you are attempting to configure. Most D-Link devices
use the 192.168.0.X range.

How can | find my IP Address in Windows 2000/XP?

Step 1 Click on Start and select Run.
Step 2 Type cmd then click OK.
Fun -..::. 4

= Type the name of a program, Folder, document, or
= Internet resource, and Windows will open it For you.

open: cmd :"v -,

[ Ik ][ Cancel ]’ Browse. .. l

Step 3 From the Command Prompt, enter ipconfig. It will return your IP
Address, subnet mask, and default gateway

Step 4 Type exit to close the command prompt.
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 4 (continued) Check your IP Address. Your computer must have an IP Address
in the same range of the device you are attempting to configure. Most D-Link devices
use the 192.168.0.X range.

Make sure you take note of your computer’s Default Gateway IP Address. The Default
Gateway is the IP Address of the D-Link router. By default, it should be 192.168.0.1.

How can | assign a Static IP Address in Windows XP?

Step 1
Click on Start > Control Panel > Network and Internet Connections >
Network connections.

Step 2 See Step 2 for Windows 2000 and continue from there.
How can | assign a Static IP Address in Windows 20007?

Step 1 Right-click on My Network T —
Places and select Properties. e T — ';“’
LT s u %
Step 2 Right-click on the Local Mtk amd Dl
Area Connection which represents i
your network card and select ctirgy
Properties.
T — tisi
i |
=
[ e 1 vy 1w o i Sy rrr—— I
Highlight Internet Protocol (TCP/ S iy Lt S
IP) and click Properties. |‘I_ I:I |
4 | ®
pam. | s | e | |

101



Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

How can | assign a Static IP Address in Windows 20007

(continued)

Click Use the following IP Address and  presyemermrrm——" 2z

enter an IP Address that is on the same feresd

subnet as the LAN IP Address on your Youom el Pestren eovpred auoestodhsFyoas et wppors

router. Example: If the router’s LAN IP RS

Address is 192.168.0.1, make your IP Dbt 1P e sk

Address 192.168.0.X where X = 2-99. rp;':"""“""" e

Make sure that the number you choose is Eutmstrvath [ .m0

not in use on the network. Detauk gueeey [132 768 0 .1

Set the Default Gateway to be the B L L

same as the LAN IP Address of your e — R

router (192.168.0.1). !
fetpend |

Set the Preferred DNS server to be the Cammi

same as the LAN IP address of your
router (192.168.0.1).

The Alternate DNS server is not needed or enter a DNS server from your ISP.

Click OK twice. You may be asked if you want to reboot your computer. Click

Yes.
How can | assign a Static IP S
Address in Windows 98/Me? R ——

Cimrd bar Micik Matwodar

IC+-Link DFE SNIT PC1 Faak E vimad Sdapied P ]

Step 1 From the desktop, right-click on the
Network Neigborhood icon (Win ME - My

Network Places) and select Properties

O L
Fursay Hubst Lagae
Highlight TCP/IP and click the Properties Il b M Hefn =
button. If you have more than 1 adapter, _ Beminsarg. |
then there will be a TCP/IP “Binding” for R —————

each adapter. Highlight TCP/IP > (your

network adapter) and then click '
Properties. [
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

How can | assign a Static IP Address in Windows

98/Me? (continued)
Step 2 Click Specify an IP Address.

Enter in an IP Address that is on the same
subnet as the LAN IP Address on your router.
Example: If the router’s LAN IP Address is
192.168.0.1, make your IP Address
192.168.0.X where X is between 2-99. Make
sure that the number you choose is not in
use on the network.

Step 3 Click on the Gateway tab.

Enter the LAN IP Address of your router
here (192.168.0.1).

Click Add when finished.

Step 4 Click on the DNS Configuration tab.

Click Enable DNS. Type in a Host (can be
any word). Under DNS server search order,
enter the LAN IP Address of your router
(192.168.0.1). Click Add.

Step 5 Click OK twice.

When prompted to reboot your computer,
click Yes.

After you reboot, the computer will now have
a static, private IP Address.

Step 5 Access the web management. Open your web
browser and enter the IP Address of your D-Link device in
the address bar. This should open the login page for the web

| rowmem | F iy

i
e — [ T ——
:Hm H'H-ﬂl'-“
o

T [+ il i

o g i

Faides  fi0z2 18 b oM
LoliERL ¥

i | | Wi

]
Vit ey b w4 g g m e
bl

|.'-|_=-'.-.=. =01 o |
Caees s
l.i r—

|

| e ] BTl
[l Doty | iy | "ol Corpsinn | P dabiers

Dl
£ Eraia D&

L [ m'

e

Ii'_l

=)

management. Follow instructions to login and complete the configuration.
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Frequently Asked Questions (continued)

How can | setup my router to work with a Cable modem connection?

Dynamic Cable connection
(IE AT&T-BI, Cox, Adelphia, Rogers, Roadrunner, Charter, and Comcast).

Note: Please configure the router with the computer that was last connected directly

to the cable modem.

Step 1 Log into the web based configuration by typing in the IP Address of the router
(default:192.168.0.1) in your web browser. The username is admin (all lowercase) and

the password is blank (nothing).

Step 2 Click the Home tab and click the
WAN button. Dynamic IP Address is the

default value, however, if Dynamic IP Address

is not selected as the WAN type, select
Dynamic IP Address by clicking on the radio
button. Click Clone Mac Address. Click on
Apply and then Continue to save the

changes.

W DI-804HV
Ethernet Broodband Router

Home
WA Saflifg
Plamse sakari e sppraprsts opl
i DR IP A

— 7y Eiale iPAgd s
Wicard

) PRRLE

) DN Mebamsark
0 Citeis

004

Hirt Maire
NAC Addrese

E:
n
2

i

L]
Frirmary DG Aodrese
Faronoarg DNE Addrese
MTL

Aureracon rach

AUtk p

Advanced

O-Link D050

L s

sl

Tools Status Help
on tn conre et vouriGP
e e WS QDL K ORI an 1P aEaeis SuRimalEall
From yourIGF. (Farmesl Cabie magam usersl
Crarae it aption 0 setsiafe (P inform aian prod sad
N by pane
Credied & HE QN ' yoUi 18P usds PPPOE For st DEL
uma
To sur e i mai Wa PETRASDN
FPTP ared BipFand Calik
dptianat
m b L Lo m |
| Do mAC Asibess
nooo
0o
150]
(& Enchiad ) Disablel
¥ Enanian &) Disabied
Apply Cancel Helo
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Frequently Asked Questions (continued)

(continued)

How can | setup my router to work with a Cable modem connection?

Step 3 Power cycle the cable modem and router:

Turn the cable modem off (first) . Turn the router off Leave them off for 2 minutes.**
Turn the cable modem on (first). Wait until you get a solid cable light on the cable
modem. Turn the router on. Wait 30 seconds.

** If you have a Motorola (Surf Board) modem, leave off for at least 5 minutes.

Step 4 Follow step 1 again and log back into the web configuration. Click the Status
tab and click the Device Info button. If you do not already have a public IP Address

under the WAN heading, click on the DHCP Renew and Continue buttons.

Static Cable Connection
Step 1 Log into the web based configuration by typing in the IP Address of the router
(default:192.168.0.1) in your web browser. The username is admin (aII Iowercase) and

the password is blank (nothing).

Step 2 Click the Home tab and click the WAN
button. Select Static IP Address and enter your
static settings obtained from the ISP in the fields

provided.

If you do not know your settings,
you must contact your ISP.

Step 3 Click on Apply and then
click Continue to save the
changes.

Step 4 Click the Status tab and
click the Device Info button. Your
IP Address information will be
displayed under the WAN heading.
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Frequently Asked Questions (continued)

How can | setup my router to work with Earthlink DSL or any PPPoE
connection?

Make sure you disable or uninstall any PPPoE software such as WinPoet or Enternet
300 from your computer or you will not be able to connect to the Internet.

Step 1 Upgrade Firmware if needed.

(Please visit the D-Link tech support website at: http://support.dlink.com for the latest
firmware upgrade information.)

Step 2 Take a paperclip and perform a hard reset. With the unit on, use a paperclip
and hold down the reset button on the back of the unit for 10 seconds. Release it and
the router will recycle, the lights will blink, and then stabilize.

Step 3 After the router stabilizes, open your browser and enter 192.168.0.1 into the
address window and hit the Enter key. When the password dialog box appears, enter
the username admin and leave the password blank. Click OK.

If the password dialog box does not come up repeat Step 2.
Note: Do not run Wizard.
Step 4 Click on the WAN tab on left-hand side of the screen. Select PPPoE.

Step 5 Select Dynamic PPPoE (unless your ISP supplied you with a static IP
Address).

Step 6 In the username field enter ELN/username@earthlink.net and your
password, where username is your own username.

For SBC Global users, enter username@shbcglobal.net.
For Ameritech users, enter username@ameritech.net.
For BellSouth users, enter username@bellsouth.net.

For Mindspring users, enter username@mindspring.com.
For most other ISPs, enter username.

Step 7 Maximum Idle Time should be set to zero. Set MTU to 1492, unless
specified by your ISP, and set Autoreconnect to Enabled.

Note: If you experience problems accessing certain websites and/or email issues,

please set the MTU to a lower number such as 1472, 1452, etc. Contact your ISP for
more information and the proper MTU setting for your connection.
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Frequently Asked Questions (continued)

How can | setup my router to work with Earthlink DSL or any PPPoE
connection? (continued)

Step 8 Click Apply. When prompted, click Continue. Once the screen refreshes,
unplug the power to the D-Link router.

Step 9 Turn off your DSL modem for 2-3 minutes. Turn back on. Once the modem
has established a link to your ISP, plug the power back into the D-Link router. Wait
about 30 seconds and log back into the router.

Step 10 Click on the Status tab in the web configuration where you can view the
device info. Under WAN, click Connect. Click Continue when prompted. You should
now see that the device info will show an IP Address, verifying that the device has
connected to a server and has been assigned an IP Address.

Can | use my D-Link Broadband Router to share my Internet
connection provided by AOL DSL Plus?

In most cases yes. AOL DSL+ may use PPPoE for authentication bypassing the
client software. If this is the case, then our routers will work with this service. Please
contact AOL if you are not sure.

To set up your router:

Step 1 Log into the web-based configuration (192.168.0.1) and configure the WAN
side to use PPPoE.

Step 2 Enter your screen name followed by @aol.com for the user name. Enter your
AOL password in the password box.

Step 3 You will have to set the MTU to 1400. AOL DSL does not allow for anything
higher than 1400.

Step 4 Apply settings.

Step 5 Recycle the power to the modem for 1 minute and then recycle power to the
router. Allow 1 to 2 minutes to connect.

If you connect to the Internet with a different internet service provider and want to use
the AOL software, you can do that without configuring the router’s firewall settings.
You need to configure the AOL software to connect using TCP/IP.

Go to http://www.aol.com for more specific configuration information of their software.
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Frequently Asked Questions (continued)

How can | set up my router to work with another DI-804HV router?

Step 1 Log into the web based
configuration of the router by typing in
the IP address of the router (default:
192.168.0.1) in your web browser. By
default the username is “admin” and
there is no password.

Step 2 Click the VPN button on the left
column, select the checkbox to Enable
the VPN, and then in the box next to Max.
number of tunnels, enter the maximum
numbers of VPN tunnels that you would
like to have connected.

Step 3 In the space provided, enter the
Tunnel Name for ID number 1, select IKE,
and then click More.

Connect to 192.168.0.1
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Frequently Asked Questions (continued)

How can | set up my router to work with another DI-804HV router?
(continued)

Step 4 In the Local Subnet and Local
Netmask fields enter the network
identifier for the local DI-804HV’'s LAN
and the corresponding subnet mask.

Step 5 In the Remote Subnet and "
Remote Netmask fields enter the Mroodband Horteies WP Fauler
network identifier for the remote DI- Awianoed  Teoks Sasbes _ Wels

804HV’'s LAN and the corresponding - —
subnet mask. C— i—m—

& 3@ 90
Step 6 In the Remote Gateway field
enter the WAN IP address of the remote W mesmmnetbd
DI-804HV and in the Preshared Key field, Home [ T ST
enter a key which must be exactly the @
same as the Preshared Key that is e _—
configured on the remote DI-804HV. =l | oo e
Step 7 Click Apply and then click on IR
Select IKE Proposal... Bl e ——

@ oo




Frequently Asked Questions (continued)

How can | set up my router to work with another DI-804HV router?
(continued)

Step 8 Enter a name for proposal ID W
number 1 and select Group 1, 2, or 5 Rioadivaed Horhemss VPR Beubid

from the DH Group dropdown menu. R
Q bl e
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e
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Step 9 Select DES or 3DES as the
Encryption Algorithm and either SHA-1 i e 0

or MD5 as the Authentication Algorithm. M

Step 10 Enter a Lifetime value and then
either select Sec. or KByte as the unit W e bl

for the lifetime value. Nams
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Frequently Asked Questions (continued)

(continued)

How can | set up my router to work with another DI-804HV router?

Step 11 Select 1 out of the Proposal
ID dropdown menu and click Add To,
which will add the proposal that was just
configured to the IKE Proposal Index.
Click Apply and then click Back.

Step 12 Click on Select IPSec
Proposal...

Step 13 Enter a name for proposal ID
number 1 and select Group 1, 2, 5, or
None from the DH Group dropdown
menu.

Step 14 Select ESP or AH as the
Encapsulation Protocol.
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Frequently Asked Questions (continued)

How can | set up my router to work with another DI-804HV router?
(continued)

Step 15 Select DES or 3DES as the W
Encryption Algorithm and either SHA-1, St Warstwae VP Reules

MD5, or None as the Authentication )
Algorithm. Q - v
e Pyl - -
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Step 16 Enter a Lifetime value and then
either select Sec. or KB as the unit for W mﬂ,ﬁ'mmm
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Step 17 Select 1 out of the Proposal
. Dil-B34AHW
ID dropdown menu and click Add To, e e
which will add the proposal that was just il Ab¥ancod  Tools  States Hels
configured to the IPSec Proposal Index. Q - -
Click Apply and then click Restart. s r
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Frequently Asked Questions (continued)

How can | set up my router to work with another DI-804HV router?
(continued)

Step 18 Follow these instructions to configure your Other DI-804HV using the exact
same settings for the IKE Proposal and the IPSec Proposal. Also make sure that
Step 4 is configured to reflect the LAN settings for what is now the Local DI-804HV
and that Steps 5 & 6 are configured to reflect the Subnet and WAN IP of what is now
the Remote DI-804HV

Step 19 To establish the connection, open a command prompt and ping an IP
address of a computer on the remote LAN. Once you receive replies the tunnel has
been established.

How can | set up my router to work with a DI-804V router?

You need to first configure your DI-804HV router.

Step 1 Log into the web based FEfTFRERtRETRTLHE
configuration of the router by typing in i
the IP address of the router (default:
192.168.0.1) in your web browser. By
default the username is “admin” and there
is no password_ D-Link DI-804HY

=5
A

User name: [ﬁ admin v |

Password: | |

[Cremember my password

I Ok ][ Cancel ]

Step 2 Click the VPN button on the left column, select the checkbox to Enable the
VPN, and then in the box next to Max. number of tunnels, enter the maximum numbers
of VPN tunnels that you would like to have connected.
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Frequently Asked Questions (continued)

How can | set up my router to work with a DI-804V router? (continued)

Step 3 In the space provided, enter the W
Tunnel Name for ID number 1, select IKE, Brocibiand Hordhenrs YT Bl

and then click More. Rl £ St - Dent ] e iarS Be
L = -
™ [
Im HIF T NE E_

Step 4 In the Local Subnet and Local
Netmask fields enter the network
identifier for DI-804HV's LAN and the
corresponding subnet mask.

Step 5 In the Remote Subnet and
Remote Netmask fields enter the network
identifier for the DI-804V’s LAN and the
corresponding subnet mask.

Fmnrd
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Frequently Asked Questions (continued)

How can | set up my router to work with a DI-804V router? (continued)

Step 6 In the Remote Gateway field
enter the WAN IP address of the remote D O

DI-804V and in the Preshared Key field, I vanced  Tock  Simtus | Meln |

enter a key which must be exactly the Q
same as the Preshared Key that is Pl i
configured on the DI-804V. s B
e I — el
=
. o e : e e ]
o T 1 1 e ]
@900
ik dpply Castsl Help

Step 7 Click Apply and then click on Select IKE Proposal...

Step 8 Enter a name for proposal ID number 1 and select Group 2 from the DH Group
drop down menu.

Step 9 Select 3DES as the Encryption Algorithm and SHA-1 as the Authentication
Algorithm.

Step 10 Enter a Lifetime value of 28800 W—*
and then select Sec. as the unit for the St

lifetime value. [ Rdvanooil  Tosts  Status  Halp
< . -
& Pmorp ean
il -
'-""'- O Feepvees [Hiwng  Fove e i owgree LS s U T i
| [ e EEE E E =
= [ Fed FeE E P =3
E i [ ey [ [ ==
- Wl =E a3 =3
I g == =g o =2
T Fd WE E o S
ol e R R =
[ a1y EE mrE =S
H_nlm &h——l
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Frequently Asked Questions (continued)

How can | set up my router to work with a DI-804V router? (continued)

Step 11 Select 1 out of the Proposal
ID dropdown menu and click Add To, ...JH_INM

which will add the proposal that was just Mama
configured to the IKE Proposal Index. = —
Click Apply and then click Back. ol i L
== | e
Step 12 Click on Select IPSec @ i D o AR e T
Proposal... stimcsal B L e
T F=E A E o EE
Step 13 Enter a name for proposal ID =~ ™ i
number 1 and select None from the DH il =Tl e ] LT
Group dropdown menu. T F—E =g d =3
Step 14 Select ESP as the i — e e

Encapsulation Protocol.

Step 15 Select 3DES as the Encryption Algorithm and MD5 as the Authentication
Algorithm.

Step 16 Enter a Lifetime value of 3600
and then select Sec. as the unit for the .m,,:m‘:“m

lifetime value. [Pl Advanceil  Toal Sagus Hulp

O D
o L] (L] AR
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Frequently Asked Questions (continued)

How can | set up my router to work with a DI-804V router? (continued)

Step 17 Select 1 out of the Proposal
ID dropdown menu and click Add To, W O B0

which will add the proposal that was just Mama
configured to the IPSec Proposal Index. Q = .
Click Apply and then click Restart. el e e
-] DR e B = aa = mre
e e e
N — T N R e e ==
== e 3 Fd [wd Ak =
i =" [Fx] [z [e=3z] F &=z
o 1 =3 wE F=d =" Ed
s = 3 [FE FmE = F =
| —JI|_| s == F =3
l_ F—__I F H [ AP =3
| =3 3 [z =3 F =3
Promrnt 0 T =]+ u s e

Next you need to configure the DI-804V router.

Step 1 Access the router’s web configuration by entering the router’s IP address in
your web browser. The default IP address is 192.168.0.1. Login using your password.
The default username is “admin” and the password is blank.

Step 2 Click on Basic Setup and then select Device IP Settings on the left.

Step 3 Change the LAN IP address so D-Link VPN Rauler
that it is on a different subnet than the R s B R
LAN of the DI-804HV. w

BEWIGE LAMN [® RETTINGH

Tha devein LAKN IF addrass and wehnet Mask ssdings

woasdeess: A0 e [ [T
110 s v, M1EER I:T T W I:I_

Step 4 Click Next until you reach the
Save & Restart screen. Click Save & RIS
Restart and then click Basic Setup once [

the unit has rebooted.

Step 5 Click on VPN Settings.

PRI iTE: Ficase click Weoo! in sueg the sstiings

Legayrighs  dadad
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Frequently Asked Questions (continued)

How can | set up my router to work with a DI-804V router? (continued)

Step 6 Name your VPN connection and : WP Reuter
click ADD. r-Link P Bl T

A '
A VP AETTIRAEE

T T

Step 7 In Remote IP Network and Remote
IP Netmask fields enter the network
identifier and corresponding subnet mask [FEEES
of the DI-804HV’s LAN. p—

it

LA L

i Rate e PR L]

HEVIEE I
RETThEdE

Step 8 In the Remote Gateway IP field
enter the WAN IP address of the DI-804HV
and make sure that the Network Interface
is set to WAN Ethernet.

Step 9 Verify that Secure Association is set to IKE and that Perfect Forward Secure is
Disabled.

Step 10 Verify the Encryption Protocol
is setto 3DES and enter in your Preshared
Key.

vrunomer L1000
P e e

WP SETTINGE

s cinn fans I'll--'-'PH

Note: The Preshared Key needs to be B
identical to the one configured on the SR st i Fm
DI-804HV NP ARTTIMER lirmyatn ¥ Herasaih IF W

" P AR T Hurmmin  Heimash In_li"n_IF 'J_
L Hemaie Latewsy 11" |T|T

- Autswrly inlpifacs Wik ETHERRET =
BEFTomiy

Step 11 Leave the Key Life and IKE Life
Time values at their default levels and click

feoinm Mmecislan i T Waeaal
Pusbet Farmand Seeuts. ™ Brobled 7 Dieabled
Evcrypion romesl I:l:IE? 'I

SAVE. Mashd RESTART T L
Higy L iTe =) Secorsdy
IRE Life Thete [ Spoeredy (NN

Step 12 Click Next and then click on Save
& Restart
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Frequently Asked Questions (continued)

How can | set up my router to work with a DI-804V router? (continued)

After you have configured both routers, you need to establish a connection.

Step 1 Open a command prompt and
from a computer on the internal LAN of
the DI-804HYV and ping the IP address of
a computer that is on the internal LAN
of the DI-804YV, or vice versa.

Step 2 Once you begin to receive
replies, the VPN connection has been
established.

Step 3 To view the Status of the VPN
on the DI-804V, click on Device Status.

Faln manu
AN ELhirnd

Step 4 From the Device Status screen
click on VPN Status.

Step 5 When the VPN has been
established the Status will be Active.

4 HTATL
WAN Gthmmat: B Connec
Asyrchen
DHICA 100

How can | set up my router to work with a DFL-300 firewall?

You need to first configure your DI-804HV router.

Step 1 Log into the web based configuration of the router by typing in the IP address of
the router (default: 192.168.0.1) in your web browser. By default the username is “admin”
and there is no password.

Step 2 Click the VPN button on the left column, select the checkbox to Enable the
VPN, and then in the box next to Max. number of tunnels, enter the maximum numbers
of VPN tunnels that you would like to have connected.
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Frequently Asked Questions (continued)

(continued)

How can | set up my router to work with a DFL-300 firewall?

Step 3 In the space provided, enter the
Tunnel Name for ID number 1, select IKE,
and then click More.

Step 4 In the Local Subnet and Local
Netmask fields enter the network
identifier for DI-804HV’s LAN and the
corresponding subnet mask.

Step 5 In the Remote Subnet and
Remote Netmask fields enter the
network identifier for the DFL-300's
Internal interface and the corresponding
subnet mask.

W Di-B04HYV I
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Frequently Asked Questions (continued)

How can | set up my router to work with a DFL-300 firewall?
(continued)

Step 6 In the Remote Gateway field
enter the WAN IP address of the remote o kenladd

DFL-300 and in the Preshared Key field, P O divanced  Tosls  Sizkm  Help |

enter a key which must be exactly the Q = —

same as the Preshared Key that is = =

configured on the DFL-300. o e

Step 7 Click Apply and then click on = i

Select IKE Proposal... = ==
@990

Step 8 Enter a name for proposal ID number 1 and select Group 2 from the DH Group
dropdown menu.

Step 9 Select 3DES as the Encryption Algorithm and SHA-1 as the Authentication
Algorithm.

Step 10 Enter a Lifetime value of 28800
and then select Sec. as the unit for the Lt

lifetime value. [N Rdvanooil  Toots Blatus Halp
? - Snbmy
T AT | |
E i Fowoss ey D6 foop Erawnl o dam e L T Ui Tons 1w
."H
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Frequently Asked Questions (continued)

How can | set up my router to work with a DFL-300 firewall?
(continued)

Step 11 Select 1 out of the Proposal
ID dropdown menu and click Add To, m-lmvmm

which will add the proposal that was just Nime
configured to the IKE Proposal Index. Q e
Click Apply and then click Back. T -

= | e

™ wan & i 1 Vi | o el
Step 12 Click on Select IPSec N . =3 e e - e
Proposal... —=m =8 Foh N

= == [l g k- Fd
[ ] [y v . (i n] B L

Step 13 Enter a name for proposal ID i H ,—J| == TJJ
number 1 and select None from the DH W Fd @mE FE P Ed
Group dropdown menu. e I =] s o

Step 14 Select ESP as the Encapsulation Protocol.

Step 15 Select 3DES as the Encryption Algorithm and MD5 as the Authentication
Algorithm.

Step 16 Enter a Lifetime value of 28800
and then select Sec. as the unit for the ._,_,'j"mmh,_

lifetime value. [T N Adviscsd  Tools  Staius Hulp
l LLal ey
. P
Wivard .
E u:":"" i E:_ Twmt i T E""
—— o FE e R Fa
" er =3 =3 | =3 F =3
Gt = FFE =5}l |
N =d F— =3
] = =z 3 i =g F =5
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Frequently Asked Questions (continued)

How can | set up my router to work with a DFL-300 firewall?
(continued)

Step 17 Select 1 out of the Proposal

ID dropdown menu and click Add To, W Ny
which will add the proposal that was just Homa
configured to the IPSec Proposal Index. -

Click Apply and then click Restart.

K
|‘l

— 13 o 5 T 0 T Ll
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Next you need to configure the DFL-300 firewall.

Step 1 Access the configuration screen of the DFL-300 by opening a web browser
such as Internet Explorer and type the IP address of the DFL-300 in the address bar
(192.168.1.1).

Step 2 Enter the username (admin) and the password (admin). Click OK.

=gl 3

Step 3 Click on 2 ; Y
Configuration and D-Link Office Firswell

take note of the IP
address that your
ISP has assigned
you.

PPl il
= Meermems M dasran 0 s w Gy
5 G P by

" el ¥
T [

e
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Frequently Asked Questions (continued)

How can | set up my router to work with a DFL-300 firewall?
(continued)

Step 4 Click on Policy and verify that _
you have an Outgoing policy configured. ot Ml
If not, click on New Entry, accept the E==m= IO L R R TG
default values, and click OK. jE— B
= e
[ —

b R S RS R R TN CIC SR o | Gateviay P | Destination Subnet | PSKIRSA | Status | Configure |
New Entry.

New Enty

Step 6 Give the VPN connection a name with no spaces.

Step 7 Enter the network identifier and subnet mask of the Internal interface.

Step 8 In the To Destination section, select either Remote Gateway—Fixed IP or
Remote Gateway—Dynamic IP. Enter the WAN IP address of the DI-804HV if Remote
Gateway—Fixed IP is selected.

Step 9 Enter the network identifier corresponding subnet mask of the DI-804HV's LAN.

Step 10 Enter a Preshared Key. The Preshared Key needs to be identical to the one
configured on the DI-804HV

Step 11 Select Data Encryption and Authentication as the Encapsulation and click
OK.
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Frequently Asked Questions (continued)

How can | set up my router to work with a DFL-300 firewall?
(continued)

Office Firewall

| Adninisraion |
| Cosliguraion | Hanme Fiwnie
m From Source #  Imbermal ~  DMEZ
Subnet [ Mask [13z1661 0 | TFEFET
% Te Destination
_ 7 Remote Gabiway - Fixed P 1]

sy BE Subnet | Mask 192 16600 | T
| Costunt Fisesing | © Remate Gabeway - Chymamic IP
Subnet [ Mask [ |
 Refmate Chert - Fleed IP of Dymamie P
[ Mo | Authentication Methed [Freshere =|
EE Preshared Hey T
EEr

Encapsulation
& Data Encryplion + Authentication
T~ Authentication Only
I Perfect Forward Secrecy
FSec Lifetime [EE00 Seconds

O, I Carcal

After you have configured both the router and firewall, you need to establish a
connection.

Step 1 Open a command prompt and
from a computer connected to the Inter-
nal interface of the DFL-300 and ping the
IP address of a computer that is on the
internal LAN of the DI-804HYV, or vice
versa.

Step 2 Once you begin to receive replies, the VPN connection has been established.
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Frequently Asked Questions (continued)

How do | open ports on my router?

To allow traffic from the internet to enter your local network, you will need to open up
ports or the router will block the request.

Step 1 Open your web browser w I et et

and enter the IP Address of your D- . |
Link router (192.168.0.1). Enter L
username (admin) and your —
password (blank by default). o

I
i

Step 2 Click on Advanced on top '_'_‘e-'f-_‘l sSae
and then click Virtual Server on ] s e
the left side. =]

Step 3 Check Enabled to activate i s i =
entry. o L '

Step 4 Enter a name for your virtual server entry.

Step 5 Next to Private IP, enter the IP Address of the computer on your local
network that you want to allow the incoming service to.

Step 6 Choose Protocol Type - either TCP, UDP, or both. If you are not sure, select
both.

Step 7 Enter the port information next to Private Port and Public Port. The private
and public ports are usually the same. The public port is the port seen from the WAN
side, and the private port is the port being used by the application on the computer
within your local network.

Step 8 Enter the Schedule information.
Step 9 Click Apply and then click Continue.

Note: Make sure DMZ host is disabled. If DMZ is enabled, it will disable all Virtual
Server entries.

Because our routers use NAT (Network Address Translation), you can only open a
specific port to one computer at a time. For example: If you have 2 web servers on
your network, you cannot open port 80 to both computers. You will need to configure
1 of the web servers to use port 81. Now you can open port 80 to the first computer
and then open port 81 to the other computer.
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Frequently Asked Questions (continued)

What is DMZ?

Demilitarized Zone:

In computer networks, a DMZ (demilitarized zone) is a computer host or small
network inserted as a neutral zone between a company’s private network and the
outside public network. It prevents outside users from getting direct access to a
server that has company data. (The term comes from the geographic buffer zone that
was set up between North Korea and South Korea following the UN police actionin
the early 1950s.) ADMZ is an optional and more secure approach to a firewall and
effectively acts as a proxy server as well.

In a typical DMZ configuration for a small company, a separate computer (or host in
network terms) receives requests from users within the private network for access to
Web sites or other companies accessible on the public network. The DMZ host then
initiates sessions for these requests on the public network. However, the DMZ host is
not able to initiate a session back into the private network. It can only forward packets
that have already been requested.

Users of the public network outside the company can access only the DMZ host. The
DMZ may typically also have the company’s Web pages so these could be served to
the outside world. However, the DMZ provides access to no other company data. In
the event that an outside user penetrated the DMZ hosts security, the Web pages
might be corrupted but no other company information would be exposed. D-Link, a
leading maker of routers, is one company that sells products designed for setting up

abDMZz

How do | configure the DMZ Host?

The DMZ feature allows you to forward all incoming ports to one computer on the local
network. The DMZ, or Demilitarized Zone, will allow the specified computer to be
exposed to the Internet. DMZ is useful when a certain application or game does not
work through the firewall. The computer that is configured for DMZ will be completely
vulnerable on the Internet, so it is suggested that you try opening ports from the
Virtual Server or Firewall settings before using DMZ.

Step 1 Find the IP address of the computer you want to use as the DMZ host.
To find out how to locate the IP Address of the computer in Windows XP/2000/ME/9x

or Macintosh operating systems please refer to Step 4 of the first question in this
section (Frequently Asked Questions).
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Frequently Asked Questions (continued)

How do | configure the DMZ Host? (continued)

Step 2 Log into the web based configuration
of the router by typing in the IP Address of the
router (default:192.168.0.1) in your web
browser. The username is admin (all
lowercase) and the password is blank

(nothing)

DI-804HV
fﬂ
[\ A §

i

Access Point

User name:

@ admn v

Password: | |

[CIremember my password

[ OFK H Cancel ]

Step 3 Click the Advanced tab and then click on the DMZ button. Select Enable

and type in the IP Address you found in step 1.

DI-BO4HV
Ethernet Bioadband Rouler

Step 4 Click Apply
and then Continue to
save the changes. il
Note: When DMZ is
enabled, Virtual Server
settings will still be
effective. Remember,
you cannot forward the
same port to multiple
IP Addresses, so the
Virtual Server settings
will take priority over

DMZ settings.
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Frequently Asked Questions (continued)

How do | open a range of ports on my DI-804HV using Firewall rules?

Step 1 Access the router’s web configuration by entering the router’s IP Address in
your web browser. The default IP Address is 192.168.0.1. Login using your password.
The default username is “admin” and the password is blank.

If you are having difficulty accessing web management, please see the first question
in this section.

Step 2 From the web management Home page, click the Advanced tab then click

the Firewall button.
W DI-BO4HV I
Ethernet Broodband Raouter

Step 3 Clickon
Enabled and type in a

LTI Advancod
Frrawal Fules can 0o usan 0 3l ow ar denmy e ann g esin g o gh it DR HY

name for the new rule.

Step 4 Choose WAN ?j

as the Source and P Hama

Vi Server sotan D Alow O Dery
enter arange of IP . v iyt i
Addresses out on the e [
internet that you would i i i
like this rule applied ) Fiem
to. If you would like

CrEnshied (O Dinatibad

Fralacol  Farl Rarge

Tifvea |20 % 100 [ Tg |00 & (00 5
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this rule to allow all
internet users to be
able to access these
ports, then put an
Asterisk in the first
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box and leave the
second box empty.

Step 5 Select LAN as the Destination and enter the IP Address of the computer on
your local network that you want to allow the incoming service to. This will not work

with a range of IP Addresses.

Step 6 Enter the port or range of ports that are required to be open for the incoming
service.

Step 7 Click Apply and then click Continue.

Note: Make sure DMZ host is disabled.

Because our routers use NAT (Network Address Translation), you can only open a
specific port to one computer at a time. For example: If you have 2 web servers on
your network, you cannot open port 80 to both computers. You will need to configure
1 of the web servers to use port 81. Now you can open port 80 to the first computer

and then open port 81 to the other computer. 129



Frequently Asked Questions (continued)

What are virtual servers?

A Virtual Server is defined as a service port, and all requests to this port will be
redirected to the computer specified by the server IP. For example, if you have an FTP
Server (port21) at 192.168.0.5, a Web server (port 80) at 192.168.0.6, and a VPN
server at 192.168.0.7, then you need to specify the following virtual server mapping

table:
serverport | serverip [ Enabie

21 192.168.0.5 X
80 192.168.0.6 X
1723 192.168.0.7 X

How do | use PC Anywhere with my DI-804HV router?

You will need to open 3 ports in the Virtual Server section of your D-Link router.

Step 1 Open your web browser and enter the IP Address of the router (192.168.0.1).
Step 2 Click on Advanced at the top and then click Virtual Server on the left side.
Step 3 Enter the information as W
seen below. The Private IP is Ty et T

the IP Address of the computer

on your local network that you
want to connect to.

Step 4 The first entry will read
as shown here:

RO E e

Step 5 Click Apply and then click
Continue.

E fEESEEEEEEEE

ERERE
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Frequently Asked Questions (continued)

How do | use PC Anywhere with my DI-804HV router? (continued)

Step 6 Create a second entry as
shown here:

Step 7 Click Apply and then click
Continue.

Step 9 Click Apply and then
click Continue.
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Step 10 Run PCAnywhere from the remote site and use the WAN IP Address of the
router, not your computer’s IP Address.
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Frequently Asked Questions (continued)

How can | use eDonkey behind my D-Link Router?

You must open ports on your router to allow incoming traffic while using eDonkey.

eDonkey uses three ports (4 if using CLI):

4661 (TCP) To connect with a server

4662 (TCP) To connect with other clients

4665 (UDP) To communicate with servers other than the one you are connected to.
4663 (TCP) *Used with the command line (CLI) client when it is configured to allow
remote connections. This is the case when using a Graphical Interface (such as the

Java Interface) with the client.

Step 1 Open your web browser and enter the IP Address of your router
(192.168.0.1). Enter username (admin) and your password (leave blank).

Step 2 Click on
Advanged and then DI-BO04HY
click Firewall. st Iinodband Boaier

Step 3 Create a new BTN Advences
firewall rule: i bt o B e ol i

Click Enabled. i T

Enter a name (edonkey). o i

Click Allow. Baalith R

Next to Source, select
WAN under interface. In
the first box, enter an *.
Leave the second box
empty.

Next to Destination,
select LAN under
interface. Enter the IP
Address of the computer
you are running eDonkey
from. Leave the second
box empty. Under
Protocol, select *. In the
port range boxes, enter
4661 in the first box and then 4665 in the second box. Click Always or set a

schedule.

BaE  (LAN = 1921680.100 F 4661 4665
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Step 4 Click Apply and then Continue.
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Frequently Asked Questions (continued)

How do | set up my router for SOCOM on my Playstation 2?7

To allow you to play SOCOM and hear audio, you must download the latest firmware
for the router (if needed), enable Game Mode, and open port 6869 to the IP Address of
your Playstation.

Step 1 Upgrade firmware (follow link above).

Step 2 Open your web browser and enter the IP Address of the router (192.168.0.1).
Enter username (admin) and your password (blank by default).

Step 3 Click on the Advanced tab and then click on Virtual Server on the left side.

Step 4 You will now create a new Virtual Server entry. Click Enabled and enter a
name (socom). Enter the IP Address of your Playstation for Private IP.

Step 5 For Protocol Type select Both. Enter 6869 for both the Private Port and
Public Port. Click Always. Click Apply to save changes and then Continue

W DI-BE0aHW
st Banod bured Poales
ol S

Both =
6869

= 2 vas
] 6869

= =
" | o 5 O
=nl e
|'\'-i-i-t-'l |I..:_-:. e L o E.---
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Step 6 Click on the Tools tab and then Misc on the left side.

Step 7 Make sure Gaming Mode is Enabled. If not, click Enabled. Click Apply
and then Continue.
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Frequently Asked Questions (continued)

How can | use Gamespy behind my D-Link router?

Step 1 Open your web browser and enter the IP Address of the router (192.168.0.1).
Enter admin for the username and your password (blank by default).

Step 2 Click on the Advanced tab and then click Virtual Server on the left side.

Step 3 You will create 2 entries.

. w DI-BO04HY I
Step 4 Click Enabled and enter S e R
Settings: @ e e i el i

NAME - Gamespy1 nm

PRIVATE IP - The IP Address of s o R
your computer that you are E ML R e
running Gamespy from. e S e

= @
PROTOCOL TYPE - Both [r—""1 i

PRIVATE PORT - 3783 Jr—|
PUBLIC PORT-3783
SCHEDULE - Always.

Biam B Vi

Click Apply and then continue

[ Home RLol ol Tooln St Heln |

Step 5 Enter 2nd entry: o i e e i

Click Enabled | ——

NAME - Gamespy2 — m s

PRIVATE IP - The IP Address of §I —

your computer that you are —t e N -

running Gamespy from. el W o

PROTOCOL TYPE - Both i e i

PRIVATE PORT - 6500 e o i

PUBLIC PORT - 6500 T i

SCHEDULE - Always. e

Click Apply and then continue.



Frequently Asked Questions (continued)

How do | configure my router for KaZaA and Grokster?

The following is for KaZaA, Grokster, and others using the FastTrack P2P file sharing
system.

In most cases, you do not have to configure anything on the router or on the Kazaa
software. If you are having problems, please follow steps below:

Step 1 Enter the IP Address of your router in a web browser (192.168.0.1).
Step 2 Enter your username (admin) and your password (blank by default).
Step 3 Click on Advanced and then click Virtual Server.

Step 4 Click Enabled and then enter a Name (kazaa for example).

Step 5 Enter the IP Address of the computer you are running KaZaA from in the
Private IP box. Select TCP for the Protocol Type.

Step 6 Enter 1214 in the Private and Public Port boxes. Click Always under
schedule or set a time range. Click Apply.

i
|
¥
by G G e i
E S EEEEE

Make sure that you did not enable proxy/firewall in the KaZaA software.
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Frequently Asked Questions (continued)

How do | configure my router to play Warcraft 3?

You must open ports on your router to allow incoming traffic while hosting a game in
Warcraft 3. To play a game, you do not have to configure your router.

Warcraft 3 (Battlenet) uses port 6112.
For the DIS804HV: w PPt

Step 1 Open your web browser and w . ittt © bt
enter the IP Address of your router == =r  moos
(192.168.0.1). Enter username (admin)
and your password (leave blank).

st
J ]
Step 2 Click on Advanced and then sl
click Virtual Server. i

e |

Step 3 Create a new entry: Click e b i is
Enabled. Enter a name (warcraft3). . i
Private IP - Enter the IP Address of the = P
computer you want to host the game.
Select Both for Protocol Type Enter
6112 for both Private Port and Public Port Click Always
or set a schedule.

Step 4 Click Apply and then Continue.

Note: If you want multiple computers from you LAN to play in the same game that
you are hosting, then repeat the steps above and enter the IP Addresses of the other
computers. You will need to change ports. Computer #2 can use port 6113, computer
#3 can use 6114, and so on.

You will need to change the port information within the Warcraft 3 software for
computers #2 and up.

Configure the Game Port information on each computer:
Start Warcraft 3 on each computer, click Options > Gameplay. Scroll down and you

should see Game Port. Enter the port number as you entered in the above steps.
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Frequently Asked Questions (continued)

How do | use NetMeeting with my D-Link Router?

Unlike most TCP/IP applications, NetMeeting uses DYNAMIC PORTS instead of
STATIC PORTS. That means that each NetMeeting connection is somewhat different
than the last. For instance, the HTTP web site application uses port 80. NetMeeting
can use any of over 60,000 different ports.

All broadband routers using (only) standard NAT and all internet sharing programs like
Microsoft ICS that use (only) standard NAT will NOT work with NetMeeting or other
h.323 software packages.

The solution is to put the router in DMZ.

Note: Afew hardware manufacturers have taken it on themselves to actually provide
H.323 compatibility. This is not an easy task since the router must search each
incoming packet for signs that it might be a netmeeting packet. This is a whole lot
more work than a router normally does and may actually be a weak point in the
firewall. D-Link is not one of the manufacturers.

To read more on this visit http://www.HomenetHelp.com

How do | set up my router to use iChat? -for Macintosh users-

You must open ports on your router to allow incoming traffic while using iChat.
iChat uses the following ports: 5060 (UDP) 5190 (TCP) File Sharing 16384-16403
(UDP) To video conference with other clients

Step 1 Open your web browser and enter the |IP Address of your router

(192.168.0.1). Enter username (admin) and your password (leave blank).

Step 2 Click on Advanced and then click Firewall.

137



Frequently Asked Questions (continued)

How do | set up my router to use iChat? -for Macintosh users-
(continued)

Step 3 Create a new firewall

rule: w
DI-BO4HY
Click Enabled. Shmmat nadband Eouie

Enter a name (ichat1). I asvancea
Click Allow. fi=irr

Next to Source, select
WAN under interface.
In the first box, enter an *.

Wit i Lo ol s e o b B i s B o B T LD

®irumd Cibmsn

A

. ichat1

|
]

T
L T ) L ] L I L1

Leave the second box e (O [T 2 R
empty- Ll L il L - - - S

Next to Destination, select Frvs =

LAN under interface. = @ 9 9
Enter the IP Address of the N
computer you are running == b S T
iChat from. S esranashe e SR o e

Leave the second box empty. Under Protocol, select UDP. In the port range boxes,
enter 5060 in the first box and leave the second box empty.
Click Always or set a schedule.

w BI-BO04HY I
Step 4 Click Apply and then : s e

Continue. BT ravances

il Pkt d i Lo el s i o b B i i s B B E

s Clibmmen
e ichat2

¥ i 7 [y

10 4

step5 s . -"NHAN'I: roman hEE Lo I LT
Repeat Steps 3 and 4 enter ye— - ammes AN = 1921680100 UDP = 1638 1640
ichat2 and open ports 16384- === | = e [ s
16403 (UDP). b i i .
sosecead A
,: sy biarm il Dwpimgiion  Fringsl
L | LT LA T 418
== i r
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Frequently Asked Questions (continued)

How do | set up my router to use iChat? -for Macintosh users-

For File Sharing:

Step 1 Click on Advanced and r
then Virtual Server. Lo s foiae

Step 2 Check Enabled to e | e
activate entry. e - b= -
Step 3 Enter a name for your S | o
virtual server entry (ichat3). ) e

=" @ o O
Step 4 Next to Private IP, enter = s Sareadien
the IP Address of the computer on = - . i
your local network that you want e |
to allow the incoming service to. :
Step 5 Select TCP for Protocol
Type. "
Step 6 Enter 5190 next to Private =

Port and Public Port.
Stsp 7 Click Always or configure a schedule.

Step 8 Click Apply and then Continue.

If using Mac OS X Firewall, you may need to temporarily turn off the firewall in
the Sharing preference pane on both computers.

To use the Mac OS X Firewall, you must open the same ports as in the router:

Step 1 Choose Apple menu > System Preferences.

Step 2 Choose View > Sharing.

Step 3 Click the Firewall tab.

Step 4 Click New.

Step 5 Choose Other from the Port Name pop-up menu.

Step 6 In the Port Number, Range or Series field, type in: 5060, 16384-16403.
Step 7 In the Description field type in: iChat AV

Step 8 Click OK.
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Frequently Asked Questions (continued)

How do | send or receive a file via iChat when the Mac OSX firewall
is active? -for Macintosh users- Mac OS X 10.2 and later

The following information is from the online Macintosh AppleCare knowledge base:

“iChat cannot send or receive a file when the Mac OS X firewall is active in its default
state. If you have opened the AIM port, you may be able to receive a file but not send
them.

In its default state, the Mac OS X firewall blocks file transfers using iChat or America
Online AIM software. If either the sender or receiver has turned on the Mac OS X firewall,
the transfer may be blocked.

The simplest workaround is to temporarily turn off the firewall in the Sharing preference
pane on both computers. This is required for the sender. However, the receiver may keep
the firewall on if the AIM port is open. To open the AIM port:

Step 1 Choose Apple menu > System Preferences.

Step 2 Choose View > Sharing.
Step 3 Click the Firewall tab.
Step 4 Click New.

Step 5 Choose AOL IM from the Port Name pop-up menu. The number 5190
should already be filled in for you.

Step 6 Click OK.

If you do not want to turn off the firewall at the sending computer, a different file sharing
service may be used instead of iChat. The types of file sharing available in Mac OS X are
outlined in technical document 106461, "Mac OS X: File Sharing" in the AppleCare Knowl-
edge base online.

Note: If you use a file sharing service when the firewall is turned on, be sure to click the

Firewall tab and select the service you have chosen in the "Allow" list. If you do not do
this, the firewall will also block the file sharing service. *
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Frequently Asked Questions (continued)

What is NAT?

NAT stands for Network Address Translator. It is proposed and described in RFC-
1631 and is used for solving the IP Address depletion problem. Basically, each NAT
box has a table consisting of pairs of local IP Addresses and globally unique
addresses, by which the box can “translate” the local IP Addresses to global address
and vice versa. Simply put, it is a method of connecting multiple computers to the
Internet (or any other IP network) using one IP Address.

D-Link’s broadband routers (ie: DI-804HV) support NAT. With proper configuration,
multiple users can access the Internet using a single account via the NAT device.

For more information on RFC-1631: The IP Network Address Translator (NAT), visit
http://www.fags.org/rfcs/rfc1631.html

141



Contacting Technical Support

You can find the most recent software and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States for the
duration of the warranty period on this product.

U.S. customers can contact D-Link technical support through our web site,
or by phone.

D-Link Technical Support over the Telephone:
(877)453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com

When contacting technical support, you will need the information below. (Please look
on the back side of the unit.)

B Serial number of the unit
B Model number or product name

B Software type and version number
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Warranty and Registration

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

| D-Link or its authorized reseller or distributor and
B Products purchased and delivered within the fifty states of the United States, the District of

Columbia, U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an
APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described
below will be free from material defects in workmanship and materials from the date of original retail
purchase of the product, for the period set forth below applicable to the product type (“Warranty
Period”), except as otherwise stated herein.

1-Year Limited Warranty for the Product(s) is defined as follows:

M Hardware (excluding power supplies and fans) One (1) Year
B Power Supplies and Fans One (1) Year
W Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period
at no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will
be rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be
new or have an identical make, model or part. D-Link may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warranty Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective
Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”)
will substantially conform to D-Link’s then current functional specifications for the Software, as set forth
in the applicable documentation, from the date of original retail purchase of the Software for a period of
ninety (90) days (“Warranty Period”), provided that the Software is properly installed on approved
hardware and operated as contemplated in its documentation. D-Link further warrants that, during the
Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical
defects. D-Link’s sole obligation shall be to replace the non-conforming Software (or defective media)
with software that substantially conforms to D-Link’s functional specifications for the Software or to
refund at D-Link’s sole discretion. Except as otherwise agreed by D-Link in writing, the replacement
Software is provided only to the original licensee, and is subject to the terms and conditions of the
license granted by D-Link for the Software. Software will be warranted for the remainder of the original
Warranty Period from the date or original retail purchase. If a material non-conformance is incapable of
correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-
conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned
to D-Link. The license granted respecting any Software for which a refund is given automatically
terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software
of D-Link’s products will not be applied to and does not cover any refurbished product and any product
purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case,
the product is being sold “As-Is” without any warranty whatsoever including, without limitation, the
Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its
return policy. In case the return policy period has expired and the product is within warranty, the
customer shall submit a claim to D-Link as outlined below:

B The customer must submit with the product as part of the claim a written description of the
Hardware defect or Software nonconformance in sufficient detail to allow D-Link to confirm
the same.
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B The original product owner must obtain a Return Material Authorization (“RMA”) number from
the Authorized D-Link Service Office and, if requested, provide written proof of purchase of
the product (such as a copy of the dated purchase invoice for the product) before the
warranty service is provided.

B  After an RMA number is issued, the defective product must be packaged securely in the
original or other suitable shipping package to ensure that it will not be damaged in transit, and
the RMA number must be prominently marked on the outside of the package. Do not include any
manuals or accessories in the shipping package. D-Link will only replace the defective portion
of the Product and will not ship back any accessories.

B The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery
(“COD”) is allowed. Products sent COD will either be rejected by D-Link or become the
property of D-Link. Products shall be fully insured by the customer and shipped to D-Link
Systems, Inc., 53 Discovery Drive, Irvine, CA 92618. D-Link will not be held responsible
for any packages that are lost in transit to D-Link. The repaired or replaced packages will be
shipped to the customer via UPS Ground or any common carrier selected by D-Link, with
shipping charges prepaid. Expedited shipping is available if shipping charges are prepaid by
the customer and upon request.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined
by D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse,
faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced
or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-
Link; Products that have been purchased from inventory clearance or liquidation sales or other sales in
which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product. Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this
Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING,
WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FORAPARTICULAR PURPOSE
AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED INANY TERRITORY
WHERE APRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPTAS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISKAS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS
WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDERANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY
FORANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-
LINK'S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON,
ORINTEGRATED WITHANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, ORARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FORABREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT
COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES AND REMEDIES
éRE EXCOLUSIVEANDARE INLIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR
TATUTORY
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Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary
from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying
this Product may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from
D-Link Corporation/D-Link Systems, Inc., as stipulated by the United States Copyright
Act of 1976. Contents are subject to change without prior notice. Copyright® 2003 by
D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses, and
can radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communication. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

B Reorient or relocate the receiving antenna.

B Increase the separation between the equipment and receiver.

B Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

W Consult the dealer or an experienced radio/TV technician for help.

Register online your D-Link product at http://support.dlink.com/register/
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