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Copyright 

The contents of this publication may not be reproduced in any part or as a whole, stored, 

transcribed in an information retrieval system, translated into any language, or transmitted 

in any form or by any means, mechanical, magnetic, electronic, optical, photocopying, 

manual, or otherwise, without the prior written permission. 

Trademarks 

All products, company, brand names are trademarks or registered trademarks of their 

respective companies. They are used for identification purpose only. Specifications are 

subject to be changed without prior notice. 

FCC Interference Statement 

This equipment has been tested and found to comply with the limits for a Class B digital 

device pursuant to Part 15 of the FCC Rules. These limits are designed to provide 

reasonable protection against radio interference in a commercial environment. This 

equipment can generate, use and radiate radio frequency energy and, if not installed and 

used in accordance with the instructions in this manual, may cause harmful interference to 

radio communications. Operation of this equipment in a residential area is likely to cause 

interference, in which case the user, at his own expense, will be required to take whatever 

measures are necessary to correct the interference. 

CE Declaration of Conformity 

This equipment complies with the requirements relating to electromagnetic compatibility, 

EN 55022/A1 Class B. 



Chapter 1  Introduction 

Congratulations on your purchase of this outstanding product: WAP-6103 WiFi 2.4G  

Ceiling Access Point are designed for small- and medium-sized businesses to extend the 

existing wired networks and has the ability to operate in different modes and can be used 

in a wide variety of wireless applications like AP, Point-to-Point. Universal     

Repeater Mode not only has an easier setup method, but also provides better 

performance and compatibility to creates a virtually larger wireless network infrastructure 

by linking up other access points.  

Support Multiple-SSID capability to use one Physical AP to simultaneously emulate 

8 APs with different ESSIDs by separate their packets via VLAN technology. 

1.1 Contents List 

Items Description Contents Quantity 

1 
 

WAP-6103 

 

1pce 

2 
 

Power Adapter 

 

1pce 

3 RJ45 Cable 

 

1pce 

4 CD 

 

1pce 

 



1.2 Hardware Installation 

1.2.1 WARNING 

 

 

 

 

 

 

 

 

 

 

 

 

 

1.2.2 SYSTEM REQUIREMENTS 

 

Network Requirements 

 

¶ An Ethernet-based Cable or DSL modem 

¶ IEEE 802.11n or 802.11b, g wireless clients 

¶ 10/100 Ethernet 

 

 

 

 

 

Web-based Configuration 

Utility Requirements 

 

Computer with the following: 

¶ Windows® , Macintosh, or Linux-based operating system  

¶ An installed Ethernet adapter 

Browser Requirements: 

¶ Internet Explorer 6.0 or higher 

¶ Chrome 2.0 or higher 

¶ Firefox 3.0 or higher 

¶ Safari 3.0 or higher (with Java 1.3.1 or higher)  

Windows®  Users: Make sure you have the latest version 

of Java installed. Visit www.java.com to download the 

latest version. 

CD Installation Wizard 

Requirements 

Computer with the following: 

¶ Windows®  7, Vista® , or XP with Service Pack 2 

¶ An installed Ethernet adapter 

¶ CD-ROM drive 

 ̧ Do not use the product in high humidity or high 

temperatures. 

 ̧ Do not use the same power source for the Product 

as other equipment. Only use the power adapter that 

comes with the package. Using a different voltage 

rating power adaptor may damage the device. 

 ̧ Do not open or repair the case yourself. If the 

Product is too hot, turn off the power immediately 

and have it repaired at a qualified service center.  

 ̧ Place the Product on a stable surface and avoid 

using this product and all accessories outdoors. 

 

 

Attention 

 



1.2.3 Hardware Configuration 

 Rear View: 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Receptor 

for Power 

Adapter 

PoE-PD 

Ethernet 

Port 



1.2.4 Mounting on the Ceiling / Wall 

This device is designed for easily mounted on the ceiling or wall with a simple mount 

bracket. Before mounting it to the expected location, please make proper configuration for 

the device setting and run the PoE Ethernet cable to the location in advance. 

 

The following illustrations show you how to mount this device on the ceiling / wall. 

 Description Illustration 

A 1. Drill 2 holes for wall plugs. 

Self-tapping screws (Diameter : 3mm) 

 

If you run the cable above the ceiling 

(invisible cabling), you have to drill 

another big hole (about 10~20 mm 

diameter) to pull out the cable for 

connecting to the device. 

 

 

2. Screw the mounting bracket on the 

ceiling / wall. 

 

B 1. Drill 2 holes for wall plugs. 

Self-tapping screws (Diameter : 3.5 

mm) 

If you run the cable above the ceiling 

(invisible cabling), you have to drill 

another big hole (about 10~20 mm 

diameter) to pull out the cable for 

connecting to the device. 

2. Screw the mounting bracket on the 

ceiling / wall. 

 



C Plug-in the cable (Ethernet cable, 

Power cord) to the connectors in the 

button side.  

Run the cables upward to proper 

location. 

 

D Attached this device to mounting 

bracket by rotating it clock wisely to 

click into place. 

 

E Installation completed. 

 

 



1.2.5 LED Indicators 

 

LED Description 

Status 

1. When the device is booted up and ready: 

2. When WEC/Reset is triggered (with button pressed): 

Status LED flashes at different rate according button-pressed duration. 

Stage 1 (1 ~ 5 sec)  : Flash very fast 

Stage 2 (6 ~ 10 sec) : Flash twice per second 

Stage 3 (11~15 sec) : Flash once per second 

Stage 4 (16~30 sec) : Solid Green 

OFF: The device is powered off. 

WiFi 

Green LED : Device is in Master Mode 

Amber LED: Device is in Slave Mode 

LED flash: data packet transferred. 

LED in fast flash per second during 2min: WPS PBC status 

OFF: Wireless Radio is disabled. 

LED in slow flash or Flash Green and Amber Alternately : Wireless  

Connection doesn't establish. 

LED in Solid: Wireless Connection established successfully. 

LAN 

OFF: No Ethernet connection. 

Solid Green: Ethernet connection is linked up. 

Flash Green: Data packet is transferred over the Ethernet link. 



1.2.6 Button Definition 

There is one multi-function push button ñWEC/Resetò in this device. According to different 

button pressed duration, the device will take specific reaction. For ease of interacting with 

the device, you can also check the Status and WiFi LED to determine when to release the 

button. The Reset/WEC buttonôs behavior is defined below: 

 

Function Button Description 

Easy 

Configuration 

(Master to Slave) 

WEC/Reset 

(Press 3 sec) 

There are two alternative AP modes defined for the 

device to operate with WEC (Wireless Easy 

Connection) feature. One is Master Mode (by 

default), and the other is Slave Mode. 

Please manually configure the Wireless Setting for 

the Master AP through web UI first, and also 

prepare a Slave AP that already been set to Slave 

Mode. 

1. Press the WEC/Reset button of the Master AP 

for 1~3 seconds, release it to trigger the WEC 

process. Then, WiFi Green LED flashes fast. 

2. Press the WEC/Reset button of the Slave AP for 

1~3 seconds, release it to trigger the WEC 

process. Then, WiFi Amber LED flashes fast. 

Note: The Slave AP must be an un-configured 

one, if it has already been paired and configured 

before, please reset its Slave configuration first. 

3. After a few seconds (normally about 30~60 

seconds). The Master and Slave APs can be 

paired automatically, and auto-duplicates the 

VAP1 wireless setting of the Master AP as that 

of the Slave AP. 

(If there is something wrong during paring the 

two devices, the process will be finished in 2 

minutes.) 

4. Once the easy configuration process 

completed, the Status LED will be recovered to 

its original behavior (prior to you triggered it). 

And the WiFi LED will be Solid when Slave AP 

is connected to the network. 

Easy WEC/Reset Besides the above ñMaster to Slaveò configuration, 



Configuration 

(Slave to Slave) 

(Press 3 sec) the easy configuration process also supports 

ñSlave to Slaveò configuration. 

1. Press the WEC/Reset button of the first Slave 

AP (say Slave1 that has been paired and 

configured) for 1~3 seconds, release it to trigger 

the WEC process. Then, the WiFi LED flashes 

fast. 

2. Press the WEC/Reset button of the second 

Slave AP (say Slave2 that is an un-configured 

Slave AP) for 1~3 seconds, release it to trigger 

the WEC process. Then, the WiFi LED flashes 

fast. 

3. After a few seconds (normally about 30~60 

seconds). The Slave1 and Slave2 APs can be 

paired automatically, and auto-duplicates the 

wireless setting of the Slave1 as that of the 

Slave2. 

(If there is something wrong during paring the 

two devices, the process will be finished in 2 

minutes.) 

Once the easy configuration process completed, 

the Status LED will be recovered to its original 

behavior (prior to you triggered it). 

AP Mode 

Toggling 

WEC/Reset 

(Press 8 sec) 

There are two alternative AP modes defined for the 

device to operate with WEC (Wireless Easy 

Connection) feature. One is Master Mode (by 

default), and the other is Slave Mode. 

To change the AP mode from one to the other, you 

have to: 

1. Press the WEC/Reset button for 6~10 seconds, 

and then release it. 

2. The WiFi LED becomes OFF in 3 ~ 5 seconds, 

3. After about 20 ~ 25 seconds, the WiFi LED will 

be lit ON again to indicate that the AP Mode is 

changed. 

It takes about 36 seconds to change (toggle) the 

AP Mode completely. 

WiFi Green LED : Device is in Master Mode 

WiFi Amber LED: Device is in Slave Mode 

Reset Slave AP WEC/Reset 1. Press the WEC/Reset button for about 11~15 



Configuration (Press 13 

sec) 

seconds and release it. 

2. The Slave AP will be marked as an 

un-configured device, so that it can be paired 

with another Master or configured Slave AP 

later. 

For Master AP, there is no effect on this button 

behavior. 

Reset to Default 

WEC/Reset 

(Press 20 

sec) 

1. Press the Reset/WEC button for about 20 

seconds till the Status LED becomes solid 

Green to indicate that the reset to default 

function is triggered. Release the button. 

2. Then, the device will reboot automatically and 

apply the factory default settings as well. 

It takes about 2 minutes to finish the reset to factory 

default operation. 



 

Chapter 2 Getting Started  

Before you can install this product to designated location and make it operate properly, 

you have to configure the device setting to fit in your network environment.  

 

Hardware Preparation: 

a. Connect an Ethernet cable between this device and the computer that you will 

operate to set up the device. 

b. Power on the device via connecting the power adaptor DC Plug to the DC Jack of this 

device and plug in the power adaptor to an electrical outlet. 

 
 

Software Preparation: 

Most computers are connecting to a local network with dynamic IP (DHCP) setting. To 

access the web UI of the device, you have to change your computerôs TCP/IPv4 settings 

into a static IP setting for the Ethernet Interface. You can refer to Appendix A for how to 

assign a Static IP address you your computer. 

The deviceôs default IP address is 192.168.1.1, and your computer must be assigned with 

a 192.168.1.x IP address to get access to the device. 

Referring to Appendix A, and set the TCP/IPv4 address of your computer to 

192.168.123.25, and subnet mask to 255.255.255.0. 



 

 

After applying this setting, you can now access to the web UI for configuring the device. 

 

2.1 Easy Setup via Web UI 

You can browse web UI to configure the device. Firstly you need to launch the Setup 

Wizard browser first and then the Setup Wizard will guide you step-by-step to finish the 

basic setup process. 

 

Activate the setup wizard: 

 

Type in the IP Address (http://192.168.1.1)  

 

 
 

Type the default password ñadminò in the system authentication fields, and then click 

óloginô button. 



 

 

Select ñWizardò for basic settings in a simple way. 

Or, you can go to Basic Network / Advanced Network / Applications / System to setup 

the configuration by your own selection. 

 

 

 

Press ñNextò to start the Setup Wizard.  

 

 

 

 

 

 

 

 

 

 

 

 



Configure with the Setup Wizard 

 

Step 1  

You can change the password of  

administrator here. 

 

 

 

 

 

Step 2  

LAN IP Address. 

You have to change the IP address of 

this device according to your network 

configuration. 

 

Step 3-1 

Wireless settings. 

You can specify the Wireless setting for 

VAP1. 

 

 

 

 

Step 3-2 

Wireless settings. 

Specify VAP1ôs wireless authentication 

and encryption. 

 

 

 

 

 



Step 4  

Check the information again. 

 

 

 

 

Step 5  

System is applying the setting. 

 

 

 

 

 

 

Step 6  

Click finish to complete it.  

 

 

 

 

 

 

 

2.2 Use WEC Button to Setup Wireless Profiles 

WEC (Wireless Easy Connection) is an easy configuration feature that is similar to 

well-known WPS function. It can be used to duplicate one deviceôs wireless configuration 

to the other AP devices from the same manufacture by clicking one button for both 

devices. 

 

There are two alternative AP modes defined for the device to operate with WEC (Wireless 

Easy Connection) feature. One is the Master Mode (by default), and the other is the Slave 

Mode. Before starting to use WEC to configure your AP devices, you have to learn how to 

identify and set the device in the Master Mode, or the Slave Mode (As stated in Section 

1.2.4 and 1.2.5). 

 



2.2.1 One Master and several isolated Slaves 

 

 

As illustrated in above figure, how to configure the three APs (AP1, AP2, AP3) to build up 

the ñstaffò wireless network? You can follow the procedure bellow: 

 

Step Button Description 

1 

Set AP1 in Master Mode, 

and configure it via web 

UI. 

1. Make sure AP1 is in Master Mode (WiFi LED 

should be ñGreenò color, if not, you have to 

toggle its AP mode via pressing the WEC button 

for 9~10 seconds)  

2. Login in to AP1 web UI and configure the 

wireless settings as what you want (LAN IP, 

SSID, encryption key, etc..). 

2 
Set AP2 and AP3 in Slave 

Mode. 

1. Make sure AP2 / AP3 is in Slave Mode (WiFi 

LED should be ñAmberò color, if not, you have to 

toggle its AP mode via pressing the WEC button 

for 9~10 seconds) 



3 
Easy configure AP2 via 

WEC. 

Master to Slave WEC: 

1. Trigger AP1 into WEC configuration process via 

pressing the WEC button for 3 second. 

2. Trigger AP2 into WEC configuration process via 

pressing the WEC button for 3 second. 

3. It takes 30 ~ 60 seconds for the device to finish 

the WEC configuration process. 

4 
Easy configure AP3 via 

WEC. 

Master to Slave WEC: 

1. Trigger AP1 into WEC configuration process via 

pressing the WEC button for 3 second. 

2. Trigger AP3 into WEC configuration process via 

pressing the WEC button for 3 second. 

3. It takes 30 ~ 60 seconds for the device to finish 

the WEC configuration process. 

5 

Mount the devices AP1, 

AP2, and AP3 to 

expected locations. 

1. Install AP1 to its location first and verify its 

wireless network connectivity with a client 

device (Client3). 

2. Install AP2 to its location and verify its wireless 

network connectivity with a client device 

(Client4) at the location beyond the service 

range of AP1. 

Besides, You can also check the AP2ôs WiFi 

LED, it should be ñSolid Amberò if AP2 already 

connected a Master AP AP1. 

3. Install AP3 to its location and verify its wireless 

network connectivity with a client device 

(Client1) at the location beyond the service 

range of AP1. 

In this case, AP3 is located out of the service 

range of AP1, you donôt have to check AP3ôs 

WiFi LED, but you have to connect the AP3 with 

an Ethernet cable to the gateway. 

 



 

2.2.2 One Master and a series of connected Slaves 

This device also support universal repeater function, you can easily extend the wireless 

network with a series repeaters that are wireless concatenated to build up the wireless 

network without running Ethernet cables to each repeater. 

 

 

As illustrated in above figure, if you intend to deploy 4 APs (AP1 ~ AP4) to create a 

ñLevelOneò wireless network, you can follow the procedure below: 

 

Step Button Description 

1 

Set AP1 in Master Mode, 

and configure it via web 

UI. 

1. Make sure AP1 is in Master Mode (WiFi LED 

should be ñGreenò color, if not, you have to 

toggle its AP mode via pressing the WEC button 

for 8 seconds)  

2. Login in to AP1 web UI and configure the 

wireless settings as what you want (LAN IP, 

SSID, encryption key, etc..). 

2 
Set AP2, AP3, AP4 in 

Slave Mode. 

1. Make sure AP2 / AP3 / AP4 is in Slave Mode 

(WiFi LED should be ñAmberò color, if not, you 

have to toggle its AP mode via pressing the 

WEC button for 8 seconds)  



3 
Easy configure AP2 via 

WEC. 

Master to Slave WEC: 

1. Trigger AP1 into WEC configuration process via 

pressing the WEC button for 3 second. 

2. Trigger AP2 into WEC configuration process via 

pressing the WEC button for 3 second. 

3. It takes 30 ~ 60 seconds for the device to finish 

the WEC configuration process. 

4 
Easy configure AP3 via 

WEC. 

Slave to Slave WEC: 

1. Trigger AP2 into WEC configuration process via 

pressing the WEC button for 3 second. 

2. Trigger AP3 into WEC configuration process via 

pressing the WEC button for 3 second. 

3. It takes 30 ~ 60 seconds for the device to finish 

the WEC configuration process. 

5 
Easy configure AP4 via 

WEC. 

Slave to Slave WEC: 

1. Trigger AP3 into WEC configuration process via 

pressing the WEC button for 3 second. 

2. Trigger AP4 into WEC configuration process via 

pressing the WEC button for 3 second. 

3. It takes 30 ~ 60 seconds for the device to finish 

the WEC configuration process. 

6 

Mount the devices AP1, 

AP2, AP3, and AP4 to 

expected locations. 

1. Install AP1 to its location first and verify its 

wireless network connectivity with a client 

device. 

2. Install AP2 to its location and verify its wireless 

network connectivity with a client device at the 

location beyond the service range of AP1. 

Besides, You can also check the AP2ôs WiFi 

LED, it should be ñSolid Amberò if AP2 already 

connected a Master AP AP1. 

3. Install AP3 to its location and verify its wireless 

network connectivity with a client device at the 

location beyond the service range of AP2. 

Besides, You can also check the AP3ôs WiFi 

LED, it should be ñSolid Amberò if AP3 already 

connected AP2. 

4. Install AP4 to its location and verify its wireless 

network connectivity with a client device at the 

location beyond the service range of AP3. 



Besides, You can also check the AP4ôs WiFi 

LED, it should be ñSolid Amberò if AP4 already 

connected AP3. 

 

Although such wireless repeater function is available, there are limitations for such 

topology. 

First, the available bandwidth for AP2 ~ AP4 will be decayed due to it is connected to it 

peer AP wirelessly. It depends on the data rate and environment. Besides, if one of the AP, 

say AP2, is disconnected, the APs behind it will be disconnected as well. Such topology 

needs more maintenance effort to keep the whole wireless network connectivity. 

If Ethernet cable is reachable, connecting each AP to an Ethernet Uplink is recommended. 

Above WEC configuration process is also suitable for running Ethernet cables to AP2 ~ 

AP4 to get a better wireless network.. 

 



Chapter 3 Making Configurations 

Whenever you want to configure your network or this device, you can access the 

Configuration Menu by opening the web-browser and typing in the IP Address of the 

device. The default IP Address is: 192.168.1.1. In the configuration section you may want 

to check the connection status of this device, to do Basic or Advanced Network setup or to 

check the system status. These task buttons can be easily found in the cover page of the 

UI (User Interface). 

 

 
 

Enter the default username and password ñadminò in the System Password and then 

click óloginô button. 

 

 

 



 

Afterwards, you can go Wizard, Basic Network, Advanced Network, Application or 

System respectively on left hand side of web page.  

 

 

Note: You can see the Connection Status screen below after you logged in. 

   

 

 

Note : You can see all the status of this device in the óStatusô main menu section. 

 

 



3.1 Basic Network 

You can enter Basic Network for Ethernet LAN, Wireless and IPv6 settings in this web 

page. 

 

 

3.1.1 Ethernet LAN 

 

1. Device Network Type: This device supports two network types for connecting to your 

local network. 



Static IP: Allow a device to act as a Static host. If you need Static host and please 

entry IP Address. 

DHCP: Allow a device to act as a host requesting configuration parameters, such as 

an IP address from a DHCP server. 

Note: Please check if there is DHCP server in your Network, first.  

2. LAN IP Address, Subnet Mask, Gateway, Primary / Secondary DNS: If you 

selected the Static IP network type for this device, you have to further specify the LAN 

IP Address, Subnet mask, Gateway, and optional Primary / Secondary DNS settings 

for well connecting to your local network.  

 

3.1.2 Wireless 

Wireless settings allow you to set the WLAN (wireless LAN) configuration items. When the 

wireless configuration is done, your wireless network is ready for supporting your local 

WiFi devices such as your laptop PC, wireless printer and some portable devices. 

 



The embedded RF Module1 is a IEEE 802.11b/g/n compliant 2.4GHz Wireless Module. 

 

3.1.2.1 Wireless Setup 

There are several wireless operation modes provided by this device. They are: ñAP 

Only Modeò, ñWDS Hybrid Modeò, ñWDS Only Modeò, and ñUniversal Repeater 

Modeò. You can choose the expected mode and configure the device manually. 

Besides manually configuration the devices to be deployed one by one, you can also 

configure your devices via the simple WEC configuration approach as stated in last 

Chapter. By default, the Master AP is set to the WDS-hybrid Mode, and the Slave APs 

are set to the Universal Repeater mode. You just have to manually configure the 

Master AP via the web UI configuration, and use the WEC process for the rest Slave 

APs. 

 

3.1.2.1.1 AP Only Mode 

 

When acting as an access point, this device connects all the wireless stations to a 

wired network. 



 
1. Wireless Module: Enable the wireless function. 

2. Wireless Operation Mode: Choose ñAP Only Modeò from the list. 

3. Green AP: Enable the Green AP function to reduce the power consumption when 

there is no wireless traffic. 

4. AP Number: This device supports up to 8 SSIDs at the same time for you to 

manage your wireless networks. You can select AP1 ~ AP8 and configure each 

wireless network individually. 

5. Network ID (SSID): Network ID is used for identifying a Wireless LAN. Client 

stations can roam freely over this device and other Access Points that have the 

same Network ID. The factory default SSID is ñdefaultò, you can change it to a 

meaningful identifier for the wireless users to easy find it out. 

6. SSID Broadcast: By default, the SSID Broadcast setting is ñEnableò, and the 

device will broadcast beacons that have some information, including SSID, to the 

air, so that wireless clients can know how many AP devices by scanning the 

network. Therefore, if this setting is configured as ñDisableò, you can hide the 

wireless network from been scanned by wireless clients. Those who know the 

SSID can manually specify the SSID on their client device to connect the hidden 

wireless network. 



7. VLAN ID: This device supports mapping of a SSID to a certain VLAN ID to 

separate workgroups across wireless and wired domains. By default, it is not 

enables. If you enabled this function, you have to specify a VLAN ID for the 

wireless network. 

8. Max Supported Stations: You can specify the number of maximum stations that 

can associate to the SSID simultaneously. 

9. Channel: The radio channel number. The permissible channels depend on the 

Regulatory Domain. The factory default setting is auto channel selection. Itôs 

recommended to choose a channel that is not used in your environment to 

reduce radio interference 

10. Wireless Mode: The RF1 module supports 802.11b/g/n modes. You can also 

choose ñN onlyò, ñG/N mixedò or ñB/G/N mixedò. The factory default setting is 

ñB/G/N mixedò. 

11. Bandwidth: The default setting for Bandwidth is ñAutoò. You can change it to 

ñ20MHzò with care if some clients are suffering from the connectivity problem in 

higher bandwidth setting. 

12. Authentication & Encryption: You may select one of the following 

authentications to secure your wireless network: Open (include 802.1x), Shared, 

Auto, WPA-PSK, WPA, WPA2-PSK, WPA2, WPA-PSK/WPA2-PSK, or WPA 

/WPA2. 

 ̧ Open 

Open system authentication simply consists of two communications. The first 

is an authentication request by the client that contains the station ID (typically 

the MAC address). This is followed by an authentication response from the AP 

containing a success or failure message. An example of when a failure may 

occur is if the client's MAC address is explicitly excluded in the APôs 

configuration. 

In this mode you can also enable the 802.1x feature if you have another 

RADIUS server for user authentication. You need to input IP address, port, 

shared key of RADIUS server here. 

 

In this mode, you can only choose ñNoneò or ñWEPò in the encryption field. 

 ̧ Shared 

Shared key authentication relies on the fact that both stations taking part in the 



authentication process have the same "shared" key or passphrase. The 

shared key is manually set on both the client station and the AP. Three types 

of shared key authentication are available today for home or small office 

WLAN environments. 

 ̧ Auto 

The gateway will select appropriate authentication method (Open or Shared) 

according to the WiFi clientôs request automatically.  

 ̧ WPA-PSK 

Select Encryption mode and enter the Pre-share Key. You can fill in 64 

hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII characters as the 

pre-share key. 

 ̧ WPA 

Select Encryption mode and enter RADIUS Server related information. You 

have to specify the IP address, and port number for the RADIUS Server, and 

then fill in 64 hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII 

characters as the shared key. The key value is shared by the RADIUS server 

and this router. This key value must be consistent with the key value in the 

RADIUS server. The available encryption modes are ñTKIPò, ñAESò, or 

ñTKIP/AESò. 

 ̧ WPA2-PSK 

Select Encryption mode and enter the Pre-share Key. You can fill in 64 

hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII characters as the 

pre-share key. 

 ̧ WPA2 

Select Encryption mode and enter RADIUS Server related information. You 

have to specify the IP address, and port number for the RADIUS Server, and 

then fill in 64 hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII 

characters as the shared key. The key value is shared by the RADIUS server 

and this router. This key value must be consistent with the key value in the 

RADIUS server. The available encryption modes are ñTKIPò, ñAESò, or 

ñTKIP/AESò. 

 ̧ WPA-PSK/WPA2-PSK 

Select Encryption mode and enter the Pre-share Key. You can fill in 64 

hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII characters as the 

pre-share key. 

 ̧ WPA/WPA2 

If some of wireless clients can only support WPA, but most of them can 

support WPA2. You can choose this option to support both of them. Select 

Encryption mode and enter RADIUS Server related information. You have to 

specify the IP address, and port number for the RADIUS Server, and then fill in 



64 hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII characters as 

the shared key. The key value is shared by the RADIUS server and this router. 

This key value must be consistent with the key value in the RADIUS server. 

 

Afterwards, click on ñSaveò to store your settings or click ñUndoò to give up the 

changes. 

 

 

3.1.2.1.2 WDS Hybrid Mode 

This mode makes device act as a wireless bridge but also have AP function. While 

acting as a wireless Bridge, Wireless Router 1 and Wireless Router 2 can 

communicate with each other through wireless interface (with WDS). Thus All 

Stations can communicate each other and are able to access Internet if Wireless 

Router 1 has the Internet connection. 

 

. 



 

1. Lazy Mode: This device support the Lazy Mode to automatically learn the MAC 

address of WDS peers, you donôt have to input other peer AP's MAC address. 

However, not all the APs can be set to enable the Lazy mode simultaneously; at 

least there must be one AP with all the WDS peersô MAC address filled. 

2. Green AP: Enable the Green AP function to reduce the power consumption when 

there is no wireless traffic. 

3. AP Number: This device supports up to 8 SSIDs at the same time for you to 

manage your wireless networks. You can select AP1 ~ AP8 and configure each 

wireless network individually. 

4. Network ID (SSID): Network ID is used for identifying a Wireless LAN. Client 

stations can roam freely over this device and other Access Points that have the 

same Network ID. The factory default SSID is ñdefaultò, you can change it to a 

meaningful identifier for the wireless users to easy find it out. 

5. SSID Broadcast: By default, the SSID Broadcast setting is ñEnableò, and the 

device will broadcast beacons that have some information, including SSID, to the 

air, so that wireless clients can know how many AP devices by scanning the 



network. Therefore, if this setting is configured as ñDisableò, you can hide the 

wireless network from been scanned by wireless clients. Those who know the 

SSID can manually specify the SSID on their client device to connect the hidden 

wireless network. 

6. VLAN ID: This device supports mapping of a SSID to a certain VLAN ID to 

separate workgroups across wireless and wired domains. By default, it is not 

enables. If you enabled this function, you have to specify a VLAN ID for the 

wireless network. 

7. Max Supported Stations: You can specify the number of maximum stations that 

can associate to the SSID simultaneously. 

8. Channel: The radio channel number. The permissible channels depend on the 

Regulatory Domain. The factory default setting is auto channel selection. Itôs 

recommended to choose a channel that is not used in your environment to reduce 

radio interference 

9. Wireless Mode: The RF1 module supports 802.11b/g/n modes. You can also 

choose ñN onlyò, ñG/N mixedò or ñB/G/N mixedò. The factory default setting is 

ñB/G/N mixedò. 

10. Bandwidth: The default setting for Bandwidth is ñAutoò. You can change it to 

ñ20MHzò with care if some clients are suffering from the connectivity problem in 

higher bandwidth setting. 

11. Authentication & Encryption: You may select one of the following 

authentications to secure your wireless network: Open (include 802.1x), Shared, 

Auto, WPA-PSK, and WPA2-PSK. 

 ̧ Open 

Open system authentication simply consists of two communications. The first 

is an authentication request by the client that contains the station ID (typically 

the MAC address). This is followed by an authentication response from the AP 

containing a success or failure message. An example of when a failure may 

occur is if the client's MAC address is explicitly excluded in the APôs 

configuration. 

In this mode you can also enable the 802.1x feature if you have another 

RADIUS server for user authentication. You need to input IP address, port, 

shared key of RADIUS server here. 

 

In this mode, you can only choose ñNoneò or ñWEPò in the encryption field. 



 ̧ Shared 

Shared key authentication relies on the fact that both stations taking part in the 

authentication process have the same "shared" key or passphrase. The 

shared key is manually set on both the client station and the AP. Three types 

of shared key authentication are available today for home or small office 

WLAN environments. 

 ̧ Auto 

The gateway will select appropriate authentication method (Open or Shared) 

according to the WiFi clientôs request automatically.  

 ̧ WPA-PSK 

Select Encryption mode and enter the Pre-share Key. You can fill in 64 

hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII characters as the 

pre-share key. 

 ̧ WPA2-PSK 

Select Encryption mode and enter the Pre-share Key. You can fill in 64 

hexadecimal (0, 1, 2é8, 9, A, BéF) digits, or 8 to 63 ASCII characters as the 

pre-share key. 

12. Remote AP MAC 1 ~ Remote AP MAC 4: If you do not enable the Lazy mode, 

you have to enter the wireless MAC address for each WDS peer one by one. 

 

Afterwards, click on ñSaveò to store your settings or click ñUndoò to give up the 

changes. 

 

 

3.1.2.1.3 WDS Only Mode 

WDS (Wireless Distributed System) function let APs acts as a wireless LAN bridge. 

All stations associated with WDS APs could see each other and roam through APs 

without changing WiFi configurations. You can use this feature to build up a large 

wireless network in a large space like airports, hotels and schools éetc. 

 



 

 

 

1. Lazy Mode: This device support the Lazy Mode to automatically learn the MAC 

address of WDS peers, you donôt have to input other peer AP's MAC address. 

However, not all the APs can be set to enable the Lazy mode simultaneously; at 

least there must be one AP with all the WDS peersô MAC address filled. 

2. Green AP: Enable the Green AP function to reduce the power consumption when 

there is no wireless traffic. 

3. Channel: The radio channel number. The permissible channels depend on the 
































































