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Copyright Statment

The products, including accessories and software are the property of E-TOP
Technology Co. It is prohibited to reproduced, transcribed, transmitted and stored
without authorization from E-TOP.

E-TOP may update, revise, and change the contents of this manual without
further notice. Users can visit the official website for reference. After reviewing
this manual, if you have any problem or suggestion. You are welcome to contact
us. Our Technical Support Engineer will reply related problem as soon as possible.

All trademarks and trade names are the properties of their respective owners.

COPYRIGHT®© 2009 ALL RIGHTS RESERVED BY
E-TOP

Warranty

One-Year Warranty is provided for consumer products. This warranty is subject to
the conditions and limitations set forth herein. ("We") warrants and tests the
Product to be free from defects in material and workmanship and to conform to
published specifications. During the warranty period, should the Product fail under
normal use in the recommended environment due to improper workmanship or
materials, we will repair the Product or replace it with a comparable one. This
warranty is for a specific period of time from the date of purchase. Proof of date of
purchase is required. We will inspect the Product and make the decision regarding
repair or replacement. We reserve the right to provide a functionally equivalent
refurbished replacement Product.

This warranty does not apply to Product failure due to :

accident, abuse, and mishandling
any software against product manual
improper installation

any unfitted replacement

over allowable environment
alteration

improper usage

wires or parts oxidized

WoOoNOUMBA LM

for testing usage

FCC Caution
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This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) This device may not cause harmful interference, and
(2) This device must accept any interference received, including interference that
may cause undesired operation.

Note: This product will contain two RJ-45 LAN cables with clamp-on type ferrite cores to

prevent EMI.

NCC DGT Caution

Article 12

Without permission granted by the DGT, any company, enterprise, or user is
not allowed to change frequency, enhance transmitting power or alter original
characteristic as well as performance to an approved low power radio-frequency
devices.
Article 14

The low power radio-frequency devices shall not influence aircraft security
and interfere legal communications; If found, the user shall cease operating
immediately until no interference is achieved.

The said legal communications means radio communications is operated in
compliance with the Telecommunications Act.

The low power radio-frequency devices must be susceptible with the
interference from legal communications or ISM radio wave radiated devices.

Safty sitting posture

You should choose an adjustable chair, comfortable is the key. You should follow
the manufacturer’s instructions for adjusting the backrest to fit your body properly.
Following is the explanation of the picture.

Shoulders relaxed, and forearms and hands in a straight line.

Lower back support and thighs tilted slightly.

Top of the screen at or slightly below eye level.

Screen positioned to avoid reflected glare.

Clearance under work surface.

Feel flat on the floor.

The distance between you and the monitor should be 45~70 cm(18~28inch).

> o> > > > o>
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CE Statement of Conformity

Our product has been tested in typical configuration by Ecam Sertech Corp and
was found to comply with the essential requirement of “Council Directive on the
Approximation of the Laws of the Member States relating to Electromagnetic
Compatibility” (89/336/EEC; 92/31/EEC; 93/68/EEC)

Chapter 1 Introduction

1.1 Overview

The main feature of Server Router is to combine Router - AP - WiFi AP three
functions in one unit. Users can switch between 3 operation modes by using a
switch for different purpose. While several computers are sharing Internet
connection, they can use firewall and WEP/WPA/WPS security system to protect
network. Server Router is designed for both home and enterprise use, provided
with high security, reliability, and easy to operate solutions for network.

1.1.1 Features

® Cautious management : Server Router has cautious settings for Wireless
security and firewall. Secure the customer data safety on network also
provides a tight management system.
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Easy to operate : Server Router has a friendly user interface; it can lead
users to finish settings easily and quickly step by step. Users without
knowledge of complex network theory can still use higher management
functions like Multiple APs.

Multi-language PC Utility setting interface : Installed on computer. Users
can easily connect to the network by following the instruction of setup wizard
step by step. Multi-language interface supports :

Arabic ~ English ~ French - German - Italian - Japanese - Korean - Portuguese -
Russian ~ Spanish -~ Simplified Chinese - Traditional Chinese.

USB Device Supports : Server Router can share files to other users in local
area network through Samba service. With a webcam it can become a
real-time surveillance tool. Server Router can also become a FTP server by
connecting with USB drives.

One Touch for wireless encryption connection: Server Router has a WPS
button; the encryption for wireless network is just need “"One Touch”.

Multiple wireless network modes : Server Router provides 3 wireless
modes: Router / AP / WiFi AP. It is not just a Server Router; it can also be a
bridge or a wireless network card. To base on different conditions, users can
switch between 3 operating modes. Multiple mode choices make operation
more flexible.
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1.2 The LED label

The Front of the Server Router:

StatusVPS

Sratus / wps |/

POWER. '

12
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You can use the status lights on the front of the wireless router to verify various

conditions:
LED Function Color |Status Description
On WLAN active
WLAN x 1 |WLAN port activity|Green |Blinking
WLAN data transmit/receive
30ms
On Connected at 100Mbps
Green (Blinking
100Mbps TX/RX Activity
o 30ms
LANXx1 LAN port activity
On Connected at 10Mbps
Green |Blinking o
10Mbps TX/RX Activity
120ms
On Connected at 100Mbps
Green |Blinking o
100Mbps TX/RX Activity
30ms
WAN x1 |WAN port activity
On Connected at 10Mbps
Green |Blinking o
10Mbps TX/RX Activity
120ms
Green : Reset / Firmware updates
Status & System status & Green Blinking |, P
& in progress
WPSx1 WPS start 120ms
Orange Orange : WPS function start
o Power is being applied to this
Power x 1 |Power indication |Green |On
product

1.3 The Back of the Server Router

The back of the Server Router has the following port connections:

13
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Operation Mode Switch

@B
$

0

.

WAN Port LAN Port WO Butba
S
¥ |
o Reboot /Reset Button
=

USB port

(1.) Operation Mode Switch
Users can switch between Router, AP, and WiFi AP mode.

(2.) LAN port
LAN port is for connecting your PC, printer server, or switch, etc.

(3.) WAN port
WAN port is for connecting to an xDSL or CABLE modem.

(4.) Reset button
This button is for resetting Server Router back to factory default settings.
When a user hold the reset button over 5 seconds, everything is back to
factory default settings; if user just hold for 1 seconds, this machine will only
reboot, not reset to factory default settings.

(5.) USB port
Users can connect with USB thumb drive or webcam.
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1.4 Hardware Specifications

The following table provides technical specifications for the Server Router:

Item Specification

Communication Interfaces

WAN Port 1 x 10/100 Mbps RJ45, with auto MDI/MDIX
LAN Port 1 x 10/100 Mbps RJ45, with auto MDI/MDIX
Wireless IEEE 802.11n (Chipset onboard)
Others

Operating Temp. 0° to 40°C (32° to 10°F)
Operation Storage Temp. -20° to 70°C (-4° to 158°F)
Requirement Operating Humidity 10% to 85% Non-Condensing

Storage Humidity 5% to 90% Non-Condensing
Session 5000
Antenna Internal X1
Peak Gain of the| 2dBi @ 2.45GHz
Antenna

Transmitted Power | 21.8+-0.5dBm

Nominal Temp Range:
11Mbps: 10-5 BER @ -83 dBm, TYP.

Dimensions 150mm(L) x 150mm(W) x 33mm(H)

Reboot button / Reset button - hold for
1second to reboot, hold for 5 seconds is to reset.

Receive Sensitivity

Button WPS button - When push the WPS button, the

system is entering the WPS connection mode.
Power supply Adapt AC 100 V ~ 240 V in / DC5V 1.5A output
Device Weight TBD

Note: This product will contain two RJ-45 LAN cables with clamp-on type ferrite cores to

prevent EMI.

1.5 How to obtain IP address automatically under Windows
XP
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Please follow the instructions to operate:

(1.) From the Start menu, select Settings, and then Control Panel.

.r: Administrator

[nternet Explorer
v E-mail . hb My Recent Documents  #
Cuitiook Exprass fj‘ My
N s
9’ My Computer
@ WWiindhowrs Media Plaver
@» Control Panel
" RIS Tyt @mmmmmm
: Doef aniits
. ET:J Settings Transfer @ Hel and ¢
- semch
Frn
All Programs b

(2.) Double-click Network Connections.
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Pl [ Wes Femem Tmk e F

o &) ¢ F | pmen e [T

(3.) Double-click Local Area Connection.

" Network Connections

File Edit Wiew Favorites Tools Advanced Help

@Back *: Q l} pSearch [E__i‘ Folders v

Address | & Network Connections

LAM or High-Speed Internet

Network Tasks

. Local Area Conneckion
E ireate 4 new connection Mebwork cable unplugged, Fire...

Sek up a I-":'me ar sma” BE . Eﬂ IrltEh:R:l PR.O.II].DD VE NEtWDrk e
office netwark,

& Change Windows Firewall
setkings

(4.) Please click Properties
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—+- Local Area Connection Status

General | Suppnrtl
Connection
Statuis: Acquining nebwork, address
Dhuration; 000000
Speed:; 0 bps
Activity
32
Sent — ——  Received
s
Packets: 0 | 0
..... Properties || Disable

Cloze

18
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(5.) From the General tab, click Internet Protocol (TCP/IP), make sure it
is checked, and then click Properties.

-4 Local Area Connection Properties

Gieneral | Authentication | Advanced |

Connect using:

EZ IntellF) PROA00WE Metwork Conne

Thiz connection uzes the following items;

% Client for Microsoft Wetworks

.@ File and Printer Sharing for Microsoft Metworks

] .% (o5 Packet Scheduler |
 Internet Pratocal [TCRAR)

[ Inztall... ] Lrinstall Properties ] ‘

D'ezcription

Transmizzion Control Protocal/Internet Protocal. The default
wide area network, protocal that provides communication |
across diverse interconnected nebwark.s.

Show icon in notification area when connected
MHatify me when this connection haz limited or no connectivity

[ OF. ][ Cancel ]

(6.) Please select Obtain an IP address automatically and Obtain a DNS
server address automatically and then click OK.
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Internet Protocol (TCP/IP) Properties E

X

General | Altermate Configuration

“'ou can get IP settingz aszigned automatically if your nebwork. supports
thiz capability. Othenwise, you need to ask pour nebwork, adminiztrator for
I the appropriate 1P settings.

{#idbtain an IP address automaticalle
{7 Uze the following IF address:

{#) Obtain DMS zerver address automatically

i) Usze the following DMNS server addresses:

[ Ok [ Caticel ]

Caution : You must make sure that the I[P address your computer obtained is from the Server
Router’s DHCP server.

Chapter 2 Hardware Setup

2.1 Figures for Connecting Hardwares to Server Router

The Server Router is an easy to carry and wireless device for business men. It can
be used in conference room, holtel, even at hotspots. Server Router is small and
light, with various functions; use switch to change mode between router, AP, and
Wi-Fi AP mode. Server Router also supports USB devices like webcam, USB
thumb drive, printer, and adapter.

Note : Please turn off the power and wait 5 seconds to switch and turn back on.

2.1.1 Hardwares Connection for Router Mode

In router mode, administrator can manage the settings for WAN, LAN, Wireless
network, NTP, password, USB drives, user accounts, firewall, QoS, FTP server,
webcam, printer server, and SAMBA, etc.
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2.1.2 Hardwares Connection for AP Mode
In AP mode, Server Router becomes a bridge to support 1 local area network.
Users can use wired way to connect to Server Router. administrator can manage
the settings for LAN, Wireless network, NTP, password, USB drives, user accounts,
FTP server, webcam, printer server, and SAMBA, etc.

/ AP Mode

% AP Mode -

2.1.3 Hardwares Connection for Wi-Fi AP Mode

In Wi-Fi AP mode, Server Router becomes a bridge to support 1 local area
network. Users can use wireless way to connect to Server Router. administrator
can manage the settings for LAN, Wireless network, NTP, password, USB drives,
user accounts, FTP server, webcam, printer server, and SAMBA, etc.
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WiFi AP Mode

47 WiFi AP Mode

Chapter 3 One Button Setup Configuration

Server Router provide One Button Setup function, users can finish
settings in a single page. After users switch modes and reboot the machine,
they will enter this page to finish configurations.

Operation Mode Switch

3.1 One Button Setup configuration for Router Mode
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Router

E One Button Setup

' Firewall

L Server
System Management
Log & Status

Please select One Button Setup in Router Mode.
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Router One Button Setup

Thei gilyl ol il 1o civshound ol oF S5e Bdrwni soulie Lo W Bl hrvsd

Tiena Zone Select
Tuma [ane Galecn JAIT+30 [0 T e o

Change Password
Blevy Panymrod

Davice Name
Chavke Flame copemy Fowey LT

WAN Inberface Sefup

WY rewiface Ethernet Port =

Wireless Setup

S50 Garan Boulm ald

Encrypisan lisna -

Partison | Format SyaDék
sk Toarmi selnasd | ¥ Ha

Ty ackccand OrATI&nI EWTFE DM

User Account Management

Clvistcam Server  CTFTR Sorvm =

ClWedcam Sernver  [IFTP Serve
ClWetcam Senme  [TFTP Serem
| Frunhads s

Time Zone Select

Please select the time zone which you are at.

Change Password

Please enter the new password.

Device Name

Please enter the device name you want to assign to Server Router.
WAN Interface Setup

Please choose the interface type.

WAN Type Setup

Please choose the access type.
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6. Wireless Setup
You can assign the SSID and Encryption type.
7. Partition / Format SysDisk
Users can format or partition their USB drives.
8. User Account Management
Users can create user accounts and their privilege.
9. Finished
Please click finished button to complete the setting.

3.2 One Button Setup configuration for AP Mode

|h
2

One Button Setup

Step Setup

IP Config

Wireless

Server

System Management
Log & Status

Logout

Please select One Button Setup in AP Mode.
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AP One Button Setup
TE gy o e 10 comhgure il of S seran eouler el Bl hrve

Tiene Zone Select

Time Tanid Salkscn JISRIT 3 [5]} T pspe -

Change Password

Blevy Panamoid

Devica Hame

Derrice Mamne Sevver_Rewiey Gl
Wireless Sefup

S5 Safvar_Fouler D40

Encrypiinn laxna -

Partition | Format SysDisk

Thak Femmst arkoowad U¥e G
Ty peborwd FATI&M: (= HTFE BTy
Ussr Account Managemsni
E el 0 Pamweed 0 Aeewmfligh
[ Wiebsam Senvar [CIFTP Sevrvet -
[ ek an Sarvwr CIFTP Sevvei
CWetcam Sevar  [1FTP Sevrve

Foruighads

Time Zone Select

Please select the time zone which you are at.
Change Password

Please enter the new password.

Device Name

Please enter the device name you want to assign to Server Router.
Wireless Setup

You can assign the SSID and Encryption type.
Partition / Format SysDisk

Users can format or partition their USB drives.

User Account Management

Users can create user accounts and their privilege.
Finished

Please click finished button to complete the setting.
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3.3 One Button Setup configuration for WiFi AP Mode

& WIFiAP
[ One Button Setup
m Step Setup
IP Config
Wireless

Server

System Management
= |Log & Status
£i Logout

Please select One Button Setup in WiFi AP Mode.
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WIFi AP One Button Setup

Thei Figs i w10 dorloure @il of T seran souler el Bl hrve

Tiena Zone Select

Time [ane Galern JRAT +30 D0 T pps

Change Password

Blevy Panamoid

Dervice Hame

Chavica Flgme Eevvrr_Rewiey Gl

Wiredess Site Survey Seiting

_—__-_-

Wil Py LN el kiR 1B AP - e

ra_Fig 1 TR R ] AP - H =
Encrypsan e -

[Tl |

Extended VWireless Setup
I wiwexiad S50 Larae Flogiw 57

Encrypsan =N w

Partithon | Fermat SysDisk
Trye ackecand

FATIRTT = HTFE 1Ty

User Account Management

L Wekstarm Saiver

CIFTP Servmi by

L Wetam Seover LIFTP Sarvmm

L et irn Saiver LIFTP Sarwmi a2
Fn:l..!q E |

1. Time Zone Select

Please select the time zone which you are at
2. Change Password

Please enter the new password
3. Device Name

Please enter the device nhame you want to assign to Server Router.
4. Wireless Site Survey Setting

Please select wireless network you want to connect and the encryption type
5. Extended Wireless Setup

You can assign the SSID and Encryption type
6. Partition / Format SysDisk

Users can format or partition their USB drives
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7. User Account Management

Users can create user accounts and their privilege.
8. Finished

Please click finished button to complete the setting.
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Chapter 4 Quick Setup for the Server Router

There are two ways to enter Server Router administration page:
1) Please open IE browser and then enter http://192.168.1.1.

2 Cannot find server - Microsoft Intern

File Edit ‘Miew Favorites  Tools  Help

O - @ (= @ & S

Address http:ff192.168.1. 1 /login. asp|

Homepage

Wireless 802.11n

Server. Router

Router / AP / WiFi AP

Administrator FPersonal Panel

Please click on “"Administrator”.

The login page will show up.
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Wireless 802.11n
Server Router,

Router f AP | WiFi AP

lsername : |admin |

Password : |uu- |

Enter username and password, both default are admin, then click login to enter
product main page.

2) The default UPnP of Server Router is ON. When users connect Server Router to
their PC, and icon will show up in the right-down corner.

- My Metwork Places

File Edit Wiew Favorites Tools Help

eﬁack = @ [} pﬁearch LE: Folders v

fiddress q My Mebwark Places

)

Metwork Tasks

o Add & network place

ﬁ Wiew network connections

Set up a home or small
office nekwork,

Al - ' 1

Click the Internet Gateway Device to open the login page.

Wireless B0Z1Tn
Server Router,

Router f AP | WiFi AP

lsername : |admin |

Password : |uu- |
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4.1 Router Mode Configuration

Caution : Quick Setup is not completed unless users finish all settings and click Finished
button.

Server Router combines Router and AP to one, supports wire or wireless
connecting type with ISP. It also has NAT and DHCP functions to let multiple
computers using network at the same time. Wireless WAN supports Site Survey.
BR360 has WPS function for easy and secure establishment of wireless network.

4.1.1 Switch To Router Mode

Server Router has an operation switch. It can let users switch between router,
AP, and WiFi AP mode. Users must unplug the Server Router from the power
outlet and make sure that the power is off. Switch to Router mode, and plug it
back in power outlet.

Caution: Switch mode under power supply will make Server Router crush, and cause
internal damage and information lose.

4.2 Quick Setup for Router Mode

Click on Step Setup in the left screen of the main menu. Then you'll see the Basic
and Application selecting screen appears and do the setting for each items.

Router Basic Setup

The selup wzad will guide you o configuie atoess pomi for fest bmo. Flesse folow the sebup wzand
stop by S26p

Welcoane (o Setup Witard.

Thier Wizard will guide you the through fellowing seps. Begin by clicking an Hest.

: FIrBA'Hl 1. Tme Zone Selup
- S'ﬁIHIl Mana 1 LAl Inedsce Selup
gemant 1. WAN Selup
4. ‘Whieless Sstup

L Leoas

4.2.1 Time Zone Setup
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You can select Enable NTP client update to maintain the system time.

Sysbem Managemen
Log & Stabu
Lo

& o

O (o Bion et 1. Time Zone Setup

B Sen S00un
F e S ¥iou Can mainksin the wywiem Bme by synchronizing with B public me Tarar sar tha infemet
L hpphcaion Sengp

= Ol Erable NTP cheupdete

Tl b Time fone Sebect: | (GAT-08.00) Fackic Time -

& el WTE sarver :

B S [ Cancel | | colack || tasss |

]

=

#]

4.2.2 LAN Interface Setup

It can let multiple local network computers connect to the Internet at the same
time. The default IP address is 192.168.1.1. Please click Next after finished
entering.

[ o et St 2. LAN Interface Setup
= | Hep Selup
O e Lot Thei pagr id wiid go cordfipare By patametiri foe locdl sva network whach cemnddti o the LA pert of v
R - Accens Pount. Fers v sy change the veting for [P s8doenii. rubnet mack, DHCT, stc
L Agygiicaiun Gibup
- Conlfsg
Wiredngs e e Pt
HAT IF Address: 1592 168 11
Firewpa (ot (oo | (oo

ST

Synem ha FULETREE
Log & Stwhus

Leguut

o
m
[
m
]
m
[
£

4.2.3 WAN Setup
Server Router supports two interfaces and four access types, users can select the
options in this page.
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3. WAN Setup

& Giop Selun
L Dass Sehe
O Aimfsain lehe
B Conlig
WAN Interiace: Etherred pert =
AT
VAN Access Typa: Oyrame: B &

Finerwrad

G

Sysiem hiarapemen)
Liog & Shatus

Lomees

=
=
[
]
i
=
[
&

| |

Please click Next after finished selecting.

4.2.3.1 WAN Interface- Ethernet Port
If Server Router is connecting to the Internet through Ethernet cable, please
select Ethernet port.

Broadband Router

Tpr
= fniser
£ i Buiinn e 3. WAN Setup
= Skep Selp
L e Ssum
[ Config
Wk
AT
Finiramd

VAN Intariaoe: Eifuemet port 2

WAN Acoess Type: !:!,11"11-: F'-'

Systam hMarsogermes

Log & Stalus [Cancel | [w<Bnck | [Tiwntr> |

! Lo

4.2.3.2 WAN Interface- Wireless
If Server Router is connecting to the Internet through wireless, please select
Wireless.
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& ey

C Ok Sehw 3. WAN Setup
& Step Sslup

L B Setam

O Anscason Sehu
B [ Cordig
& Wiresesy WAN inisriace: | Wirslesy -
e _—_____
B Fiairaall h’:l'-':.'lr\i j m :-t“ .” & lt . ;
| ey m SR | g | AP == = ﬂ .
B Sysiem Managemsnl -
o Log & St ; Encryptign: | Hone - M
[ Lossn

VAN Hecem Typs: Dhynartus [P =

The Wireless network which searched by Server Router will display on this page.
Users can select the desired wireless network and Encryption type to connect.

4.2.3.3 WAN Access Type - Static IP

If your ISP provides static IP, and you do not need to enter username and password,
please select Static IP. Enter the information which ISP provides then click Next.
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3. WAN Setup

WAHN Interface: |Ethernet part b

WAHN Access Type: |ét_atEIF'_T_i

IP Address: 1172111 | ] please enter the information
Subnet Mask: 1255 255 265 0 which ISP provides.

Default Gateway: [172.1.1.254 |

Users need to enter DNS
DNS: ! | information, or they can’t
look up Domain name.

[ Cancel ” <<Back ” Mext== ]

4.2.3.4 WAN Access Type - Dynamic IP

Please select Dynamic IP to obtain IP address automatically from your ISP.
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3. WAN Setup

WAHN Interface: .Ethernet _pn:nrt v

VWAHN Access Type: Dynamic I[P

[ Cancel ][ <<Back ][ Mext== ]

Please click Next to enter the next page.

4.2.3.5 WAN Access Type — PPPoE

If your Internet service type is PPPoOE, please select PPPOE. You must input
username and password which ISP provides.
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3. WAN Setup

WAHN Interface: |Ethernet port V|
WAHN Access Type: PPPoE b
Please input the username
Rer fame: | and password which ISP
Password: | provides.
[ Cancel ” ==Back ” Mext== ]

Please click Next to enter the next page.
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4.2.3.6 WAN Access Type - PPTP
If your Internet service type is PPTP, please select PPTP. You need to enter
username, password, IP address, Subnet Mask, and Server IP address.

3. WAN Setup

WAHN Interface: :Ethernet port -
WARN Access Type: F'F'TF' V
IP Address: 172112 | )
Subnet Mask: ;'255 2552550 .

= : All input fields are
Server IP Address: 172111 | required.
User Name: [
Password: _J

[ Cancel ” <<Back ” Mexts== l

Please click Next to enter the next page.

4.2.4 Wireless Setup
The first step to setup wireless interface is to assign SSID, the default name is

Server_Router. Please follow the instructions to setup.
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5. Wireless Setup

This pice 13 ued [0 conlguie the pacamlend o eersless LAMN chents which My confecl b youl
Az ciid Paard Ham iyou miy change varsliad ancryphan wellegn a3 wnll i woralarin sabwsrk

(2 a0 ]
]
: SAIk Epemr_Fous
B Firmwsl Chane | Mumbser 17 =
B SeT
=3 'S'r' ; Encryplion Mang -
B Log £ Sindus :
E Lo IEH-:-HH--HEIH;I-:] [ Firighads= ]

4.2.5 Wireless Security Setup
The Encryption is a free choice option, it has two main types: WEP and WPA. If
you want to protect your transmitting data, you can select it base on the needs.
Please follow the instructions to complete wireless security setup.
a. Wireless Security Setup — WEP

5. Wireless Setup

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Paoint. Here you may change wireless encryption settings as well as wireless network
parameters.

S5ID: | Server_Router
Channel Humber: "M |+
Encryption: |WEF‘ V|

Key Length: Low level (64-bit) and
High level (128-bit)

Key Format: Hex (10 characters) + 10 characters or 26
Key Setting: = characters.

L Cancel ” <<Back ] [ Finished== ]
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The options in Key Length column: 26 Hex characters (0~9, a~f, and A~F). It is
decided by the choice of WEP-64bits or WEP-128bits. E.g.: WEP-64bits key= 10
Hex characters (0~9, a~f, and A~F); WEP-128bits key= 26 Hex characters (0~9,
a~f, and A~F); the Key Setting is the password needs to be input after the
selections.

a. Encryption —WEP
(1.) Key Length: Activate WEP encryption to protect your information from stealing
by others. The Server Router supports 64bits and 128bits.
(2.) Key Format: For 64bits WEP key format, it can include 5 ASCII characters or
10 Hex characters. For 128bits WEP key format, it can include 13 ASCII characters
or 26 Hex characters.

*Note: 128 bits — WEP encryption is very safe, but there are other encryptions
safer. Please to understand that all wireless devices must have the same WEP key
length and format.

b. Wireless Security Setup — WPA (WPA - WPA2 & WPA2 Mixed)
WPA (Wi-Fi Protected Access) is a system to protect wireless network security. To
prevent hackers, WPA uses TKIP or AES to change key frequently.
Passphrase:
The Pre-Shared Key format is ASCII Code, and the length is 8-63
bytes(at least 8 bytes) -
Hex:
Users can input 64 Hex bytes(0~9, a~f, or A~F) -
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5. Wireless Setup

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless network
parameters.

55ID: | Server_Router
Channel Humber: 1M1 |+
Encryption: |WF'A(TKIF'} V| — Plese select one.

Passphrase: the length
Pre-5hared Key Format: |F'assphrase V| of the Key is 8-63 bytes.

Pre-Shared Key: | !'lleX:_ the length Pf the
Key1 .

L Cancel ” <<Back ] [ Finished=:=

Please click “Finished” to finish the setup.

4.2.6 Quick Setup Complete
When you see this screen, it means the quick setup is completed.

Change setting succecsfulbe!

SvEtemn 8 conbpamng, ofter 14 seconds system will renam to the previous page.
O Dosic Setup

E Avolication Setus
P Config
Wirpdass

MNAT

F el

Server

System Management
Log & Status

oot

The system will reboot automatically after users complete the quick setup, then
back to setup main page.

Application Setup Selection

® Click “Application” botton to begin setup including Folder Management Setup,
User Account Management Setup, FTP Server Setup, Printer Server Setup, Web
Camera Setup and Samba Server Setup.
4.2.7 Folder Management
Easy to check all the USB storage devices connected to your Server Router, view
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the entire data folder inside each storage devices, and you can do the disk
formatting via click on the button in this page.

Folder Management

You can specify which USB storage to be System Disk.

USE Device Name

~ SysDisk  Disk  TYPE  Capacity ~  Free Space  Function
® USBA Unknown  63MB 39MB Unplug

’ Disk Explorer ]

Partition / Format SysDisk

All existing data and partitions on the HDD will be DESTORYED | Make sure you really need to do this |

Disk format selected: ®ves (ONo
TYPE: (OFAT16/32 @ NIFs O EXT3

[ Cancel H <<Back H Mext==» ]

Please click on “"Next” to continue.

4.2.8 Partition / Format SysDisk
Select the USB Disk and click on "OK"” button for refresh all disks before you do
disk partition, and the “Unplug” button will appear. To partition/format the disk,
please select the disk and click on "Format” button. Moreover, if you want to view
the data inside the disk, please go to “"4.2.11 FTP Sever Setup” to enable FTP
server and then click on “"Disk Explorer” to view all disks folder inside the device.

4.2.9 User Account Management
Personal users can use each individual application such as My Status, My Webcam
and My Document. This section is to set the user’s right. Also, all the users right will
be showed in User Account List and can do the edit or delete by clicking the
meaning text.
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User Account Management

YWou can add user accowhl in this pags

Ll Webcam Savver LIETHE Sorver i
Cwebcom Server  [CIFTP Server
[1Webeam Server [ IFTP Sarver

[ Cancel || c<Back || Nestss |
Please click on "Next” to continue.

4.2.10 FTP Server
Server Router can be the FTP Server provides users to transmit files, also for the
guest can download the files from assign website. Moreover, by connecting USB
HDD, USB Flash to the router, user can easily set up a FTP Server to share or
download files for local or remote users.

FTP Server

*ou can enabled or disabled FTP server function in this page.

Enable FTP Server: (® Enabled O Disabled
Enable Anonymous to Login: (*)Enabled ) Disabled
Enable FTP Access from WAN: (*)Enabled O Disabled
[ Cancel ] [ <<Back ] [ MNext== ]

Please click on "Next” to continue.

4.2.11 Printer Server
Server Router supports printers. Printer Server will be shown as Enable, therefore
users can use Printer features from LAN. This function is disabled if there is no
printer connecting to Server Router.
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Print Server

You can enabled or disabled print server function in this page

Enable Printer Server: (¥)Enabled ) Disabled
Enable Access from WAN: (*)Enabled ) Disahled
Printer Model: hp deskjet 1180¢

Printer Name:

[ Cancel ][ <=Back ][ Mext== ]

Please click on “"Next” to continue.

4.2.12 Webcam Server
If you plan to use the Server Router as a Web Camera site, connect a supported
USB Web Camera to the USB port of the Server Router. To enable the webcam
server and access from WAN as demand, and the Image format is set to 320X240.

WebCam Server

“ou can enabled or disabled WebCAM server function in this page

Enable Wehcam: (%) Enabled ) Disabled
Access from WAN: (%) Enabled ) Disabled
Image format: 320x240

[ Cancel ” <<Back ][ Mext== ]

Please click on “"Next” to continue.
4.2.13 Samba Server

Support NetBIOS protocol, the consumer sharing file and printer which provides as
the My Network Places.
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Samba Server

You can enabled or disabled samba server function in this page

Enable Samba Server: (*)Fnabled ) Disabled

Workgroup Name:

[ Cancel ][ <<Back ][ Finished==

Please click on “Finished” to complete settings.

4.3 AP Mode Configurations

Connect to AP or wired Internet, and then provides wired and wireless internet
bridge service for bottom level users. The AP mode doesn’t support NAT. The
Server Router is simply using Ethernet port to connect to the upper level device
and receive the IP address from it. The Server Router will use the default IP
address or is defined by users if the upper level device does not give one.

4.3.1 Switch To AP Mode

Server Router has an operation switch. It can let users switch between router,
AP, and WiFi AP mode. Users must unplug the Server Router from the power
outlet and make sure that the power is off. Switch to AP mode, and plug it back
in power outlet.

Caution: Switch mode under power supply will make Server Router crush, and cause
internal damage and information lose.

4.4 Quick Setup for AP Mode

Please Click Next to enter the next page.
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G O Dulism Sy AP Basic Setup
& lop Setup
L EHosic Satug The satup wikard will guide jyou to cenfigure socess point o st time. Please [oliow the selup wizard
O Auobcabon St wep by Hep
I Con
"'m:r-:? Welcoms 1o Setup Wizard
Suarvel The Wizard will guide you the through fellowing steps. Bagin by clicking on Hest.

shestri M |
iyl B i . Tmnia done and Device Mame Setup

E ‘Wislesa Sstup

r:-II'III'

4.4.1 Time Zone Setup

You can select Enable NTP client update to maintain the system time.

= ar

O o fotion Sehe 1. Time Zone and Device Setup

Yol Can MmNt B wywiem Sme by wynchoneng with @ publc bme sener g the inismet

: ] Enabile NTP clieni update
i Mgl Time fone Sebect (GAET-0.00) Pacic Tma o
0 & Sahus HTE sarver

Dwuice Hama: | Senmr_Souter)

[ Gancel | [ <<Back || tsmsza |

4.4.2 \Wireless Setup
The first step to setup wireless interface is to assign SSID, the default name is

Server_Router. Please follow the instructions to setup.

A

[ Cne ihtmon senm 2. Wireless Setup
= | Sep SElhug
O Dese Selig Th'.lr.t.'ll;rr.lMh:mﬁn-lhmm&hmﬁuLﬂlﬂuﬂ:ﬂthHtmmm
= o Azzens Pond Hars you may g s g ik wll i wireles netwedk
paramatens
S5Hk [ 'E-Irm iz |l
& .-l1|.F-‘I...1n.|;r|r|i|11 Channel Humber: L -
| op & Siad T S
w7 & Sindus - o =

L Lo

[ Eancel || zalinck | | Foishadss |
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4.4.3 Wireless Security Setup

The Encryption is a free choice option, it has two main types: WEP and WPA. If
you want to protect your transmitting data, you can select it base on the needs.
Please follow the instructions to complete wireless security setup.

a. Wireless Security Setup — WEP

2. Wireless Setup

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless network
parameters

SSID: | Serer_Router
Channel Humber: 11 ] V_.'
Encryption: . WEF v_;
’ [ . [ Low level (64-bit) and
Rd-
by Lyt (84t ¥ | High level (128-bit)
Key Format: Hex (10 characters) ¥ |l 10 characters or 26
Key Setting: [t | characters.
[ Cancel ] [ <=Back ] [ Finisheds=x ]

The options in Key Length column: 26 Hex characters (0~9, a~f, and A~F). It is
decided by the choice of WEP-64bits or WEP-128bits. E.g.: WEP-64bits key= 10
Hex characters (0~9, a~f, and A~F); WEP-128bits key= 26 Hex characters (0~9,

a~f, and A~F); the Key Setting is the password needs to be input after the
selections.

a. Encryption—WEP
(1.) Key Length: Activate WEP encryption to protect your information from stealing
by others. The Server Router supports 64bits and 128bits.
(2.) Key Format: For 64bits WEP key format, it can include 5 ASCII characters or
10 Hex characters. For 128bits WEP key format, it can include 13 ASCII characters
or 26 Hex characters.

*Note: 128 bits — WEP encryption is very safe, but there are other encryptions
safer. Please to understand that all wireless devices must have the same WEP key
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length and format.

b. Wireless Security Setup — WPA (WPA - WPA2 & WPA2 Mixed)
WPA (Wi-Fi Protected Access) is a system to protect wireless network security. To
prevent hackers, WPA uses TKIP or AES to change key frequently.

Passphrase:
The Pre-Shared Key format is ASCII Code, and the length is 8-63

bytes(at least 8 bytes) -

Hex:
Users can input 64 Hex bytes(0~9, a~f, or A~F) -

2. Wireless Setup

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Paint. Here you may change wireless encryption settings as well as wireless network
) J L

parameters

55ID: .”_.S.EF'.-'EF__.RBLI.'[.EF
Channel Number: :11 V
Encryption: '.-.;u“-.-‘F'ﬂx[TKIF'} v
Pre-Shared Key Format: ;“F'assphrase V.; Passphrase: the length of
i pr— —the Key is 8-63 bytes.
Eresitimnd ey L Hex: the length of the Key
is 64 bytes.
[ Cancel H <=Back ] [ Finished=x>

Please click Finished to finish the setup.

4.4.4 Quick Setup Complete

When you see this screen, it means the quick setup is completed.
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Change setting saccessiullyl

Svsbemn o :-uuﬁpl'l.l.;. after 27 seconds svitem wall return o the previous page

The DHCP is disabled in AP mode. Please setup the static IP address in LAN section
after the countdown is finished. The IP address must in the same class with the
default Gateway.

Internet Protocol (TCP/IP) Properties @E|

General l

“'ou can get IP settingz aszigned automatically if your nebwork. supports
thiz capability. Othenwize, you need to ask pour nebwork, adminiztrator for
the appropriate 1P settings.

i) Obtain an IP address autamatically
{#) Uze the following IF address:

IP address: | 132 .168. 1 . 200 |
Subret mask: ERGE TR
Default gateway: | 192168, 1 . 254 |

[btain DMNS =erver addrezs automatically
(%) Usze the following DMNS server addresses:
Breferred DMNS server: | . . . |

Alternate DMS zerver: | . . . |

L 1]8 ][ Canricel ]

1) Please open IE browser and then enter http://192.168.1.254. (It is the default
LAN IP address in AP mode.)

User can go to My Network place and click device icon to enter main page.
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T My Network Places

File Edit Wiew Favorites Tools Help

G Back, @ @ p Search Hf_‘: Folders "

Address | My Network Places

Local Metwork

Metwork Tasks

ﬂ add a netwark place

wiew network connections

BT _Server_Router_cba. ..

Sek up a home ar small
aoffice network The Internet

Set up a wireless nebwork
for a home or small office

| 192.168.1.1

Wigw wiorkgraup compukers

. Hide icans For nebworked
LIPnP devices

Please Select Administrator Mode.

Wireless 802.1171n

Server. Router

Router / AP / WiFi AP

Administrator Personal Panel

Enter username and password, both default are admin, then click login to enter
product main page.
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Wireless 202.11Tn
‘ Server Router,

Router [ AP | WiFi AP

lsername : |admin |

Password : |uu- |

2) The default UPnP of Server Router is ON. When users connect Server Router to
their PC, and icon will show up in the right-down corner.

- My Metwork Places

File Edit Wiew Favorites Tools Help

eﬁack = @ [} pﬁearch LE: Folders v

fiddress q My Mebwark Places

)

Metwork Tasks

o Add & network place

ﬁ Wiew network connections

Set up a home or small
office nekwork,

Al - ' 1

Click the Internet Gateway Device to open the login page.

Wireless 802178
Server Router,

Router [ AP | WiFi AP

lsername : |admin |

Password : |uu- |

Enter username and password, both default are admin, then click login to enter
product main page.
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Application Setup Selection

® Click “Application” botton to begin setup including Folder Management Setup,
User Account Management Setup, FTP Server Setup, Printer Server Setup, Web
Camera Setup and Samba Server Setup.

4.4.5 Folder management

Easy to check all the USB storage devices connected to your Server Router, view

the entire data folder inside each storage devices, and you can do the disk

formatting via click on the button in this page.

Folder Management

You can specify which USB storage to be System Disk

USB Device Name

.~ SysDisk  Disk  TYPE  Capacity =~ FreeSpace  Function
® USBA Unknown  63MB 39MB Unplug

[ Disk Explorer l

Partition / Format SysDisk

All existing data and partitions on the HDD will be DESTORYED | Make sure you really need to do this |

Disk format selected: @ Yes (INg
TYPE: O FAT16/32 @ NTFS OFEXT3

[ Cancel ” <<Back H Mext== ]

Please click on “"Next” to continue.

4.4.6 Partition / Format SysDisk

Select the USB Disk and click on "OK"” button for refresh all disks before you do
disk partition, and the “Unplug” button will appear. To partition/format the disk,
please select the disk and click on “Format” button. Moreover, if you want to view
the data inside the disk, please go to “"4.2.11 FTP Sever Setup” to enable FTP
server and then click on “"Disk Explorer” to view all disks folder inside the device.

4.4.7 User Account Management
Personal users can use each individual application such as My Status, My Webcam

and My Document. This section is to set the user’s right. Also, all the users right will
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be showed in User Account List and can do the edit or delete by clicking the
meaning text.

User Account Management
You can ddd wser acoounl n s page

o~

[I'Webeam Server [ IFTP Sarver
[IwWebcam Server [ IFTP Server
I Wehcam Sarver UIFTP Saredr

| Cancel H ceBack || Maxtss

Please click on “"Next” to continue.

4.4.8 FTP Server

Server Router can be the FTP Server provides users to transmit files, also for the
guest can download the files from assign website. Moreover, by connecting USB
HDD, USB Flash to the router, user can easily set up a FTP Server to share or
download files for local or remote users.

FTP Server

You can enabled or disabled FTP server function in this page.

Enable FTP Server: (#)Fnabled ) Disabled
Enable Anonymous to Login: (*)Enabled ) Disabled
[ Cancel ] [ <=Back ] [ [Mext== ]

Please click on “"Next” to continue.

4.4.9 Printer Server

Server Router supports printers. Printer Server will be shown as Enable, therefore
users can use Printer features from LAN. This function is disabled if there is no
printer connecting to Server Router.
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Print Server

You can enabled or disabled print server function in this page

Enahle Printer Server: () Enabled () Disabled
Printer Model: hp deskjet 1180¢

Printer Name:

[ Cancel H <zBack ][ Mext== ]

Please click on “"Next” to continue.

4.4.10 Web Camera

If you plan to use the Server Router as a Web Camera site, connect a supported
USB Web Camera to the USB port of the Server Router. To enable the webcam
server and access from WAN as demand, and the Image format is set to 320X240.

WebCam Server

You can enabled or disabled YWebCAM server function in this page

Enable Webcam: (%) Enabled ) Disahled

Image format: 320x240

[ Cancel ][ <«<Back ” [ext== ]

Please click on “"Next” to continue.

4.4.11 Samba Server
Support NetBIOS protocol, the consumer sharing file and printer which provides as
the My Network Places.

Samba Server

You can enabled or disabled samba server function in this page

Enable Samhba Server: (%) Enabled () Disahled

Workgroup Name:

[ Cancel ][ z<Back ” Finished=>
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Please click on “Finished” to complete settings.
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4.5 WiFi AP Mode Configuration

Connect to AP or wired Internet by using wireless function, and then provides
wired and wireless internet bridge service for bottom level users. The AP mode
doesn’t support NAT. The Server Router is simply using Ethernet port to connect to
the upper level device and receive the IP address from it. The Server Router will
use the default IP address or is defined by users if the upper level device does not
give one.

4.5.1 Switch To WiFi AP Mode

Server Router has an operation switch. It can let users switch between router,
AP, and WiFi AP mode. Users must unplug the Server Router from the power
outlet and make sure that the power is off. Switch to WiFi AP mode, and plug it
back in power outlet.

Caution: Switch mode under power supply will make Server Router crush, and cause
internal damage and information lose.
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4.6 Quick Setup for WiFi AP Mode

Please Click Next to enter the next page.

R A
e WIFi AP Basic Setup
¢ Linp Setup
D Basic Senn The selup wizard will guide you 19 configure pocess point o firsl time, Plepss follaw The $8tup wizand
[2 Aoploabon Scie #tep by siep
m P Config
m Wirelpss Wizlcome 1o Setup Wizard
B S Tha Wizard will quida you tha threugh fallewing mepa. hglnhl; elicking an Haxe,
Sys Wl el
: L:uriﬂ::n 1. Tvws Zond &6d Devics Haee Setup
; c T ‘Winless Site Survey And Secwrity Setup
L 3 Estonded Winlass Setup

4.6.1 Time Zone Setup

You can select Enable NTP client update to maintain the system time.

WA ar
T o Pion 3o 1. Time Zone and Device Setup
i Lann el
I:i mm Vﬁummm!ﬂﬁlIpﬂ“bﬂﬂb}lﬂﬂ?ﬂﬂﬂﬂﬂnﬂhlmﬂimllﬂllmﬂﬂmm
L Appsceton Seag
P Conlfig
Weaeesy
Caiiot L] Enafsle NTP clheni update

R TER— Tima Zane Sebect : {LIT-08 00 Pacis Tima -
Liowg & Skalures TP sy
Laoas Device Nama: " Swewr_Rower

=
£
=
L]
=
3]

Lsscel ]| <<Buck | | tutr> |

4.6.2 Wireless Site Survey And Security Setup

This function provides users to search the existing wireless network, AP, or
Wireless AP from ISP. You can select the service manually. After selecting the
designed AP, the device name will appear on Wireless Basic Setup page. Please
follow the instructions.
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& WHAP
O O Bution Setup 2. Wireless Site Survey And Security Setup
& | 3lep Setup
C Basc This page provides tood to scan the wieless networe If sy Acoess Pomt or 5535 18 found,
Base e yont could choose to conneet it manalh: when Wik AP mode it enabled
G Applicotion Setum

1P Coanfigg

Wireiess —-----
Server 00aR0 (1B6) | AP | w8 O

Systiem Managoement

I -:.':q & Status Encryption: | ona =

] Looms

[ Cancel | [Back | [Hext]

You can select the desired AP to connect and data encryption type. Click the
Refresh button will refresh the list.

4.6.3 Wireless Security Setup

The Encryption is a free choice option, it has two main types: WEP and WPA. If
you want to protect your transmitting data, you can select it base on the needs.

Please follow the instructions to complete wireless security setup.
= miar

L one iasen st 3. Extended Wireless Setup
= Eep Selug
O Desc Seh Thes page i uted ta configuie the patametics B wineless LAN chents which may connistt 10 your
Adceis Ponl Harg you shunge wrdlesd sncrypten aellingt = well i weslssn netesd

P Confip

Al e

by i ESSID: | Senw Rewn

L= —"
11 Managermen Encryplion: Heas .

Log & Slus
LinwEd

| Comeal | | woBinzic | | Pishas |

a. Wireless Security Setup — WEP
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3. Extended Wireless Setup

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless netwark

parameters.

ESSID:

Encryption:

Key Length:
Key Format:

Key Setting:

| Server_Ho

uter |

WEP ¥

| B4-bit v

—> Low level (64-bit) and

High level (128-bit)

|Hex (10 charac

ers) V|

i****t*****

10 characters or

characters.

60

|
26
[ Cancel H <<Back ] [ Finish==
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The options in Key Length column: 26 Hex characters (0~9, a~f, and A~F). Itis
decided by the choice of WEP-64bits or WEP-128bits. E.g.: WEP-64bits key= 10
Hex characters (0~9, a~f, and A~F); WEP-128bits key= 26 Hex characters (0~9,
a~f, and A~F); the Key Setting is the password needs to be input after the
selections.

a. Encryption —WEP
(1.) Key Length: Activate WEP encryption to protect your information from stealing
by others. The Server Router supports 64bits and 128bits.
(2.) Key Format: For 64bits WEP key format, it can include 5 ASCII characters or
10 Hex characters. For 128bits WEP key format, it can include 13 ASCII characters
or 26 Hex characters.

*Note: 128 bits — WEP encryption is very safe, but there are other encryptions
safer. Please to understand that all wireless devices must have the same WEP key
length and format.

b. Wireless Security Setup — WPA (WPA - WPA2 & WPA2 Mixed)
WPA (Wi-Fi Protected Access) is a system to protect wireless network security. To
prevent hackers, WPA uses TKIP or AES to change key frequently.
Passphrase:
The Pre-Shared Key format is ASCII Code, and the length is 8-63
bytes(at least 8 bytes) -
Hex:
Users can input 64 Hex bytes(0~9, a~f, or A~F) -

3. Extended Wireless Setup

This page is used to configure the parameters for wireless LAN clients which may connect to your
Access Point. Here you may change wireless encryption settings as well as wireless network
parameters

ESSID: [ “.‘.Séwer._:.ﬁmiter

Encryption: '»“‘F'ﬁalTKIF'} V.—b Please select one.
Fre-Shared Key Format:  Passphrase ¥

Pre-Shared Key: l

Passphrase: the tength of
the Key is 8-63 bytes.
Hex: the length of the I{é“ymu:el ] [ <<=Back ] [ Finish==
is 64 bytes.
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Please click “Finished"” to finish the setup.

4.6.4 Quick Setup Complete
When you see this screen, it means the quick setup is almost completed.

Change setting successfull!

ep Setup SVEtem i configanng, after 27 seconds vetém will rétam 1o the prévious page.
C ' Gasic Senmp
C  Apphcanon Senm
IP Config

Wirsless

Sanes

Sy=siem Managoment
Log & Status

Leos

User can go to My Network place and click device icon to enter main page.

T My Network Places

File Edit Wiew Favorites Tools Help

@ Eack \“} @ ’C:' Search LE:" Folders "

Address | My Network Places

Local Metwork

Metwork Tasks

-

2 &dd a network place

Wiew netwark connections

ET_Server_Router_cba, ..

Sek up a home ar small
aoffice network The Internet

Set up a wireless nebwork
for a home or small office

Wigw wiorkgraup compukers

192,168.1.1

. Hide icans For nebworked
LIPAP devices

Please select “"Administrator” to enter.
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wireless 80Z:11n

Server. Router.

Router / AP / WiFi AP

Administrator Personal Panel

The login page will show up, please enter the username and password. The default
values for both are admin. Click Login to enter the main page.

Wireless B0 Te
Server Router,

Router / AP | WiFi AP

Wik AP Mode

lsername : |admin |

Password : |uu- |
2) The default UPnP of Server Router is ON. When users connect Server Router to
their PC, and icon will show up in the right-down corner.
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;- My Network Places

File Edit Wiew Favorites Tools Help

@Back - \-‘\; l} pﬁearch [El‘ Falders v

fddress "ﬂ My Mebwark Places

Metwork Tasks (]

o Add & network place

é Wiew netwiork connections

Set up a home or small
office nekwork,

Al -

Click the Internet Gateway Device to open the login page.

Wireless 80Z11m
; iServer Router,
: Router [ AP | WiFi AP

lsername : |admin |

Password : |-u" |

Enter username and password, both default are admin, then click login to enter
product main page.

Application Setup Selection
® Click "Application” botton to begin setup including Folder Management Setup,

User Account Management Setup, FTP Server Setup, Printer Server Setup, Web
Camera Setup and Samba Server Setup.
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Application Setup

= | Hlep Selup
O e Setup The selup vazand wil geede you bo conbgume serser kinclen for fest ime Plegss follow the sstup
O ApDBCaicn Seiug wizard siep by slep
IP Config
Wirsless Welcome to Setup Wizond,
ke S lateel The Wirard will guide you the through !'nl'lnwing shinps, Begin by -:Ii-thhg on Hext.

Syslem Management

Folder Menagement Seiup

Usad Accowd Masagemant Satup
FTP Serer Setup

Brirg Sones Selup

VebZ Al Sarser Satup

Samba Serar Setup

Liog & Siabes
Lpmpmsl

L i ol L

4.6.5 Folder Managemet

Easy to check all the USB storage devices connected to your Server Router, view
the entire data folder inside each storage devices, and you can do the disk
formatting via click on the button in this page.

Folder Management

You can specify which USE storage to be System Disk.

USE Device Name

- SysDisk  Disk  TYPE  Capacity =~ Free Space = Function
® USB A  Unknown 63MB JaMe Unplug

[ Disk Explarer ]

Partition / Format SysDisk

All existing data and partitions on the HDOD will be DESTORYED ! Make sure you really need to do this |

Disk format selected: @ Yes {:} No
TYPE: (O FAT16/32 ®NTFS O EXT2

[ Cancel H <=Back H Mext== J

4.6.6 Partition / Format SysDisk

Select the USB Disk and click on "OK"” button for refresh all disks before you do disk
partition, and the “Unplug” button will appear. To partition/format the disk, please
select the disk and click on “"Format” button. Moreover, if you want to view the
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data inside the disk, please go to "4.2.11 FTP Sever Setup” to enable FTP server
and then click on "Disk Explorer” to view all disks folder inside the device.

4.6.7 User Account Management

Personal users can use each individual application such as My Status, My Webcam
and My Document. This section is to set the user’s right. Also, all the users right will
be showed in User Account List and can do the edit or delete by clicking the
meaning text.

User Account Management

You can add uslr accounl in this pagao

[lWabcam Sarvar LIFTP Sarear -

[ ¥Meheam Sarvar LIFTP Sarvar

[ WMehcam Sarvar LIFTP Sarvar

| Cancel ] coBpck ][ Hat»> ]

4.6.8 FTP Server

Server Router can be the FTP Server provides users to transmit files, also for the
guest can download the files from assign website. Moreover, by connecting USB
HDD, USB Flash to the router, user can easily set up a FTP Server to share or
download files for local or remote users.

FTP Server

You can enabled or disabled FTF server functien in this page.

Enable FTP Server: (*) Enabled ) Disabled
Enable Anonyvmous to Login: () Enabled ) Disabled

[ Cancel H <<Back H et ]

4.6.9 Printer Server

Server Router supports printers. Printer Server will be shown as Enable, therefore
users can use Printer features from LAN. This function is disabled if there is no
printer connecting to Server Router.
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Print Server

You can enabled or disabled print server function in this page

Enable Printer Server: (#)Enabled ) Disabled

Printer Model: hp deskjet 1180¢
Printer Name:

[ Cancel H <<Back ” Mext=>= ]

4.6.10 Web Camera
If you plan to use the Server Router as a Web Camera site, connect a supported
USB Web Camera to the USB port of the Server Router. To enable the webcam

server and access from WAN as demand, and the Image format is set to 320X240.
WebCam Server

You can enabled or disabled WebCAM server function in this page

Enable Webcam: () Fnabled ) Disabled
Image format: A20x240

[ Cancel H z=Back H Mext=»> ]

4.6.11 Samba Server

Support NetBIOS protocol, the consumer sharing file and printer which provides as
the My Network Places.

Samba Server

“ou can enabled or disabled samha server function in this page

Enable Samba Server: (%' Enabled ) Disabled
Workgroup Name: -

[ Cancel ” <<Back ” Finished==
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Chapter 5 Advanced Configuration for Router

Mode

5.1 IP Config

This section can let users add route rules of Server Router; it includes configuration
of WAN, LAN, and DDNS.

5.1.1 WAN Interface Setup

Router
(i One Button Setup

Firewall

Server

System Management
Log & Status

Logout

Please select WAN Interface to configure, it includes 2 interface selections
(Ethernet and Wireless) and 4 access types (Static IP, Dynamic IP, PPPoE, and
PPTP); please follow the instructions to configure.

5.1.1.1 WAN Interface - Ethernet Port

If your Server Router is connecting to the Internet through the Ethernet cable,
please select Ethernet port interface.
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WAN Setup

WAN Interface: |Ethernet part V|
WAHN Access Type: i_Eynami-m-:
Host Name: Edefault |

MTU Size: | | (1400-1492 bytes)
() Attain DNS Automatically
() Set DNS Manually

DNS 1: | |

DNS 2: | |

DNS 3: | |

Clone MAC Address:

Enable IGMF Proxy

[l Enable Ping Access on WAN
[l Enable Web Server Access on WAN

[ Apply Changes I [Reset]

5.1.1.2 WAN Interface — Wireless

If your Server Router is connecting to the Internet through wireless, please select
Wireless interface.
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WAN Setup

WAN Interface: Wireless V‘

I = =T T

il Remer LAN 00040213305 111]—+G----

Mavi RB5l6e 5 01485400328 & (B4 AP no &0 @
Encryption: | Mone V‘

WAN Access Type: |E\_;nami|: P |

Host Hame: |defau|1 |

MTU Size: {1400-1492 bytes)

(O Attain DNS Automatically
() Set DMS Manually
DNS 1: | |

DNS 2: | |

DNS 3: | |

Clone MAC Address:

Enable IGMP Proxy
[] Enable Ping Access on WAN
[ Enable Web Server Access on WAN

[ Apply Changes ] [Reset]

The Wireless network which searched by Server Router will display on this page.
Users can select the desired wireless network and Encryption type to connect.

5.1.1.3 StaticIP
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If your WAN access type is Static IP, please complete the settings as following
instructions.

WAN Setup
WAN Interface: | Ethernet port Vi
WAHN Access Type: |ﬂ|cﬁ V|

IP Address: | |

Subnet Mask: | |

Default Gateway: | |

MTU Size: || (1400-1500 bytes)
() Attain DNS Automatically
( Set DNS Manually

DNS 1: | |

DNS 2: | |

DNS 3: | |

Clone MAC Address:

Enable IGMP Proxy
[l Enable Ping Access on WAN
[ Enahble Wehb Server Access on WAN

I Apply Changes ][Reset]

1. IP Address

Please enter your IP address. If you don’t know the address, please contact
your ISP.
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2. Subnet Mask
Please enter the Subnet Mask address; it should be 255.255.255.0 for the
most time.

3. Default Gateway
Please enter the Default Gateway address. If you don’t know the address,
please contact your ISP.

4. MTU Size
The term Maximum transmission unit refers to the size (in bytes) of the
largest PDU that a given layer of a communications protocol can pass onwards.
Users can improve network efficiency by adjusting the value of MTU. Most of
OS will give users a default value which is fit for most of users. Users can
modify this value also. Please enter value, max number is 1500 bytes.

5. DNS
If ISP provides DNS information, please select Attain DNS automatically.
Or you should select Set DNS Manually, and then input the DNS address.

6. Clone MAC Address
If your ISP asks you to enter a specific MAC Address, please input the correct
info at the column.

7. Enable IGMP Proxy
The Internet Group Management Protocol (IGMP) is a communication
protocol used to manage the membership of Internet Protocol multicast
groups. IGMP is used by IP hosts and adjacent multicast routers to establish
multicast group memberships. You can choose to enable IGMP Proxy to
provide service.

8. Enable Ping Access on WAN
When users enable Enable Ping Access on WAN, it will make WAN IP
address response to any ping request from Internet users. It is a common way
for hacker to ping public WAN IP address, to see is there any WAN IP address
available.

9. Enable Web Server Access on WAN
This option is to enable Web Server Access function on WAN.

10. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.

5.1.1.4 Dynamic IP

If your WAN access type is Dynamic IP, please complete the settings as following
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instructions.

WAN Setup

WAHN Interface: '-_Ethernet port V_.'

WAHN Access Type: ;_.Efly_fnami.c.lll:'. v

Host Hame: :default |

MTU Size: . | (1400-1492 bytes)

) Attain DNS Automatically
O Set DNS Manually
DHS 1:

DHS 2:
DHS 3:

Clone MAC Address:

Enable IGMP Proxy
[] Enable Ping Access on WAMN
[l Enable Web Server Access on WAN

[ Apply Changes ][Reset]

1. Host Name
Host name is optional for users. If your ISP requests users to input a specific
host name, please input it in this section.

2. MTU Size
The term Maximum transmission unit refers to the size (in bytes) of the
largest PDU that a given layer of a communications protocol can pass onwards.
Users can improve network efficiency by adjusting the value of MTU. Most of OS
will give users a default value which is fit for most of users. Users can modify
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this value also. Please enter value, max number is 1492 bytes.

3. DNS
If ISP provides DNS information, please select Attain DNS automatically. Or
you should select Set DNS Manually, and then input the DNS address.

4. Clone MAC Address
If your ISP asks you to enter a specific MAC Address, please input the correct
info at the column.

5. Enable IGMP Proxy
The Internet Group Management Protocol (IGMP) is a communications
protocol used to manage the membership of Internet Protocol multicast groups.
IGMP is used by IP hosts and adjacent multicast routers to establish multicast
group memberships. You can choose to enable IGMP Proxy to provide service.

6. Enable Ping Access on WAN
When users enable Enable Ping Access on WAN, it will make WAN IP address
response to any ping request from Internet users. It is a common way for
hacker to ping public WAN IP address, to see is there any WAN IP address
available.

7. Enable Web Server Access on WAN
This option is to enable Web Server Access function on WAN.

8. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset to
clear all the input data.

5.1.1.5 PPPoOE

If your WAN access type is PPPoE, please complete the settings as following
instructions.
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WAN Setup

WAN Interface: ‘ Ethernset port V|
WAN Access Type: PPPE v
User Name: |

Service Name:

|

Password: | |
|
I

Connection Type: Continuous V| ’ Connect ] [ Uisconnect
Idle Time: | | (1-1000 minutes)
MTU Size: | | (1360-1492 bytes)

() Attain DNS Automatically
0 Set DNS Manually
DNS 1: | |

DNS 2: | |
DNS 3: | |

Clone MAC Address:

Enable IGMP Proxy
[l Enable Ping Access on WAHN
[l Enable Web Server Access on WAN

[ Apply Changes ] [Reset]

1. User Name

Please enter the username provided by your ISP. If you don’t have it, please
contact your ISP.
2. Password

Please enter the password provided by your ISP. If you don’t have it, please
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10.

11.

12.

ETOP

contact your ISP.

Service Name

Please enter the service name provided by your ISP. If you don’t have it,
please contact your ISP.

Connection Type

It has three types: Continuous, Connect on Demand, and Manual.

Idle Time

Users can input the max unused time here.

MTU Size

The term Maximum transmission unit refers to the size (in bytes) of the
largest PDU that a given layer of a communications protocol can pass onwards.
Users can improve network efficiency by adjusting the value of MTU. Most of
OS will give users a default value which is fit for most of users. Users can
modify this value also. Please enter value, max number is 1492 bytes.

DNS

If ISP provides DNS information, please select Attain DNS automatically.
Or you should select Set DNS Manually, and then input the DNS address.
Clone MAC Address

If your ISP asks you to enter a specific MAC Address, please input the correct
info at the column.

Enable IGMP Proxy

The Internet Group Management Protocol (IGMP) is a communications
protocol used to manage the membership of Internet Protocol multicast
groups. IGMP is used by IP hosts and adjacent multicast routers to establish
multicast group memberships. You can choose to enable IGMP Proxy to
provide service.

Enable Ping Access on WAN

When users enable Enable Ping Access on WAN, it will make WAN IP
address response to any ping request from Internet users. It is a common way
for hacker to ping public WAN IP address, to see is there any WAN IP address
available.

Enable Web Server Access on WAN

This option is to enable Web Server Access function on WAN.

Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.

5.1.1.6 PPTP
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If your WAN access type is PPTP, please complete the settings as following
instructions.

WAN Setup

WARN Interface: |Ethernet port V|
WAN Access Type: | PPTP v

IP Address:

Subnet Mask:

User Hame:

| |
| |
Server IP Address: | |
| |
| |

Password:

MTU Size: | (1400-1460 bytes)

[l Request MPPE Encryption
O Attain DNS Automatically
) Set DNS Manually
DNS 1: | |

DNS 2: | |

DNS 3: | |

Clone MAC Address:

Enable IGMP Proxy
[] Enable Ping Access on WAN
[] Enable Web Server Access on WAN

[ Apply Changes ] ’F{esetl
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10.

ETOP

IP Address

Please enter your IP address. If you don’t know the address, please contact
your ISP.

Subnet Mask

Please enter the Subnet Mask address; it should be 255.255.255.0 for the
most time.

Server IP Address

Please enter the server IP address. If you don’t know the address, please
contact your ISP.

User Name

Please enter the username provided by your ISP. If you don’t have it, please
contact your ISP.

Password

Please enter the password provided by your ISP. If you don’t have it, please
contact your ISP.

MTU Size

The term Maximum transmission unit refers to the size (in bytes) of the
largest PDU that a given layer of a communications protocol can pass onwards.
Users can improve network efficiency by adjusting the value of MTU. Most of
OS will give users a default value which is fit for most of users. Users can
modify this value also. Please enter value, max number is 1492 bytes.
Request MPPE Encryption

MPPE uses the RSA RC4 algorithm to provide data confidentiality. The length
of the session key to be used for initializing encryption tables can be
negotiated. MPPE currently supports 40-bit, 56-bit, and 128-bit session keys.
It can be changed frequently to protect network security. This function is
optional.

DNS

If ISP provides DNS information, please select Attain DNS automatically.
Or you should select Set DNS Manually, and then input the DNS address.
Clone MAC Address

If your ISP asks you to enter a specific MAC Address, please input the correct
info at the column.

Enable IGMP Proxy

The Internet Group Management Protocol (IGMP) is a communications
protocol used to manage the membership of Internet Protocol multicast
groups. IGMP is used by IP hosts and adjacent multicast routers to establish
multicast group memberships. You can choose to enable IGMP Proxy to
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provide service.

11. Enable Ping Access on WAN
When users enable Enable Ping Access on WAN, it will make WAN IP
address response to any ping request from Internet users. It is a common way
for hacker to ping public WAN IP address, to see is there any WAN IP address
available.

12. Enable Web Server Access on WAN
This option is to enable Web Server Access function on WAN.

13. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.

5.1.2 LAN Interface Setup

This page is used to configure for local area network which connects to the LAN port of your
Access Point. Here users may change the setting for IP address, Subnet Mask, DHCP, etc.

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to the LAN port of vour
Access Point. Here you may change the setting for IP addresss. subnet mask, DHCP, etc

Device Hame: Server_Router_
IP Address: 192.168.1.1

Subnet Mask: 255 255 2550
Default Gateway: 0.0.0.0

DHCP: [Server v

DHCP Client Range: |-

802.1d Spanning Tree: Disabled w
Clone MAC Address: 1000000000000
[ Apply Changes ] [Reset ]

1. IP Address
The default IP address is 192.168.1.1 (recommend).

2. Subnet Mask
Please enter the Subnet Mask address; it should be 255.255.255.0 for the
most time.
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. Default Gateway
Please enter the Default Gateway address. If you don’t know the address,
please contact your ISP.

. DHCP

Users can choose to enable DHCP service or not. The DHCP server will give an
unused IP address to a computer which is requesting for one. That computer
must be a DHCP client, and then it can obtain an IP address automatically.

. DHCP Client Range

The default value is 192.168.1.100 - 192.168.1.200. The DHCP server will
assign an IP to a computer from this range. The Show Client will display every
assigned IP address, MAC address, and expired time.

. 802.1d Spanning Tree

IEEE 802.1d Spanning Tree Protocol (STP) is a link layer network protocol
that ensures a loop-free topology for any bridged LAN, This function is optional.
. Clone MAC Address

If your ISP asks you to enter a specific MAC Address, please input the correct
info at the column.

. Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.

5.1.3 Dynamic DNS Setting

Dynamic DNS provides users with DNS service that automates the discovery and
registration of client's public IP addresses. The DDNS Providers in Server Router are
DynDNS (http://www.dyndns.com), TZO (http://www.dyndns.org), ChangelP,
Eurodns, OVH, NO-IP, ODS, Redfish.
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Dynamic DNS Setting

Dynamic DMNS is a semnvice, that provides you with a valid, unchanging, internet domain name {an URL)
to go with that (possibly everchanging) IP-address

[1 Enable DDNS —— pjlease choose to enable it or not.

Service Provider :

Domain Name : . .
Please select Service Provider

User Name/Email: for DDNS

Password/Key:

MNotfe:

For TZ0, you can have a 30 days free trial here or manage your TZ0 account in control pane
For DynDNS, you can create your DynDNS account here

[ Apply Changes ] [Reaet]

Please enter Domain Name, User Name/Email, and Password/Key.
After entering, click on Apply Changes to save the setting data. Or you may

click on Reset to clear all the input data.

5.2 Wireless Setup

The category includes Basic Settings, Advanced Settings, Security, Access
Control, WDS settings, and WPS. Please read below for the setting instruction.
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Wireless 802.11n
Broadband Ro

Menu
Router

E5 One Button Setup
2 Step Setup

L)

= Wireless
] Basic Settings
] Advanced Settings
Securi
] Access Control
] WDS Setings
] WPS
B NAT
& Firewall
B System Management
B |Log & Status
£ Logout

5.2.1 Wireless Basic Settings

The basic settings related to the wireless are specified as following.
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Wireless Basic Settings

This page 15 vsed 0 configme the pasmeters for wireless LAN clients which may connect 0 our
Zrress Point, Here vom may change windless encryption setings a5 well a5 wirless network prameters,

[] Disable Wireless LAN Interface

Band: IE
Mode G
Network Type: | Infrastructue «

S=1D: Server_Fomter

Channel Width: 40MHz +

Control Sideband: Upper

Channel Number: w |

Broadcast S51D: Disahled w

WHMM:

Data Rate: [Auto v

Associated Clients- [ Show Active Clients ]

[l Enable Mac Clone (Single Ethernet Client)
[ ] Enable Universal Repeater Mode (Acting as AP and client simultaneonly)

SSID of Extended Intexface:

[P ] [Fe)

1. Disable Wireless LAN Interface
Turn off the wireless function.
2. Band
Please select the frequency. It has 6 options:
2.4 GHz (B/G/N/B+G/G+N/B+G+N).
3. Mode
Please select the mode. It has 3 modes to select:
(AP, WDS, AP+WDS).
Multiple APs can provide users another 4 different SSID for connection.
Users can add or limit the properties for each connection.
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Multiple APs

This pags shows and updates the wielsss setting for muliple AFs.

A E 44 EHT (Beil4N) = BREELDn A Aifg %= | Enahled = LANWAR] = EI
arg| [ 24 GHz (@eGeb) »  BRSEOn_APY | Aulo | Ensbled = WAk b ﬂl
AP [yl |24 GHz ([BHGH) & BRIEON_APT || Mg % | Enabled LANFWARN & J!:.ﬂl
APd E| 44 EHT (Heil4N) = BREEDn ARG Aifa %= | Enshled = AN = EI
| Zeply Changes || | Reeet | | Closs |
L ¥

&l o BERE

(1.) Enable: please choose to enable it or not.

(2.) Band: please select the frequency.

(3.) SSID: please enter the SSID.

(4.) Data Rate: please select the data transmission rate.

(5.) Access: enable this function can let clients use 2 access types: a. LAN+WAN:
the client can access to the Internet and connect to Server Router’s GUI to
setup. b. WAN: the client can only access to the Internet.

(6.) Active Client List: display the properties of the client which is connecting

successfully.

(7.) Apply Changes: Click on Apply Changes to save the setting data. Or
you may click on Reset to clear all the input data.

Take the client side of wireless network card as an example:

The Client can search for Server Router_AP1 (LAN+WAN) and connect to it.
If the client connects to it successfully, it will display message to notify
users.
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(X)

‘1" Wireless Metwork Connection
" Nebwvork Tasis | Choose a wireless network

4 Refresh network st

<3 Set up a wireless network BT_Server Router .

for a home or small office

Unsecured wireless nebwork

Related Tasks

Wi Learn sbout wireless

rskworking
Change the order of ETNT
preferred networks (‘1?1)
7§ Change advanced Unsecured wireless network Illll]
settings MikeDR368n
(i?ﬂ
5 Sacurtv-enablad wireless network (WPA) il
{{?]} 3R161n_Sample_04
Unsecured wireless network IIIII]
(i‘iﬂ 3R161n_Sample_01 e

4. Network Type
Please select the network type, it has 2 options: Infrastructure or Ad hoc.
If the wireless mode is set to AP mode, this section is disabled.
5. SSID
Service Set identifier, the default SSID is _Server_Router, users can define
to any.
6. Channel Width
Please select the channel width, it has 2 options: 20MHZ, and 40MHZ.
7. Control Sideband
Enable this function will control your router use lower or upper channel.
8. Channel Number
Please select the channel; it has Auto, 1, 2~11 options.
9. Broadcast SSID
User may choose to enable Broadcast SSID or not.
10. Data Rate
Please select the data transmission rate.
11. Associated Clients
Check the AP connectors and the Wireless connecting status.
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12. Enable Mac Clone (Single Ethernet Client)

13.

ETOP

Clone the MAC address for ISP to identify.

Enable Universal Repeater Mode (Acting as AP and Client
simultaneously)

Allow to equip with the wireless way conjunction upper level, provide the
bottom layer user link in wireless and wired way in the meantime. (The IP that
bottom layer obtains is from upper level.)

Ex: When users enable the Universal Repeater to connect to the upper level

device, please input the channel and SSID of the upper level device on
router’s GUI. Click on Apply Changes to save the settings. (The DHCP in
IP config needs to be disabled.)

Channel Number: |

Broadcast S51D: .Disabled v

WMM:

Data Rate: Auto v

Associated Clients: [ Show fctive Clients ]

[] FEnable Mac Clone (Single Ethernet Client)
[] Enable Universal Repeater Mode (Acting as AP and client simultaneouly)

551D of Extended Interface: | ESSID Server Router 0d21ff

(Ao ) (]

Users can go to the network Config section and check the information of
upper level in Wireless Repeater Interface Configuration.
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Bouter DNS 1
L One Button Setup DHNS 2
M Step Setup DNS 3
M@ |P Config Connect || Disconnect
& Wireless Wireless Repeater Interface Configuration .
i NAT Infrastroctore Client
&= Firewall Server Router
B Server Diisabled
@ System Management 000 68:F.05.d3
& Log & Status g
C MNetwork Config
[ Eventlog
£ Logout
USB Type Storage
Mame FOI
Model 300

USH B Configuration

USB Type Frint
MName EPSON
Model 2100

If the bottom layer device is trying to make a connection, users must input
the SSID of this router as a relay station. The IP that the bottom layer device
gets is from the upper level device.

14. SSID of Extended Interface
While linking the upper level device in wireless way, you can set SSID to give
the bottom layer user search.

15. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.

5.2.2 Wireless Advanced Settings

Please complete the wireless advanced settings as following instructions.
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Wireless Advanced Settings

These settings e only for o echnically advanced vsers whe have a sofficient knowled ze abont
wireless LA, These setings should not be changed vnless vou ko what effect the changes will have
om your Ancess Point,

Fragment Threshold: 316 (256-2346)

RTS Threshold: 2347 (02347

Beacon Interval: 100 (20-1034 1ms)

Preamble Type: @ Long Preamble O Short Preamable

IAPP: () Enabled O Disahled

Protection: (O Enshled @ Disakled

Aggregation: (®) Enabled O Disabled

Short GI: () Enabled O Disabled

RF Output Power: @10 O Oz Oxs OL15%

(ol o] [ e |

1. Fragment Threshold
To identify the maxima length of packet, the over length packet will be
fragmentized. The allowed range is 256-2346, and default length is 2346

2. RTS Threshold
This value should remain at its default setting of 2347. The range is 0~2347.
Should you encounter inconsistent data flow, only minor modifications are
recommended. If a network packet is smaller than the present RTS threshold
size, the RTS/CTS mechanism will not be enabled. The router sends Request
to Send (RTS) frames to a particular receiving station and negotiates the
sending of a data frame. After receiving an RTS, the wireless station responds
with a Clear to Send (CTS) frame to acknowledge the right to begin
transmission. Fill the range from 0 to 2347 into this blank.

3. Beacon Interval
Beacons are packets sent by an access point to synchronize a wireless
network. Specify a beacon interval value. The allowed setting range is
20-1024 ms.

4. Preamble Type
PLCP is Physical layer convergence protocol and PPDU is PLCP protocol data
unit during transmission, the PSDU shall be appended to a PLCP preamble and
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10.

header to create the PPDU. It has 2 options: Long Preamble and Short
Preamble.

IAPP

Inter-Access Point Protocol is a recommendation that describes an optional
extension to IEEE 802.11 that provides wireless access-point communications
among multivendor systems.

Protection

Please select to enable wireless protection or not.

Aggregation

Enable this function will combine several packets to one and transmit it. It can
reduce the problem when mass packets are transmitting.

Short GI

Users can get better wireless transmission efficiency when they enable this
function.

RF Output Power

Users can adjust RF output power to get the best wireless network
environment. Users can choose from 100%, 70%, 50%, 35%, and 15%.
Apply Changes & Reset

Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.

5.2.3 Wireless Security Setup

4 encryption types could be selected here, please follow below instructions for the

setting.

Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys
could prevent any unauthorized access to your wireless netwark

Select SSID: Server_Fouter +

Encryption: Mone b

(ool Gz ] (Fee]

1. Encryption - WEP

ETOP
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1.1 Set WEP Key
This section provides 64bit and 128bit WEP encryptions for wireless network.
Users can also choose ASCII and Hex shared Key format to protect data.

Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or VWPA by using Encryption Keys
could prevent any unauthorized access to your wireless netwark

Select S5ID: Server_Router

Encryption: WEP 5

802.1x Authentication: [ ]

Authentication: © Ogen Systern. O Shared Koy O Auto
Key Length: B4-hit  w

Key Format: Hex {10 cﬁaractera_: b

Encryption Key: gt

(Ao G [

1.2 802.1x Authentication

It is a safety system by using authentication to protect your wireless network.
Please choose between WEP 64bits and WEP 128bits.

2. Encryption - WPA (WPA, WPA2, and WPA2 Mixed)
WPA Authentication Mode
2.1 Enterprise (RADIUS)

Please input the Port, IP Address, and Password of Authentication RADIUS
Server.
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Wireless Security Setup

This page allows you setup the wireless security. Turm on WEP or WPA by using Encryption Keys
could prevent any unauthorized access to your wireless network

Select 55ID: Server_Router V:

Encryption: WRA v

Authentication Mode: & Enerpise (RADIUS) O Personal (Pre-Shared Key)
WPA Cipher Suite: CITEP [AES

RADIUS Server IP Address: [0.0.00

RADIUS Server Port: 1812

RADIUS Server Password:

(oo Gz ] (Fe]

2.2 Personal (Pre-Shared Key)

Pre-Shared Key type is ASCII Code; the length is between 8 to 63 characters.
If the key type is Hex, the key length is 64 characters.

Wireless Security Setup

This page allows you setup the wireless security. Turn on WEPR or WPA by using Encryption Keys
could prevent any unautharized access to your wireless network

Select SSID: Server_Fouter V:

Encryption: WWRA v

Authentication Mode: O Enterprise (RADIUS) & Pemsonal (Pre-Shared Key)

WFPA Cipher Suite: TEF []AE®
Pre-Shared Key Format: | Passphrise v|
Pre-Shared Eey:

(oo Gz ] (Fee]
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3. Apply Changes & Reset
Click on Apply Changes to save the setting data. Or you may click on Reset
to clear all the input data.
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5.2.4 Wireless Access Control
The function of access control is to allow or deny users to access Server Router by
according MAC address, it is optional. If you select Allowed Listed, then only
those clients whose MAC address is listed on access control can connect to your
base station. If you select Deny Listed, those clients whose MAC address is listed
on access control can’t connect to your base station.

Wireless Access Control

If vou choose "‘Allowed Listed’, only those clients whose wireless MAC addresses are in the access
control list will be able to connect to your Access Point. When ‘Deny Listed' is selected. these wireless
clients on the list will not be able to connect the Access Puoint.

Wireless Access Control Mode: !_Disable 1!
MAC ﬁ.ddress:| | Cumment:! | ~
»Users can enable or
Apply Changes | [ Bacei ] disable this function.

Current Access Control List:

.~ WMACAddress  Comment  Select

Take the wireless card as the example.

(1.) We will use Deny Listed as an example. Please select Deny Listed in
Wireless Access Control Mode first, and then input the MAC address of
wireless card in MAC Address field. Click Apply Changes to save the setting
data.
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Wireless Access Control

If you choose "Allowed Listed’, only those clients whose wireless MAC addresses are in the access
control list will be able to connect to your Access Point. When Deny Listed is selected, these wirelass
clients on the list will not be able to connect the Access Point.

Wireless Access Control Mode: Deny Listed  »

MAC Address: |DUDCH11]30D11? | Eumment:|

[ Apply Changes J[Reset]

Current Access Control List:

(2.) You will find out that the MAC address appears on Current Access Control
List, it means the initiation is completed.

Wireless Access Control

i you choose ‘Allewed Listed, only those clients whose wireless MAC addresses ame in the access controd list will be
able lo connect 10 your AcCess Poml. YWhen Dy Listed 13 selected, these wreless chenls on the kst will nol be able
o connect thi Accass Poin

Wireless Access Control Mode: | Deylied «

MAC Address: Commeant:

[ Apply Changes | [Resw |

Current Accass Contral List:

_——
00:40:41:b0:d1:17 0

Fleasgt

(3.) Please open wireless card UI and try to connect to this router. You will find
out that the connection request will be denied.
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14 Wireless Network Connection |X

Choose a wireless network

MNetwork Tasks

Wireless Metwork Connection

e Refresh nebwork lisk

for a home or small office Information sent over this network is not encrypted and might be visible to

.;E ek up & wireless network 'j ‘fou are connecking to the unsecured network, "Broadband . Router”, ==
other people,

Related Tasks [Cnnnect Arenay ] L Cancel J

A Learn about wireless
rietworking Broadband Router

Change the order of

preferred nebworks

Q& Change advanced
sethings

H110-Mo &

({i})
Unsecured wireless network, iI[II]I]

H110-Mo 9

((? ) |

Zonneck

5.2.5 WDS Settings
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Wireless basic settings must enable WDS first. This function can communicate with
other APs by adding MAC address into the same channel.

WDS Settings

Wireless Distribotion Systern nses wirless media to corarommicate with other APs, like the Ethemet
deoes, Todo this, you ronst set these A5 in the same channe] and set MAC addeess of other AFs which
yom Want 0 cornrounicate With in the takle and then enable the WIS,

[] Enable WDS

MAC Address: | |

Data Rate:

Comment: | |

[ Apply Changes ] [RE'SEt] [ St Security ] [ Show Statistics ]

Current WDS AP List:

[ Delete Selected ] [DE]Eheﬁ-.ll] [RESE.'t]

*The following figure is the explanation.

Wireless Connection

AP Router AP Router
WDS WDS

() 0L W
——7 T
=

N

*Please follow the instructions to setup the connection.
(1.) Please check the MAC address and Channel humber of the upper level
device.
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Wireless Confignration

Mode AP
Band 24 GHz (B3
SEID Server Router
| Channel Number 9
Encryption Dizahled
MAC Address 000313621
Associated Clients 0
Attain IP Protocol Fixed IF
IP Address 152168.1.1
Subnet Mask 2552552550
Defanlt Gateway 192.158.1.1
| DHCP Server Enakled |
MAC Address 0313621

(2.) Enter the Wireless Basic Settings page, select AP+WDS mode, and then
select the Channel Number. Click Apply Changes to save the setting

data.

Rupurtey
Line Hartion Sabup
Slep Setup
I Ceonhigg
Wircless
Basic Seftnga

MAT

Firewall

Senver

Lyslem Mamnagement
Log & Status

Lo

M: -

Made: (AP ;'; | Multpke AP |
Mitwork Tyqe: :hnﬁuu-:m: v

A4 108 _'"_—E'n‘u"ﬁb-fér
Chasnel Width: ?@:

Coatrol Sidekand: | Upper w

Chanael Numbes: i_ﬁ-l

Droadcast SSID.  Disbled o

WM Inakled

Diata Rase: ot (o
Anzamased Clicnts: S Acme Chents

[) Enable Mac Cloue (Single Etheanet Clicat)
[  Enable Ulniversal Bepester Mode (Acting 35 AP asd clirnt simohtaseoaly)

SSID of Extended Interface: |

|| fipgly Change: ||[E|

(3.) Enter the WDS Settings page, select Enable WDS, and then input the MAC
address of the upper level device. Click Apply Changes to save the setting

data.
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WDS Settings

Wireless Distibmtion Syatern nses wireless media o comnromnicate with other APs, like the Bthemet
does, To do this, von st set these AFs in the saroe channe] and set MAC address of other APs which
yom Want ¥ cornromnicate with in the table and then enable the WDE,

Enable WDS

MAC Address: | 000e53I05CE

Data Rate: Luts
Comment- | |
[ Apply Changes ] [RESE’(] [ St Secarity ] [ Show Statistics ]

Current WDS AP List:

[ Delete Selected ] [Delﬂheﬁ-.]l] [Reset]

(4.) When the time counts down to 0, you will see the MAC address of the upper
level device displaying on Current WDS AP List.

WDS Settings

Wireless Disteibotion System vses wireless media to cormmuonicate with other 2Fs, like the Ehemet
does, To do this, you must set these AFs in the same channe] and set MAC addess of other AFs which
yon want o comrounicat with in the table and then enable the WS,

Enable WDS

MAC Address: | |
Data Rate: At v_ i
Comment: | |

[ Apply Changes ] [Rﬂset] [ Set Secrity ] [ Showr Statistics ]

Current WDS AP List:

———-
Q0 :0eBl:f:05:c8 Anto

[ Delete Selected ] [DE]EIJE:MJ [RESEt]
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(5.) Head back to LAN Interface, disable DHCP option, and then click Apply
Changes to save the setting data.

LAN Interface Setup

This page is used to confizure the parameters forlocal area network which connects to the
LAN port of vour Access Point. Here vou may change the setting for IP address, subnet
mask, DHCP, etc..

Device Name: | Server_Fouter .
IP Address: 192.168.1.1

Subnet Mask: 25h 2R5 255 1)
Default Gateway: 0.0.0.0

DHCP: | Disabled ¥

DHCP Client Eange: |=
Static DHCP:

802.14 Spanning Tree: Disabled ¥ |
Clone MAC Address: 000000000000

[ Apply Change ] [Fleset]

(6.) The MAC address of the upper level device is going to setup like the MAC
address of the router. Enter the upper level device’'s WDS settings page,
and input router’s MAC address. Click Apply Changes to save the setting
data.
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WDS Settings

Wireless Distribotion Syatern naes wireless media #0 comoroumicate with other A%, like the Bthemet
does, To do this, yon st set these A% in the same channe] and set MAC address of other AFs which
wom Weant ¥ cornrounicate with in the tible and then enable the WIS,

Enable WDS

[r———eee

MAC Address: | 000e6efilodo \L

Data Rate: I.:"-:';uto v \

| Please input the MAC address

Comment: | | of this router.
[ Apply Changes ] [RESEt] [ Set Security ] [ Show Statistics ]
Current WDS AP List:

[ Delete Selected ] [Deleteﬁ]l] [RE'SEt]

(7.) After initiating the upper level device, please check Local Area Connections.
Click Supports to check out the IP address which is assigned by upper level
device.
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