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Section 1 - Product Overview

Package Contents

Your DAP-1360 package should contain the following items. If any of the items are missing, please contact
your reseller. :

e D-Link DAP-1360 Wireless N Access Point
* Power Supply

e Manual on CD

* Quick Installation Guide

e Ethernet Cable

WARNING: Using a power supply with a different voltage rating
than the one included with the DAP-1360 will cause
damage and void the warranty for this product.

System Requirements

To configure this device, you will need the following:

* A computer equipped with an Ethernet interface and operating under Windows Vista, XP or 2000,
Mac OS 10.X or above, or Linux
* Internet Explorer or Netscape Navigator version 6.0 or above, with JavaScript enabled
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Section 1 - Product Overview

Introduction

D-Link, an industry leader in networking, introduces the new D-Link Wireless N Access Point(DAP-1360). With the
ability to transfer files with a maximum wireless signal rate of up to 300Mbps1, the DAP-1360 gives you high-speed
wireless network access for your home or office.

The DAP-1360 is Wi-Fi IEEE 802.11n compliant, meaning that it can connect and interoperate with other 802.11n
compatible wireless client devices. The DAP-1360 is also backwards compatible with 802.11b/g. It can be flexibly
configured to operate in 7 different modes Access Point, Wireless Client, Bridge, Bridge with AP, Repeater, WISP
Client Router or WISP Repeater.With its Setup Wizard, the DAP-1360 Access Point ensures that you will be up and
running on a wireless network in just a matter of minutes.

The DAP-1360 Access Point features Wi-Fi Protected Access (WPA-PSK/WPA2-PSK) and 64/128-bit WEP Encryption
to provide an enhanced level of security for wireless data communications. The DAP-1360 also includes additional
security features to keep your wireless connection safe from unauthorized access.

The DAP-1360 supports WPS on the AP, repeater and wireless client operation modes,with each capable of being
conveniently set up by using the PIN method or Push Button.

1 Actual data throughput will vary. Network conditions and environmental factors, including volume of network traffic, building materials and construction,

and network overhead, lower actual data throughput rate.
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Section 1 - Product Overview

Features

* Connects homes and small offices to a high-speed wireless network - This AP provides better wireless signals
for your computers than earlier generation wireless 802.11g technology. Adding this wireless AP to your home and
office provides an excellent solution for doing everyday activities such as transferring files, browsing the Internet, and
downloading music. This AP uses Intelligent Antenna technology to transmit multiple streams of data, which enable
you to receive wireless signals in the farthest corners of your home or office. Not only does it extend your wireless
range, it also works with your existing 802.11g devices.

* Multiple operation modes — The AP can be flexibly configured to operate as an Access Point, Wireless Client,
Bridge, Bridge with AP, Repeater, WISP Client Router or WISP Repeater.

» Total security — Complete set of security features including WEP encryption and WPA/WPAZ2 to protect network
against outside intruders.

e WPS (Wi-Fi Protected Setup) — This AP supports WPS in the AP, Repeater and Wireless Client operation

modes.

* Protect wireless network and data — The DAP-1360 provides 64/128-bit WEP encryption and WPA/WPA2 security
to protect your network and wireless data. In addition, it also provides MAC address filtering and the Disable SSID
Broadcast function to limit outsiders’ access to your home and office network.

 Easy to install and use — With D-Link's Setup Wizard, you can set up your wireless network in minutes. It configures
your DAP-1360's operation mode, makes it easy to add new wireless devices onto the network, and helps you create
a simple wireless network for your home and office.

* Maximum wireless signal rate based on IEEE Standard 802.11n specifications. Actual data throughput will vary. Network conditions and environmental
factors, [
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Section 1 - Product Overview

Hardware Overview
Connections

LAN Port:
Connects to an Ethernet-enabled
device such as a computer,
switch or router.

L S

SV=1.24 RESec

RESET:

Restores the access point’s
configuration to its original

factory default settings.

Power Socket:
Connects to the power
adapter.
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Section 1 - Product Overview

Hardware Overview
LEDs

LAN: A blinking green
condition indicates data is
being transferred through
the LAN port; a solid green
condition indicates the LAN
port connection is OK.

Power: A solid green
condition indicates
the device has been
successfully connected
to a power source.

WLAN: A blinking green condition Security: A solid green
indicates wireless activity is condition indicates
taking place; a solid green wireless security has been
condition indicates wireless enabled.

connections are OK. —_—
—
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Section 1 - Product Overview

LEDs

WPS LED: A solid light
indicates a successful
WPS connection. A
blinking light indicates
the device is trying to

establish a connection.
—
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Section 2 - Wireless Installation

Wireless Installation Considerations

The D-Link wireless access point lets you access your network using a wireless connection from virtually anywhere
within the operating range of your wireless network. Keep in mind, however, that the number, thickness and location
of walls, ceilings, or other objects that the wireless signals must pass through, may limit the range. Typical ranges vary
depending on the types of materials and background RF (radio frequency) noise in your home or business. The key
to maximizing wireless range is to follow these basic guidelines:

1. Keep the number of walls and ceilings between the D-Link access point and other network devices to a
minimum - each wall or ceiling can reduce your adapter’s range from 3-90 feet (1-30 meters.) Position your
devices so that the number of walls or ceilings is minimized.

2. Be aware of the direct line between network devices. A wall that is 1.5 feet thick (.5 meters), at a 45-degree
angle appears to be almost 3 feet (1 meter) thick. At a 2-degree angle it looks over 42 feet (14 meters)
thick! Position devices so that the signal will travel straight through a wall or ceiling (instead of at an angle)
for better reception.

3. Building Materials make a difference. A solid metal door or aluminum studs may have a negative effect
on range. Try to position access points, wireless access points, and computers so that the signal passes
through drywall or open doorways. Materials and objects such as glass, steel, metal, walls with insulation,
water (fish tanks), mirrors, file cabinets, brick, and concrete will degrade your wireless signal.

4. Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices or appliances that generate
RF noise.

5. If you are using 2.4GHz cordless phones or X-10 (wireless products such as ceiling fans, lights, and home
security systems), your wireless connection may degrade dramatically or drop completely. Make sure your
2.4GHz phone base is as far away from your wireless devices as possible. The base transmits a signal
even if the phone in not in use.

D-Link DAP-1360 User Manual 10



Section 2 - Wireless Installation

Seven Configuration Operation Modes

How your AP will operate depends on which operation mode you select. This section will help you figure out which
setting works for different requirements.

Access Point Mode

In the Access Point mode, the DAP-1360 acts as a central connection point for any computer (client) that has a 802.11n
or backward-compatible 802.11b/g wireless network interface and is within range of the AP. Clients must use the same
SSID (wireless network name) and channel as the AP in order to connect. If wireless security is enabled on the AP,
the client will need to enter a password to connect to the AP. In the Access Point mode, multiple clients can connect
to the AP at the same time.

CABLE/DSL

in the Access
Point mode

Wireless PC Wireless PC Wireless PC

Wireless PCs Using the DAP-1360 as a Central Connection Point
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Section 2 - Wireless Installation

Wireless Client Mode

In the Wireless Client mode, the DAP-1360 acts as a wireless network adapter for your Ethernet-enabled device (such
as a game console or a TV set-top box). Connect your Ethernet-enabled device to the AP using an Ethernet cable. The
AP Client mode can support multiple wired clients. If you are going to connect several Ethernet-enabled devices to your
DAP-1360, connect the LAN port of the DAP-1360 to an Ethernet switch, then connect your devices to this switch.

CABLE/DSL MODEM

e .

N

DAP-1360
in Wireless
Client Mode
|
[

Gaming Console

Ethernet-enabled Gaming Console Using the DAP-1360 as a Wireless Interface to Access the Internet
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Section 2 - Wireless Installation

Repeater Mode

In the Repeater mode, the DAP-1360 increases the range of your wireless network by extending the wireless coverage
of another AP or wireless router. The APs and wireless router (if used) must be within range of each other. Make sure
that all clients, APs, and the wireless router all use the same SSID (wireless network name) and channel.

Wireless Router

)

DAP-1360
in Repeater Mode

(

373
Wirgless PC Wireless PC Wireless PC

Extending the Wireless Coverage of a Wireless Router Using the DAP-1360
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Section 2 - Wireless Installation

Bridge Mode

In the Bridge mode, the DAP-1360 wirelessly connects seperate LANs that can’t easily be connected together with a
cable. For example, if there are two wired LANs separated by a small courtyard, it would be expensive to bury cables
to connect between the two sides together. A better solution is to use two DAP-1360 units to wirelessly connect the
two LANSs. In the Bridge mode, both DAP-1360 units do not act as APs.

Note: The Bridge mode is not specified in the Wi-Fi or IEEE standards. This mode will only work using two DAP-1360
units. Communication with other APs (even other D-Link APs) is not guaranteed.

LAN 1 LAN 2

DAP-1360
in Bridge Mode

DAP-1360
in Bridge Mode

“) “)
T .
Wired PC Wired PC

Connecting Two Separate LANs Together Through Two DAP-1360 Units
(Wireless PCs Cannot Access the DAP-1360 Units)
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Section 2 - Wireless Installation

Bridge with AP Mode

The Bridge with AP mode is the same as the Bridge mode, but in this case, the DAP-1360 also acts as an AP. Clients

with wireless interfaces can wirelessly connect to the DAP-1360 and then connect to the other LAN that the DAP-1360
bridges to.

Note: The Bridge with AP mode is not specified in the Wi-Fi or IEEE standards. This mode will only work using two
DAP-1360 units. Communication with other APs (even other D-Link APs) is not guaranteed.

LAN 1 LAN 2

DAP-1360 DAP-1360
in Bridge in Bridge
with AP Mode with AP Mode

") (
Wireless PC 'J | " l Wireless PC

Wired PC Wired PC

Connecting Two Separate LANs Together Through Two DAP-1360 Units
(Wireless PCs Can Access the DAP-1360 Units)
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Section 2 - Wireless Installation

WISP Client Router Mode

In the WISP Client Router mode, the DAP-1360 wirelessly connects to a WISP (Wireless Internet Service Provider) AP.
In this mode, the DAP-1360 also acts as a router for wired clients on your LAN and provides NAT (Network Address
Translation) and a DHCP server to generate IP addresses for wired clients only. NAT and the DHCP server allow many
computers to share the same wireless Internet connection.

If you are a WISP subscriber and want to access your WISP account using wired computers, connect your computers
to the DAP-1360 to get NAT, and then connect them to the WISP AP.

INTERNET

Tfiak DAP-1360
in WISP Client
Router Mode

WISP Qutdoor AP

u)

—
Wired PC
(DHCP Client}

Connecting Wired PCs to the Internet Using the DAP-1360
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Section 2 - Wireless Installation

WISP Repeater Mode

In the WISP Repeater mode, the DAP-1360 wirelessly connects to a WISP (Wireless Internet Service Provider) AP. In
this mode, the DAP-1360 also acts as a router for both wireless and wired clients on your LAN. The WISP Repeater
mode provides NAT (Network Address Translation) and a DHCP server to generate IP addresses for both wireless
and wired clients. NAT and the DHCP server allow many computers to share the same wireless Internet connection.

If you are a WISP subscriber and want to use your WISP account in your house, but the signals from the outdoor WISP
AP are not strong enough to reach all of the areas in the house, use the DAP-1360 to can extend the signals from the
outdoor WISP AP and provide access to wireless clients in your house. Using this mode, wireless as well as wired
clients can connect to the outdoor WISP AP through the DAP-1360.

INTERNET

DAP-1360

nTink in WISP Repeater
Mode
WISP Qutdoor AP ((( .
Wireless PC
'-‘ I (DHCP Clignt)
Wired PC
IDHCP Clignt)

Connecting Wired and Wireless PCs to the Internet Using the DAP-1360
D-Link DAP-1360 User Manual 17




Section 3 - Configuration

Configuration
Web-hased Configuration Utility

If you wish to change the default settings or optimize the performance of the DAP-1360, you may use the configuration
utility that D-Link has included a configuration utility for this purpose.

After you have completed the initial installation, you can access the configuration menu, at any time, by opening the
web-browser and typing in the device name of the DAP-1360. The DAP-1360’s default device name is shown below:

A D-Link - Microsoft Internet Explorer

1. Open the web browser
File Edit Miew Fawvorites Tools  Help

2. Type in the device eﬁack > |ﬂ @ l\] j‘_“] cearch

name (dlinkap) or ip
address (192.168.0.50) Address |] dinkap -

of the DAP-1360.

Note: If you have changed the default device name assigned to the DAP-1360, make sure to enter the correct device name.

D-Link R —
3. Type admin in the User Name e
field e

4. Leave the Password blank

5. Click OK

D-Link DAP-1360 User Manual 18



Section 3 - Configuration

Setup Wizard

Click Launch Wireless Setup Wizard to quickly
configure your access point.

To setup your wireless network using WPS, you can AOVANCED | HAINTENRNC satvs | supbont
click Add Wireless Device With WPS and skip to page | = : et Ht.

43 AR B 1f you would lke to Ublire our sty o use web-hased wirard to asst you In conneching youe
£ DAP-1360 10 the winsless natwork, chck: on the button below,

Launch wieless stpwensd |

Mate: Some chandgi-s Mmads Leng he Setun Witand may ioues wou 10 changn soms sattngs
o your ey chend clapbert 50 thiy can 50 cormct o Ehg Dillink Acouss Poril

This wirand & designed 10 st o N Conacting pour DAR-1 300 1o wisksds ratwork Lsng

WS, 11wl puichy you Theough shop-by-stin rebructions, on how B0 it your winsis: device
connected. Cick the button below to begin,

B Wreless Devien with wes |
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Section 3 - Configuration

Setup Wizard for AP Mode

This Wizard is designed to assist you in connecting you wireless device to your access point. It will guide you through
step-by-step instructions on how to get your wireless device connected.

Click Launch Wireless Setup Wizard to begin.

ADVANLLD MAINTLNANLL HTATUS SUFFURT

Helphl Hints..

Iy wrnikd Bop o i oo iy 1o ceae wb-bured wioed B reed you in conmeecling your
DR 1360 Ty N weinislees, ro vk click on Do Bt bor Exilone.

Click Launch Wireless Setup Wizard ' P iandurdesswvand |

hove: Some changes made usng this Setup Wizad may reguire you 1o change some setings
on vour wirsless clent adapters m they can stll connect to the D-Unk Access Poimt

wizard ks designed 1o asstst you in connecting your DAP-1760 1o wirsless network wsing
% It wil guide you through step-by-step Instructions on how i pet your wireless device
connected, Cick the button below to begin.

add orgless Des Withwes |

Select the wireless mode Access Point.

Ploage select wirshess mode, Ok Next Lo contnue,

Wirehias Mode: | Acoeis Pori

=z

WIRELESS
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Section 3 - Configuration

Enter the Device Name of the AP and click Next to
continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

Eter tha Denice Mame af tha A2, Recormmend to changs the Device Nama if there're more than one D-ink
chirciles within trad Subrdt. Ock NesE 10 oonbno,

Dowicis N {NOBICS Hama) [eneae
He | ]

WIRELESS

If you want to change the admin account password,
enter a new password and click Next.

o mary change e admin scoounl passeond by entenng in & e paiswond, Chek Mt 1o continue.

Password [
Werify Pagsword

WIRELESS

Select Auto as the configuration method only if your
wireless device supports Wi-Fi Protected Setup.

Skip to next page for Manual configuration.

|i“l_
L
g

Pleuse sefiect one of the folowing conbgurstion methock and chok nest o contnue.

Click Next to continue. F AUILD - Skt W ooton € your winkess cine SEpe s WRS(WA A Profictid Setus)

o ilamial = Seiact this option if you want 10 setup wour retwork: manualy,

LNRELESS

‘L
£
|5
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Section 3 - Configuration

Click Save to save your network settings.

In order for your network settings to take effect AP will
reboot automatically.

When the device has finished rebooting the main screen
will display.

Select Manual as the configuration method to setup
your network manually.

Click Next to continue.

Plana gier the foloweng settings in the winsiao deacs that you a8 addng o o winskess netwere snd keep
anob of i ko At nifesencn.

Wirekss Metwork Mare Bink2ba2
{5510 ;
Wik Socury Modi | WINASPGY
Mabwerk iy : COTIAMLAORZHOKIVEHAITRGTH

] )

WIRELESS

Thar setlrgs oo srang oo Lo efoct,

Mg salact ors of tha folowing configration methods and cho nast 1o continie.

™ AL - SHeCt the Spton if pour wieskess devics Sppants WIRSTWIH Protected Setug)
(= Mamsal ~ Spnct this opbion iF wou want 10 St youn nekwork manaty,
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Section 3 - Configuration

Enter a network name and choose Automatically
assign a network key.

To Manually assign a network key, skip this step.

(WELCOME 10 THE D.LINK WIRELESS SETUR wizamo
e your mabwork o naime, ml-nn.plnﬂd‘mi:bm
Click Next to continue. Hatwk Harme (SSI0):

& Automaticaly assgn a network kny (Rocommondndg )

To provsnl utscdind foom: socissng wour retwork, i AR wil automatecslly Jeogn o securty foy e calid
WER o WA L) B0 vour nabeert:

1 Marniady arisigr & restwerk by
L thes opbion & you prodee o conate your o by,
pe U WRA encryition instrad of WEP (WP i strongnr than WEP and al D-Link winolos: clont acagters

st WPk}
| ] 1]

UNRELESS

If you choose WPA-PSK encryption, the following
screen will show you your Network Key to enter on your
wireless clients.

Procdict P T g Fimresans Vensor: 1.00

Pheurse inber The foltreing Sselles in the winekss device that you ang added o your winserss neteork and keep
anotn of it for fubuen mdnncn.

Click Save to finish the Setup Wizard.

Winsiass Metwaork Mama
=40 ¢ i P
‘Wirelenia Decurity Mode | WPA-PEK
Paabwork ey GISEIELASYCPVARD LQTWERID

e | save | e
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Section 3 - Configuration

If you choose WEP encryption, the following screen will
show you your Network Key to enter on your wireless
clients.

MmeMmmnhmmmmnm 10 o winohiss raitweirk and boinen
& rots of ! for AuteR seieEnon

Click Save to finish the Setup Wizard.

Wiredens MNebwork Name
{B510 1 ik 2602
Wirokss Socunty Mode | WER
Hotwink Koy 1 GHOCHEAEUTIVE

oo | S| Exi]
| wiReLess
Choose Manually assign a network key to create ERLEE B D L
Click Next to continue. R

vl vour melwiork & rame, 10 32 chiractens,
Hotwork Mame (S50 ks

1~ Butnmaticaly wsgn a retwor ke (Rocommendid])

T prévent outsicers from scoessng your mebwor, e AP wil automaticaly sagn a secuity ey (a0 caled
WER on WP ) b vour netwark

= Marusaly sEgn A network key
N thif ogition o ol prafier B Sngata your own ki,

= L WA proryption nstoad of WER (WA | stronger than WE! ind ol DLnk winskess dent sdaptirns
spport WRah

Prev | [Mest | |

WIRELESS
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Section 3 - Configuration

For WPA encryption, enter a Network Key between 8
and 63 characters long or enter exactly 64 characters
using 0-9 and A-F.

Click Next to continue.

If you select WPA encryption, the following screen will
show you your network key to enter on your wireless
clients.

Click Save to finish the Setup Wizard.

Thie WA (WA Protoctod Accnss) key must most the inlowing guasdolinns:
« Bwtwpon & and 3 charactons (& longor WA key ks mong spoure than 3 short one

Petwerk ey - [PPSR
e | s | £

WIRELESS

PR ARER mmmmnm wirpion devica et vl e addng to your w ekan retwork and leep
a rote of it for futun iefendnon

Wirelers Nebwixk hame
ikt
(55} :

L suun-pmu; L
Hedyerk Wy :  DATy4220

e | g | £
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Section 3 - Configuration

For WEP encryption, enter a Network Key exactly 5 or
13 characters long or exactly 10 or 26 characters using
0-9 and A-F.

Click Next to continue.

If you select WEP encryption, the following screen will
show you your network key to enter on your wireless
clients.

Click Save to finish the Setup Wizard.

The WEF [or Wiresd Doavilend Privacy ) ey sl mest ore al the Rlorwing guihelnes;

- Dnictly 5 or 13 charachers
- Exactly 10 or 26 characters uing 09 and &F

Al WE by i Mong: se0unn than & short one.

L
B%:] x| e

WIRELESS

Prnchact Pages: TUR-1360 Femwae Verdon: 1.0

Plaase enfir U folowing settings in the wisles devics thal you are adding 1o rour wirskess netlwerk and ke
anokn of i for futunn mdmoncn.

Wirslast Networl: Hama
ey Tmk2SAL
Wiredis Socurily Mods | WER
Potwork Ky 1 olink

Ewl ] ]

WIRELESS
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Section 3 - Configuration

Setup Wizard for Repeater Mode

This wizard is designed to assist you in configuring the wireless settings for your DAP-1360 with repeater mode. It
will guide you through step-by-step instructions on how to setup your wireless network. You can click launch wireless
setup wizard to quickly configure your access point. If DAP-1360 successfully connect to the AP or Wireless router
with repeater mode, you can also click add wireless device with WPS to setup your wireless network using WPS.

Click Launch Wireless Setup Wizard to begin.

SETLIP ADYASNTED

Ifmwﬁhwumemmmmewshbmmdtummhmmm
DP-13A0 to the wienloss network, chck on the botton heloe:

Click Launch Wireless Setup Wizard '

Nl Sormee chorges, mads werng B Selug Wieand niy e you bo changes soime ol bnges
on your wirekeds chant adapters 5o thay can stil connect to the D-Link Access Pont.

This wirard 5 designed to assst you In connecting your DAR-1350 to wirelsss nefwork usng
WS, T8 wall guache yous Eheough stop-byshop st iores on bow Do gt ywous waniiss disicn
cormacbid, Cick thce butbon bokow Lo bogin,

Select the wireless mode Repeater.

Flease pefact wireless mode, Chok Bext w0 contnue.

Wirgless Moda:  fepemer -

WIRELESS
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Section 3 - Configuration

Enter the Device Name of the AP and click Next to

continue. It is recommended to change the Device
Name if there is more than one D-Link device within
CseTvOuR ORVICENAME

the subnet.

Enter the Device Nama of the AP. Recommend to changa the Devioe Nama If there e more than ona D-Link
dhirais vt thar ol Chick Mt (o conlinu,

Dowice Mame (MotBIces Mamer) [Ban

WIRELESS

If you want to change the admin account password,
enter a new password and click Next.

|i||L
£

fows iy changs the admin atoount paseewond by Bnbenng in & néw padowond. Chok Nextt to continus.

Password [
verifyPassword [

WIRELESS

H
|L
e
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Section 3 - Configuration

Select Auto configuration if you want to use Wi-Fi
Protected Setup.

If you want to setup your network manually, skip this
step. |SELECT COMIGURATIONMEWOD

Fleads calect one of the falowing confgueation methods and cick nest 1o continus,

Click Next to continue. e e i e

B o] ]

WIRELESS

Select PIN to connect your wireless device with WPS.

For PBC configuration, skip to next page- E
(CONCT 1O WIRELESS DEVICEWITHWPS

Enter the PIN number used into your access point and

click Connect. A T S R SERRIR e
- PR (Porsonal Ickontsicanion humbe )

PBC [Puch Button Configuratan)

= PN THL03322
Generatsew PN | MesstPNmDetar |
Pl ritie thay abcv PIN N your Accirs PONE and cick B ok Cormect” Btlon.

 PBC
[Please press the bush bution on your winsiess device and press the "Cornect” button below with 120 seconds.

| et | £

WIRELESS
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Section 3 - Configuration

Start WPS on the wireless device you are adding to
your wireless network to complete the setup.

Plaae press down Lhe Push Butfon (ohsicel o virlual) on the device youdre adding 1o your wireless
network within 115 seconds. ..

WIRELESS

Thiee e two warys (0 connect bo winskss dewic with WiPS:

= PN (Personal kdentcation Numbes )
- PRC. (Pueh Button Configuraton))

Select PBC to use the Push Button Configuration to
connect to your network.

Click Connect to continue.

PN TRI0AEE2
Ganerste New PN | Messt Pt Defait |
Plaaza aniter tha shove BTN Nt yoUr REcess Poant and chck tha below Lonnect” button.

= PDC
Plocer pross the bush button on your wineless device 2 press the Tonnec,” button below with 120 seconds,

WIRELESS

d
| i
]
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Section 3 - Configuration

Press down the Push Button on the wireless device you

podstmgnomiae _____ Fmanuwenix]
[wmwaLeueweuToy.

Plaae preds down Lhe Push Button (phsicd or virbud) on the wireless device yousre adding to your wireless
network within 115 seconds..,.

WIRELESS

Select Manual configuration to setup your network
manually.

Click Next to continue.

Please salart one of the folloswng configuration methods and ok next to continues.

I AutD - Selact this option If your wirsless device sUpports WRS[WHR Protacted Satup)
£ Muarmual - Sslect thes option if you want 1 Stug youe network mansy,

B i |

WIRELESS
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Section 3 - Configuration

If you clicked on Site Survey to following screen will
be displayed.

o BESID Channsl Encrypt Signal  Sebect
Find your access point from the list and click Connect e %
to complete the Setup Wizard. — ST ] LS| A [T P
(s SR T(B+E) AR o 40 i
prngri i freie Lleiibieg] 11 fB+G) AP WRRGE [WEAZSRRK E <] r
fli 01511 740 4 (B+) ap i E ) r
i O015Ac0ees)  L{EsG) AR o 0 n
alixk 001Be7ZE5ME2 2 (B+G) AP na 30 r
bz OOIBULSEN  1L(BeG) AP WRRPSKWRAZRSK 20 ¢
mE-10 ootbii4cTdcf  B(D+G) AP WPAPSK FT r~
‘"mt Okl ibSEEI0 6 {D+G) AP WRAPSE 20 -
fl et D0IB1IBSE93] BiBHG) AR o L =
flin DcefazTalil B (B4G] ap na 16 i
E D01195ek7d5e 1iB+3) AP o 1 r

Choose which Security Mode you want to use and click
Next to continue.

Fliaria d0c] Chaiy winidies SoCLrily i,

= Hond
I WER
WA,
™ WPRAZ

_ooev | wew | e |
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Section 3 - Configuration

If you choose WEP, enter the wireless security password

(SETVOUR WIRKLESS SECORUY PAsSWORD

Please eriler the wingless securily pidwond 1o establsh wireless conmection,

iy Typa: II'L'A =
Ky Sz ILM 'i

Wrsless Secuty ——————————

Parsswind:

ooy | _mem | e |

UNRELESS

If you choose WPA, enter the WPA Personal Passphrase

(GETVOUR WPA PERSONAL PASSPHRASE

Pl aritor tha WA porsonal passpbeasn To estableh winsinss cornection.

WP Persona Passphrase:|
(& to 63 characters)

rev | Mot | e |

UWIRELESS
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Section 3 - Configuration

If you choose WPA2, enter the WPA2 Personal
Passphrase and click Next to complete the Setup
Wizard.

Plaae enter the WRAT personal passphrass to ertablch wirsless connaction,

W Personal Pacephace:|
(R 10 B3 chafatta)

_Pree | hwat | g |

UNRELESS

The Wireless Setup Wizard is complete.

Click Finish to reboot the device.

Tha wirglerss s0tup wizard has comolired

_Fnah |
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Section 3 - Configuration

Setup Wizard for Wireless Client Mode

To configure the wireless client mode, follow these instructions.

m ADYARCED | MAINTENANCE I STATUS SUPFORT

1F yros wermel By By ot o ey B e o bl wlrand 0o arsd you in correcling your
Dol 1300 1o the winebsss network, chck: on the button below,

Click Launch Wireless Setup Wizard '

e Soma changes madin Lsng this Setup Wizaed may mauinn you o changn Sem snitings
| on your wisseds chent adapters so thay can stll connect to the D-Unk Access Pont.

Thes wizarel b chisagraed bo et you in connieting your DAR-1360 to wirskes retwork Leng
WPS. It wil guids o through steg-by-step Instuctions on haw (0 @et Your winsiass dewice
connncind. Choke the hutton hoiow to bogin,

Pros il Frerawar i Verson: W1 00

Plaase selecy wirelass mode. Choi Next mo continue.

Select the wireless mode Wireless Client.

Wirshess Mods; | Wreess Cent w

(e} ]
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Section 3 - Configuration

Enter the Device Name of the AP and click Next to
continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

If you want to change the admin account password,
enter a new password and click Next.

Enter the Device Nama of the AP, Recommend to changa the Devioe Nama If there e more than ona D-Link
dhirais vt thar ol Chick Mt (o conlinu,

Dowice Mame (MotBIces Mamer) [Ban

WIRELESS

|i| ||_
&

Yous sy changs the admin acoount pasewond by entenng in & new patowond. Chok Next to continua.

Password I
Wer ify Password

H
|L
e

WIRELESS
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Section 3 - Configuration

Select Auto Configuration if you want to use Wi-Fi
Protected Setup.

If you want to setup your network manually, skip this
step. |SELECT COMIGURATIONMEWOD

Fleads calect one of the falowing confgueation methods and cick nest 1o continus,

. . - 0~ Salact this [ winslkass devics 'WPS{vWF Protected Satup)
Click Next to continue. e A s i e ST

B o] ]

WIRELESS

Prochuct Pags: DAR-1350 Frmmewtane Vession: 1.00

Thees &6 Bwid wiays B0 CONNACE B0 winkdess dovicn with Wis:

Select PIN to connect your wireless device with WPS.

For PBC configuration, skip to next page.

Enter the PIN number used into you access point and
click Connect.

- PR (Personal Ieontscanon M)
PBC (Puzh Bulton Configuraticn)
& PIN: 76103322

Generatsew PN | MesstPNmDetar |
Pl ritie thay abcv PIN N your Accirs PONE and cick B ok Cormect” Btlon.

 PBC
[Please press the bush bution on your winsiess device and press the "Cornect” button below with 120 seconds.

| et | £

WIRELESS
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Section 3 - Configuration

Start WPS on the wireless device you are adding to you

VIRWALPUSHEUTION

Pl pross dgreen th Push Button (phevacal or virbuad) on Uhe winihess divio vousne 2ddng bo your weokiss
network within 115 saconds. ..

WIRELESS

Thiee e two warys (0 connect bo winskss dewic with WiPS:

= PN (Personal kdentcation Numbes )
- PRC. (Pueh Button Configuraton))

Select PBC to use the Push Button Configuration to
connect to your network.

Click Connect to continue.

PN TRI0AEE2
Ganerste New PN | Messt Pt Defait |
Plaaca aniter tha shove BTN Nt yoUr REcess Poant and Chck tha below Lonnect” button.

= PDC
Plocer pross the bush button on your wineless device 2 press the Tonnec,” button below with 120 seconds,

WIRELESS

d
| i
]
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Section 3 - Configuration

Press down the Push Button on the wireless device you
are adding to your network to complete the setup.

Plaaie press dosn Lhe Push BUtton (phsical or virbual) on the wirsless device vousrs addng to your wivekess
metwork within 114 saconds..

WIRELESS

Select Manual configuration to setup your network
manually.

Click Next to continue.

Please salart one of th follosng configueation methods and cck next to continues.

I Auto - Selact this option If your wirsless device sUpports WIRS[WHR Protacted Satup)
£ Muarmual - Sslect thes option if you want 1 Stug youe network mansy,

B i |

WIRELESS
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Section 3 - Configuration

Enter the Wireless Network Name of the AP or use

Click Next to continue.

|SETWIRELESS NETWORK NAMEGSSID)

Yo can enter the Winslass hatworl: Mame of AP o use site survey to find tha AP,

Wirsless Matwork Name (55800 Sk Survey |

_prev | et | e |

WIRELESS

If you clicked on Site Survey, the following screen will

be displayed.
- S50 BESI0

Find your access point from the list and click Connect e i

to complete the Setup Wizard. e i
Dik-615 &2 ST
fli 01511 740
ooy prre—
Sl 0016e7 25022
s 001b11656924
o e
lliwt nbLiEs
i 0tb11bsERaL
fus Oiclerfa27alol
E 001195k Td5e

Channel  Type
1 (B4

B {BeG)
7 (BeG)
11 (B)
5 (B+G)
1 {B+5)
2 (B+G)

:

6 {B+G)
& (B+G)
BB+
£ [B)

1 {p+d)

£
Luauattaanazua.

i

Encrypt Signal Select
o a7
WHAZ-PSK 50
o A0
WA [WRA K E <]
na E ]
na 0
] 30
WPAPSR WPAZPE ol
WRAPSK 4
WRAPSE 20
no 20
na 16
o 1
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Section 3 - Configuration

Choose which Security Mode you want to use and click

R |

Flirly S0d0ct. Ehly winidies SocLrily ok,

= Hond
I WER
WA,
™ WPRAZ

_ooow | _mem | e |

WIRELESS

If you choose WEP, enter the wireless security password

SETVOUR WIRKLESS SECURIIY PAsSWORD

Please eriler the wingless securily pigswond 1o establsh wireless conmection,
iy Typs: II'L'A =
Ky Sinn: ILM 'i
e | —

Passwird!

JRLEC R S

UNRELESS
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Section 3 - Configuration

If you choose WPA, enter the WPA Personal Passphrase
and click Next to complete the Setup Wizard.

Pozss enbir the WA personal pussphrass o establsh, winless conmechon.

WA Parsnral Py inn:|
8 i 53 characters)

pe | et | e |

WIRELESS

If you choose WPA2, enter the WPA2 Personal Passphrase
and click Next to complete the Setup Wizard.

WA Parwonal Passobyase |
0 b &7 churactin )

e | | e |
The Wireless Setup Wizard is complete.

Click Finish to reboot the device.

Ther wirslens st i hao complrtisd

| b

N
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Section 3 - Configuration

Add Wireless Devices With WPS

To add a windows device to your network using the Push Button Configuration Wi-Fi Protected Setup(WPS), follow
these instructions:

Select PIN to use your PIN number from your wireless s
| ADD WIKELESS OEVICE WITH WPS (WI-Hl PROTECTED Set0p)

For PBC configuration, skip to next page.

Thomi e Ve wiiys 10 ok waniioss: Chinacio 1o oL wanidess raltweork
= FIN (Fersonal identification humbser )
= PBC (Pushy Button Configunation)

Click Connect to continue.

& i fmearaes

Hiasia eniter tha FIN from your wirslass desice and cheke the bt Tonnact” button
[ L

Flaaca prade the Burdh button on your wirslsds device and prass ths "Connact” button

Comrect | Eat |

WIRELESS

Start WPS on the wireless device you are adding to you e
wireless network to complete the setup. :

Fhaxtn (tat WIS on tha winsleds dénics youl a8 addng B0 your winslads nabwork within 118 teconds. ..

WIRELESS
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Section 3 - Configuration

Select PBC to use the Push Button Configuration to
connect to your network.

Click Connect to continue.

Press down the Push Button on the wireless device you
are adding to your network to complete the setup.

There e bwo ways 10 add wineles device L0 your wirekess retwor:
= PN (Parsonal Idantfication Murber)
= POC {Push Button Configuration))

P fmaaaae

Flease enter tha PIN from your wisless device and cicl: the bl "Connect ™ buthon
& PBC

Ploase pross the bush button on your windess devce and oress the “Comnect” button

_Gonnest | _ma |

WIRELESS
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Section 3 - Configuration

Wireless Setup
Access Point

In the AP mode, the DAP-1360 acts as a central connection point for any computer (client) that has an 802.11n or backward-compatible
802.11b/g wireless network adapter and is within range of the AP.

Enable Wireless:  Select this to turn Wi-Fi on and off. Use the drop- WIRELESS NETWORK SETTINGS :
down box to select if you want to use a schedule.
Click Add New to add or change a schedule. Eniable Wirsless : ' [aways ] _addiew |
Wireless Mode | I.ﬂ.ccess Praint ;I Site Survey |
Wireless Metwark Hame |u:||in|<26.ﬁ.2 (&lso called the SSIOD

Wireless Mode: Select the wireless mode from Access Point,
Wireless Client, Repeater, Bridge, Bridge

: . Wireless Channel ; |6 'I
with AP mode, WISP Client Router and WISP
802,11 Mode ;| Mixed 802,110, 802,119 and 802.11b |

Enable Auta Channel Scan . W

Repeater.
Channel Width |Autn 20/40MHz v|
Wireless Network  The Wireless Network Name is a unique name Transmission Rate : [Auto =]
Name (also called thatidentifies a network. All devices on a network Enable: Hidden Wireless : T (lso called Disable SSID Broadcast)

the SSID):  must share the same wireless network name
in order to communicate on the network. If you
decide to change the wireless network name
from the default setting, enter your new wireless
network name in this field.

Security Mode | |Disa|:||e wireless Security (not recommended) ;I

WIFI PROTECTED SETUP (ALSO CALLED WCN 2.0 IN WINDOWS YISTA) :

Enable Auto Check the box to enable Auto Channel Scan. Enable : M
Channel Scan: Enable this feature to auto-select the channel Lock Wireless Security : W
for the best wireless performance. Current PIN : 56262506
Generate Mew PIN I Reset PIM to Default
Wireless Channel:  Auto channel selection is the default setting. First Wi-Fi Protected Status : Enabled/Configured
disable Auto Channel Scan (see below) and you Reset to Unconfigured |

will be able to select a wireless channel.

802.11 Mode:  Select the appropriate 802.11 mode based on the wireless clients in your network. The drop-down menu options are
802.11g Only, Mixed 802.11b/g, 802.11b Only, 802.11n Only, or Mixed 802.11b/g/n.
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Section 3 - Configuration

Channel Width:

Transmission
Rate:

Enable Hidden
Wireless:

Wireless Security
Mode:

Wi-Fi Protected
Setup:

Lock Wireless
Security:

Current PIN:

Generate New PIN:

Reset PIN to
Default:

Reset to
Unconfigured:

Select the appropriate channel width between 20MHz or Auto 20/40MHz from the pull-down menu.

Select the transmission rate. It is strongly suggested to use the Auto setting for optimal performance.

Check the box if you do not want the SSID to be broadcast by the DAP-1360. This prevents the SSID from being seen
by site survey utilities, so any wireless clients will have to be pre-configured with the SSID of the DAP-1360 in order to
connect to it.

Select a wireless security setting. Options are None, WEP, WPA, WPA2, or WPA2-Auto. See P.75, Wireless Security,
of this manual for a detailed explanation of the wireless security options.

Enable or disable the Wi-Fi protected setup feature.

Locking the wireless security prevents the settings from being changed by any new external registar using its PIN. Devices
can still be added to the wireless network using Wi-Fi Protected Setup. It is still possible to change wireless network settings
with Manual Wireless Network Setup, Wireless Network Setup Wizard, or an existing external WLAN Manager Registar.

Shows the current value of the access point’s PIN.

Create a random number that is a valid PIN. This becomes the access point’s PIN. You can then copy this PIN to the
user interface of the registrar.

Restore the default PIN of the access point.

Resets the Wi-Fi Protected Status to Not Configured. Vista WPS icon will only be displayed when the Wi-Fi Protected
Status is Not Configured.
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Section 3 - Configuration

Repeater

The Wireless Repeater mode extends the wireless coverage of another wireless AP or wireless router.

Enable Wireless:

Site Survey:

Wireless Network
Name (also called
the SSID):

Wireless Channel:

802.11 Mode:

Channel Width:
Transmission Rate:
Enable Hidden
Wireless:

Wireless Security

Mode:

Wi-Fi Protected
Setup:

Select this to turn the Wi-Fi module on and off. Use the drop-down box to select if you want to use a schedule. Click Add
New to add or change a schedule.

WIRELESS NETWORK SETTINGS :

an availatie connection et o o Eratlo wiokess 2 [ | NN

' wireless Mode IRepeater ;I Site Survey |
The Wireless Network Name is a unique Wirsless Network Mame © - Jdinkzea2 (Also called the SSID)
name that identifies a network. All devices Enable Auto Channel Scan @ &
on a network must share the same wireless wireless Channel @ [6 <]
networt n|fame i?j Ofdder to Cﬁmmuniﬁate_or} the 802,11 Mode : [Mixed 802.11n, 802.11g and 802.11b <
network. If you decide to change the wireless .

. Channel width : |nut-:. 20/40MHz v[

network name from the default setting, enter v sonitst [ I
your new wireless network name in this field. IeeERalce |aven

Enable Hidden Wireless © [ (also called Disable 5510 Broadcast)

The channel will follow the root AP. The

channel used will be displayed.

Security Mode |Disable Wireless Security (not recommended) ;I

Select the appropriate 802.11 mode based
on the wireless clients in your network. The
drop-down menu options are 802.11g Only,
Mixed 802.11b/g, 802.11b Only, 802.11n Enable : ¥
Only, or Mixed 802.11b/g/n.

WIFI PROTECTED SETUP (ALSO CALLED WCN 2.0 IN WINDOWS YISTA) :

Select the appropriate channel width between 20MHz or Auto 20/40MHz from the pull-down menu.

Select the transmission rate. It is strongly suggested to use the Auto setting for optimal performance.

Check the box if you do not want the SSID to be broadcast by the DAP-1360. This prevents the SSID from being seen
by site survey utilities, so any wireless clients will have to be pre-configured with the SSID of the DAP-1360 in order to
connect to it.

Select a wireless security setting. Options are None, WEP, WPA, or WPA2. See P.75, Wireless Security, of this manual
for a detailed explanation of the wireless security options.

Select enable if you want to configure 1360 with WPS.
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Wireless Client

In the Wireless Client mode, the DAP-1360 acts as a wireless network adapter for your Ethernet-enabled device (such as a game console
or a TV set-top box).

Enable Wireless:

Wireless Type:

Wireless Network
Name (also called
the SSID):

Site Survey:

Wireless Channel:

802.11 Mode:

Channel Width:
Transmission Rate:

Wireless MAC
Clone :

Wireless Security
Mode:

Wi-Fi Protected
Setup:

Select this to turn the Wi-Fi module on and off. Use the drop-down
box to select if you want to use a schedule. Click Add New to add
or change a schedule.

Select Infrastructure if you only connect your DAP-1360 to other
wireless clients (as such wireless PCs). Select Ad-Hoc if you
connect your DAP-1360 to another DAP-1360 operating in the
Ad-Hoc mode.

You can input the wireless network name of the root AP or click
the Site Survey button to find the root AP.

IClick this button to choose the root AP from an available connection
ist.

The channel used will be displayed.
The channel will follow the root AP.

Select the appropriate 802.11 mode based on the wireless clients
in ){our network. The drop-down menu options are 802.11
Only, Mixed 802.11b/g, 802.11b Only, 802.11n Only, or Mixe
802.11b/g/n.

Select the appropriate channel width between 20MHz or Auto
20/40MHz from the pull-down menu.

Select the transmission rate. It is strongly suggested to use the
Auto setting for optimal performance.

If you disable this option, your DAP-1360 will fill the source MAC
address field of all packets that it forwards with its own MAC

WIRELESS NETWORK SETTINGS :

Enable Wireless : Always w | | AddNew
v

Wireless Mode @ | Wireless Client

Wireless Type : |Infrastructure |+
Wireless Network Mame :  |dink (Also called the SSID)
Enable Auto Channel Scan :
Wireless Channel :

802.11 Mode @ |Mixed 802, 11n, 302.11g and 2302, 11b |+

Channel Width : |Auto 20/40MHz »
Transmission Rate : |[Auto | »

Enzble Hidden Wireless : [] (Also called Disable SSID Broadcast)

WIRELESS MAC CLONE :

Enable : [
MAC Source :

MAC Address :

MAC Address

WIRELESS SECURITY MODE :

Security Made : | Disable Wireless Security (not recommended)

WIFI PROTECTED SETUP (ALSO CALLED WCHN 2.0 IN WINDOWS VISTA) :

Enable : [

address. If you enable this option, manually type in a different scource MAC address for the DAP-1360 to use in all packets

that it forwards.

Select a wireless security setting. Options are None, WEP, WPA, or WPA2. See P.75, Wireless Security, of this manual

for a detailed explanation of the wireless security options.

Select enable if you want to configure 1360 with WPS.
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Bridge

The Bridge mode connects 2 LANs together.

Enable Wireless:

Wireless Network
Name (also called
the SSID):

Wireless Channel:

802.11 Mode:

Channel Width:

Transmission Rate:
Remote AP MAC:

Bridge Security:

Select s 10 tum th W-F1 mocls on and ot

Use the drop-down box to select if you want to

use a schedule. Click Add New to add or change Enable Wireless : [ [ways =] _addnew |
a schedule. Wirgless Mode IBridge ;I Site Stryesy |
Wireless Metwaork Mame : Iu:llink26.0.2 {8lso called the SSID)

The Wireless Network Name is a unique name that Enable Auto Charnsl Scan: [
identifies a network. All devices on a network must . ,

. . Wireless Channel |E- v|
share the same wireless network name in order
to communicate on the network. If you decide to

802,11 Mode : | Mixed 802,11n, 802,110 and 802.11b |

change the wireless network name from the default Channel Width : - [auto 20/sotre =]
setting, enter your new wireless network name in Transmission Rate : [Auto v]
this field. Enable Hidden Wireless @ [~ (Also called Disable SSID Broadcast)
All devices on the network must share the same
channel.

Remote AP Mac: 1| 2
Select the appropriate 802.11 mode based on 3. 4.
the wireless clients in your network. The drop- s 6
down menu options are 802.11g Only, Mixed 7] al
802.11b/g, 802.11b Only, 802.11n Only, or Mixed _ I '
802.11b/g/n. Eridge Security: Inune v|

WEP Eey: IQSCH :‘v

Select the appropriate channel width between |
20MHz or Auto 20/40MHz from the pull-down gf;ﬂfjﬁi |

menu.

Select the transmission rate. It is strongly suggested to use the Auto setting for optimal performance.
Enter the MAC addresses of the APs in your network that will serve as bridges to wirelessly connect multiple networks.
Select None to disable encryption to across the network. Select WEP 64bits or WEP 128bits to limit communication to

only those devices that share the same WEP settings. Select WPA-PSK or WPA2-PSK to secure your network using a
password and dynamic key changes (No RADIUS server required).

Note: The Bridge mode is not completely specified in the Wi-Fi or IEEE standards. This mode can work with other DAP-1360 units. Communication with other APs
(even other D-Link APs) is not guaranteed.
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Bridge with AP

The Bridge with AP mode connects 2 LANs, while still functioning as a wireless AP for local wireless clients.

Enable Wireless: Select this to turn the Wi-Fi module on and off. Use the WIRELESS NETWORK SETTINGS :
drop-down box to select if you want to use a schedule.

Click Add New to add or change a schedule. Enable Wireless : [ [Always v] | addfew |
. . . . Wireless Mode IBridge with AP vI Site Slryey |
Wireless Network The Wireless Network Name is a unique name that Wirsless Network Name : [Briesaz e
Name (also called identifies a network. All devices on a network must share ' (elseialeuiessln)
the SSID):  the same wireless network name in order to communicate Enahie e Channel scons
on the network. If you decide to change the wireless wireless Channel : [6 =]
network name from the default setting, enter your new 802.11 Mode : [Mixed 802,110, 802,113 and 802,116 =]
wireless network name in this field. Charnel Width : [t Z0740m72 =]
Wireless Channel: Input a new number if you want to change the default Transmission Rate : [auo 7]
setting. All devices on the network must be set to the Enable Hidden Wireless © [ (also called Disable SSID Broadcast)
same channel to communicate on the network.
802.11 Mode: Select the appropriate 802.11 mode based on the
WireleSS Clien’[S in your network_ The dro _down menu Security Mode IDisabIe Wireless Security {not recommended) ;I

options are 802.11g Only, Mixed 802.11b/g, 802.11b

Oniy. 802.11n Only, or Mixed 802.11b/g/n.

Channel Width: ~ Select the appropriate channel width between 20MHz or REmote ArMat L) 2
Auto 20/40MHz from the pull-down menu. 3 4|
Transmission Rate:  Select the transmission rate. It is strongly suggested to ol i
use the Auto setting for optimal performance. 7 8l
Bridge Security: In-:-ne vI
Enable Hidden Check the box if you do not want the SSID to be broadcast E=e|
Wireless: by the DAP-1360. This prevents the SSID from bein MRS
seen by Site Survey utilities, so any wireless clients wi A
have to be pre-configured with the SSID of the DAP-1360 e |

in order to connect to it.

Wireless Security ~ Select a wireless security setting. Options are None, WEP, WPA, WPA2, or WPA2-Auto. See p.34 of this manual for a
Mode: detailed explanation of the wireless security options.

Remote AP MAC: Enter the MAC addresses of the APs in your network that will serve as bridges to wirelessly connect multiple networks.

Bridge Security:  Select None to disable encryption to across the network. Select WEP 64bits or WEP 128bits to limit communication to only
those devices that share the same WEP settings. Select WPA-PSK or WPA2-PSK to secure your network using a password
and dynamic key changes (no RADIUS server required).

Note: The Bridge with AP mode is not completely specified in the Wi-Fi or IEEE standards. This mode can work with other DAP-1360 units. Communication with
other APs (even other D-Link APs) is not guaranteed.
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WISP Client Router and WISP Repeater

In the WISP Router Client mode, the DAP-1360 wirelessly connects to a WISP (Wireless Internet Service Provider) AP. In this mode, the
DAP-1360 also acts as a router for wired clients on your LAN and provides NAT (Network Address Translation) and a DHCP server to generate
IP addresses for wired clients. NAT and the DHCP server allow many computers to share the same wireless Internet connection.

WISP Repeater wireless mode acts the same as WISP Client Router wireless mode, with the addition of a wireless signal for any wireless
clients on the LAN.

Enable Wireless:

Wireless Network
Name:

Site Survey:

Wireless Channel:

802.11 Mode:

Channel Width:

Transmission Rate:

Enable Hidden
Wireless:

Wireless Security
Mode:

Select this to turn the Wi-Fi module on and off. Use the
drop-down box to select if you want to use a schedule.
Click Add New to add or change a schedule.

You can input the wireless network name of the root
AP or click the Site Survey button to find the root AP.

Click this button to choose the root AP from an
available connection list. If the root AP has wireless
encryption, you have to use the same wireless security
mode to connect the root AP.

The channel used will be displayed. The channel will
follow the root AP.

Select the appropriate 802.11 mode based on the
wireless clients in your network. The drop-down menu
options are 802.11g Only, Mixed 802.11b/g, 802.11b
Only, 802.11n Only, or Mixed 802.11b/g/n.

Select the appropriate channel width between 20MHz or
Auto 20/40MHz from the pull-down menu.

Select the transmission rate. It is strongly suggested to
use the Auto setting for optimal performance.

This option is unavailable in WISP Client Router and
available in the WISP Repeater mode.

Select a wireless security setting. Options are None,
WEP, WPA, or WPA2. See P.75, Wireless Security,

WIRELESS NETWORK SETTINGS :

Enable Wirsless . v |.ﬁ.lways vI Add MNew |
Wirgless Mode |WISP Client Router vI Site Survey |

Wireless Metwiork Mare Idlink26.ﬁ.2 {8lso called the S5I0)
Enable Auto Channel Scan: [

Wireless Channel : IE
802,11 Mode :  |Mixed 802.11n, 802,119 and 802,11b v |
Channel Width IW
Transmission Rate m

Enable Hidden Wireless © [~ (also called Disable SSID Broadcast)

WIRELESS SECURITY MODE :

Security Mode |Disahle Wireless Security {not recommended) j

WaMN SETTINGS :

This page is used to configure the parameters for Internet network which connects to the
WAR port of your Access Point, Here you may change the access method to static 1P, DHCP,
PPPCE or PPTP by click the itern value of WAN ACcess type.

My Internet Connection is: | Dynamic IP(DHCP) =]

Host Marne: |d|inkap
MTU Size: |15UU (brytes) MTU default = 1500

& attain DMNS Autornatically
" et DNS Manualky

IDDDDDDDDDDDD

Clone Your PC's MAC Address

Clone MAC Address:

of this manual for a detailed explanation of the wireless security options.
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WAN Settings
Dynamic IP (DHCP)

WAN settings are only used in the WISP Client Router wireless mode and the WISP Repeater wireless mode. Choose Dynamic
IP(DHCP) to obtain IP Address information automatically from your ISP. Select this option if your ISP does not give you any IP number
to use. This option is commonly used for Cable modem services.

Host Name: The Host Name is optional but may be

required by some ISPs.

MTU Size: You may need to change the MTU
(Maximum Transmission Unit) for optimal
performance with your specific ISP. The

default MTU size is 1500.

Select this option if you want the DAP-1360
to get the DNS (Domain Name System)
server |IP address automatically.

Attain DNS
automatically:

Set DNS manually: Select this option if you want to manually
enter the DNS Server IP address(es). The
fields to enter the Primary and Secondary
DNS server IP addresses will appear after

you have selected this option.

Primary/ Secondary
DNS Server:

Clone MAC address:

YWaN SETTINGS :

Thiz page is used to configure the pararmeters for Internet network which connects to the
WAN port of your Access Point, Here you may change the access method to static IP, DHCP,
PPPoE or PPTP by click the itern value of WaAMN Access type.

My Internet Connection is: | Dyvnamic IP(OHCP) w
Host Mame:

MTL Size: 1500 (bytes) MTU default = 1500

(&) Attain DNS Autornatically
) Set DNS Marually

Qo0oao0oa0oao

Clong MAC Address:

[ Clone Your PC's MAC Address ]

Enter the Primary and Secondary DNS server IP address assigned by your ISP.

The default MAC address is set to the Ethernet MAC address your DAP-1360. You can click the Clone Your PC's MAC

Address button to replace the AP's MAC address with the MAC address of the PC that you used to register with your
ISP. It is not recommended that you change the default MAC address unless required by your ISP.
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Static IP

Select Static IP if all WAN IP information is provided to you by your ISP. You will need to enter in the IP address, subnet mask, gateway
address, and DNS address(es) provided to you by your ISP.

P s 19216811 e defeul WAN 1P Adrss
of the DAP-1360.

This page is used to configure the pararmeters for Internet network which connects to the
WAk port of your Access Point, Here you may change the access method to static IP, DHCP,

Subnet Mask: 255.255.255.0 is the default subnet mask. PPPOE or PPTP by click the item value of WAN Access type.
All devices on the network must have the

) My Internet Connection is: | Static IP A
same subnet mask to communicate on the

IP Address:  |192.168.1.1

network.
Subret Mask:  |255.255.0.0
Default Gateway: Enter the IP Address of the gateway Default Gateway: |192.168.1.254
in your network. The default setting is MTL Size: 1500 (bytes) MTU default = 1500

192.168.1.254. Primary DMS Server:

MTU Size: You may need to change the MTU Secandary DS Server:

. P f . 0o00o00o00000
(Maximum Tran.smlssmn Unl'f)'for optimal Clane MAC Address: .
performance with your specific ISP. The [ Clone Your Pes MAC Address ]

default MTU size is 1500.

Primary/ Secondary Enter the Primary and Secondary DNS (Domain Name System) server IP address assigned by your ISP.
DNS Server:

Secondary DNS This is optional.
Server:

Clone MAC address: The default MAC address is set to the MAC address on the AP (Access Point). You can click the Clone Your
PC's MAC Address button to replace the AP's MAC address with the MAC address of your Ethernet card. It is not
recommended that you change the default MAC address unless required by your ISP.
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PPPoE

Choose PPPoE (Point-to-Point Protocol over Ethernet) if your ISP uses a PPPoE connection. Your ISP will provide you with a username
and password. This option is typically used for DSL services. Make sure to remove your PPPOE software from your computer. The
software is no longer needed and will not work through the DAP-1360.

User Name:  Enter your PPPOE user name.

This page is used to configure the parameters for Internet network which connects to the
Password: Enter your PPPoE passwo rd and then ok port of your Access Point., Here vou may change the access method to static IP, DHCP,

retype the password in the next box PPPoE or PPTP by click the itermn walue of Wak Access type.

[y Internet Connection is: | PPPoE(Username [ Password) |

Service Name: Enter the ISP Service Name (optional).

Username:

Reconnection Type: Select Always on, On demand, or Manual. Password:
werify Password:
Service Mame: {optional)
Maximum Idle time: Enter a maximum idle time during which Recormection Type: | Akwayson  +
the_ Int_erngt. connection is maintained Masxirnum Idle Time: (1-1000 minutes)
during inactivity. MTU Size:  |1492 (bytes) MTU default = 1492
MTU Size: You may need to change the MTU © attain DNS Automatically
(Maximum Transmission Unit) for optimal ® Set DMNS Manually
performance with your specific ISP. The Primary DS Server:
default MTU size is 1492. Secomdary DNS Server:
Attain DNS  Select this option if you want the DAP-1360 000000000000

Automatically: to get the DNS (Domain Name System) o MAC Address:

server IP address automatically.

[ Clone Your PC's MAC Address ]

Set DNS Manually:  Select this option if you want to manually enter the DNS Server IP address(es). Fields to enter the Primary
and Secondary DNS server |IP addresses will appear after you select this option.

Primary/ Secondary Enter the Primary and Secondary DNS server |P address assigned by your ISP.
DNS Server:

Clone MAC Address: The default MAC address is set to the MAC address on the AP (Access Point). You can click the Clone Your PC's MAC
Address button to replace the AP's MAC address with the MAC address of your Ethernet card. It is not recommended
that you change the default MAC address unless required by your ISP.
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PPTP

Choose PPTP (Point-to-Point Tunneling Protocol) if your ISP uses a PPTP connection. Your ISP will provide you with a username and
password. This option is typically used for DSL services.

PPTP IP Address:
PPTP Subnet Mask:

PPTP Server IP
Address:

Username:

Password:

MTU Size:

Attain DNS
automatically:

Set DNS Manually:

Primary/ Secondary
DNS Server:

Clone MAC address:

Enter the IP address (Static PPTP only).
Enter the subnet mask.

Enter the Server IP Address provided by
your ISP.

Enter your PPTP account name.

Enter your PPTP password and then
retype the password in the next box.

You may need to change the MTU
(Maximum Transmission Unit) for optimal
performance with your specific ISP. The
default MTU size is 1400.

Select this option if you want the DAP-1360
get DNS server IP address automatically.

Select this option if you want to manually
enter the DNS Server IP address(es).
Fields to enter the Primary and Secondary
DNS server IP addresses will appear after
you select this option.

Wan SETTINGS :

This page is used to configure the parameters for Internet network which connects to the
WAl port of your Access Point. Here you may change the access method to stafic IP, DHCP,
PPPCE or PPTP by click the iterm value of WAN Access type,

My Internet Connection is; | PPTP{Jsername | Passwaord)
PPTP IP Address:  |0.0,0.0
PPTP Subnet Mask:  |0.0.0.0
PPTP Server IP Address:  |0.0.0.0
lizername:
Password:
Yerify Passwaord:

MTU Size: 1400 (bytes) MTU default = 1400

(® attain DNS Automatically
() 5et DNS Manually

Q00000000000

Clorng MAC Address:
[ Clone Your PC's MAC Address ]

Enter the Primary and Secondary DNS (Domain Name System) server IP address assigned by your ISP.

The default MAC address is set to the MAC address on the AP (Access Point). You can click the Clone Your PC's MAC
Address button to replace the AP's MAC address with the MAC address of your Ethernet card. It is not recommended
that you change the default MAC address unless required by your ISP.
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LAN Setup

The LAN (Local Area Network) is your private, internal network. This page allows you to configure the IP settings of the
LAN interface for the DAP-1360. The IP address can be changed to your current network IP range. This IP address
cannot be seen from the Internet.

DAP-1360 / / |

SETUP

Lse this section to configure the internal network settings of your AP and also to configure the
built-in DHCZF Server to assign [P addresses to the computers on your network, The IP Address
that is configured here is the IP Address that you use to access the Wweb-based managenent
interface, If you change the IP Address here, you may need to adjust your PC's netwark
settings to access the network again.

Sawve Setkings I Don't Save Settings I
LAN CONMECTION TYPE :

Choose the mode to be used by the Access Point.

My LAN Connection is @ IDynamic IP{DHCP) vl

DYNAMIC IP (DHCP) LAN CONMNECTION TYPE :
IP Address Information.

IP Address . |192.168.D.5D
Subnet Mask : I255.255.255.D
Gateway Address @ |D.D.D.D

DEYICE NAME (NETBIOS NAME) :
Device Mame @ Idlinkap

Helpful Hints..
LAN Settings:

LAN Connection type:
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My LAN
Connection is:

Static IP:

Dynamic IP:

IP Address:

Subnet Mask:

Gateway address:

Device Name
(NetBIOS Name):

Enable DHCP
Server:

DHCP IP Address
Range Lease Time:

LAN Settings

The DAP-1360 is set to Static IP by default. T p——
Select this option if you do not have a DHCP
server on your network, or if you wish to assign

Choose the mode to be used by the Access Point.

a static IP address to the DAP-1360. My LAN Connection is : | Static IP v
Select this option if you are manually assigning

an IP Address. Enter the static address information.

Select this option if you would like to have an IP IP Address : [192.168.0.50
Address automatically assigned to the DAP-1360 Subnet Mask : [255. 255, 255.0
by a DHCP server in your network.

Gateway Address : |0.0.0.0

Enter the IP address of the access point. DEVICE NAME (NETBIOS NAME) :

Device Mame : |dlinkap

Enter the subnet mask of your access point.

DHCP SERVER SETTINGS :

Use this section to configure the built-in DHCP Server to assign IP addresses to the computers

Enter the IP Address of the router in your network. on your network.

Enzble DHCP Server @ [
This allows you to configure this device more DHCP TP Address Range : | 0] o2 :
easily when your network using TCP/IP protocol. ~ (aadresses within the LAN subnet)
You can enter the device name of the AP into DHCP Lease Time :

your web browser to access the instead of ip
address for configuration.If you are using the device name to connect, ensure that your PC and your DAP-1360 are on
the same network.

Select this to enable the DHCP server if static IP address is selected.

Enter the starting and ending IP addresses for the DHCP server’s IP assignment.
Enter the length of time for the IP address lease.
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Transmit Power:

Beacon Period:

RTS Threshold:

Fragmentation
Threshold:

DTIM Interval
(Beacon Rate):

Preamble Type:

WMM:

Enable Multicast
Streams:

Enable Multicast to
Unicast:

Multicast Rate
Control:

Advanced
Advanced Wireless

Choose 100%, 50%(-3dB), 25% (-6dB), or [ EVANCE MRS SEE

12.5% ('gd B) If vou are not familiar with these Advanced Wireless settings, please read the help section before
attempting to modify these settings.

Beacons are packets sent by an access point [ Ssvesetings ][ Dontseve semngs ]

to synchronize a wireless network. Specify a

peacon inferval value. The default value 100 is

recommended. Transmit Power : | 1000 52
Beacon Period : |100 {msec, range: 20~1024, default: 100)

This value should remain at its default setting of RTS Threshold : [1387 | (range: 256~2347, defauit:2347)

2,432. If you encounter inconsistent data flow,
only minor modifications to the value range
between 256 and 2,432 are recommended.

Fragmentation Threshold : 2345 {range: 256~2346, default: 2345, even number only)
DTIM Interval : |3 (range: 1~255, default:3)
Preamble Type ¢ & Long Preamble O Short Preamble
WMM Enable :

This value should remain at its default setting of
Erable Multicast Streams : | Dissbled [

2,346. If you experience a high packet error rate,
you may slightly decrease your fragmentation
threshold within the value range of 256 to 2,346.
Setting the fragmentation threshold too low may
result in poor performance.

Enable Multicast to Unicast :
Multicast Rate Control :

A DTIM (Delivery Traffic Indication Message) is a countdown informing clients of the next window for listening to broadcast
and multicast messages. The default vaule is 3 and the possible range of vaules is between 1 and 255.

Select Short or Long Preamble. The default setting in Long Preamble. The Preamble defines the length of the CRC block
(Cyclic Redundancy Check is a common technique for detecting data transmission errors) for communication between the
access point and roaming wireless network adapters. Note: High network traffic areas should use the short preamble type.

WMM (Wi-Fi Multimedia) is only available in the Access Point and Wireless Client Mode. WMM provides basic QoS (Quality
of Service) functions for wireless networks. WMM prioritizes traffic based on 4 AC (Access Categories) : voice, video, best
effort, and background. However, WMM does not provide guaranteed throughput.The QoS (WMM) is mandatory in 11n
mode, you can disable this feature when select 11g or 11b mode.

Select Enable to allow multicast traffic to pass through the AP.

Select Enable to convert multicast streams to unicast streams.

Configure the multicast data rate, the drop down manual options are 54Mbps, 48Mbps, 36Mbps, 24Mbps, 12Mbps, IMbps,
6Mbps, 11Mbps, 5.5Mbps, 2Mbps, 1Mbps and Auto.
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Access Control

Use MAC Filters to allow or deny wireless clients, by their MAC addresses, from accessing the DAP-1360. You can manually add a MAC
address or select the MAC address from the list of clients that are currently connected to the AP (Connected PCs). The default setting is

Disable MAC Filters.

Access Control: Access control is set to Disable by default.
Select Reject to deny access to the AP.
Select Accept to allow access to the AP.

MAC Address: Enter the MAC address of the client that you
want to allow or deny access to the AP.

Connected PCs: Select the MAC address of a computer from
the drop-down menu and click Clone to fill in
the MAC Address field with that computer.

MAC Filter List:  This list will display the MAC addresses that
are in the selected filter.

WIRELESS ACCESS SETTINGS

Use the client's MAC Address to zuthorize network access through the Access Point.

Access Control Disable |+
MAC Address :

Connected PCs :

MAC FILTER LIST

MAC Address Edit Del
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User Limit

The D-Link DAP-1360 can set a limit upon the number of wireless clients. Using user limit, you can prevent scenarios
where the DAP-1360 in your network shows performance degradation because it is handling heavy wireless traffic.

Enable User Limit: Click this to enable the User Limit options
on this page.

Enable Lser Limit : [

ser Lirnit (1 - 327 : |

User Limit (1-32): Type the maximum number of wireless
connections that can be made to the AP.
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Port Forwarding

This function is available if your DAP-1360 is in the WISP Client Router or WISP Repeater mode. This feature allows you to open a single
port or a range of ports. Click Save Settings and the port forwarding rule will be put into the Port Forwarding List.

Port Forwarding Check the box to configure a port forwarding

Rules: rule.
PORT FORWARDING RULES

Entries in this table allow you to automatically redirect common network services to a specific

Name: Ente_r a .name for the rule. You _can_select an machine behind the MAT firewall. These settings are only necessary if you wish to host some
application name from the Application Name sort of server like 3 web server or mail server on the private local network behind your
drop-down menu. Click the << button to fill Gateway's NAT firewal.
in the Name field with the application name —

raffic
that you selected. Port Type

Name Start
IP Address: Enter the IP address of the computer on

your local network that you want to allow the

incoming service to. IP Address End

Start Port/End  Enter the port or ports that you want to open.

H
2

Port: If you want to open one port, enter the same PORT FORWARD LIST
port in both boxes. Current Port Forwarding Table:
Traffic Type:  Select TCP, UDP, or Both. ___I

D-Link DAP-1360 User Manual 61



Section 3 - Configuration

Port Filter

This function is available if the DAP-1360 is in WISP Client Router or WISP Repeater mode. This feature is used to secure or restrict your
local network. It will deny the ports that you enter from the local network to the Internet. Click Save Settings and the port filter rule will

be put into the Port Filter List.

Port Filter Rules: Check the box to configure a port filter rule.

Name: Enter a name for the rule. You can select an
application name from the Application Name
drop-down menu. Click the << button to fill
in the Name field with the application name
that you selected.

Start Port/End Enter the port or ports that you want to open.
Port: If you want to open one port, enter the same
port in both boxes.

Traffic Type: Select TCP, UDP, or Both.

PORT FILTER RULES

Entries in this table are used to restrict certain types of data packets from your local network to
Internet through the Gateway. Use of such fitters can be helpful in securing or restricting your
local network.

Traffic
Port Type
Start
Name ]
S
End

PORT FILTER LIST

Current Port Filter Table:
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DMZ

This function is available only if the DAP-1360 is in the WISP Client Router or WISP Repeater mode. This feature allows you to set up
a DMZ (Demilitarized Zone) host. If you have a client PC that cannot run Internet applications properly from behind the DAP-1360, then
you can set the client up for unrestricted Internet access. The DMZ allows a computer to be exposed to the Internet. This feature is useful
for gaming purposes. Enter the IP address of the computer that will be the DMZ host. Adding a client to the DMZ may expose your local
network to a variety of security risks, so only use this option as a last resort.

Enahle DMZ: Check this box to enable DMZ. T T e AT

Enable DMZ = []
DMZ Host IP Address:

DMZ Host IP  Enter the IP address of the computer you
Address: would like to open all ports to. You can
select a computer from the Computer
Name drop-down menu and click << to enter
the computer name into the DMZ Host IP

Address field.
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Parental Control

This function is available only if the DAP-1360 is in the WISP Client Router or WISP Repeater mode. This feature allows you to create a

list of websites that you want to deny users access.

Configure Website Select Turn Website Filtering OFF or Turn
Filtering below: Website Filtering ON and DENY computers
access to ONLY these sites.

Website URL Enter a keyword or URL that you want to
Address: block and click Save Settings. Any URL that
contains the keyword will be blocked.

The Parental Control allows you to set-up a list of Websites that the users on your network wil
either be allowed or denied access to.

[ Save Settings ] [ Don't Save Settings ]

WEBSITE FILTERING RULES

IURL fitter is used to deny LAN users from accessing the internet. Block those URLs which
contain keywords listed below.

Configure Website Filtering below:

|Turn Website Filtering OFF L

Website URL Address or keyword

WEB FILTER LIST

Current Filter Table:

 URAMessorkeyword sk
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Advanced Network

This function is available if the DAP-1360 is in WISP Client Router or WISP Repeater mode. This feature allows you to change the LAN
settings. Please be aware that any changes to the factory default settings may affect the behavior of your network.

Enable UPnP:

Enable WAN
Ping Respond:

Remote
Management:

Check this box to use the Universal Plug
and Play (UPnP™) feature. UPnP provides
compatibility with networking equipment,
software and peripherals.

Check this box to allow the WAN port of the
DAP-1360 to be pinged. Unchecking the box
will not allow the DAP-1360 to respond to
pings. Blocking ping response may provide
some extra security from intruders.

Remote management allows the DAP-1360
to be configured from the Internet by a web
browser. A username and password are still
required to access the Web-Management
interface. In general, only a member of your
network can browse the built-in web pages
to perform Administrator tasks. This feature
enables you to perform Administrator tasks
from the remote (Internet) host.

Universal plug and Play (UPnP) supports peer-to-peer Plug and Play functionality for netwark
devices,

Enzble UPnP: []

If vou enable this feature, the WAN port of your DAP-1360 wil respond to ping requests from
the Internet that are sent to the WAN IP Address.

Enable VAN Ping Respond:  []

REMOTE MANAGEMENT :

If vou enable this feature, you can manage the DAP-1360 from amywhere on the Internet.

Enable Remote Management: [
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Maintenance
Device Administration

New Password: Enter a new password.

PASSWORD :

Mew Password : |l-"||||| |

Confirm Password: Re-enter the password to confirm it. Confim Password : [eesssees |

Save and Restore

save Sellings To - Cliok Save 1o save e current YSIOM  save awp Restore:
Local Hard Drive: settings as a file onto your local hard
drive The current system settings can be saved as a file onto the local hard drive. You can upload
: any saved settings file that was created by the DAP-1360.

Load Settings From To load a system settings file, click on
Local Hard Drive: Browse to browse the local hard drive

and locate the system settings file to be Save Settings To Local Hard Drive :
used. Click Upload Settings when you | I8 ]
have selected the file to be loaded back Load Settings From Local Hard Drive WSS

[ Upload Settings ]

onto the access point.

Restore To Factory Default Settings : | Restore Device |

Restore To Factory  You can reset the DAP-1360 back to the
Default Settings: factory default settings by clicking on
Restore Device. Make sure to save the
current system settings before clicking
on Restore Device. You will lose your
current system settings after you click

Restore Device.
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Firmware

This feature is used to update the firmware of the DAP-1360. The current firmware version and firmware date are displayed here. Please
check the D-Link support site for firmware or language package updates at http://support.dlink.com.tw.

Click here to check Click this link and you will be connected to

for an updale onour D-Link’s Support website where you can There may be new firmware for your DAP-1360 to improve functionality and perfarmance.
SllppOl't site: download the latest firmware version to Click here to check for an upgrade on our suppart site,
your local hard drive. After you have download the new firmweare file from our support site, click the Browse button

below to find the firrmware file on your local hard drive, Click the Save Settings button to
update the firmware on the DAP-1360.

Current Firmware To update the firmware, click on Browse
Info: to browse the local hard drive and locate

the updated firmware file. Click the

Upload button after you have selected

the updated firmware file. Current Firmware Yersion : 1.00

Do not update firmware through wireless network!!

FIRMYWARE INFORMATION :

Current Firmware Date : Mon, 19 Jan 2009

Language Package  To change the web configurator language,
Information: click on Browse to browse locate the FIRMWARE UPGRADE

language paCkage upgrade file and click Note: Some firmware upgrades reset the configuration options to the factory

the Up|oad button. defaults. Before performing an upgrade, be sure to save the current configuration
from the Maintenance -> Admin screen.

To upgrade the firmware, your PC must have a wired connection to the access
point. Enter the name of the firmware upgrade file, and click on the Upload button.

Upload : I Browse. . |
Upload |

LANGUAGE PACKAGE INFORMATION

Note: Update language package will make changes language display on web page.
Before performing an upgrade, be sure to do it!

To upgrade the language package, your PC must have a wired connection to the
access point. Enter the name of the language package upgrade file, and click on the
Upload button.

Upload : I Browse... |
Upload |
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Watchdog (Ping of Life)

The Watchdog feature pings a specified IP address. If the IP address stops responding to pings, your AP will be rebooted. You can also

select an option to have the DAP-1360 send an e-mail alert if the specified IP address stops responding to pings.

Enable Watchdog
(Ping of Life):

Check this box to enable the Watchdog (Ping
of Life) to check some host IP.

Enable Watchdog
(Ping of Life) :

O

WATCHDOG :

Update Time Enter the time interval of how often you would _ _
Interval: like the Watchdog to ping the response IP Update Time Interval (minutes, range-1-60. default-1)
address. \Watchdog Response IP :
Enzble Mail Alart :
Watchdog Response  Enter the IP address that the Watchdog will SUTP Server -
IP: ping. Sender E-mail :

Enable Mail Alert:

SMTP Server:

Sender E-Mail:

Receiver E-Mail:

Enable
Authentication:

Account Name:

Password:

Check this box to enable e-mail notification
for the Watchdog.

Enter the SMTP server IP address.

Enter the e-mail address from which the
notification will be sent.

Enter the e-mail address which the notification
will be sent to.

Check the box to enable authentication that
is used with the SMTP server.

Enter your account name that is used with
the SMTP server.

Enter your password that is used with the
SMTP server and re-enter it in the next
box.

Receiver E-mail :
Enable Authentication :
Account Mame :
Password :

Verify Passwaord :
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Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system
clock. From this section you can set the time zone that you are in and set the Time Server. Daylight Saving can also
be configured to automatically adjust the time when needed.

Time Zone:

Daylight Saving:

Enahle NTP Server:

NTP Server Used:

Manual:

Select the Time Zone from the drop-down menu.

To select Daylight Saving time manually, select
enabled or disabled, and enter a start date and
an end date for daylight saving time.

NTP is short for Network Time Protocol. NTP
synchronizes computer clock times in a network
of computers. Check this box to use a NTP server.
This will only connect to a server on the Internet,
not a local server.

Enter the NTP server or select one from the
drop-down menu.

To manually input the time, enter the values
in these fields for the Year, Month, Day, Hour,
Minute, and Second and then click Save Settings.
You can also click Copy Your Computer’s Time
Settings.

TIME CONFIGURATION

Time : 01/01/2000 01:11:14
Tirme Zore ; [ (GMT-08:00) Pacific Time (US & Canada); Tijuana d|
Enable Daylight Saving : ™ auto Adjust ¥ Manual Adjust
Davlight Saving Offset |-2:DD v|
Momth  Week  Day of Week Time
Davlight Saving Dates DST Start I Ll I Ll ISun Ll |12 o Ll
DST End I ;II LIISU” LI |12am LI

AUTOMATIC TIME CONFIGURATION

Enable NTP server I

I?Days vl

Jt23.204.57. 143

Interval ;

MTP Server Used : 28| [z3204.57.143 - worldwide ]

SET THE DATE AND TIME MANUALLY

Current DAP-1360 Time :

YYear |2DI:|9 "'I Motk |Jan "I Day |1 v|
Hour |1 vl MinLite |9 vl Second I

Copy Your Computer's Time Settings I
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Schedules

Schedules can be created for use with enforcing rules. For example, if you want to restrict web access to Mon-Fri from
3pm to 8pm, you could create a schedule selecting Mon, Tue, Wed, Thu, and Fri and enter a Start Time of 3pm and
End Time of 8pm.

Name: Enter a name for your new schedule.

. The Schedule configuration option is used to manage schedule rules for various fireweal and
Days: Select a day, a range of days, or All Weekto | ori control features,

include every day.

Time: Check All Day - 24hrs or enter a start and ADD SCHEDULE RULE :

end time for your schedule. MName :  [Schedulet

i D & o
Save: Click Save to save your schedule. You L alilesk SShisbiekE)

must click Save Settings at the top for your Msun Mwon M Tue Mwed T Thu FFi [ sat
schedules to go into effect. Al Day - 24 hrs 1 [
] . ) . Start Time © |12 o AM = | (hour:minute, 12 hour fi
Schedule Rules  The list of schedules will be listed here. Click _ | | LA s it )
List: the Edit icon to make changes or click the EndTime |3 :jo [ =] (hourminute, 12 hour time)
Delete icon to remove the schedule. Update | Clearl

SCHEDULE RULES LIST :

MName Day(s) Time Frame

Schedule1 Mo 12:00 AM-03:00 FM =

o
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Status
Device Info

This screen displays the current firmware version and the current LAN, and Wireless LAN settings on your access
point.

All of your Internet and network connection details are displayed on this page. The firmware version is
also displayed here,

Firmware Version: V2.00 , 11, Jan, 2010

MAC Address : 00: 13:E7:64;28:BC
Connection : Static IP
IP Address @ 192, 168.0.50
Subnet Mask ¢ 255,255, 255.0
Default Gateway @ 0.0.0.0

WIRELESS LAN

MAC Address : 00:18:E7:64:28:BC
Metwork Mame(S5ID) ¢ dlink
Channel : &
Security Type @ WDS({Disabled)
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Log

The DAP-1360 keeps a running log of events and activities occurring on the AP. If the AP is rebooted, the logs are
automatically cleared. You can save the log files under Log Setting.

First Page:  This button directs you to the first page

of the log.
[ Clear Log ” Log Settings ]
Last Page: This button directs you to the last page pl—]azzﬁfs;f .
Of the |Og Time Message

Previous Page: This button directs you to the previous
page of the log.

Next Page: This button directs you to the next page
of the log.

Clear Log: This button clears all current log
content.

Log Settings:  This button opens a new menu where
you can configure the log settings.

Refresh:  This button refreshes the log.
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Statistics

The DAP-1360 keeps statistics of the traffic that passes through it. You can view the amount of packets that pass
through the LAN and wireless portions of the network. The traffic counter will reset if the access point is rebooted.

Traffic Statistics display Receive and Transmit packets passing through the DAP-1360.

Receive Transmit
LAM 0 Packets 0 Packets
WIRELESS 0 Packets % Packets
Wireless

This list displays the MAC addresses of connected wireless clients and the length of time that they have been
connected.

The Wireless Client table below displays Wireless clients connected to the AP (Access Point). In
AP Client mode it displays the connected AP's MAC address and connected Time.

CONNECTED WIRELESS CLIENT LIST :

Connected Time MAC Address
Maone -
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Help

The Help menu contains an index of links to help topics for each feature of the DAP-1360.

Product Page: DAP-1360

Firmware Version: V1.00

D-Link

Setup
« Wizard
& Wireless Setup

& WWAN Setup
s LAN Setu

Advanced
o Port Forwardin
e Port Filter
e Access Contral
e DMZ
= Parental Control
& Advanced Wireless
& Advanced Metwork

Maintenance

® Szve and Restore
s Firmware Update
s WatchDo

Status
+ Device Info
e Log
= Statistics
* Wirgless

wERmEW

s Device Administration

Click on the links for more
informations of each
section in the GUL.

WIRELESS
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Wireless Security

This section will show you the different levels of security you can use to protect your data from intruders. The
DAP-1360 offers the following types of security:

* WPA-Personal (Pre-Shared Key) * WPA-Enterprise (Extensible Authentication Protocol)
* WPA2-Personal (Pre-Shared Key 2) « WPA2-Enterprise (Extensible Authentication Protocol 2)
* WPA2-Auto-Personal * WPA2-Auto-Enterprise (Extensible Authentication Protocol 2 Auto)

* WEP (Wired Equivalent Privacy)

What is WEP?

WEP stands for Wired Equivalent Privacy. It is based on the IEEE 802.11 standard and uses the RC4 encryption
algorithm. WEP provides security by encrypting data over your wireless network so that it is protected as it is transmitted
from one wireless device to another.

To gain access to a WEP network, you must know the key. The key is a string of characters that you create. When
using WEP, you must determine the level of encryption. The type of encryption determines the key length. 128-bit
encryption requires a longer key than 64-bit encryption. Keys are defined by entering in a string in HEX (hexadecimal
- using characters 0-9, A-F) or ASCII (American Standard Code for Information Interchange — alphanumeric characters)
format. ASCII format is provided so you can enter a string that is easier to remember. The ASCII string is converted to
HEX for use over the network. Four keys can be defined so that you can change keys easily.
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Configure WEP

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1.Log info the webbased configuration utity by

opening a web browser and entering the device
name of the access point (dlinkap). Click on

Wirslss Setup o he et i -

2. Next to Security MOde, select Enable WEP WEP iz the wireless encryption standard. To use it you must enter the same keyis) into the AP

Wireless Security (Basic). and the wireless stations, For 84 bit keys you must enter 10 hex digits inta each key bax, For
128 hit keys you must enter 26 hex digits into each key box, & hex digit is either a number
frormn O to 9 or a letter from A to F. For the most secure use of WEP set the authentication

3. Next to Authentication, select Shared Key or type ta "Open Key" when WEP is enabled.
Open.

Security Mode @ | Enable WEP Wireless Security (basic) w

You may also enter any text string into a WEP key box, in which case it wil be converted into a
hiexadecimal key using the ASCII values of the characters, S text characters can be entered for

4. Next to WEP Encryption, select 64-bit or 128-bit 64 bit keys, and 13 characters for 128 bit keys.

encryption.
Luthentication @ | Cpen W

5. Next to Key Type, select either Hex or ASCII.Hex WEP Encryption © | 648t

(recommended) - Letters A-F and numbers 0-9 are Key Type: |HEX @
valid. ASCII - All numbers and letters are valid. Default WEP Key : | WEP Key 1 |v
WEP ey 1
6. Next to Key 1, enter a WEP key that you create. WEP Kay 2 1
Make sure you enter this key exactly on all your WEP Key 3 :
\i/(vireless devices. You may enter up to 4 different WEP Key 4
eys.

7. Click Save Settings to save your settings. If you are configuring the access point with a wireless adapter, you will lose
connectivity until you enable WEP on your adapter and enter the same WEP key as you did on the access point.
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What is WPA?

WPA, or Wi-Fi Protected Access, is a Wi-Fi standard that was designed to improve the security features of WEP (Wired
Equivalent Privacy).

There are 2 major improvements over WEP:

* Improved data encryption through the Temporal Key Integrity Protocol (TKIP). TKIP scrambles the keys
using a hashing algorithm and by adding an integrity-checking feature ensures that the keys haven'’t
been tampered with.

» User authentication, which is generally missing in WEP, is done through the Extensible Authentication
Protocol (EAP). WEP regulates access to a wireless network based on a computer’s hardware-specific
MAC address, which is relatively simple to be sniffed out and stolen. EAP is built on a more secure public-
key encryption system to ensure that only authorized network users can access the network.

WPA-PSK/WPA2-PSK uses a passphrase or key to authenticate your wireless connection. The key is an alpha-numeric
password between 8 and 63 characters long. The password can include symbols (17*&_) and spaces. This key must
be the exact same key entered on your wireless router or access point.

WPA-EAP/WPA2-EAP incorporates user authentication through the Extensible Authentication Protocol (EAP). EAP

is built on a more secure public key encryption system to ensure that only authorized network users can access the
network.

WPA2-Auto-PSK/WPA2-Auto-EAP accepts wireless clients that use WPA or WPA2. Authentication is sill necessary.
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Configure WPA-PSK, WPA2-PSK, and
WPA2-Auto-PSK (Personal)

It is recommended to enable encryption on your wireless access point before your wireless
network adapters. Please establish wireless connectivity before enabling encryption. Your
wireless signal may degrade when enabling encryption due to the added overhead.

by opening a web browser and entering the _
. . . Security Mode | Enable WPA Wireless Security (enhanced) W
device name of the access point (dlinkap).

cleton Wireless Setup onfhe et e Ery S

2. N?Xt to Security_Mode, select Enable WPA WPA requires stations to Lse high grade encryption and authentication,
Wireless Security, Enable

WPA2 Wireless Security, or Enable Cipher Type : [auTo w
WPA2-Auto Wireless Security. PSK f EAP : |Personal
Passphrase

3. Next to Cipher Mode, select
TKIP, AES, or Auto.

Confirmed Passphrase

4. Next to PSK / EAP, select Personal.

5. Next to Passphrase, enter a key (passphrase). The key is an alpha-numeric password between 8 and 63
characters long. The password can include symbols (!17*&_) and spaces. Make sure you enter this key
exactly the same on all other wireless clients. Enter the passphrase again next to Confirmed Passphrase.

7. Click Save Settings to save your settings. If you are configuring the access point with a wireless
adapter, you will lose connectivity until you enable WPA-Personal, WPA2-Personal, or WPA2-Auto-
Personal on your adapter and enter the same passphrase as you did on the access point.

D-Link DAP-1360 User Manual 78



Section 4 - Security

1.

6.
7.

8.

Configure WPA-EAP, WPA2-EAP, and
WPA2-Auto-EAP (Enterprise)

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

Log into the web-based configuration utility by
opening a web browser and entering the device
name of the access point (dlinkap). Click on
Wireless Setup on the left side.

. Next to Security Mode, select Enable WPA

Wireless Security, Enable
WPA2 Wireless Security, or Enable
WPA2-Auto Wireless Security.

. Next to Cipher Mode, select

TKIP, AES, or Auto.

. Next to Personal / Enterprise,

select Enterprise.

.Next to RADIUS Server enter the IP Address of

your RADIUS server.

YWIRELESS SECURITY MODE :

Security Mode ;| Enable WPa Wireless Security (enhanced)

W

WP requires stations to use high grade encryption and authentication,

Cipher Type @ | AUTD «

PSE f EAP | Enterprise w

802, 1x
RADIUS Server 1@ IP

Port 1812
Shared Secret

RADIUS Server 21 TP
Port 1812

Shared Secret

Next to Port, enter the port you are using with your RADIUS server. 1812 is the default port.

Next to Shared Secret, enter the security key.

Click Save Settings to save your settings.
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Connect to a Wireless Network
Using Windows® XP

Windows® XP users can use the built-in wireless utility (Zero Configuration Utility) to connect to a wireless network.
The following instructions are for Service Pack 2 users. If you are using another company’s utility or Windows® 2000,
please refer to the user manual of your wireless adapter for help with connecting to a wireless network. Most utilities
will have a “site survey” option similar to the Windows® XP utility as shown below.

If you receive the Wireless Networks Detected bubble, click 1 Wireless networks detected

One or more wireless networks are in range of this computer.

on the center of the bubble to access the utility. Ta see the list and cannect, cick this message

or

Right-click on the wireless computer icon in your system tray Changs Windons Frenal settings
(lower-right corner next to the time). Select View Available Open Network Cennectans
Wireless Networks. Repair

Yiew Available Wireless Networks

Choose a wireless network

Chck i e 1 T8 1 b 15 Correc] 59 8 (e el In Hings oF B Gl mare
PRrmanss

Tl L]

The utility will display all available wireless networks in your o L ——— "
area. Click on a network (displayed using the SSID) and click tgn === ’
the Connect button. e o — -

R R e e sl
-

If you get a good signal but cannot access the Internet,
check the TCP/IP settings for your wireless adapter. Refer
to the Networking Basics section in this manual for more
information.

[ R [T pa————

Thes restcrh revparen & rertasack by, o st & connect te Fm
reptwrk, cick Connect

DGL-4300

g a
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Configure WEP/WPA-PSK

Itis recommended to enable WEP or WPA-PSK on your wireless access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP or WPA-PSK key being used.

Follow the steps on the previous page to connect to a wireless network [ STE——" X
using Windows® XP. After you highlight a network and click Connect,

the Wireless Network Connection box will appear if the NEtWOrk | tesnos mevent o meodsre o carmecire e nesuarte o
requires authentication. Enter the same WEP or WPA-PSK key that Type the key, and then cick Connect.

is on your access point and click Connect. Network key: |

It may take 20-30 seconds to connect to the wireless network. If the coreet ] [ conce
connection fails, please verify that the WEP or WPA-PSK settings are
correct. The WEP or WPA-PSK key must be exactly the same as on
the wireless access point.
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Using Windows® Vista (Secured Network)

The following are step-by-step directions to connect to a secured wireless network using Windows® Vista.

1. Right-click on Network and click on Properties.

Open
Explore
Scan with AVG Free

Map Network Drive...

Disconnect Metwork Drive...

Create Shortcut
Delete

Properties

2. Click the Manage network connections link in the Network

{ C.; I A Ptk gl bere ¢ Mok sed Sy Cevir

and Sharing Center window. = o o
IIIIIII P T
A R o

A ik o b o metwerh]
Liiem Love pmdintenrt

Cosrsroon Lacsl Aot Commction e TR

B Sharbag sl Discowery

hastwenrt coeey & oA w
Fileibanry @ ot w
Pl ol pareg B oA w
Porla dhmag & od b
Paasd prateced thirmg D=

Wedu sraney (=} -

— —— e e

D-Link DAP-1360 User Manual

82



Section 5 - Connecting to a Wireless Network

3. Right-click the Wireless Network Connection entry and then select :‘*‘,1.,1 o
Connect/Disconnect from the drop-down menu. Smact OO D

Diagnase

Bridge Connections

Create Shomout
Rrname
Pr\c:p-brtlts
4. Select a network to connect to in the Select a network to connect b i
to window and then click the Connect button. allel e iame
-E- ] Sennty- gmabsied ratus .-l“
IS WhasdiThehinertiod  Unososd ovturat il
E; i Ureeswd netec .-l“
\ o
5. The following window displays connection progress. ' ~ A
o) W Conmstiss nwerk
LY 1
i ==2
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6. Enter the network security key or passphrase for the AP in the textbox
provided in the Type the network security key or passphrase for
[SSID name] window. When you are finished, click the Connect
button.

7. The following Successfully connected to [SSID name] window
is displayed. Choose to save this network and/or start this new
connection automatically. When you are finished, click the Close
button.

|||||||||||

rrrrrrrrrrrrrrrrr

-
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Using Windows® Vista (Unsecured Network)

The following are step-by-step directions to set up a wireless connection on an unsecured network using Windows®
Vista.

1. Right-click on Network and click on Properties.

Open
Explore
Scan with AVG Free

Map Metwork Drive...

Disconnect Network Drive...

Create Shortcut
Delete

Properties

2. Go to the Network and Sharing Center window and click

':'H_C.; CIE A Ptk gl bret @ Nt sed Saeyg Covier

. . - A
the Manage Network Connections link. - o]
Netwaork and Shanng Cestey
....... 1
A L. 0
-
FiaN-pL-01L ke be bmaerurt
Tan earipulen
A ik o b o metwerh]
Lty Local pd It evit
Comrscon Lavs fiwi Cimwastan A Tl
B
B kg sl Discowery
hartavnrt parcewry & 0n -
Figitamny oo &
Pk Pl prwyg Y| -
Pewtm shanag Ll »
Pawassd proteced shireg D=
Madu Fmneg (=] »
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‘:. Wireless Network Connection |
W = spies

3. Right-click the Wireless Network Connection entry and then select "o .00 Dsble .
Connect/Disconnect from the drop-down menu. Coenect/Discomnent N
Diagnose
Bridge Connections
Create Shortcut
g
Properties
4. Select a network to connect to in the Select a network to connect e .
to window and then click the Connect button. S ST
E- e Sennty- gnasied ratash .-1“ ]
E; Atz Thebnoerdind  Urcsosd rerao .
E; i Ursswd metaar .-1“
! _ [emm] |
5. Confirm that you still want to connect on the following Network | « (.o ™
Connection Status window by clicking on Connect Anyway. e YT
B e -

=+ Connect to & different netwodk
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6. The following Connect to a network wizard window displays the | - —
connection progress. ) B e e
A A
Il L Eamen ]
7. The following Successfully connected to [SSID name] window ‘ ==
is displayed. Choose to save this network and/or start this new |#* ===~
connection automatically. When you are finished, click the Close
button. | =
, (=,
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and operation of the DAP-1360. Read
the following descriptions if you are having problems. The examples below use Windows® XP. If you have a different
operating system, the troubleshooting steps may be different from the following examples.

1. Why can’t | access the web-based configuration utility?

When entering the IP address of the D-Link access point (for example, dlinkap), you are not connecting to a website
on the Internet or have to be connected to the Internet. The device has the utility built-in to a ROM chip in the device
itself. Your computer must be on the same IP subnet to connect to the web-based utility.

* Make sure you have an updated Java-enabled web browser. We recommend the following:

* Internet Explorer 6.0 or higher
* Firefox 1.5 or higher

* Verify physical connectivity by checking for solid link lights on the device. If you do not get a solid link light, try using
a different cable or connect to a different port on the device if possible. If the computer is turned off, the link light may
not be on.

* Disable any internet security software running on the computer. Software firewalls such as Zone Alarm, Black Ice,
Sygate, Norton Personal Firewall, and Windows® XP firewall may block access to the configuration pages. Check the
help files included with your firewall software for more information on disabling or configuring it.
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* Configure your Internet settings:

» Go to Start > Settings > Control Panel. Double-click the Internet Options Icon. From the Security tab,
click the button to restore the settings to their defaults.

» Click the Connection tab and set the dial-up option to Never Dial a Connection. Click the LAN Settings
button. Make sure nothing is checked. Click OK.

* Go to the Advanced tab and click the button to restore these settings to their defaults. Click OK three
times.

* Close your web browser (if open) and open it.

* Access the web-based configuration utility. Open your web browser and enter the IP address of your D-Link access
point in the address bar. This should open the login page for your the web-based configuration utility.

* If you still cannot access the web-based configuration utility, unplug the power to the access point for 10 seconds
and plug back in. Wait about 30 seconds and try accessing the web-based configuration utility. If you have multiple
computers, try connecting using a different computer.

2. What can | do if | forgot my password?

If you forgot your password, you must reset your access point. Unfortunately this process will change all your settings
back to the factory defaults.

To reset the access point, locate the reset button (hole) on the rear panel of the unit. With the access point powered
on, use a paperclip to hold the button down for 10 seconds. Release the button and the access point will go through
its reboot process. Wait about 30 seconds to access the access point. The default IP address is dlinkap. When logging
in, the username is admin and leave the password box empty.
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Wireless Basics

D-Link wireless products are based on the latest industry standards to provide easy-to-use and compatible high-speed
wireless connectivity within your home, business, or public wireless networks. Strictly adhering to IEEE standards, the
D-Link wireless family of products allows you to securely access the data you want, when and where you want it. You
will be able to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and receives data with radio signals
instead of wires. Wireless LANs are used increasingly in both home and office environments, and public areas such
as airports, coffee shops, and universities. Innovative ways to utilize WLAN technology are helping people to work
and communicate more efficiently. Increased mobility and the absence of cabling and other fixed infrastructure have
proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless adapter cards used on laptop
and desktop systems support the same protocols as Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a conventional Ethernet LAN in
order to use servers, printers or an Internet connection supplied through the wired LAN. A Wireless Router is a device
used to provide this link.
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What is Wireless?

Wireless or Wi-Fi technology is another way of connecting your computer to the network without using wires. Wi-Fi
uses radio waves to connect wirelessly, so you have the freedom to connect computers anywhere in your home or
office network.

Why D-Link Wireless?

D-Link is a worldwide leader and an award winning designer, developer, and manufacturer of networking products.
D-Link delivers the performance you need at a price you can afford. D-Link has all the products you need to build your
network.

How does wireless work?

Wireless works similar to how a cordless phone works- using radio signals to transmit data from one point to another.
However, wireless technology has restrictions as to how you can access the network. You must be within the wireless
network range area to be able to connect your computer. There are two different types of wireless networks: a Wireless
Local Area Network (WLAN) and a Wireless Personal Area Network (WPAN).

Wireless Local Area Network (WLAN)

In a WLAN, a device called an Access Point (AP) connects computers to the network. The access point has a small
antenna attached to it, which allows it to transmit data back and forth over radio signals. With an indoor AP, the
signal can travel up to 300 feet. With an outdoor AP the signal can reach out up to 30 miles to serve places like
manufacturing plants, industrial locations, college and high school campuses, airports, golf courses, and many other
outdoor venues.
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Wireless Personal Area Network (WPAN)

Bluetooth is the industry standard wireless technology used for WPANs. Bluetooth devices in WPANSs operate in a
range up to 30 feet away.

The speed and wireless operation range of a WPAN is less than of a WLAN, but it excels in its efficient consumption
of power. WPANSs are ideal for personal devices, such as mobile phones, PDAs, headphones, laptops, speakers, and
other devices that operate on batteries.

Who uses wireless?

Wireless technology has become so popular in recent years that almost everyone is using it, at home and in the
office.

Home
* Gives everyone at home broadband access
* Surf the web, check email, get instant messages, etc.
* Gets rid of the cables around the house
» Simple and easy to use

Small Office and Home Office (SOHO)
* Stay on top of everything at home as you would at the office
* Remotely access your office network from home
» Share an Internet connection and printer with multiple computers
* No need to dedicate office space
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Where is wireless used?

Wireless technology is quickly expanding beyond home and office use. The freedom of mobility it offers is becoming
so popular that more and more public facilities are now providing wireless access to attract people. Public places that
offer wireless access is usually called a “hotspot”.

Using a D-Link Cardbus Adapter with your laptop, you can access the hotspot to connect to Internet from remote
locations like airports, hotels, coffee shops, libraries, restaurants, and convention centers.

A wireless network is relatively easy to setup, but if you're installing it for the first time it could be quite a task not

knowing where to start. That's why we’ve put together a few setup steps and tips to help you through the process of
setting up a wireless network.

Tips

Here are a few things to keep in mind, when you install a wireless network.

Centralize your Access Point

Make sure you place the router/access point in a central location within your network for the best performance. Try to
place the router/access point as high as possible in the room, so the signal gets dispersed throughout your home. If

you have a two-story home, you may need a repeater to boost the signal and extend the range.

Eliminate Interference

Place home appliances such as cordless telephones, microwaves, and televisions as far away as possible from the
router/access point. This will significantly reduce any interference that the appliances might cause if operating on the
same frequency.
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Security

Don’t let your next-door neighbors or unwanted intruders connect to your wireless network. Secure your wireless
network by turning on the WEP or WPA security feature on the access point. Refer to the section “Wireless Security”
in this manual for detailed information on how to set it up.

Wireless Modes

There are basically two modes of networking:

e Infrastructure — All wireless clients will connect to an access point or wireless router.

e Ad-Hoc — Directly connecting to another computer, for peer-to-peer communication, using wireless
network adapters on each computer.

An Infrastructure network contains an AP or a wireless router. All the wireless devices, or clients, will connect to the
wireless router or the AP.

An Ad-Hoc network contains only clients, such as laptops with wireless cardbus adapters. All the adapters must be in
Ad-Hoc mode to communicate.
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Networking Basics

Check your IP address

After you install your network adapter, by default, the TCP/IP settings should be set to obtain an IP address from a
DHCP server (i.e. wireless router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type emd and click OK.

At the prompt, type ipconfig and press Enter. = C:\WINDOWS\system32\cmd.exe

Microsoft Windows XP [Uersion 5.1.26881]
(C>» GCopyright 1985-28P1 Microsoft Corp.

This will display the IP address, subnet mask, and
the defaUIt gateway Of your adapter. C:sDocuments and Settingsiipconfig

Mindows IP Configuration

Ethernet adapter Local Area Connection:

If the address is 0.0.0.0, check your adapter A e .

. . . . . onnection—specliric u 1x - = in

installation, security settings, and the settings (P Address. ..o - - LT
. Default Gateway 1 18.5.7.1

on your router. Some firewall software programs

may block a DHCP request on newly installed

adapters.

C:“Documents and Settings>_

If you are connecting to a wireless network at a
hotspot in a hotel, coffee shop, airport, or another public place, please contact an employee or administrator to verify
their wireless network settings.
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Statically Assign an IP address

If you are not using a DHCP capable gateway/router, or you need to assign a static IP address, please follow the steps
below:

Step 1
Windows® XP - Click on Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click My Network Places > Properties.

Step 2
Right-click on the Local Area Connection which represents your network adapter and select Properties.

Step 3
Highlight Internet Protocol (TCP/IP) and click Properties.

Step 4
Click Use the following IP address and enter an IP address that is on the same subnet as your network or the LAN
IP address on your router.

Internet Protacal (TOP/P) Properties Ei x|

Example: If the router’s LAN IP address is 192.168.0.1, make your IP address | jesps s s s o ravos oot
192.168.0.X where X is a number between 2 and 99. Make sure that the number

the mrregmare IF ity

Db 0 P sdde suliimatc ol

you choose is not in use on the network. Set Default Gateway the same as the LAN D s oo P st
IP address of your router (192.168.0.1). P G
Dl gatevsy % R0 1
Set Primary DNS the same as the LAN IP address of your router (192.168.0.1). The
Secondary DNS is not needed or you may enter a DNS server from your ISP. Bk p s |
Step 5 R
Click OK twice to save your settings. L et ]
T |
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Technical Specifications

NETWORK STANDARDS

- 802.11n wireless LAN

- 802.11g wireless LAN

- 802.11b wireless LAN

- 802.3/802.3u 10BASE-T/100BASE-TX Ethernet
- ANSI/IEEE 802.3 NWay auto-negotiation

DEVICE INTERFACES
- 802.11n wireless LAN
- One 10/100BASE-TX Ethernet LAN port

OPERATING FREQUENCY
2.4 t0 2.4835 GHz

OPERATING CHANNELS
- FCC: 11
-ETSI: 13

RADIO & MODULATION SCHEMES
DQPSK, DBPSK, CCK, OFDM

OPERATION MODES
- Access Point

- Repeater

- Wireless Client

- Bridge

- Bridge with AP

- WISP Client Router
- WISP Repeater

ANTENNA
Two 2dBi Gain detachable omni-directional antennas with RP-SMA
connector

SECURITY

- 64/128-bit WEP data encryption
- WPA-PSK, WPA2-PSK

- WPA-EAP, WPA2-EAP

- TKIP, AES

- MAC address filtering

- SSID broadcast disable function

QUALITY OF SERVICE (QoS)
Wi-Fi Multimedia (WMM)

DEVICE MANAGEMENT
- Web-based management through Internet Explorer v.6 or later,
Netscape Navigator v.6 or later or other Java-enabled browser

Diagnostic LED
- Power

- WLAN

- LAN

POWER INPUT
5VDC 1.2A
External power adapter
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DIMENSIONS
144 (W) x 109 (D) x 30 (H) mm (5.67 x 4.29 x 1.18 inches)

WEIGHT
229grams

OPERATING TEMPERATURE
0°C to 55° C (32°F to 131° F)

STORAGE TEMPERATURE
-10°C to 70°C (14°F to 158°F)

OPERATING HUMIDITY
10% to 90% non-condensing

STORAGE HUMIDITY
5% to 95% non-condensing

Actual data throughput will vary. Network conditions and environmental factors, including volume of network traffic, building materials and construction, and
network overhead lower actual data throughput rate.
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Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited Warranty:

* Only to the person or entity that originally purchased the product from D-Link or its authorized reseller or distributor.
* Only for products purchased and delivered within the fifty states of the United States, the District of Columbia, U.S. Possessions
or Protectorates, U.S. Military Installations, or addresses with an APO or FPO.

Limited Warranty:

D-Link warrants that the hardware portion of the D-Link product described below (“Hardware”) will be free from material defects in
workmanship and materials under normal use from the date of original retail purchase of the product, for the period set forth below
(“Warranty Period”), except as otherwise stated herein.

* Hardware (excluding power supplies and fans): One (1) year
* Power supplies and fans: One (1) year
* Spare parts and spare kits: Ninety (90) days

The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under this Limited Warranty will be, at
D-Link’s option, to repair or replace the defective Hardware during the Warranty Period at no charge to the original owner or to refund the
actual purchase price paid. Any repair or replacement will be rendered by D-Link at an Authorized D-Link Service Office. The replacement
hardware need not be new or have an identical make, model or part. D-Link may, at its option, replace the defective Hardware or any part
thereof with any reconditioned product that D-Link reasonably determines is substantially equivalent (or superior) in all material respects
to the defective Hardware. Repaired or replacement hardware will be warranted for the remainder of the original Warranty Period or ninety
(90) days, whichever is longer, and is subject to the same limitations and exclusions. If a material defect is incapable of correction, or if
D-Link determines that it is not practical to repair or replace the defective Hardware, the actual price paid by the original purchaser for
the defective Hardware will be refunded by D-Link upon return to D-Link of the defective Hardware. All Hardware or part thereof that is
0
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Limited Software Warranty:

D-Link warrants that the software portion of the product (“Software”) will substantially conform to D-Link’s then current functional specifications
for the Software, as set forth in the applicable documentation, from the date of original retail purchase of the Software for a period of ninety
(90) days (“Software Warranty Period”), provided that the Software is properly installed on approved hardware and operated as contemplated
in its documentation. D-Link further warrants that, during the Software Warranty Period, the magnetic media on which D-Link delivers the
Software will be free of physical defects. The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under
this Limited Warranty will be, at D-Link’s option, to replace the non-conforming Software (or defective media) with software that substantially
conforms to D-Link’s functional specifications for the Software or to refund the portion of the actual purchase price paid that is attributable
to the Software. Except as otherwise agreed by DLink in writing, the replacement Software is provided only to the original licensee, and
is subject to the terms and conditions of the license granted by D-Link for the Software. Replacement Software will be warranted for the
remainder of the original Warranty Period and is subject to the same limitations and exclusions. If a material non-conformance is incapable
of correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-conforming Software, the price paid by
the original licensee for the non-conforming Software will be refunded by D-Link; provided that the non-conforming Software (and all copies
thereol

Non-Applicability of Warranty:

The Limited Warranty provided hereunder for Hardware and Software portions of D-Link’s products will not be applied to and does not cover
any refurbished product and any product purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the
sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case, the product is being sold
“As-1s” without any warranty whatsoever including, without limitation, the Limited Warranty as described herein, notwithstanding anything
stated herein to the contrary.

Submitting A Claim:
The customer shall return the product to the original purchase point based on its return policy. In case the return policy period has expired
and the product is within warranty, the customer shall submit a claim to D-Link as outlined below:

* The customer must submit with the product as part of the claim a written description of the Hardware defect or Software
nonconformance in sufficient detail to allow DLink to confirm the same, along with proof of purchase of the product (such

as a copy of the dated purchase invoice for the product) if the product is not registered.

* The customer must obtain a Case ID Number from D-Link Technical Support at 1-877-453-5465, who will attempt to assist
the customer in resolving any suspected defects with the product. If the product is considered defective, the customer must
obtain a Return Material Authorization (“RMA”) number by completing the RMA form and entering the assigned Case ID
Number at https://rma.dlink.com/.
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* After an RMA number is issued, the defective product must be packaged securely in the original or other suitable shipping
package to ensure that it will not be damaged in transit, and the RMA number must be prominently marked on the outside
of the package. Do not include any manuals or accessories in the shipping package. DLink will only replace the defective
portion of the product and will not ship back any accessories.

* The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery (“COD”) is allowed. Products
sent COD will either be rejected by D-Link or become the property of D-Link. Products shall be fully insured by the customer
and shipped to D-Link Systems, Inc., 17595 Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held responsible
for any packages that are lost in transit to D-Link. The repaired or replaced packages will be shipped to the customer via
UPS Ground or any common carrier selected by D-Link. Return shipping charges shall be prepaid by D-Link if you use an
address in the United States, otherwise we will ship the product to you freight collect. Expedited shipping is available upon
request and provided shipping charges are prepaid by the customer. D-Link may reject or return any product that is not
packaged and shipped in strict compliance with the foregoing requirements, or for which an RMA number is not visible from
the outside of the package. The product owner agrees to pay D-Link’s reasonable handling and return shipping charges
for any product that is not packaged and shipped in accordance with the foregoing requirements, or that is determined by
D-Link not to be defective or non-conforming.

What Is Not Covered:

The Limited Warranty provided herein by D-Link does not cover:

Products that, in D-Link’s judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse, faulty
installation, lack of reasonable care, repair or service in any way that is not contemplated in the documentation for the product, or if the
model or serial number has been altered, tampered with, defaced or removed; Initial installation, installation and removal of the product for
repair, and shipping costs; Operational adjustments covered in the operating manual for the product, and normal maintenance; Damage
that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage; Any hardware, software, firmware or other
products or services provided by anyone other than D-Link; and Products that have been purchased from inventory clearance or liquidation
sales or othel

While necessary maintenance or repairs on your Product can be performed by any company, we recommend that you use only an Authorized
D-Link Service Office. Improper or incorrectly performed maintenance or repair voids this Limited Warranty.

Disclaimer of Other Warranties:

EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY
OF ANY KIND WHATSOEVER INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A
PARTICULAR PURPOSE AND NONINFRINGEMENT.
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IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE DURATION OF
SUCH IMPLIED WARRANTY SHALL BE LIMITED TO THE DURATION OF THE APPLICABLE WARRANTY PERIOD SET FORTH
ABOVE. EXCEPT AS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED HEREIN, THE ENTIRE RISK AS TO
THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability:

TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY CONTRACT, NEGLIGENCE, STRICT
LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR
DAMAGES OF ANY CHARACTER, WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT
LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER FAILURE OR
MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-LINK'S PRODUCT IS CONNECTED
WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT RETURNED TO
D-LINK FOR WARRANTY SERVICE) RESULTING FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR
ARISING OUT OF ANY BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF THE FOREGOING LIMITED WARRANTY IS REPAIR, REPLACEMENT OR
REFUND OF THE DEFECTIVE OR NONCONFORMING PRODUCT. THE MAXIMUM LIABILITY OF D-LINK UNDER THIS WARRANTY
IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN
WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS,
IMPLIED OR STATUTORY.

Governing Law:

This Limited Warranty shall be governed by the laws of the State of California. Some states do not allow exclusion or limitation of incidental
or consequential damages, or limitations on how long an implied warranty lasts, so the foregoing limitations and exclusions may not apply.
This Limited Warranty provides specific legal rights and you may also have other rights which vary from state to state.

Trademarks:
D-Link is a registered trademark of D-Link Corporation/D-Link Systems, Inc. Other trademarks or registered trademarks are the property
of their respective owners.

Copyright Statement:

No part of this publication or documentation accompanying this product may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as stipulated
by the United States Copyright Act of 1976 and any amendments thereto. Contents are subject to change without prior notice.

Copyright ©2009 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.
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CE Mark Warning:
This is a Class B product. In a domestic environment, this product may cause radio interference, in which case the user may be required
to take adequate measures.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules.
These limits are designed to provide reasonable protection against harmful interference in a residential installation. This equipment
generates, uses and can radiate radio frequency energy and, if not installed and used in accordance with the instructions, may cause
harmful interference to radio communications. However, there is no guarantee that interference will not occur in a particular installation.
If this equipment does cause harmful interference to radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void the user’s authority
to operate this equipment.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to channels 1 through 11.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed
and operated with minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

The availability of some specific channels and/or operational frequency bands are country dependent and are firmware programmed at
the factory to match the intended destination. The firmware setting is not accessible by the end user.
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Industry Canada Statement

This device complies with RSS-210 of the Industry Canada Rules. Operation is subject to the following two conditions:
1) this device may not cause interference and

2) this device must accept any interference, including interference that may cause undesired operation of the device

This device has been designed to operate with an antenna having a maximum gain of 2dBi..
Antenna having a higher gain is strictly prohibited per regulations of Industry Canada. The required antenna
impedance is 50 ohms.

To reduce potential radio interference to other users, the antenna type and its gain should be so chosen that the EIRP is not more than
required for successful communication.

IMPORTANT NOTE:

Radiation Exposure Statement:

This equipment complies with Canada radiation exposure limits set forth for an uncontrolled environment. This equipment should be
installed and operated with minimum distance 20cm between the radiator & your body.

The availability of some specific channels and/or operational frequency bands are country dependent and are firmware programmed at
the factory to match the intended destination. The firmware setting is not accessible by the end user.

For detailed warranty information applicable to products purchased outside the United States, please contact the corresponding local
D-Link office.
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