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FCC Warning

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses, and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communication. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or

more of the following measures:

Reorient or relocate the receiving antenna.
Increase the separation between the equipment and receiver.
Connect the equipment into an outlet on a circuit different from that to which

Consult the dealer or an experienced radio/TV technician for help. the receiver is
connected.

FCC Caution: Any changes or modifications not expressly approved by the party responsible
for compliance could void the user’s authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must

accept any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with a minimum distance of
about eight inches (20cm) between the radiator and your body.

This transmitter must not be co-located or operated in conjunction with any other antenna or
transmitter. IEEE802.11b or 802.11g operation of this product in the USA is

firmware-limited to channels 1 through 11.

Notice

Changes or modifications to the equipment, which are not approved by the party responsible for

compliance could affect the user's authority to operate the equipment. Company has an on-going policy
of upgrading its products and it may be possible that information in this document is not up-to-date.

Please check with your local distributors for the latest information.
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1. Introduction
This Wireless Broadband Router is a draft 802.11n compliant device that provide faster and

farther range than 802.11g while backward compatible with 802.11g and 802.11b devices.
This Router uses advanced broadband router chipset and wireless LAN chipset solution let
you enjoy high-speed Wired and Wireless connection. Simply connect this device to a Cable or

DSL modem and then you can share your high-speed Internet access with multiple PCs at

your home. It creates a secure Wired and Wireless network for you to share photos, files,

video, music, printer and network storage. This device also supports the latest wireless

security features such as WEP, WPA, WPA2 and WPS to prevent from unauthorized access.

Desktop PC With Ethernet

1.1 Features
Compliant with IEEE 802.11n draft 2.0 standard
Backward compatible with IEEE 802.11b/g
Supports NAT, NAPT, DHCP Server/Client
Supports VPN pass through - IPSec, PPTP, L2TP
Supports Virtual Server / Port Trigger
Supports Virtual DMZ Host, DNS Proxy, DDNS, UPnP
Supports 64/128-bit WEP Data Encryption
Supports WPA / WPA2 / WPS / 802.1x Authentication
Supports WDS (Wireless Distribution System) mode
Supports Quality of Service (QoS) - WMM
Supports MAC Filter, Client Filter, URL/IP Filter
Supports Hacker Pattern Detection
Supports Auto-crossover (MDI/MID-X) function
Supports software upgrade through Web

Friendly web-based GUI Configuration and Management




1.2 Package Contents
One Wireless AP Router with 1 antennas
One External Power Adapter
One CD-ROM (user’s manual)
One RJ-45 Ethernet Cable

1.3 System Requirements

Computers with an installed Ethernet adapter.

Valid Internet Access account and Ethernet based DSL or Cable modem.
10/100Base-T Ethernet cable with RJ-45 connector.

TCP/IP protocol must be installed on all PCs.

System with MS Internet Explorer ver. 5.0 or later, or Netscape Navigator ver. 4.7 or

later.

1.4 LEDs Indication & Connectors of Wireless Router
Front Panel LEDs Indication

WLAN ——LAN—
LMACT  wan 4 3 2 1

[ 00000

Light Status Description

On Wireless Router is powered on.

Off Wireless Router is powered off.

Status On Wireless Router is hung.

Blinking Wireless Router is up and ready.

On LAN port is successfully connected.

Blinking Data is being sent or received.

On WAN port is successfully connected

Blinking Data is being sent or received.

WLAN Slow Blinking WLAN is successfully connected.

LINK/ACT Blinking Data is being sent or received.




Back Panel Connectors

T o 6

Resst = wPS

Button/Port

Description

Reset

Reset configurations to default. You would use the reset button only when
a program error has caused your 11n AP router to hang. Press the button

and hold for 10 seconds.

Click WPS button about 2-3 seconds while you are connecting a PC of
wireless adapter with WPS function (you must enable WPS' PBC

function).

LAN
(1x, 2x, 3x, 4x)

Ethernet RJ-45 connector, connect to PC with a RJ-45 Ethernet cable.

WAN

Ethernet RJ-45 connector, connect to WAN access device, such as the

Cable modem or ADSL modem.

Power connector, connect to the power adapter packaged with the AP

router.

1.5 Installation Instruction
1) Power off 802.11n AP Router and DSL/Cable modem.
2) Connect computer to the LAN port on the Wireless Router with Ethernet cable.
3) Connect the DSL or Cable modem to the WAN port on the Wireless Router with

Ethernet cable.

4) Power on DSL or Cable modem first, then connect power adapter to the power jack

on the rear panel of Wireless Router and plug the power cable into an outlet.
Check LEDs.

a) Once power on Wireless Router, Power LED should be on.

b) LAN LED should be on for each active LAN connection.

c¢) The WAN LED should be on when the DSL or cable modem is connected.

Warning: Only use the power adapter is provided from this package, use other power adapter

may cause hardware damage




2. PC Configuration

To communicate and configure 802.11n AP router, the PC on your LAN must install TCP/IP
protocol. Make sure the TCP/IP protocol of the PC is configured for Obtain IP address from
DHCP and is connected to LAN (Ethernet) port of the AP router. In doing so, the PC obtains an
IP address of 192.168.1.1 from 802.11n AP router.

The 802.11n AP router assumes an IP address of 192.168.1.1 without network connectivity.
This IP address is used for communicating with the 802.11n AP router via the web Ul or Telnet,
with the PC connected to the LAN port.

The 802.11n AP router assumes a DHCP IP address on the WAN side if connected to the
network. In this case user can communicate with the same IP address 192.168.1.1 with PC
connected to the LAN port. PC in the network can communicate with the DHCP IP address

allocated to 802.11n router.

2.1 TCP/IP Networking Setup
Checking TCP/IP Settings for Windows 9x/Me

a) Select “Start > Control Panel > Network”, the window below will appear,

Hetwork |

Canfiguratian | Identifin:atin:nnl hocess En:nntrn:nll

The following nebwork. components are inztalled:

Client for Microsaft Mebworks

Micrazaft Family Lagan

S Dial-Up Adapter

85 5i5 900-B azed PCI Fast Ethernet Adapher
- TCPAP -» DiaHJp Adapter

Add...

Prirmary Metwark, Logon:
Microzaft Family Logaon j

File and Frint Sharina... |

Description

TCRAP iz the protocol you use bo connect ta the [nternet and
wide-area netwarks.

x|




b) Click “Properties”, the window below will appear and then click “IP Address” tab,

TCP/IP Properties

——

If you decide to use DHCP, select “Obtain an IP address automatically”, then
click “OK” to confirm your settings. Once you restart your system, Wireless
Router will obtain an IP address for this system.

If you decide to use fixed IP address for your system, select “Specify an IP

address”, and make sure that IP Address and Subnet Mask are correct.

c) Select “Gateway” tab and enter correct gateway address in “New gateway” field, then
click “Add”,

TCFP/IP Froperhies




d) Select “DNS Configuration” tab and make sure select “Enable DNS”, enter the DNS
address provides from your ISP in the “DNS Server Search Order” field, then click “Add”,

TCF/IP Properties

Checking TCI/IP Setting for Windows NT4.0

a) Select “Control Panel > Network”, window below will appear, click “Protocols” tab then

select “TCP/IP protocol”,

W MetBEUI Protocel
W HwiLink IPASPY Compatible Transpor
W Hwlink NetDI05

e i1 =%




b) Click “Properties”, window below will appear.

Microsoft TCP/IP Properties

PCI Fast Etkernet Adapter -

|phiaie e f=i s
ST el sk

ErEuEEE

Select the network card on your system from “Adapter” field.
If you decide to use IP address from Wireless Router, select “Obtain an IP

address from a DHCP server”.

If you decide to use the IP address you are desired, select “Specify an IP

address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

c) To enter DNS address is provided from your ISP. Select “DNS” tab, click “Add” under
“DNS Service Search Order” list, then enter DNS Server IP address in “TCP/IP DNS

Server” window and click “Add”.




Miciosolt TLFAIF Properbies
IPaddiss DNS | wiNG Sddress | DHOP Relay | Routivg |

Dromair M ame 5 weiem (DNE]

Hoat Mame:

— 05 Servca Search Ondar

IHESEE I

TCP/IP DNS Server

DS Sarver g I Lot
| . . Cencel | et b

lTl Cancel | Apcly

Checking TCP/IP Settings for Windows 2000
a) Select “Start > Control Panel > Network and Dial-up Connection” and right click

“Local Area Connection” then click “Properties”,

Local Area Connecktion Properkties 2 x|

General |

Connect uzsing:

I B 5iS 900-Baszed PCI Fast Ethernet Adapter

Components checked are uzed by thiz connection:

Client for Microzaft Metwork s
File and Frinter Sharing for Microsoft Metworks
E|nternet Pratocal [TCPAP)

Inztall... Uririztall Properties

— Dezcription

Tranzmizzion Control Protocol/internet Protocal. The default
wide area network, protocol that provides cormmunication
acrozs diverse interconnected network s,

[ Show icon in taskbar when connected

Cancel




b) Select the “Internet Protocol (TCP/IP)” for the network card on your system, then click
“Properties”, window below will appear.
Internet Protocol {TCP/IP) Properties

General

Y'ou can get [P zettings azsigned automatically if pour nebwork supports
thiz capability. Otherwize, you need to ask your netwark. administrator for
the appropriate P settings.

% Obtain an IF address automatically
" Uze the following IP address:

P address: I

Subnet mazk; I

[Default ateray; I

% Obtain DMS server address autamatically

" Use the following DMS server addresses;

Ereferned DS zemver I

Alternate DS semvern I

Advanced... |
(] I Cancel |

If you decide to use IP address from Wireless Router, select “Obtain an IP
address automatically”.

If you decide to use the IP address you are desired, select “Use the following
IP address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

If the DNS Server fields are empty, select “Use the following DNS server
addresses” and enter the DNS address is provided by your ISP, then click
“OK”.

Checking TCP/IP Settings for Windows XP
a) Click “Start”, select “Control Panel - Network Connection” and right click “Local Area

Connection” then select “Properties”, window below will appear.




-+ Local Area Connection Properties

General | Authentication | Advanced

Connect uzsing:

BE& 55 900-Based PCI Fast Ethernet Adapter

Thiz connection uses the following items:

g Client for Microsoft Metwark s
.@ File and Printer Sharing for Microzaft Nebwarks
gDDS Packet Scheduler

|mternet Pr

Install... Uringtall

Dezcription

Transmizzion Control Protocal/lnternet Protocol. The default
wide area network, protocol that provides communication
acrozz diverse interconnected networks.

[] 5how icon in notification area when connected

(1] 4 ] [ Cancel

b) Select “Internet Protocol (TCP/IP)” then click “Properties”, window below will appear.

Internet Protocol (TCP/IP) Properties

General | Alternate Eu:unfiguratinn|

You can get |P gettings assigned automatically if pour network, supports
thiz capability. Othenwize, you need to ask pour network, administratar for
the appropriate P zettings.

(®ilbtain an IP addrezs automaticall
(7 Uge the fallawing IF addiess:

|F addre=ss:

Subnet maszk;

Defaulk gateway:

() Obtain DMS server address automatically
(T Use the following DMS server addresses:
Preferred DMS zerver: |

Alternate DMS zerver: |

Ok J[ Caticel ]




If you decide to use IP address from Wireless Router, select “Obtain an IP
address automatically”.

If you decide to use the IP address you are desired, select “Use the following
IP address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

If the DNS Server fields are empty, select “Use the following DNS server
addresses” and enter the DNS address is provided by your ISP, then click
“OK”.

Checking TCP/IP Settings for Windows Vista
a) Click “Start” - “Control Panel > “Manage Network Connections” and right click
“Local Area Connection” then select “Properties”, window below will appear.

onnection 2 Properties

Metworking | Sharing

Connect using:
‘ i-l;? Realtel: RTLE139/810x Famity Fast Bthemet NIC

This connection uses the following tems:

& Client for Microsoft Networks
o=} 105 Packet Scheduler
g File and Prirter Sharing for Microsoft Metworks
i Intemet Protocol Version & (TCP/IPVE)

Intemet Protocol Version 4 (TCP/1Pvd)
i Link-Layer Topology Discoveny Mapper 170 Driver
& Link-Layer Topology Discovery Responder

Install... ] i Uriinstall i [ Properties
Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

b) Select “Internet Protocol (TCP/IP)” then click “Properties”, window below will appear.




col Version 4 (TCP/IPv4] Prop:

General | Alternate Configuration |

‘fou can get IP settings assigned automatically if your network supports
this capahility. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

@) Dbtain an IP address automaticallyi
{7} Use the following IP address:

IP address:

Subnet rmask:

Default gateway:

(@) Obtain DNS server address automatically

{71 Use the following DMNS server addresses:

Preferred DNS server:

alternate DS server;

If you decide to use IP address from Wireless Router, select “Obtain an IP
address automatically”.

If you decide to use the IP address you are desired, select “Use the following
IP address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

If the DNS Server fields are empty, select “Use the following DNS server
addresses” and enter the DNS address is provided by your ISP, then click
“OK”.

Checking TCP/IP Settings for Windows 7
a) Click “Start” = “Control Panel* > Double-click Network and Sharing Center icon >
Select “Local Area Connection #°. (Local network your ADSL hooked up with) = Select

“Properties” > Select “Internet Protocol Version 4 (TCP/IPv4)“ then click “Properties”




[H] Local Area Connection 2 Properties

Networking | Sharing

Connect using:

| ¥ Reakek USE Remote NDIS Device

This connection uses the following tems:
% Cligrt for Microsoft Networks
Bl 0105 Packet Scheduler

.Q File and Printer Sharing for Microsoft Metwaorks
- [ntemet Protocol Version 6 (TCP/IPvE
Imtemet Protocol Version 4 (TCP/1Pwd)

apper /0 Driver
i Link-Layer Topology Discovery Responder

nstall.. | |

Description

Uninstall | n Properties

Transmission Control Protocol /Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks .

J[ Concel |

Confiqure IP address Automatically:

b) Select “Obtain an IP address automatically” and “Obtain DNS server address
automatically” Click “OK” to finish the configuration.

.
Internet Protocol Version 4 (TCP/IPvd) Properties [ 2 |
[ e le—

General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports

this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

{71 Uge the following IP address:
IP address:

Subnet mask:

Default gakeway:

I (@ Obtain DNS server address automah'mllx I

(71 Use the following DMS server addresses:

Preferred DNS server;

alkernate DNS server;

[ validate settings upon exit




Configure IP Address Manually:

c) Select “Use the following IP address” and “Use the following DNS server addresses”.
r-]nternet Protocol Version 4 (TCP/IPv4) Properties @u
General

You can get IP settings assigned automatically if your netwark supports
this capahility. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(") Obtain an IP address automatically
@ Use the following IF address: |

IP address: 192 .

Subnet mask: 255 ,

Default gateway: 192 .

Obtain DNS server address automatically

I (@) Use the following DMS server addresses:

Preferred ONS server: 195 .68 . 1 .

Alternate DMS server:

[T validate settings upon exit

ok || cencel |

IP address: Fill in IP address 192.168.1.x (x is @ number between 2 to 254).
Subnet mask: Default value is 255.255.255.0.

Default gateway: Default value is 192.168.1.1.

Preferred DNS server: Fill in preferred DNS server IP address.

Alternate DNS server: Fill in alternate DNS server IP address.

If you decide to use IP address from Wireless Router, select “Obtain an IP address
automatically”.

If you decide to use the IP address you are desired, select “Use the following IP
address”. Make sure enter correct addresses in “IP Address” and “Subnet Mask”
fields.

You must set Wireless Router’s IP address as “Default Gateway”.

If the DNS Server fields are empty, select “Use the following DNS server addresses”

and enter the DNS address is provided by your ISP, then click “OK”.
You can use ping command under DOS prompt to check if you have setup TCP/IP protocol

correctly and if your computer has successfully connected to this router.

1) Type ping 192.168.1.1 under DOS prompt and the following messages will appear:

18




B8 Command Prompt = | B S

Microsoft Windows [Uersion 6.1.7168@1
Copyright (c) 28A? Hicrosoft Corporation. A1l rights reserved.

C-“Uszers~GIGA *ping 192.168.1.1

Pinging 192.168.1_1 with 32 bytes of data:

Heply from 192.168.1.1: bytez=32 time=1msz TTL=64
Reply from 192.168_1.1: hytes=32 time=1imz TTL=64
Heply from 192.168_1.1: bytez=32 time=1mz TTL=64
HReply from 192.168_1.1: bytez=32 time=1msz TTL=64

Fing statistics for 192_168.1_1:

Packets: Sent = 4, Received = 4. Lost = 8 (8% loss).
Approximate round trip times in milli-—seconds:

Minimum = 1ms, Maxinmum = 1ms, Average = 1ns

C:sUsers~GIGA> _

If the communication link between your computer and router is not setup correctly, after you
type ping 192.168.1.1 under DOS prompt following messages will appear:

Pinging 192.168.1.1 with 32 bytes of data:

Request timed out.

Request timed out.

Request timed out.

This failure might be caused by cable issue or something wrong in configuration procedure.

3. Configure Wireless Router via Web Based Utility

The Wireless Router implements a Web server allowing user configure this device via the web
based Utility. This Ultility provides comprehensive system management scheme, including

system configuration, performance monitoring, system maintenance and administration.

3.1 Access Web Based Configuration Utility
To access the Web-Based Configuration Utility, you have to launch your Internet Browser. (MS

IE 6.0 or later, Netscape Navigator 4.7 or later).

Step1: Enter Wireless Router’s default IP address as http://192.168.1.1 in the Address field

then press Enter.

& Home Page - Windows Internet Explorer | = | =] 23 |
() | &) mipyns2iesay ~[ 49 | x ||| £ tive search P -
¢ Favorites | 515 @& Suggested Sites » @] Web Slice Gallery
i) Connecting... i v B v = d= v Pagev Safetyr Tools~ @~

1%



Step2: Login dialog box will appear, enter admin as Administrator Name and 1234 as default

Administrator Password, and then click “OK” to access Configuration Utility.

Windows Security u

The server 192168.1.1 at Web5Server requires a username and password.

Warning: This server is requesting that your username and password be
zent in an insecure manner (basic authentication without a secure
connection).

[ admin

[eees

Remernber my credentials

Step3: After log in, you can see the Main menu as below.

g Wireless Router WebServer - Windows Internet Explorer

O o htt:,.-"_.-"192.158.1.1,.-"home.as v | G| 44 &% Live Search

74 Favorites | 95 8 Suggested Sites * @] Web Slice Gallery »

IgWirelﬂsROMelWebSewer ]_l @ - > 3 @ v Page~ GSafety~ Tools~ @v

lopen all | close all Access Point Status

a Wireless 11N Router Let's take a look atthe status of Wireless 11N Router.

] Operation Mode

| ) Quick start System Info
9 Internet Seftings SDK Version 3.3.0.0 (Oct 29 2009)

2] Wireless Settings |S].rstem Up Time |3 mins, 46 secs

3 Firewall System Platform RT3052 embedded switch
{_] Administration

Operation Mode Gateway Mode
|connected Type |DHCP

WAN IP Address

Subnet Mask

|Default Gateway

Primary Domain Mame Server

Secondary Domain Mame Server

|maC Address |00:0C:43:30:52:89
Local IP Address 192.168.11

Local Metmask 2552552550
|maC Address |00:0C:43:30:52:88

€ Internet | Protected Mode: On




3.2 Operation Mode

In this option, you can configure the operation mode which suitable for your environment. The
default setting is Gateway. There have three modes is provided:

-- Gateway: The first Ethernet port is treated as WAN port. The other Ethernet ports and the

wireless interface are bridge together and are treated as LAN ports.

)
g Wireless Router WebServer - Windows Internet Explorer - [Working Offling] =[ul=] 23

O U= [l /016811 memesy MEIRIEY

i Favorites | = @ Suggested Sites v @& Web Slice Gallery ~

JgWileIRou‘lerWehSewel - v [ = v Pagev Safety~ Toolsv (@~
Operation Mode Configuration

open all | close all

Wireless 11N Router You may configure the operation mode suitable for you environment.

[ Quick start
{_] Internet Settings
{_] Wireless Settings

Gateway:
The first ethernet portis treated as WAN port. The other ethernet ports and the wireless

| F're"‘_'a_” ) interface are bridged tagether and are treated as LAN ports.
t' Administration

MNAT Enabled Enable «

Apply ] [ Cancel

€D Internet | Protected Mode: On

3.3 Quick Start
Quick Start will help you setup Wireless 11n Router quickly. There have five types of WAN
Connections: Static (Fixed IP), DHCP (Auto Config), PPPoE (ADSL), PPTP, and L2TP.

g Wireless Router WebServer - Windows Internet Explorer
il

OO s [¢] v missisneneos OOH
7l Faverites | 9 @ Suggested Sites » @] Web Slice Gallery v
J@Wilelﬁs Router WebServer 1 v [ gm w Pagev Safetyv Toolsw (@~

Quick Start

lopen all | close all

Quick Start will help you setup Wireless 11N Router quickly.

a Wireless 11N Router

Operation Mode
h

{7 Internet Settings
G Wireless Settings WAN Connection Type:

{7 Firewall Use static ip address to access Network your ISP will

"f:I Administration provide a static ip address.

) DHCP (Auto config) Automic get an ip address from your ISP.

© PPPOE (ADSL) }I:‘gng is an commaon connection type used for

Layer 2 Tunneling Protocol can support multi-
protocol Virtual Privat Networks(VPN).

PPP Tunneling Protocol can support multi-protocol
© ppP Virtual Private Network(VPN).

0 Internet | Protected Mode: On *fﬂ v H100% - .

© L2TP

217




3.4 Internet Settings

The Internet Settings contains the following sections:

© WAN ©LAN ©DHCP Clients

© VPN Passthrough ©DNS ©Advanced Routing

3.41 WAN
The WAN port is the connection of the 802.11n AP Router module to existing broadband
device such as Cable modem or ADSL CPE. Click WAN on Internet Setting, below screen will

prompt for WAN setting.

r—*-l b
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Wide Area Network (WAN) Settings

open all | close all

You may choose different connection type suitable for your environment. Besides, you may also

i Wireless 11N Rout i )
j [reless puter configure parameters according to the selected connection type.

-{) Operation Mode
-{) Quick start
||[—]-- Internet Settings

: m WAN Connection Type: STATIC (fixed IP) Y

[} DHCP Clients ———— address. Your senvice
-[) VPN Passthrough IP Address 0.000 provider gives a static IP
) oNs s address to access

) ‘Subnet Mask ‘ 255.255.255.0 Internet services.
{) Advanced Routing

t-{] Wireless Settings Default Gateway 0.0.0.0 o MAC address of WAN.
H-{_] Firewall Ifyou use Cable Modem
-] Administration Primary DNS Server 0.0.0.0 you mustinputit. You can
use the Clone MAC
Secondary DMNS Server Address button to copy
the MAC address ofthe

MTU ‘ 1500 576-1500 Ethernet Card installed by
‘ ¢ ) your ISP and replace the

MAC Clone WAN MAC address with
— this MAC address.
Enabled Disable -

I Apply I l Cancel l

€D Internet | Protected Mode: On

This AP Router supports 5 methods of obtaining the WAN IP Address:

-- Static IP (fixed IP): Use static IP address to access Network. Your ISP will provide a static
IP address.

-- DHCP (Auto Config): Automatic gets IP address from your ISP.

-- PPPoE (ADSL): PPPoE is an common connection type used for xDSL.

-- PPTP: PPP Tunneling Protocol can support multi-protocol Virtual Private Network (VPN).

-- L2TP: Layer 2 Tunneling Protocol can support multi-protocol Virtual Private Networks (VPN)

3.4.2 LAN

You may enable/disable networking functions and configure the parameters as your need.
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Local Area Network (LAN) Settings
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 Wireless 11N Router You may enable/disable networking functions and configure their parameters as your wish.

-{_] Operation Mode
D Quick start

-3 Internet Settings CENESNN) » The router IP address to

0 wan P Address 19216811 LAN. The factory fault setting is
-0 192 168.1.1.You can change it
-[J DHCP Clients Subnat Mask [255.255.255.0 according to your

-] VPN Passthrough requirements.
#{] DNS WMAC Address 00:0C:43:30:52:88

. — e« TCP/P protocol setting
{1 Advanced Routing DHCF Type Server ~ include IP address, subnet
1] Wireless Settings ] — mask gateway and DNS
-] Firewall DHCP Domain Name | TTN_Router server. Itis notvery easy to

-~ L - s Config TCP/P protocol

-3 Administration Start IP Address 192 158.41. 100 correctly for all computers in
your Lan. Fortunately, the

End IP Address (192 1681, 250 DHCP server provide this
fuction.If you employ this
DHCP Subnet Mask || 255 255 255 () DHCP senver function you can
let it Config TCPAP protocol
Lease Time automatically.

MAC: e Internet Group
Statically Assigned Management Protocol (IGMP)
proxy can be usedto
implement multicast routing. It
woarks by IGMP frame
forwarding from ISP to
gateway client

.
Statically Assigned

Statically Assigned MAC: e UPNP (Universal Plug and
Play) allows automatic
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LLTD Disable - equipment attached to your
LAM. UPNP is supported by
IGMP Proxy Disable - Windows ME, XP, or later. It
_ provides compatibility with
UPNP Enable - netwarking equipment,
software and peripherals of
Apply ] ’ Cancel the over 400 vendors that
cooperate in the Plug and Play
farum.

Done 0 Internet | Protected Mode: On F3 v HI100% o

IP Address: The router IP address to LAN. The factory default setting is 192.168.1.1. You can
change it according to your requirements.

Subnet Mask: The LAN net-mask. Default: 255.255.255.0

DHCP Type: Select Disable to disable this Router to distribute IP address. Select Server to
enable this Router to distribute IP addresses (DHCP server). And the following field will be
activated for you to enter this starting IP address.

Start IP address: Specify the starting IP address of the IP address pool. Default Start IP:
192.168.1.100.

End IP address: Specify the ending IP address of the IP address pool. Default End IP:
192.168.1.250.

Lease Time: Specify the time duration for which the settings will be in effect. Default: 86400

seconds.




LLTD: Default: Disable.

IGMP Proxy (Internet Group Management Protocol): IGMP proxy can be used to implement
multicast routing. It works by IGMP frame forwarding from ISP to gateway client. Default:
Disable.

UPnP (Universal Plug and Play): UPuP is architecture for pervasive peer-to-peer network
connectivity of PCs and intelligent devices or appliances, particularly within the home. UPnP
builds on Internet standards and technologies, such as TCP/IP, HTTP, and XML, to enable
these devices automatically connect with one another and work together to make networking —
particularly home networking — possible for more people. UPnP allows automatic discovery
and configuration of equipment attached to your LAN, UPnP is support Windows Me, XP or
later. It provides compatibility with networking equipment, software and peripherals of the over

400 vendors that cooperate in the Play and Play forum. Default: Disable.

3.4.3 DHCP Clients

DHCP client computers connected to the device will have their information displayed in the
DHCP Client List table. The table will show the MAC Address, IP Address and Expired in of the

DHCP lease for each client computer.
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DHCP Client List

lopen all | close all

..-i Wireless 11N Router You could monitor DHCP clients here.
[ Operation Mode

-] Quick start

3. ; DHCP Clients e The

Hostname MAC Address IP Address Expires in list allows

; ACEAE A . youto see
GIGA-PC 00:0F-EA:G4:CE:ER 192.168.1.100 232906 which dlients

{] VPN Passthrough are
: connected to

the Router
vialP
H-{_] Wireless Settings address,
H-{~7] Firewall host name,

S it and MAC
2 ministration address.

& Internet | Protected Mode: On 3 v H100% v .

MAC Address: Shows the client MAC address information.
IP address: Shows the client IP address information.

Expires in: Shows the expired time of the client.




3.4.4 VPN Passthrough
VPN passthrough configurations including: L2TP, IPSec, and PPTP passthrough.
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VPN Passthrough
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VPN passthrought configurations including: L2TF, IPSec, and PPTF passthrough.

Q Wireless 11N Router
~{] Operation Mode
E

- Quick start

=-3 Internet Settings VPN Pass Through + L2TPis an extension to the Point-to-

= Point Protocol, which is an important
L2TP Passthrough | Enable = component for VPNs. VPNs allow users
| and telecommuters to connect to their
DHCP Clients IPSec Passthrough | Enable - corporate infranets or extranets

VPN Passthrough
_L_VEN Passthrough | PPTP Passthrough | Enable o IPSecis aframework for a set of

) Dns protocols for security at the network or
{1} Advanced Routing [ Apply ] [ Cancel packet processing layer of network

H-{_] Wireless Settings verification.

H-{_] Firewall

- Administration # PPTF is a protocol that allows
corporations to extend their own corporate

network through private “tunnels™ over the

publicInternet. Enable/Disable this protocol

verification.

& Internet | Protected Mode: On v HI0% v

L2TP Passthrough: L2TP is an extension to the Point-to-Point Protocol, which is an important
component for VPNs. VPNs allow users and telecommuters to connect to their corporate
intranets or extranets.

IPSec Passthrough: IPSec is a framework for a set of protocols for security at the network or
packet processing layer of network verification.

PPTP Passthrough: PPTP is a protocol that allows corporations to extend their own

corporate network through private “tunnels” over the public Internet. Enable/Disable this

protocol verification.




3.4.5 DNS
Domain Name Servers are used to map an IP address to search domain name, your ISP may

provide the IP address for one or more domain name servers.
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. ) Diomain Mame Servers are used to map an IP address to search domain name your isp may
a Wireless 11N Router ) )

) porvide the IP address for one or more domain name servers.
-{] Operation Mode

-{] Quick start
- a Internet Settings

DNS Settings + Domain Name Servers are used to
= —_— map an IP address to the equivalent
DMS Proxy Enable - domain name(e.g.www.china.com). Your

[} DHCP Clients ISP should provide the IP address for one

) VBN Passthrough Use Static DNS Disable = or more domain name servers.
Primary DNS Server | 0.0.0.0

Advanced Routing

H-{] Wireless Settings Secondary DMNS Server
t-{_] Firewall
£-{_]) Administration Apply ] [ Cancel

€ Internet | Protected Mode: On

DNS Proxy: Enable/Disable this Wireless Router DNS.
Use Static DNS: Specify the DNS server. Default is Disable.
Primary DNS Server: Enter the IP address of the Primary DNS Server provided by your ISP.

Secondary DNS Server: Enter the IP address of the Secondary DNS Server provided by your
ISP.

3.4.6 Advanced Routing

Static routes are special routes that the network administrator manually enters into the router
configuration. The route table allows the user to configure and define all the static routes
supported by the router. You may add and remote custom Internet routing rules, and/or enable

dynamic routing exchange protocol here.
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i Wireless 11N Router You may add and remote custom Internet routing rules, andfor enable dynamic routing exchange protocol here

~{) Operation Mode
~{) Quick start
|5 Internet Settings = The routing table display the current routing information in system.
~[ wan ]
LAN
DHCP Clients Range
VPN Passthrough

DS Gateway
I- iAdvanced Rnuti:g I Interface
#.0] Wireless Settings
-] Firewall Comment

(-] Administration W

Destination e Astatic route is a pre-determined pathway that network information

must travel to reach a specific host or network.

Current Routing table in the system:

Destination MNetmask Gateway |Metric |Interface |Comment

LAN
(br0)

LAN
(br0)

255.255.255.255 | 255.255.255.255 |0.0.0.0 |0

192.168.1.0 255.255.255.0 |0.00.0 |0

& Internet | Protected Mode: On 3 v 0% - .

<Add a routing rule>

Destination: Defines the base IP address (Network Number) that will be compared with the
destination IP address (after an AND with NetMask) to see if this is the target route.

Range: select the range from drop down list

Gateway: Enter |IP address of the next hop router that will be used to route traffic for this route.
If this route is local (defines the locally connected hosts and Type = Host) then this IP address
MUST be the IP Address of the router.

Interface: Select the interface mode from drop down list.

Comment: Enter the comment for this static route.

<Current Routing table in the system>

To see the detail settings of current routing information in the system.

3.5 Wireless Settings

The wireless settings can be quickly configured as a wireless access point for roaming client
by setting the access identifier and channel number. It also supports data encryption and client
filtering. The Wireless Settings contains the following sections:

©Basic ©Advanced ©Security ©WDS

OWPS ©Station List ©Site Survey

3.5.1 Basic

This function allows you to define SSID, and Channel for the wireless connection. These

parameters are used for the wireless stations to connect to the Access Point. Click Basic
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Setting on Wireless Settings, below screen will prompt for Basic Setting.
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'v;) Wireless 11N Router

-] Operation Mode
{) Quick start

H-] Internet Settings

-5 Wireless Settings

Advanced

Basic Wireless Settings

You could configure the minimum number of Wireless settings for communication, such as Network Name (SSID) and Channel. The

Access Point can be set simply with only the minimum setting items.

Wireless Network & Channel:The radio channel for wireless

Radio On/Off

RADIO OFF

connection operation.

MNetwork Mode

11b/g/n mixed mode ~

Security

il
il
{} wos
0
0

Metwork Mame(SSID) Default_11MN

WPS
Station List
; {1 Site Survey
H-{_] Firewall
H-{_] Administration

Broadcast Network Name (SS10)
BSSID

@ Enable ) Disable
00:0C:43:30:52:88
Frequency (Channel) 2437MHz (Channel )

High Throughput {(HT) Physical Mode

Operating Mode @ Mixed Mode ©) Green Field

Channel BandWidth © 20 @ 20140

Guard Interval @ Long @ Auto

MCS Auto -

Reverse Direction Grant(RDG) () Disable @ Enable

Aggregation MSDU({A-MSDU) @ Dizsable © Enable

[ Aepy ||

Cancel

Done

e Internet | Protected Mode: On

[Wireless Network]

Radio On/Off: Enable/Disable the Wireless radio feature. Default setting is Radio OFF.

Network Mode: Choose a mode from the pull-down menu. Make sure that you have the
equipment you need. As you're looking for products in stores or on the Internet, you might
notice that you can choose equipment that supports five different wireless networking
technologies: 802.11b/g/n Mixed, 802.11b/g Mixed, 802.11b, 802.11g, and 802.11n
Network Name (SSID): Specify the network name. Each Wireless LAN network uses a unique
Network Name to identify the network. This name is called the Service Set Identifier (SSID).
When you set up your wireless adapter, you specify the SSID. If you want to connect to an
existing network, you must use the make up your own name and use it on each computer. The
name can be up to 20 characters long and contain letters and numbers. Default name is
Default_11N.

Broadcast Network Name (SSID): Enable- This wireless AP will broadcast its SSID to station.
Disable- This wireless AP will not broadcast its SSIF to stations. If stations ant to connect to
this wireless AP, this AP’s SSID should be known in advance to make a connection.

BSSID: MAC address of this wireless router.

Frequency: The radio channel for wireless connection operation. Select 1~13 or AutoSelect

from the pull-down menu.




[HT Physical Mode]

Operation Mode: Mixed mode operation — In this mode, both the MIMO-OFDM system and
the legacy systems shall co-exist. The MIMO system should have the capability to generate
legacy packets for the legacy system and high throughout packets for MIMO-OFDM systems.
So, the burst structure should be decodable to legacy systems and should provide better
performance to MIMO-systems. Green Field mode operation — This mode is similar to
mixed mode where the transmission happens only between the MIMO-OFDM systems in the
presence of legacy receivers. However, the MIMO-OFDM packets transmitted in this ode will
have only MIMO specific preambles and no legacy format preambles are present.

Channel Bandwidth: Specify the channel bandwidth. Select 20 or 20/40, default setting is
20/40.

Guard Interval: Guard-Interval is used to reduce interference of multi-path channel. Longer
guard periods allow more distant echoes to be tolerated. However, longer guard intervals
reduce the channel efficiency

MCS: The Modulation and Coding Scheme (MCS) is a value that determines the modulation,
coding and number of spatial channels. Select the MCS from the pull-down menu 0~15, 32 or
Auto. Default: Auto.

Reverse Direction Grant (RDG): Enable/Disable RDG function. Reverse Direction Grant
(RDG) essentially speeds up data transmission between clients and their wireless access
point/router by allowing other wireless workstations to send/receive data simultaneously

without contending for shared medium.

Aggregation MSDUA (A-MSDU): A-MSDU increases the maximum frame transmission size
from 2,304 bytes to almost 8k bytes (7935 to be exact) while A-MPDU allows up to 64k bytes.

3.5.2 Advanced

These settings are only for more technically advanced users who have a sufficient knowledge
about wireless LAN. These settings should not be changed unless you know what effect the
changes will have on your AP router. Click Advanced on Wireless Settings, below screen will

prompt for Advanced Setting.
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Use the Advanced Setup page to make detailed seftings for the Wireless. Advanced Setup includes items that are not available from the

" Wireless 11N Router Basic Setup page, such as Beacon Interval, Control Tx Rates and Basic Data Rates

-] Operation Mode
-] Quick start

{27 Internet Settings
155 Wireless Settings Advanced Wireless » RTS ThresholdLower the signal RTS (Request To

Send) to promote the transmission efficiency in
Beacon Interval 100 ms (range 20 - 999, default 100) condition of noisy environment or too many clients.

{1 Security Data Beacon Rate (DTIM) 1 ms (range 1 - 255, default 1)
~{} wos
“[) wes Fragment Threshold 2346 | (range 256 - 2346, default 2346)
+[Y Station List —
D Site Survey RTS Threshold 2347 (range 1 - 2347, default 2347)

#-{_] Firewall
+-{_] Administration

Short Preamble ) Enable @ Disable

Short Slat @ Enable © Disable

Tx Burst @ Enable ) Disable

Pkt_Aggregate @ Enable ) Disable

Country Code FR (France) -

‘Wi-Fi Multimedia

WHMM Capable @ Enable () Disable

APSD Capable ) Enable @ Disable

WHMM Parameters [ WMM Configuration ]

Multicast-to-Unicast Converter
Multicast-to-Unicast @ Enable ©) Disable

| Apply ] | Cancel

Done € Internet | Protected Mode: On

[Advanced Wireless]

Beacon Interval: Beacon Interval is the amount of time between beacon transmissions.
Before a station enters power save mode, the station needs the beacon interval to know when
to wake up to receive the beacon. Range 20-999, default is 100.

Data Beacon Rate (DTIM): The DTIM period indicates how many beacon frames can transmit
before another DTIM is transmitted. Range from 1-255, default setting is 1.

Fragment Threshold: Fragmentation mechanism is used for improving the efficiency when
high traffic flows along in the wireless network. If the 802.11g MIMO Wireless Router often
transmit large files in wireless network, you can enter new Fragment Threshold value to split
the packet. The value can be set from 256 to 2346. The default value is 2346.

RTS Threshold: RTS stands for “Request to Send”. This parameter controls what size data
packet the low level RF protocol issues to an RTS packet. RTS Threshold is a mechanism
implemented to prevent the “Hidden Node” problem. If the “Hidden Node” problem is an issue,
please specify the packet size. The RTS mechanism will be activated if the data size exceeds
the value you set. The default is 2347.

Short Preamble: Select Disable or Enable this function, default setting is Disable. A preamble
is a signal used in wireless environment to synchronize the transmitting timing including

Synchronization and Start frame delimiter.




Short Slot: When short slot is Enable, the wireless device uses the short slot time only when
all clients associated to the 802.11g, 2.4-GHz radio supports short slot time. Short slot time is
an 802.11g-only feature and does not apply to 802.11a radios.

Tx Burst: Enable the transmitted time slot can increase transmission throughput.
Pkt_Aggregate: The parameter can be used to increase the delivered bandwidth in
community networks including fixed and mobile stations.

Country Code: Select your local Country code for pull-down menu. For Safety (FCC or CE
rule) reason, please don’t change this default setting.

[Wi-Fi Multimedia]

WMM prioritizes traffic according to four Access Categories (AC) - voice, video, best effort,
and background. However, it does not provide guaranteed throughput. It is suitable for simple
applications that require QoS, such as Voice over IP (VolP) on Wi-Fi phones.

WMM Capable: Enable/Disable the Wi-Fi Multimedia (WMM) support.

APSD Capable: Enable/Disable the APSD support.

WMM Parameters: Click “WMM Configuration” to setup the WMM function.

3.5.3 Security
This function allows you setup the wireless security. Setup the wireless security and

encryption to prevent from unauthorized access and monitoring.
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Q Wireless 11N Router Setup the wireless security and encryption to prevent from unauthorized access and monitoring.

~[) Operaticn Mode

~{) Quick start
U‘“f:l Internet Settings # Access Plicy: In Accept Plicy, Router only accept

53 Wireless Settings —————————— clients with MAC address in the list. In Reject
g Security Mode Disable - Plicy,Router will reject clients with MAC address in the
1) Basic list
{3 Advanced

[} Wos Access Policy

-0 wes Policy Disable -
-{) Station List
-{] Site Survey Add a station Mac
7-{_] Firewall
f-{_) Administration Apply ] [ Cancel ]

@ Internet | Protected Mode: On fa v ®0% v

Security Mode: This function allows you setup the wireless security. Enable security mode
could prevent any unauthorized access to your wireless network. [Open: If your wireless router
is using “Open” authentication, then the wireless adapter will need to set to the same
authentication type. Shared: Shared key is when both the sender and the recipient share a
secret key. WPA, WPA-PSK, WPA2, WPA2-PSK, WPA-PSK/WPA2-PSK, and WPA1/WPA2:
WPA-PSK offers two encryption methods, TKIP and AES. Select the type of algorithm, TKIP or
AES and then enter a WPA Shared Key of 8~64 characters in the WPA Pre-shared key field.]

Encryption Type: For Open & Shared authentication mode, the selection of encryption type
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are None and WEP. For WPA, WPA2, WPA-PSK, and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.
WPA Pre-shared Key: This is the shared secret between AP and STA, For WPA-PSK and
WPAZ2-PSK authentication mode, this field must be filled with character longer than 8 and less
then 64 lengths.
WEP Key: Only valid when using WEP encryption algorithm. The key must match with the
AP’s Key. There are several formats to enter the keys.

-- Hexadecimal (128bits): 26 Hex characters (0-9, a-f)

-- ASCII (128bits): 13 ASCII characters.
WPA Algorithms: Select TKIP, AES, TKIP/AES for the WPA Algorithms.
WPA Key Renewal Interval: This field specifies the interval (in seconds) after which a WPA
group key is changed.
Enable Pre-Authentication: The two most important features beyond WPA to become
standardized through 802.11i/WPA2 are: pre-authentication, which enables secure fast
roaming without noticeable signal latency.
RADIUS Server: RADIUS is an authentication, authorization and accounting client-server
protocol. The client is a Network Access Server that desires to authenticate its links. The
server is a server that has access to a user database with authentication information.
IP Address: The IP address of the RADIUS server for 802.1X wireless authentication and
dynamic WEP key derivation. Enter the RADIUS Server’s IP address provided by your ISP.
Port: The UDP port number for connection to the RADIUS server. Enter the RADIUS Server’s
port number provided by your ISP. The default is 1812.
Shared Secret (Connection Secret): Enter the password that the router shares with the
RADIUS Server.
Access Policy: In Accept Policy, Router only accepts clients with MAC address in the list. In

Reject Policy, Router will reject clients with MAC address in the list.

3.5.4 WDS
Wireless Distribution System (WDS) is a system that enables the wireless interconnection of

access points in an IEEE 802.11 network.

WDS is another way for AP router to join an existing Wi-Fi network. The WDS feature is

normally used in large, open areas where pulling a wire is restricted or not cost effective and in
residential circumstances. User can use this feature to build up a large wireless network in a
large space like airports, hotels and schools...etc. This feature is also useful when users want
to bridge networks between buildings where it is impossible to deploy network cable

connections between these buildings.
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Apply ] [ Cancel

i~{] Station List
D Site Survey
#-{_] Firewall

H-_] Administration

o Internet | Protected Mode: On

There are 3 modes of WDS:

(1) Lazy — Automatic detection of WDS peers: when a LAN user searches for a network, AP
router will attempt to connect to WDS devices in its vicinity.

(2) Bridge — AP router will function as a wireless bridge, merely forwarding traffic between
access points, and will not respond to wireless requests. In fact, they become wireless bridges
while configured in this manner. Only a small number of access points on the market have
bridge functionality, which typically adds significant cost to the equipment. The WDS peers
must be manually stated and wireless stations will not be able to connect to AP router. You
can see from below diagram that clients do not associate to bridges, but rather, bridges are

used to link two or more wired segments together wirelessly.

o™
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Access Point
(Bridge Mode)

Q[

I|‘ll..'....ll.l..

Access Point
(Bridge Mode)

(3) Repeater — AP router will act as a repeater, interconnecting between access points. WDS
peers can be determined by auto-detected (“Lazy” mode). In repeater mode, access points
have the ability to provide a wireless upstream link into the wired network rather than the
normal wired link. As you can see the below diagram, one access point serves as the

Restricted access point and the other serves as a wireless repeater.
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The access point in repeater mode connects to clients as an access point and connects to the
upstream restricted access point as a client itself. Using an access point in Repeater mode is
not suggested unless absolutely necessary because cells around each access point in the
scenario must overlap by minimum of 50%.This configuration drastically reduces the range at
which clients can connect to the repeater access point. Additionally, the repeater access point
is communicating with the client as well as the upstream access point over the wireless link,
reducing throughput on the wireless segment. Users attached to the repeater access point will
likely experience low throughput and high latencies in the scenario. It is typical for wired

Ethernet port to be disabled while in repeater mode.

3.5.5 WPS

You could setup security easily by choosing PIN or PBC method to do Wi-Fi protected setup.
rﬁ Wireless Router WebServer - Windows Internet Explorer EEL ‘

@O' ‘ﬂ http://192168.1.1/home.asp ~ | B |4+ | X | 7 Live Search L~

{z Favorites | {g e Suggested Sites v @ | Web Slice Gallery +

|gWirersRomerWebSewer | | M- v [ = v Pagev Safetyv Toolsv (@~

Wi-Fi Protected Setup

lopen all | close all

a Wireless 11N Router You could setup security easily by choosing PIN or PBC method to do Wi-Fi Protected Setup.
-{]] Operation Mode
-] Quick start

-] Internet Settings WPS Config + Wi-Fi Protected Setup (WPS) is a standard for easy

. . _— and secure establishment of a wireless home
H'Ei'g":as_s Settings WPS - network, created by the Wi-Fi Alliance and officially
B asic

launched on January 8 2007,
[ Advanced | Apply

Security

Station List
{]] site Survey
-] Firewall

-] Administration

Done & Internet | Protected Mode: On 5~ H100% -

Wi-Fi Protected Setup was designed to ease setup of security enabled WiFi networks in the

home and small office environment. It supports methods that are familiar to most consumers to

34




configure a network and enable security, like pushing a button (PBC method) or entering a PIN
code (PIN method). The new system, which will be incorporated in Windows Vista, will work
with computers, gateways peripherals, and consumer electronics.

You would initiate a WPS mode on gateway and then enter a simple sequence of digits (like a
PIN code) or press a button, use a similarly easy method to start a secure key exchange to
retrieve the WPA/WPA2 key.

This function allows you to change the setting for WPS (Wi-Fi Protected Setup). WPS can help

your wireless client earlier automatically connect to the Access Point.

WPS Config

WPS: Enable -

WPS Progress

WPS mode @ PIN ©PBC

PIM

WPS Summary

WPS Current Status: Idle

WPS Configured: Mo

WPS SSID: Default_11M
WPS Auth Mode: Open

WPS Encryp Type: Maone

WPS Default Key Index: 1
WPS Key(ASCIl)

AP PN 31868569
Reset 00B

WPS Status

W5C:Idle

4

[WPS Summary]

From this section, you can view the current WPS status, Configured, SSID, Auth mode,
Encrypt Type, Default Key Index, WPS Key, and AP PIN information.

Reset OOB: Click this button to rest the settings.

[WPS Progress]

WPS Mode: Specify the AP router acts as a Registrar or an Enrollee.

In PIN method (PIN-Personal Identification Number), When your 11n router acts as a
Registrar, your must enter “Add Enrollee PIN code” on WPS config section, this Enrollee PIN
code should be provided by the Enrollee. If your 11n router acts as a Enrollee, in WPS config
section, the “PIN code of this AP” will automatically generate for you. The purpose of PIN
code is to provide the security key to Registrar (AP/Server). Therefore, WPS (Wi-Fi Protected

Setup) can be established completely.




In PBC Method (PBC-Push Button Communication), while the AP router acts as Registrar or
Enrollee, and click “Start WPS Config” button, the WPS (Wi-Fi Protected Setup) will establish
the connection automatically.

PIN: Enter the PIN code from the registrar or enrollee.

WPS Status: Here shows the current status of the WPS function.

3.5.6 Station list

In this section, you can monitor stations which associated to this AP.

r =
_‘@ Wireless Router WebServer - Windows Internet Explorer =) 28

O e — |
{; Favorites | {5 g Suggested Sites + ﬂ Web Slice Gallery =
JgWilelss Router WebServer ﬁ 7 > [ @ v Pagew GSafety~ Toolsw 0'

Station List

lopen all | close all

You could monitor stations which associated to this AP here.

'i Wireless 11N Router
-—{] Operation Mode
—{ ] Quick start .
/() Tternt Setings
=53 Wireless Settings [macadaress  [ma [Psm  |mmops  [wcs [Bw [se [stec |
-] Basic

D Advanced

-[] Security

-] wDs

v
Station List

-1 ] Site Survey
H-{_] Firewall
+-{_] Administration

0 Internet | Protected Mode: On

3.5.7 Site Survey

Site Survey page shows information of AP nearby.

-
| & Wireless Router WebServer - Windows Interet Explorer

@O - |g hittp://192.168.11/home.asp 43| X ||| &% Live Search

5 Favorites | ¢ (@ Suggested Sites = {8 Web Slice Gallery =

ngnelssnumuwms:we. i~ ~ [ = v Page~ Safety~ Tools~ @~

enll| close all Station Site Survey

—i Wireless 11N Router Site survey page shows information of APs nearby.
{) Operation Mode
{) Quick start
] Internet Settings y—
€3 Wireless Settings e
) Basic ral get_site_survey: -
[ Advanced Ch S5ID BSSID Security 5iganl (3)W-Mode
9 00:0c:43:41:46:26  WPA1PSKWEA2PSK/TKIFRES 10 1lb/g/

8 Security 10 WRSL4VN_FTP Server 00:00:43:28:80:00  WEA1PSKWEAZPSK/TKIPRES 20 11bfg/
wDs

-3 wes
[ Station List
- iSite Survey;

£ Firewall
£ Administration

<

Refresh
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3.6 Firewall

The Firewall contains the following sections:

©OMAC/IP/Port Filtering ©OPort Forwarding ©DMZ
©System Security Setting ©Content Filtering ©Port Trigger

3.6.1 MACI/IP/Port Filtering Settings

You can setup firewall rules to protect your network from virus, worm and malicious activity on
the internet. Filters are used to deny or allow LAN computers from access the Internet. Within
the local area network, the unit can be setup to deny Internet access to computers using the
assigned IP or MAC addresses. The unit can also block users from accessing restricted web

site.

i
& Wireless Router WebServer - Windows Internet Explorer

@O L4 |E| http://192168.1.1/home.asp +3 | X (|| & Live Search

74 Favorites ‘ 9 8 Suggested Sites v @ Web Slice Gallery =

‘@WirefasRomerWebServer ‘ | Mo~ ~ [ @=h v Page~ Safety~ Tools~ @~

MACI/IP/Port Filtering Settings

open all | close all

) Wireless 11N Router You may setup firewall rules to protect your network from virus,worm and malicious activity on the Internet.
{7 Operation Mode

{) Quick start

{7 Internet Settings MACIIPiPort Filter Settings = WAC Address: The MAC address of the computer

] Wireless Settings o : inthe LAN ({Local Area Network) fill here to filter out it
9 B RUFIRING Disable - Enter the MAC address of LAM port, e.g.
B}y Firewall — — - 00:00:27:88:81:18
[ MACTiE o Fitering] |Fiiter Type Selection @ MacFilter © IP/Port Filter

Port Forwardin
e g MAC address FOrmatOeiOCoon

System Security Action Drop =
Content Filtering

-{) Port Trigger
B Administration (The maximum rule countis 32.)

Comment

Current MAC/IP/Port filtering rules in system:

Source
WMAC Dest|P | Source IP Dest Port
Ne. address | Address | Address Pratacal Range stge Action | Comment

Others would be accepted

‘ Delete Selected | |R‘esel|

&) Internet | Protected Mode: On v HI0% v

MAC/IP/Port Filtering: Enable this function, all list from the filtering will be deny the internet
access.

MAC Address: The MAC address of the computer in the LAN (Local Area Network) to be
used in the MAC filter table. Enter the MAC address of LAN port, e.g. 00:00:27:88:81:18

Dest IP Address: The IP address that will be denied to access.

Source IP Address: The IP address that will be denied access to the Internet.

Protocol: This is the protocol type that will be used with the Port that will be blocked.
Destination Port Range: The single port or port range that will be denied to access. If no port
is specified, all ports will be denied access.

Source Port Range: The single port or port range that will be denied access to the Internet. If

no port is specified, all ports will be denied access.
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3.6.2 Port Forwarding
You may setup virtual servers to provide service on internet.

- e
? Wireless Router WebServer - Windows Internet Explorer LE 2%

@O - |ﬂ http://192.168.1.1/home.asp f: Live Search P

77 Favorites | 95 (88 Suggested Sites * @] Web Slice Gallery =
[eWilel Router WebServer l_w & - ~ [ @ ~ Page~ Safety~ Tools~ @v

lopen all | close Virtual Server Settings

-9 Wireless 11N Router You may setup Virtual Servers to provide services on Internet.

--{) Operation Mode
—{) Quick start

-] Internet Settings Virtual Server Settings + This is the Internet Protocol type like

. . —— TCP,UDP,TCP and UDP
-] Wireless Settings Virtual Server Settings Disable -
=3 Firewall

(] MAC/1P/Port Filtering  |IP Address 7
5
R s C
D System Security Protocol TCP&UDP -

-~[] Content Filtering

3 v [commen )

5[] Administration (The maximum rule count is 32.)

(Femi] [ esel

Current Virtual Servers in system:

Mo. IP Address Port Range Protocol Comment

| Delete Selected | |Reset|

o Intemet | Protected Mode: On

Virtual Server Setting: Enable/Disable the port forward.

IP Address: This is the port number on the WAN side that will be used to access the
application. You may define a single port or a range of ports. You can use a comma to add
multiple ports or port ranges.

Port Range: This is the port used to forward the application. It can be either a single port or a
range of ports. For the TCP and UDP services enter the beginning of the range of port
numbers used by the service. If the service uses a single port number, enter it in both the start
and finish fields.

Protocol: Select the protocol (TCP, UDP, or TCP & UDP) used to the remote system or
service.

Comment: You may key in a description for the IP address.




3.6.3 DMZ

You may setup a De-Militarized Zone (DMZ) to separate internet network and internet.

s 3 \
e Wireless Router WebServer - Windows Internet Explorer | ——

@O~ [E) e 15210 0 — 5]

i Favorites | gas @8 Suggested Sites v @] Web Slice Gallery =

[gWilelmkoulelWehSewer l_l ﬁ 4 > A @ ~ Page~ Safety~ Tools~ @v

DMZ Settings

lopen all | close all

Q Wireless 11N Router You may setup a De-militarized Zone(DMZ) to separate internal network and Internet.

{) Operation Mode
~{] Quick start

£ Internet Settings DMZ Settings s Enterthe |P address of a particular host in your

) . - LAM that will receive all the packets originally geing to
g g :‘_ﬁre'eis Settings DMZ Settings h the WAN port/Public IP address above
=] Irewa
[ MAC/IP/Port Filtering |DMZ IF Address ||
: {) Port Forwarding

1] System Security

: {) Content Filtering
{) Port Trigger
[#-{_] Administration

Done & Intemet | Protected Mode: On

DMZ Setting: If the DMZ Host Function is enabled, it means that you set up DMZ host at a
particular computer to be exposed to the Internet so that some applications/software,
especially Internet/Online game can have two-way connections. Select Enable or Disable from
the pull-down menu.

DMZ IP Address: Enter the IP address of a particular host in your LAN that will receive all the
packets originally going to the WAN port/Public IP address above. Note: You need to give
your LAN PC clients a fixed/static IP address for DMZ to work properly.

3.6.4 System Security Settings

You may configure the system firewall to protect AP/Router itself from attacking.

d
e Wireless Router WebServer - Windows Internet Explorer

@ O - | €] http://192.168.1.1/home.asp

<7 Favorites | 95 (88 Suggested Sites v @] Web Slice Gallery ~

[?WilelmkoulelWebSewel l_l @ = > 3 @ ~ Page~ GSafety~ Tools~ @v

open all | close all System Security Settings

i Wireless 11N Router You may configure the system firewall to protect itself from attacking
-] Operation Mode
[} Quick start

[#-{7] Internet Settings Remote management + Stateful Inspection:Tracks the transaction to
Wirel Setti —_— ensure thatinbound packets were requested by the

B Wirsless Settings Remote management (ia WAN) | Disable ~ 8080  (1-§5535) user.

-3 Firewall

~{_] MAC/IP/Port Filtering

[ Port Forwarding e T

-0 oMz ing form ilter

Ping form WAN Filter Disable

Content Filtering
-{) Port Trigger

H-{Z] Administration Stateful Packet Inspection (SPI)
5Pl Firewall Enable -

o Internet | Protected Mode: On




Remote management: Let User could management router's web from WAN specify TCP port.
Ping form WAN Filter: Let Router WAN IP address could reply PING package.

Stateful Inspection: Tracks the transaction to ensure that inbound packets were requested by

the user.

3.6.5 Content Filtering

You can setup content filter to restrict the improper content access.

-
& Wireless Router WebServer - Windows Internet Explorer

B ) ~ [€ rip/19216811/homesp

{; Favorites ‘ {g @ Suggested Sites v @ | Web Slice Gallery

|gWFr=F5§Rou!erWebS=rver | ‘ o v [ gm v Page~ Safetyv Tools~ @~

lopen all | close al Content Filter Settings

% Wireless 11N Router You can setup Content Filter to restrict the improper content access

--{_] Operation Mode
-{) Quick start

(] Internet Settings Webs Content Filter . F\IteruURRLL .IEIIUCKESKHTHI:' requzsls containing
- spec string. Example: cgi-bin
{7 Wireless Settings Filters Proxy [C] Java [C] ActiveX pecty ¢ ple-eo

-5 Firewall
i) MAC/IF/Port Filtering

{1 Port Forwarding

{3 omz
System Secur|

~{] Port Trigger Webs URL Filter Settings

+-{_7] Administration
‘Current Webs URL Filters:

Mo URL

URL.

Webs Host Filter Settings

‘Current Website Host Filters:
Mo Host(Keyword)

Add a Host(keyword) Filter:

Keyword

€ Internet | Protected Mode: On 3 v ®0% ~ i

Content Filter Setting: There have three options for this filter — Proxy, Java, and ActiveX.
When those options are checked, the content filter will deny computer from access to the
internet by contented those options.

-- Filter Proxy: Blocks HTTP requests containing the (Host:) string.

-- Filter Java Applets: Blocks HTTP requests containing a URL ending in (.js) or (.class).

-- Filter ActiveX: Blocks HTTP requests containing a URL ending in (.ocx) or (.cab).
Web URL Filter Setting: With security reason, the URL Filter provides the enterprise to
manage and restrict employee access to non-business or undesirable content on the Internet.

URL Filter is a web solution that blocks web-sites access according the URL Filter String no
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matter the URL string is found full or partial matched with a keyword.

-- Filter URL: Blocks HTTP requests containing specify URL string. Example: cgi-bin

-- Filter HOST: Blocks HTTP requests containing specify HOST string. Example:
WWW.XXX.COmM
Web Host Filter Settings: Web Host Filter is a web solution that blocks web-sites access

according the Web Host name or partial matched with a keyword.

3.6.6 Port Trigger

Some applications require multiple connections, such as Internet gaming, video conferencing,
Internet telephony and others. If you need to run applications that require multiple connections,
specify the port normally associated with an application in the “Trigger Port” field, select the
protocol type as TCP or UDP, then enter the public ports associated with the trigger port to

open them for inbound traffic.

,
g Wireless Router WebServer - Windows Internet Explorer £

@ O - ‘ €] http://192.168.1.1/home.asp &7 Live Search s

{‘@ Favorites | i;‘; @ Suggested Sites » @ | Web Slice Gallery

|§Wirel’Rou‘terWeb§er\rer | | ﬁ - ~ 3 @ ~ Page~ Safety~ Tools~ @v

open all| close al Port Trigger Service

a Wireless 11N Router You may configure the system to frigger special packeg destion port and according the trigger finish port transfer.

-]} Operation Maode

-] Quick start
-7 Internet Settings Port Trigger Service = Informantion Area

B Wireless Settings Port Trigger Setting Disable -
-3 Firewall

[} MAC/IF/Fort Filtering  |Trigger Port I:I

i Port F di
g D;z orwarding Trigger Protocol TCP ~
-0

Content Filtering
iPort Trigger! Trig open protocol TCPE&UDP -
[+ Administration

(The maximum rule countis 32.)

Trigger service in Current system

Qutgoing Trigger Incoming Public
Mo pont Pratocol Part Protocol | 0mment

| Delete Select | |Rv‘=s==t|

0 Internet | Protected Mede: On Ya v ®100% ~ A

Port Trigger Setting: After Enable the Port Trigger, it allows a host machine to dynamically
and automatically forward a specific port back to itself. Port triggering opens an incoming
port(public port) when your computer is using a specified outgoing port(trigger port) for specific

traffic.

Trigger Port: This is the port used to trigger the application. It can be either a single port or a

range of ports.
Trigger Protocol: This is the protocol used to trigger the special application.

Public Port Range: This is the port number on the WAN side that will be used to access the
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application. You may define a single port or a range of ports. You can use a comma to add
multiple ports or port ranges.

Trig open protocol: This is the protocol used for the special application.

3.7 Administration

The Administration contains the following sections:

©DDNS ONTP Setting ©Administration
©Upload Firmware ©Setting Management ©Status

© Statistics ©System Log ©Logout

3.7.1 DDNS Setting
DDNS allows you to create a hostname that points to your home or office IP address, providing

and easy-to-remember URL for quick access.

e
& Wireless Router WebServer - Windows Intemnet Explorer

@O - \g} http://192.168.1.1/home.asp 43 | 3¢ Wl B2 Live Search

7z Favorites ‘ T3 @ Suggested Sites = & Web Slice Gallery =

IQWirelsskouteerhsE.ver l_l o~ v [ e v Pagev Safetyw Toolsv @@+

lopen all | close all Dynamic DNS Managemnet

a Wireless 11N Router DDNS allows you to create a hostname that points to your home or office IP address, providing an easy-to-remember URL for quick access.

~{) Operation Mode

~{) Quick start

{7 Internet Settings DDNS Settings » The account using to authentication arlogin to
. S | — | DDNSs provider.

Q Wireless Settings Dynamic DMS Provider -

{3 Firewall

553 Administrstion Account L ]
] NTP setting Password :

+{ Administration
[ Upload Firmware DDNE Host Name |
i-{) Settings Management
- Status

[ Statistics

] System Log

+-[] Logout

€D Internet | Protected Mode: On 43 v ®10% v

Dynamic DNS providers: It provide a software client program that automates the discovery
and registration of client's public IP addresses

Account: The account using to authentication or login to DDNS provider.

Password: The password using to authentication or login to DDNS provider.

DDNS Host Name: Host Name field, you have to enter the fully qualified name of you dynamic

domain (e.g. myhostname.example.org).




3.7.2 NTP Setting

User could change Network Time Protocol (NTP) for time synchronization needs.

@ Wireless Router WebServer - Windows Internet Explorer
@O ® ‘ﬂ hitp://192.168.11/home.asp | X weSearrh
{“" Favorites | {g g S;ggested Sites » E Web Slice Gallery «
JeWilelm Router WebServer m ﬁ - > [ @ ~ Page~ Safety v Tools~ 0'
Network Time Protocol Management

lopen all | close all

% Wireless 11N Router User could change Metwork Time Protocal (NTP) for time synchronization needs.
Operation Mode

Quick start

{23 Internet Settings NTP Settings » The server which provide the

. . time synchronization service.
| less -
Wireless Settings Current Time SatJan 101:3445 UTC 2001 | Sync with host

=3 Administration Time Zone (GMT-11:00) Midway Island, Samoa

time.stdtime.gowv.tw
NTP Server ex: fime.nist.gov
ntp0.broad.mit.edu
[ Settings Management time.stdtime.gov.tw
-{ Status
~{)] Statistics
B System Log Apply ] [ Cancel
Logout

NTP synchronization(hours) 24

0 Internet | Protected Mode: On i

Current Time: Show router's current time.

Time Zone: Time zone is a region of the earth that has uniform standard time,
usually referred to as the local time. By convention, time zones compute their local time as an
offset from UTC (see also Greenwich Mean Time). Local time is UTC plus the current time
zone offset for the considered location.

NTP Server: The server which provide the time synchronization service.

3.7.3 Administration

You may configure administrator account and password in here.

g Wireless Router WebServer - Windows Internet Explorer = | (S S |

Q) [ 2111 v0mers 186 [x [ wesern o]

1‘;"' Favorites | {3 e Suggested Sites * ﬂ Web Slice Gallery +
J@Wilelm Router WebServer ﬁ - > 3 @ v Page~ Safety~ Tools~w @'
System Management

lopen all | close all

.9 Wireless 11N Router User may configure administrator account and password

] Operation Made

{1 Quick start

{] Internet Settings Adminstrator Settings » Usercould change user name

{77 Wireless Settings - |————— | andpasswordto login web.

) g Account admin

-] Firewall
-5 Administration TrrEr T esee
--{] DDNS setting
-] NTP setting Apply | | Cancel
]

~{] Upload Firmware

-] Settings Management
-] Status

[ Statistics

-{] System Log

~{] Logout

& Internet | Protected Mode: On




3.7.4 Upgrade Firmware

Firmware is the main software image, which the AP Router needs to perform all tasks in real
time. Firmware upgrades are required for adding new features or to resolves bugs. It takes
about 1 minute to upload/upgrade flash and be patient please.

Caution: A corrupted image will hang up the system.

g Wireless Router WebServer - Windows Internet Explorer =l
@O - |g| http://192.168.1.1/home.asp v| @ | 4 | » | |f3' (G fznzs o ,1

77 Favorites | 905 {8 Suggested Sites * @] Web Slice Gallery =

[@WilelmkoutelWehSewel l_l ﬁ ~ = @ v Page~ Safetyv Tools~ @v

cn al | close all Upgrade Firmware

Upgrade the Wireless 11n Router firmware to obtain new functionality. It takes about 1 minute
to upload upgrade flash and be patient please. Caution! A corrupted image will hang up the
system.

a Wireless 11N Router
[ Operation Mode
{1 Quick start

{3 Internet Settings Update Firmware

{] Wireless Settings
£ Firewall Location: Browse...

Ea Administration
-{] DDNS setting
—{] NTP setting

-{] Status
-{) Statistics
-{] System Log
-{] Logout

Done & Internet | Protected Mode: On

3.7.5 Setting Management
You might save system settings by exporting them to configuration file, restore them by import

the file, or reset them to factory default.

g Wireless Router WebServer - Windows Internet Explorer =
@O > [&] http//1921681.1 /mome.asp [ &[4 ] x |[£2 Live Searcn - I

5l Favorites | 55 @ Suggested Sites + @] Web Slice Gallery »

IewilelssRUMEIWebSErver I_] - v [ mm v Pagev Safety~v Tools~ @~

en | close af Settings Management

You might save system settings by exporting them to a configuration file, restore them by

B wireless 110 Router importing the file, or res etthem to factory default.

{]] Operation Mode
=) Quick start
D Internet Settings

PR - oor e |
523 Firewan Export Settings
B3 Administration Export Button Export

D DODNS setting
D NTF setting

() Administration
Upload Firmware i £ i Tas
Settings file location Browse...

L) status
[ statistics Import | Cancel ]
i[] System Log

[} Logout

Load Factory Defaults
Load Default Button Load Default

Reboot Router
Reboot Router Button

@ Internet | Protected Mode: On fa v ®10% v i
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3.7.6  Status
In this section, you can look at the status of this wireless 11n Router, such as System Info,

Internet Configurations, and Local Network...etc.

g Wireless Router WebServer - Windows Internat Explorer

"@ O w | http://192168.1.1/home.asp - & 4| x || Live Searcn

57 Favorites | = @ Suggested Sites v @] Web Slice Gallery ~

JgWirelss Router WebServer ﬁ fi v B v [ fm v Pagev Safetyw Toolsv @~

lopen all | close al Access Point Status

i Wireless 11N Router Let’s take a look at the status of Wireless 11N Router.

~{] Operation Mode

) Quick start System Info
: {_] Internet Settings SDK Version 3.3.0.0 (Oct 29 2009)
"El Wireless Settings System Up Time 1 hour, 38 mins, 4 secs
- Firewall System Platform RT3052 embedded switch

=5 Administration -
[ DDNS setting (Operation Mode |Gateway Mode

-} NTP setting Internet Configurations

[} Administration Connected Type |pHCP
--{] Upload Firmware WAN IP Address
:ME'”E'geme”t Subnet Mask
-[) Statistics Default Gateway
D System Log Primary Domain Mame Semver
--{] Legout Secondary Domain Name Server
[mac Address [o0:0c:43:30:52:89
Local IP Address 192.168.1.1
Local Metmask 2552552550
MAC Address 00:0C:43:30:52:88

0 Internet | Protected Mode: On

3.7.7 Statistics
In this section, you can look at the statistics of this wireless 11n Router, such as Memory
statistics, WAN/LAN’s Rx & Tx packets...etc




@ Wireless Router WebServer - Windows Internet Explorer

@O L |E—| http://192.168.1 1/home.asp - | @ | ‘f| » | |":I e Farmer

<7 Favorites | 95 @ Suggested Sites > @] Web Slice Gallery +

[gWirelﬂsROMerWebSewel ]_l Mo v [ =y v Pagew Safetyv Tools~ (@~

open all | close all Statistic

a Wireless 11N Router Take a look atthe router statistics

-] Operation Mode

0 Quick stars
7] Internet Settings Memaory total: 13728 kB

{2 Wireless Settings [Memory left 2454 kB

H3J Firewall WAN/LAN

Ea Administration -
[} DDNS setting [WAN Rx packets: o
[} NTP setting |WAN Rx bytes: |0

-] Administration WAN Tx packets: 606

(] Upload Firmware WAN Tx bytes: 355880
D Settings Management LAN Rx packets: 10699
LAN Rx bytes: 1090819
[LAN Tx packets: [10757
[LAN Tx bytes: 4350370

€D Internet | Protected Mode: On

3.7.8 System Log
This 802.11n Router supports sending system log (sending UDP packets and keeping log
messages in Log Server. Click Refresh on Administration, below screen will prompt for

System Log information

/& Wireless Router WebServer - Windows Internet Explorer

@ O - |g’ http://192.168.1.1/home.asp &9 Live Search
-l

{“" Favorites | {g @ Suggested Sites + El Web Slice Gallery

[@WilelmkoutelWehSewel l_l ﬁ - * [ @ * Page~ Safety~ Tools = @v

lopen all | close all System Log -

a Wireless 11N Router Syslog:

{1 Operation Mode

f=“_‘| Internet Settings

B-{] Wireless Settings System Log
-] Firewall

| L . Jan 00:00:23 Router sysleg.info syslogd started: BusyBox wl.12.1

El"a Admlnlstratlur.'l Jan 00:00:23 Router user.notice kernel: klogd started: BusyBox wl.12.1 {2009—_
~{) DDNS setting Jan 00:00:23 Router user.notice kernel: Linux wersion 2.6.21 (rootflocalhost.
D NTP setting Jan 00:00:23 Router user.warn kernel:
D Administration Jan 00:00:23 Router user.warn kernel: The CFU fegenuce set to 320 MHz
D Upload Firmware 00:00:23 Router user.warn kernel: CEU re‘.uslnn 15; 0001964c
00:00:23 Router user.warn kernel: Determined physical BAM map:
00:00:23 Router user.warn kernel: memory: 01000000 @ 00000000 (usable)
00:00:23 Router user.debug kernel: On node 0 totalpages: 4094

Statistics 00:00:23 Router user.debug kernel: DMA zone: 32 pages used for memmap
| 00:00:23 Router user.debug kernel: DML zone: 0 pages reserved
00:00:23 Router user.debug kernel: DMR zone: 4064 pages, LIFQ batch:0
00:00:23 Router user.debug kernel: Normal zone: 0 pages used for memmap
00:00:23 Router user.warn kernel: Built 1 zonelists. Total pages: 4064

AAeAAeTD Timmene oo

--{] Settings Management

€ Internet | Protected Mode: On




3.7.9 Logout

Click “Logout” to exit Wireless 11n router configuration page.

"l
g Wireless Router WebServer - Windows Internet Explorer ) 4E &8

OO0 [ mwmmisnmess  -[Blo]x|[Busos 5]

¢ Favorites | = ﬁ Suggested Sites + E Web Slice Gallery ~
ngﬁlelmkou‘lelwebsewel ﬁ ~ > = @ v Page~v Safety = Tools~ ev

lopen all | close all You have Logout successfully

a Wireless 11N Router
[ Operation Mode
&) Quick start

G Internet Settings
|:| Wireless Settings
t] Firewall

Ea Administration

-{] DDNS setting
-{] NTP setting

-{] Administration
-{] Upload Firmware
-{] Settings Management
-{] Status

-{] Statistics

-1 System Log

€D Internet | Protected Mode: On




