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FCC Warning
This equipment has been tested and found to comply with the limits for a Class B digital device,

pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable

protection against harmful interference in a residential installation. This equipment generates,
uses, and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communication. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or

more of the following measures:
Reorient or relocate the receiving antenna.
Increase the separation between the equipment and receiver.
Connect the equipment into an outlet on a circuit different from that to which

Consult the dealer or an experienced radio/TV technician for help. the receiver is

connected.

FCC Caution: Any changes or modifications not expressly approved by the party responsible
for compliance could void the user’s authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must

accept any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with a minimum distance of
about eight inches (20cm) between the radiator and your body.

This transmitter must not be co-located or operated in conjunction with any other antenna or
transmitter. IEEE802.11b or 802.11g operation of this product in the USA is

firmware-limited to channels 1 through 11.

Notice
Changes or modifications to the equipment, which are not approved by the party responsible for

compliance could affect the user's authority to operate the equipment. Company has an on-going policy
of upgrading its products and it may be possible that information in this document is not up-to-date.

Please check with your local distributors for the latest information.

REMARK

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to channels 1 through 11.
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1. Introduction

This Wireless Broadband Router is a draft 802.11n compliant device that provide faster and
farther range than 802.11g while backward compatible with 802.11g and 802.11b devices.
This Router uses advanced broadband router chipset and wireless LAN chipset solution let
you enjoy high-speed Wired and Wireless connection. Simply connect this device to a Cable or
DSL modem and then you can share your high-speed Internet access with multiple PCs at
your home. It creates a secure Wired and Wireless network for you to share photos, files,
video, music, printer and network storage. This device also supports the latest wireless

security features such as WEP, WPA, WPA2 and WPS to prevent from unauthorized access.

~
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ADSL or Cable Madem Whreless Broadband Router

1.1 Features
Compliant with IEEE 802.11n draft 2.0 standard
Backward compatible with IEEE 802.11b/g
Supports NAT, NAPT, DHCP Server/Client
Supports VPN pass through - IPSec, PPTP, L2TP
Supports Virtual Server / Port Trigger / Port Forward
Supports Virtual DMZ Host, DNS Proxy, DDNS, UPnP
Supports 64/128-bit WEP Data Encryption
Supports WPA / WPA2 / WPS / 802.1x Authentication
Supports WDS (Wireless Distribution System) mode
Supports Quality of Service (QoS)
Supports MAC Filter, Client Filter, URL/IP Filter
Supports Hacker Pattern Detection
Supports Auto-crossover (MDI/MID-X) function
Supports software upgrade through Web

Friendly web-based GUI Configuration and Management




1.2 Package Contents
+ One Wireless 11n AP Router
+ One 12V DC Power Adapter
+ One CD including user’'s manual
+ One RJ-45 Ethernet Cable

1.3 LEDs Indication & Connectors of Wireless Router
Front Panel LEDs Indication

WLARN LAN
LINKESACT WAN 4 3 2 1 STATUS

[ 00000

Light Status Description

On Wireless Router is powered on.

Off No power.

LAN On LAN port is successfully connected.

1,2,3,4) Flashing Data is being sent or received.

WAN On WAN port is successfully connected

Flashing Data is being sent or received.

ACT (WLAN) Flashing Data is being sent or received.

LINK (WLAN) On Wireless connection is ready.

Back Panel Connectors

e Yl =

Reset

Button/Port Description

Reset Reset configurations to default. You would use the reset button only when
a program error has caused your 11n AP router to hang. Press the button

and hold for 10 seconds.

Click WPS button about 2-3 seconds while you are connecting a PC of

wireless adapter with WPS function (you must enable WPS' PBC

function).

LAN Ethernet RJ-45 connector, connect to PC with a RJ-45 Ethernet cable.
(1x, 2x, 3x, 4X)

WAN Ethernet RJ-45 connector, connect to WAN access device, such as the

Cable modem or ADSL modem.
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Power connector, connect to the power adapter packaged with the AP

router.

1.4 System Requirements
+One or more PCs (desktop or notebook) with Ethernet interface.
«  TCP/IP protocol must be installed on all PCs.
+ Have valid Internet Access account and a DSL or cable modem.
10/100BaseT network cables with RJ-45 connectors.
In case to use Wireless Access Point, all Wireless devices must be compliant with
IEEE 802.11b/g/n.
System with MS Internet Explorer ver. 5.0 or later, or Netscape Navigator ver. 4.7 or
later.
1.5 Installation Instruction
1) Power off Wireless Router and DSL/cable modem.
2) Connect systems to the LAN ports on the Wireless Router with straight LAN cables.
3) Connect the DSL or cable modem to the WAN port on the Wireless Router.
4) Power on DSL or cable modem first, then connect power adapter to the power jack
on the Wireless Router and plug the power cable into an outlet.
5) Check LEDs.
a) Once power on Wireless Router, Power LED should be on.
b) LAN LED should be on for each active LAN connection.

c) The WAN LED should be on when the DSL or cable modem is connected.

Warning: Only use the power adapter is provided from this package, use other power adapter

may cause hardware damage

2. PC Configuration
User needs to configure TCP/IP network settings, Internet access configuration and

Wireless configuration for each system within Wireless Router’s LAN network.

By default, Wireless Router acts as a DHCP server for server version of Windows, it
automatically assigns IP address to each system when systems boot up. For all non-server
versions of Windows, the default TCP/IP setting acts as a DHCP client. If user chooses fixed
IP addresses for client systems, the Gateway of the client system must be set to the IP
address of the Wireless Router and DNS of the client system should be set to the address

provided by your ISP.




2.1 TCP/IP Networking Setup

Checking TCP/IP Settings for Windows 9x/Me
a)

Select “Start > Control Panel - Network”, the window below will appear:

MNetwork E |

Configuration | Identificatiunl Booess I:l:untrl:ull

The following network, components are installed:

Client for Microzoft Metworks

icrozoft Family Logon

S Dial-Up &dapter

25! 505 900-B azed PCI Fast Ethemnet Adapter
& TCPAP -» Dial-Up Adapter

| Remove Froperties

Frimary Hetwark, Logon;

icrozoft Family Logon j

File and Print Sharing... |

D'ezcription

TCFAP is the protocol pou use to connect ta the [ntermet and
wide-area networks.

] I Caricel

b) Click “Properties”, the window below will appear:




TCP/IP Properties EE|

Bindings | Advanced | MNetBlOS |
DS Configuration I Gateway I WS Configuration  |F Address

An P addrezs can be automatically azsigned ta this complker.
[f your netwark, does not automatically aszign [P addreszes, ask
your network. administrator for an addresz, and then ppe it in
the space below.

& Dbtain an |P address automatically

" Specify an IP address:

|F Eddress: |

St ask: |

s I Cancel

If you decide to use DHCP, select “Obtain an IP address automatically”, then

click “OK” to confirm your settings. Once you restart your system, Wireless
Router will obtain an IP address for this system.
If you decide to use fixed IP address for your system, select “Specify an IP

address”, and make sure that IP Address and Subnet Mask are correct.

C) Select “Gateway” tab and enter correct gateway address in “New gateway” field,
then click “Add”:




TCP/IP Properties EE|

Bindings | Advanced | NetBIOS
DS Configuration  Gateway IWINS Configuratian I IF Addresz

The first gateway it the [nstalled Gateway lizt will be the default.
The addrezz arder in the ligt will be the arder in which theze
machines are uzed.

MNew gatewany:

— Installed gateways:

Hemoyve |

o |

d) Select “DNS Configuration” tab and make sure select “Enable DNS”, enter the DNS
address provides from your ISP in the “DNS Server Search Order” field, then click
“Add”:




TCP/IP Properties EE|

Bindings | Advanced | NetBIOS
DMS Configuration | Gateway I WINS Configuration I IP Address

— " Enable DN5

sk I [ @rais I

[ & Erenven Searnat [ rder

[N armai St Seans Wrder

Cancel |

Checking TCI/IP Setting for Windows NT4.0
a) Select “Control Panel - Network”, click “Protocols” tab then select “TCP/IP

protocol”, window shown as below will appear:




Nelwork

Identi[i:atiml Services Piotocols I.’-‘-.daptas] Bin:lingsl
M et Protocols:

W MetBEU! Protoool
W MwlLink IP¥ASPY Compatitle Transpor
W Mwlink NetB105

Aidd.. Remave Properties. .. Lpd ete

— Drescriplion:

Transpart Contiol Protocaldntemet Fiotocal. The default wide

area netwarl protocol that provides communication acnoss
divaras intaroconnactad nakworka

1] | Cancel

b) Click “Properties”, window shown as below will appear.

Micresoft TCP/IP Properties EE

IP 4dchess | DNS | wiNS Address | DHCP Fielap | Fouting |

&n IF addiegs can be automatically aszigned ta this netwark card
by a DHCP zerver. |f vour nebwork does not have a DHCP server,
azk pour network administrator for an address, and then type it in
the space below

Adapter
I PCl Fast Etkernat Adapter

{* Obtain an [P address from 2 DHCP semver
- Speciy an P addrese

[F &ddiess: |

Subneh i ask: I

Wiefault [aEtevas: I

Cancel




Select the network card on your system from “Adapter” field.

If you decide to use IP address from Wireless Router, select “Obtain an IP
address from a DHCP server”.

If you decide to use the IP address you are desired, select “Specify an IP
address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

c) To enter DNS address is provided from your ISP. Select “DNS” tab, click “Add”
under “DNS Service Search Order” list, then enter DNS Server IP address in
“TCP/IP DNS Server” window and click “Add”.

Miciosolt TLFAF Properbes

P addimss  DNS | wiNG iddress | DHCP Relay | Foutiva |

D omair M ame Sweiem [DHE]

Hoat Mame: e ET

~OME Service 5earch Odar

;:'T

HETHE I

ITCHAF LN Server

DME Server

I : : Cancel | _Ir""'-"

lTl Cancel I Apcly

Checking TCP/IP Settings for Windows 2000
a) Select “Start - Control Panel - Network and Dial-up Connection” and right click

“Local Area Connection” then click “Properties”:




Local Area Connection Properties

General |

Connect using:

I B SiS 900-Baszed PCI Fast Ethernet Adapter

Compaonents checked are uzed by thiz connection:

Client for Microgzoft Metwarks
File and Frinter Sharing for Microzoft Metworks
F|nternet Pratocal [TCPAP)

Inztall. . Urinztall

— Description

Properties

Tranzmizzion Control Protocol/internet Protocal. The default
wide area network protocol that provides communication
acrosz diverse interconnected nebworks.

[ Show icon in taskbar when connected

Cancel

b) Select the “Internet Protocol (TCP/IP)” for the network card on your system, then

click “Properties”, window shown as below will appear.
Internet Protocol (TCP/IP) Properties 2|
General I

‘r'ou can get [P settings aszigned automatically if wour network, supports

thiz capability. Otherwize, you need to ask vour network. adminiztrator for
the appropriate [P settings.

& Obtain an IP address automatically

—(" Uze the fallowing |P address:
P address:

Subnet mask:

[refault aateway:

& Obtain DM5 server address automatically
—1{" Use the following DMS server addresses:
Ereferred DS semern I

Ailternate DS semer: I

Advanced... |
0k I Cancel |




If you decide to use IP address from Wireless Router, select “Obtain an IP
address automatically”.

If you decide to use the IP address you are desired, select “Use the following
IP address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

If the DNS Server fields are empty, select “Use the following DNS server

addresses” and enter the DNS address is provided by your ISP, then click “OK”.

Checking TCP/IP Settings for Windows XP
a) Click “Start”, select “Control Panel - Network Connection” and right click “Local
Area Connection” then select “Properties”. The window shown as below

will appear.
-+ Local Area Connection Properties

General | Authentication | Advanced

Connect using:

BE& 5i5 900-B azed PCl Fazt Ethermet Adapter

Thiz connection uzes the following items;

% Cliert for Microzoft Metworks
.@ File and Frinter Sharing for Microsoft Mebwarks
.QEJDS Packet Scheduler

| nternet Pratocal [TCPAP)

[nztall... Properties

Drezcription

Tranzmizzion Contral Pratocal/internet Pratacal. The default
wide area network, protocal that provides communication
across diverse interconnected netwarks.

[ 5how icon in notification area when connected

k. ] [ Cancel

b) Select “Internet Protocol (TCP/IP)” then click “Properties”, window shown as

below will appear.




Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

Y'ou can get IP zettings azsigned automatically if your network, supparts
thiz capability. Othenwize, you need to azk your network, administrator for
the appropnate IF ettings.

(#)i0btain an IF address autamaticall
() Uze the follawing IP address:

(%) Obtain DMS server address autamatically

("1 Usze the follawing DMS server addresses:

QE. H Cancel ]

If you decide to use IP address from Wireless Router, select “Obtain an IP
address automatically”.

If you decide to use the IP address you are desired, select “Use the following
IP address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

If the DNS Server fields are empty, select “Use the following DNS server

addresses” and enter the DNS address is provided by your ISP, then click “OK”.




2.2 Setting up Internet Access
This section describes how to setup Wireless Router Internet access through DSL or

cable modem.

For Windows OS
To access Internet via wireless router with Static IP method as example, the set up

procedures are showing below:

a) Access your ADSL Router Modem and configure the Internet setup (VPI, VCI, and

Encapsulation); and then, save the settings. (PS. Most of ISP companies will set the
default internet setup already for the user).

Log in your wireless broadband router, Select “TCP/IP Setting” Section = “WAN
Interface” =» Choose “Static IP”".

Enter “IP Address”, “Subnet Mask” and “Server IP Address”

In the below “DNS” option, select “Set DNS Manually” and enter the DNS Address
which is provided by your ISP; and then click “Apply Changes” button to save the
settings.

e) You can back to “Management” section = “Status” to check the Internet status.

For Macintosh Clients

To access Internet via wireless router on Macintosh system, the set up procedures are

showing below:

a) Open the TCP/IP Control Panel.

b) Select Ethernet from the Connect via pop-up menu.

c) Select Using DHCP Server from the Configure pop-up menu. The DHCP Client ID

field can be left blank.

d) Close the TCP/IP panel and save your new settings.
If you decide to assign IP addresses manually instead of DHCP, set the Router
Address field with wireless router’'s IP address and make sure DNS settings are

correct.

For Linux Clients
To access Internet via the wireless router, you need to set the wireless router as the
“Gateway”. Make sure login as “root” before attempting any changes.

Fixed IP Address

Most Linux installations use fixed IP address, if you wish to use a fixed IP address, make
sure make the following changes.
a) Set “Default Gateway” with the IP address of the wireless router.
b) Make sure DNS settings are correct.

To act as a DHCP Client (recommended)
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The procedures below may vary depending on version of Linux and X-windows shell.
a) Start X-Windows.

b) Select Control Panel > Network.

c) Select the “Interface” entry for your Network card. Normally, this is called “eth0”.
d) Click “Edit” button, set the “protocol” to “DHCP” and save.

e) To apply all changes, use Deactivate and Activate buttons, if it is possible, restart

your system.

2.3 Configure Wireless Station
This section describes how to configure all the wireless stations use Wireless Router

as an Access Point. Each wireless station must have compatible settings as below.

Mode|All wireless stations must be set to “Infrastructure” mode.

SSID [This code must match the value uses for the Wireless Router. (Note: SSID

(ESSID) |code is case sensitive.)

WEP |By default, WEP encryption is set to 64-bits 10 hex digit.
WPA |By default, WPA-PSK Pass Phrase is set at PassPhrase, WPA G-Rekey

Interval is set at 0 and WPA Data Encryption is at TKIP.




3. Setup Wireless Router Configurations via Web Browser
The Wireless Router comes with a web-based configuration utility. Users can access this
configuration utility from any of client system within Wireless Router's LAN. For best results,

either use Microsoft Internet Explorer 5.0 or later, or Netscape Navigator 4.7 or later.

Before you start configuring your Wireless Router, you have to get following information from
your ISP:
a) Has your ISP assigned you a static IP address, or they will assign one to you
dynamically? If you have received a static IP address, what is it?
b) Does your ISP use PPPoE? If so, what is your PPPoE username and password?

If you are not sure of above questions, please contact your ISP.

3.1 Start your Web Browser
To use the Web-Based Utility, you have to launch your Internet Browser (MS IE 5.0 or

later, Netscape Navigator 4.7 or later).

Stepl: Enter Wireless Router default IP address http://192.168.1.1 in the Address
field then hit Enter key:

2N Cannot find server - Microsoft Internet Explorer

File Edit Wiew Favarites Tools Help

T A ) i
.I (=] » F I _F 1 .
W b- =P o p: ,_lj 7 Search ‘\w{‘ Favarites
Address | (192.168.1.1 )

Step2: Login dialog box will appear, enter admin as User Name and default

password is 1234, then click “OK” to login web-based utility.

Connect to 192.168.1.1

y ]‘-1,1 !';

¥

Wireless Access Poink

Lser narne: | € admin

Password: | Y

[ ]remember my passwaord

[ Cancel




3.2 Setup Wizard
This Setup Wizard will guide you to configure access for the first time. Please follow the setup

wizard step by step.

WILAN Access Point

Setup Wizard

The setop wizard will guide you to configure access point fior ficst time, Please follow the semp wizod
step by step,

Welcome to Setnp Wizard.
The Wizard will zuide you the through following steps. Begin by clicking on Next.
. Setup Opestion Mode
. Choose wour Time Fone
. Setp LAN Interface
. Setup W AN Interface

. Wireless LAN Setting
. Wieless Security Setting

Depend on different modes, the setup wizard will be different. Please follow the below

brief descriptions:

3.2.1 Gateway

(1) Setup Operation Mode — Gateway: In this mode, the device is supposed to connect to
internet via ADSL/Cable Modem. The NAT is enabled and PCs in four LAN ports share the
same IP to ISP through WAN port. The connection type can be setup in WAN port. The
connection type can be setup in WAN page by using PPPoE, DHCP client, PPTP client, L2TP

client or static IP.




WLAN Access Point

1. Operation Mode

Ve can setup different modes 0 LAN and WLAN interface for MAT and bridging function,

® Gateway: In this mode, the device is supposed 10 conmect 1o intemet via ADSLA ke
: Modem, The MAT is enabled and PCs in fonr LA ports share the same IF o
ISP thromgh W AN port, The comnertion type can be setop in WAN page by
using FFPOE, DHCF client, FPTF client, L2TF clisnt or static I

O Bridge: In this maode, all ethernet ports and wireless intecface are bridged together and
' NAT function is disabled. Al fhe WAN related function and firewall are not

supplited,

O Wireless 1sp- [ this mode, all ethemet ports are buidged together and the wireless client will
connect 0 ISP access point, The NAT is enabled and PCs in ethemet pots
share the saroe IP to ISP through wirdless LAN, You onst set the wirless 4o
client rode first and connect o the ISP AP in Sie-Swvey page, The
conmecticon type can be setup in WAN page by using PPPOE, DHCP client,
FFTF client, LITP client ar static IP.

Cancel ”{::Back ” Next>>]

(2) Choose your Time Zone: You can maintain the system time by synchronizing with a

public server over the Internet.

TLAN Access Point

2. Time Zone Setting

“Yom can maintain the systern time by synchronizing with a public time server over the Infemet,

[0 Enable NTP client update
Automatically Adjust Daylizht Saving

Time Zone Select :
NTP server :

[ Cancel ”«Back ” Next»]

(3) Setup LAN Interface: This page is used to configure the parameters for local area network
which connects to the LAN port of your AP Router. Here you may change the setting for IP

address, subnet mask, DHCP, etc.




WILAN Access Point

3. LAN Interface Setup

This page is vsed 0 confignre the parameters for loral aea network Which connects o the LAN port of
v Access Polnt, Here vou may change the setting fior IF addvesss, subnet mask, DHCE, etc.,

IP Address: 192.168.1.1
Subnet Mask: 2552552550

[ Cancel ”«Ba-:k ” Ne:xt>>]

(4) Setup WAN Interface: This page is used to configure the parameters for Internet network

which connects to the WAN port of your AP Router. Here you may change the access method

to static IP, DHCP, PPPoE, PPTP, or L2TP by click the item value of WAN Access type.
WILAN Access Point

4, WAN Interface Setup

This page is vsed 0 confignre the parameters for Inemet network which connects o the W AN port of
v Access Polnt, Here you may change the access method to static [P, DHCP, FFPGE, FPTE or
L2TP by click the ttern value of WAN Access type,

WAN Access Type: L2TF

IP Address: 172112
Subnet Mask: 2552552550
Sexver [P Address: 172111
User Name: IMp
Password:

[ Cancel ”<4Ela-:k ” Ne;xt»]

(5) Wireless LAN Setting: This page is used to configure the parameters for wireless LAN

clients who may connect to your AP Router.




WILAN Access Point

4, WAN Interface Setup

This page is vsed 0 confignre the parameters for Inemet network which connects o the W AN port of
v Access Polnt, Here you may change the access method to static [P, DHCP, FFPGE, FPTE or
L2TP by click the ttern value of WAN Access type,

WAN Access Type: L2TF

IP Address: 172112
Subnet Mask: 2552552550
Sexver [P Address: 172111
User Name: IMp
Password:

[ Cancel ”<4Ela-:k ” Ne;xt»]

(6) Wireless Security: This page allows you setup the wireless security. Turn on WEP or
WPA by using Encryption Keys could prevent any unauthorized access to your wireless

network.
WILAN Access Point

6. Wireless Security Setup

This page allows vom setup the wiless security, Tom on WEP or WPA by using Encrvption Eews
oould prevent any unanthodzed acoess to vour wireless networds,

Encryption: | one

[ Concl | [<Back | [[Finihed |

3.2.2 Bridge
(1) Setup Operation Mode — Bridge: In this mode, all Ethernet ports and wireless interface

are bridged together and NAT function is disabled. All the WAN related function and firewall

are not supported.




TAN Access Point

1. Operation Mode

“ou can setup different modes to LAN and WLAN interface for NAT and hridging function,

O Gateway: In this maods, the device s supposed to connect to intemet wia ADELA 5he
i Modern, The MAT is enahled and PCs in fonr LAN ports share the same IF o
ISP threugh WAN port, The connection type can be setup in WAN page by
uzing FFFOE, DHCF client, FPTP client, [2TF client or static TP

In this mode, all ethemet ports and wircless inteface e biidzed together and
NAT function is disakled, Al the W AN related fonction and firewall are not

supported,

In this mode, all ethemet ports are beid ged towether and the wireless client will
comnect to ISP access point, The NAT is enabled and PCs in ethemet pods
share the same [P to ISP through wirdless LAN, You must set the wireless to
cliemt mode first and connect to the ISP AF in Site-Sorvey page, The
comnection type can be setop in WAN page by using FFPOE, DHCP client,
FFTF client, LATF client or static P,

[ Cancel ”<<Back ” Next»]

(2) Choose your Time Zone: You can maintain the system time by synchronizing with a

public server over the Internet.

TLAN Access Point

2. Time Zone Setting

“Yom can maintiin the systern time by synchronizing with 2 public time server over the Intemet,

[ Enable NTP client update
Automatically Adjust Daylizht Saving

Time Zone Select :
NTP server :

Cancel H«Back ” Next»]

(3) Setup LAN Interface: This page is used to configure the parameters for local area network
which connects to the LAN port of your AP Router. Here you may change the setting for IP

address, subnet mask, DHCP, etc.




WILAN Access Point

3. LAN Interface Setup

This page is nsed to configure the parametess for local area network which conmects 4o the LAN port of
your Aocess Point, Here wou may change the setting for [P addresss, subnet mask, DHCP, et

IP Address: 192.168.1.1
Subnet Mask: 2552552550

[ Canrel ”«Back ” Next:>>l

Attention: DHCP server of LAN will be disabled when you are using BRIDGE mode. Please
remember the IP address in this page and set up your computer with another fix IP in the same
domain to connect to this setup page in the future.

For Example: If the IP address of LAN is 192.168.1.1 and the Netmask is 255.255.255.0, you
can setup your computer with fixed IP 192.168.1.2 and Netmask as 255.255.255.0. After that,
you can type http://192.168.1.1 in the web browser to connect this setup page.

(4) Wireless Basic Settings: This page is used to configure the parameters for wireless LAN

clients who may connect to your AP Router.

WIAN Access Point

5. Wireless Basic Settings

This page is vsed o configure the parametes for wireless LAN clients which may connect o your
Aerrss Point,

Band: 24 GHz (B+G+N) «
Mode: AF v

Network Type:

SSID: RTL365x-GW
Channel Width: 40MHz +
ControlSideband: Upper
Channel Mumber: Y

[ Cancel ”Q{B&Ck ” Nea(t>:>]

Enable Mac Clone (Single Ethernet Client)




(5) Wireless Security: This page allows you setup the wireless security. Turn on WEP or
WPA by using Encryption Keys could prevent any unauthorized access to your wireless

network.

WIAN Access Point

6. Wireless Security Setup

Thiz page allows you setup the wircless secmdty, Tum on WEF or WPA by using Encryption Eeys
conld prevent any wnanthorized aocess 0 your Wireless network,

[ Concel | [(<<Bck_| [[Fiihed |

3.2.3 Wireless ISP

(1) Setup Operation Mode — Wireless ISP: In this mode, all Ethernet ports are bridged
together and the wireless client will connect to ISP access point. The NAT is enabled and PCs
in Ethernet ports share the same IP to ISP through wireless LAN. You must set the wireless to
client mode first and connect to the ISP AP in Site-Survey page. The connection type can be

setup in WAN page by using PPPoE, DHCP client, PPTP client, L2TP client or static IP.
WILAN Access Point

1. Operation Mode

You can setop different modes to LAN and WLAN interface for MAT and bridging function.,

In this mode, the device is supposed. o connect 10 intemet via ADSLACkE
Modern, The NAT is enabled and FCs in four LAN ports share the same TF to
ISP through WAN poot, The connertion type cin be setup in WAN paze ber
using FPFOE, DHCP client, FPTP client, L2TF client <x static [P,

O Gateway:

In this mode, all ethemet ports and. wireless interfare are bridged together and
MAT function is disabled, All the WAN related fonction and firewall are not

supported,

. Inthis mode, all ethemet ports are bridzed together and the wireless clisnt will

" conmect to ISP access point, The NAT is enakled and PCs in ethemet ports
share the samne [P to ISP theough wireless LAN, Yo st set the wireless o
client mode first and conmect 0 the ISP AP in Site-Swvey page, The
oonmEtion type can be setop in WAN page by using PFPOE, DHCF client,
PFTP client, LITP client or static [P,

[ Cancel H{cBack ][ Ne:{t:=:>]




(2) Choose your Time Zone: You can maintain the system time by synchronizing with a

public server over the Internet.

WIAN Access PoEPaimlmrEs:

Fores

2. Time Zone Setting
“om can moaintin the system time by syncheonizing with & publis time seever over the ntemet,

[0 Enable NTP client update
Automatically Adjust Daylight Saving

Time Zone Select -
NTP server -

[ Cancel H(cBack ” Next>>]

(3) Setup LAN Interface: This page is used to configure the parameters for local area network
which connects to the LAN port of your AP Router. Here you may change the setting for IP

address, subnet mask, DHCP, etc.
WILAN Access Point

3. LAN Interface Setup

This page is used o configue the parametes for local area network which connects to the LAN port of
wour Acress Point, Here vou may change the setiing for [P addresss, subnet mask, DHCE, et

[P Address: 192.168.1.1
Subnet Mask: 2552552550

[ Cancel ][<<Ba.ck ][ Naxt>>]

(4) Setup WAN Interface: This page is used to configure the parameters for Internet network

which connects to the WAN port of your AP Router. Here you may change the access method

to static IP, DHCP, PPPoE, PPTP, or L2TP by click the item value of WAN Access type.
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WILAN Access Point

4, WAN Interface Setup

This page is vsed to confizure the pammetes for Intemet network which conmects to the WAN port of
vonr Access Point, Here wou may change the aocess method to static [P, DHCF, FFFoE, FFTF or
L2TP by click the itemn valoe of WAN Acoress tvpe,

WAN Access Type: L2TF

IP Address: 1721.1.2
Subnet Mask: 2552552550
Sexver IP Address: 172111
User Name: Ip
Password:

Cancel ”<<Back ” Next>>]

(5) Wireless LAN Setting: This page is used to configure the parameters for wireless LAN

clients who may connect to your AP Router.

WILAN Access Point

5. Wireless Basic Settings

This pageis vsed to confizure the parmetes for wirsless LAM clients which may conmect to your
Acress Point,

Band: 24 GHz (B+G+M) »
Mode: AP -
Network Type:

SS8ID: RTL8G5-GW
Channel Width: 40MHz
ControlSideband: Upper w

Channel Nomber: I w

[ Cancel ”<<Back ” Next»]

Enable Mac Clone (Single Ethernet Client)

(6) Wireless Security: This page allows you setup the wireless security. Turn on WEP or
WPA by using Encryption Keys could prevent any unauthorized access to your wireless

network.




WILAN Access Point

6. Wireless Security Setup

This page allows you setup the wirless secwity, Tom on WEP or WEA by vsing Enceyption Eevs
oould prevvent any unanthorized ancess o your wireless network,

[ Concel | (=B [[Fished |

3.3 Operation Mode
You can setup different modes to LAN and WLAN interface for NAT and bridging function.

WILAN Access Point

Operation Mode

Ve ¢an setup different modes 1o LAN and WLAN interface for MAT and bridging Fanction.

In this mode, the device i supposed to connect 0 intemet s ADSLA ke
Modero, The AT is enabled and PCs in LAN ports shave the samne [P to ISP
through WAN port, The connection type cin be setop in WAN page by vsing
PPPOE DHCF clisnt, PPTP client cr static: [P,

@ Gateway-

O Bridee: In this raode, all ethemet ports and wivsless interface aoe bold ged toeether and
’ WAT fonction s disabled. Al the W AN related function and firewall are not
supported.
O Wireless ISP In this mods, all ethemet ports are beidzed together and the wirdless client will
© connert to ISF arcess point, The MAT is enabled and FCs in ethemet pors
share the same IP to ISP theouzh wireless LAN, You st st the wireless to
cliemt racde ficst and connect 40 the ISP AP in Site-Survey page, The
comnection e cm ke setop in WAN page by wsing FFPOE, DHCP client,
PFTP client or static IP.

Gateway: In this mode, the device is supposed to connect to internet via ADSL/Cable Modem.
The NAT is enabled and PCs in LAN ports share the same IP to S|ISP through WAN port. The
connection type can be setup in WAN page by using PPPoE, DHCP client, PPTP client, L2TP
client or static IP.

Bridge: In this mode, all Ethernet ports and wireless interface are bridged together and NAT
function is disabled. All the WAN related function and firewall are not supported.

Wireless ISP: In this more, all Ethernet ports are bridged together and the wireless client will
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connect to ISP AP Router. The NAT is enabled and PCs in Ethernet ports share the same IP to
ISP through wireless LAN. You must set the wireless to client mode first and connect to the
ISP AP in Site-Survey page. The connection type can be setup in WAN page by using PPPoE,
DHCP client, L2TP client or static IP.

3.4 Wireless

3.4.1 Basic Settings

This page is used to configure the parameters for wireless LAN clients who may connect to
your AP Router. Here you may change wireless encryption settings as well as wireless

network parameters.

WILAN Access Point

Wireless Basic Settings

This page is nsed to configure the parmaeters for wieless LAN clients which ray commect 40 wour
Aress Point, Here wou may chanze wieless encryption settings as well as wieless network parmrnetes,

[0 Disable Wireless LAN Interface
Band: 24 GHz (B+C4M)

o R
Network Type:

SSID: RTLGSx-GW

Channel Width: 40MHz +

Control Sideband: Upper +

Channe]l Number: 11 |

Broadcast SSID: Enzhled

WHM:

Data Rate: Auty W

Associated Clients: [ Show Active Clisnts ]

Enable Mac Clone (Single Ethemnet Client)
[0 Enable Universal Repeater Mode (Acting as AP and client simultaneoculy)

SSID of Extended Interface:




3.4.2 Advanced Settings

These settings are only for more technically advanced users who have a sufficient knowledge

about the wireless LAN. There settings should note be changed unless you know what effect

the changes will have on your AP Router.
WLAN Access Point

Wireless Advanced Settings

These settings are only for o technically advanced nsers whe have a sufficient knowledge about

wireless LAN, These settings should not be changed wnless vou know what effect the changes will have
on your Access Point,

RTS Threshold: (0_2347)

Beacon Interval: 100 (20-1004 105)

Preamble Type: @ Long Prearoble O Short Preamble

IAPP: @ Enabled O Disablsd

Protection: O FEnabled @ Disablsd

Aggregation: @ Enabled O Disablsd

Short GI: © Enabled O Disablsd

RF Output Power: @1os Ons Oxe OB O5%

(o i) (e |

3.4.3 Security
This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption

Keys could prevent any unauthorized access to your wireless network.
WLAN Access Point

Wireless Security Setup

This page allows vom setp the wireless seourity, Tum on WEP or WPA by using Encryption Kevs could prevent
any nnanthorized ancess o your wirsless network,

Select SSID: | Root AP - RTLAGH-GW (v

Encryption: Disable

8021z Authentication: O




3.4.4 Access Control
If you choose “Allowed Listed”, only those clients whose wireless MAC addresses are in the
access control list will be able to connect to your AP Router. When “Deny Listed” is selected,

these wireless clients on the lust will not be able to connect the AP Router.

WILAN Access Point

Wireless Access Control

T wom choose "Allowed Listed, only those clients whose wirdless MAC addresses are in the aocess
comtrol list will be able to connert to wour Access Point, When Deny Listed' is selected, these wireless
clients on the list will not be able to connect the Access Peint,

Wireless Access Control Mode: | Disable

MAC Address: Comment:

Current Access Control List:

3.4.5 WDS Settings
Wireless Distribution System uses wireless media to communicate with other APs, like the
Ethernet does. To do this, you must set these APs in the same channel and set MAC address

of other APs which you want to communicate with in the table and enable the WDS.

WILAN Access Point

WDS Settings

Wireless Distibotion Syster vses wireless media o oomoounicate with other APs, like the Ethemet
does, To do this, vom must set these APs in the same channel and set MAC address of other AFs which
yom Want 10 cornrunicate with in the table and then enable the WDS,

Current WDS AP List:




3.4.6 Site Survey

This page provides tool to scan the wireless network. If any AP Router or IBSS is found, you

could choose to connect it manually when client mode is enabled.
WILAN Access Point

Wireless Site Survey

This page provides ool to scan the wircless network, If any Access Foint or IBES s found, you could
checse 1 oonnect i roanually when client mode 15 enabled,

IR NSO i N BRI
default 000634908 3 (B+3) | AP no 23
WFA-

Ded3:29:804 8
RS LAVN_FTP_Server 00:0c:43:28:80:00 BCHN) AP PSK;SHIEAE- 15

3.47 WPS

This page allows you to change the setting for WPS (Wi-Fi Protected Setup). Using this

feature could let your wireless client atomically synchronize its setting and connect to the
Access Point in a minute without any hassle.

WILAN Access Point

Wi-Fi Protected Setup

This page allows vou 10 change the seting for WES (Wi-Fi Frotected Setp), Using this fieaore oould 1et

your Wireless client sutoraically syncronize its seting snd connect 1 the Access Point in & minte without
any hassle,

[0 Disable WPS

WPS Status: Configued * UnConfigursd
Self-PIN Number: B0484080

Push Button Configuration: Start PEC

(oo ] (=]

Client FIN Number:

Wi-Fi Protected Setup was designed to ease setup of security enabled WiFi networks in the
home and small office environment. It supports methods that are familiar to most consumers to

configure a network and enable security, like pushing a button (PBC method) or entering a PIN
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code (PIN method). The new system, which will be incorporated in Windows Vista, will work
with computers, gateways peripherals, and consumer electronics.

You would initiate a WPS mode on gateway and then enter a simple sequence of digits (like a
PIN code) or press a button, use a similarly easy method to start a secure key exchange to
retrieve the WPA/WPAZ2 key.

This function allows you to change the setting for WPS (Wi-Fi Protected Setup). WPS can help

your wireless client earlier automatically connect to the Access Paint.

AP Operation

In Realtek AP web server, you could find an WPS web page shown as the figure below:

WILAN Access Point

Wi-Fi Protected Setup

This page allows wou 0 change the setting for WES (Wi-Fi Protected Setop), Using this festure oonld 1t
your Wireless clisnt sutomically syncrondze it seting and connect 10 the Access Point in 2 minute without
any hassle.

[0 Disable WPS

WPE Status: Configured
Self-PIN Number: 20424080

Push Button Configuration: Start FBC

Client PIN Number:

(Figure 1)
To use WPS, you only need to click the button of “Start PBC”. Then click “OK".

WILAN Access Point

Start PBC successfully!

You have to run Wi-Fi Protected Setup in client within 2 minutes.




Windows Utility Operation (for RTL8192U Adapter)
Launch Realtek wireless client utility on Windows platform (2K or XP), you will see there is an
Wi-Fi Protect Setup tab existed, click the tab you will see a interface as shown in following

figure:

REALTEK RTL8192U Wireless Utility [=1:3]

Refresh(R)  View(¥) About(4) —

= ¢ MyComputer Genersl || Profile | Availsble Network | Sttus | Statistios | Wi-Fi Protest Setup |
Realtek RTL81¢

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIM
After pushing the PIN button Please enter the PIN code into your
AP,

PIN Code : 21279386

Fin Input Config (PIM)

Push Button

After pushing the PEC button.Please push the physical button on
wour &P or visual button on the WPS config page.

Push Button Canfig (PBC)

< |
Show Tray Icon [] Disable Adapter

[ Radia off
Ready

(Figure 2)

Push the “PBC(Push Button Config)” in this page, WPS feature will automatically setup the

| [o/x]

setting.

= ¥ MyComputer General | Profile | Available Network | Statos || Statistics| Wi-FiProtect Setup |
Realtek RTL81¢

Wi-Fi Protected Setup (WPS)

Wi Fi Protecied Setip. PBC wiethod

Wi-Fi Protected Setup - PBC method

If there is more then one AP on the PBC mode, there will be
[Session Owverlap].Please using PIM method or wait for a
while puzh the button again,

Status : Initial WPS ...

Complete ["

[ Push Button Config (PBC)

¢ |
Show Tray Icon [] Disable Adapter

[ Radia Off
Ready

(Figure 3)
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After push “Push Button Config (PBC)” button, the program will automatically connect to the

AP router which has the feature of RTLTEK WPS. When connection is successful, you will see

the screen as below:

REALTEK RTIL8192U Wireless Utility

Refresh(R)  WView(y)
2 ¢ MyComputer
Eealtek RTL31¢

11t

General | Profile || Available Network | Status

Status:
Sphieed:
Type:
Encryptian:
S5I0:

Signal Strength:

Link Quality:

Statistics | Wi-Fi Protect Setup

Associated

Tx:60 Mbps Rx:150 Mhps
Infrastructure

AES

WPS72f25a5101

[lllllllllllllll

[llllllllllllllllllllllllllllllq =

Metwork Address:
Mac Address:
IP Address:
Subnet Mask:
Gateway:

O0ED4C0C07:25
192.168.1.102
255,295.235.0
192,168.1.1

ReMew [P

<
Showe Tray Icon

[] Disable Adapter
[ Radio Off

Ready

(Figure 4)

3.5 TCP/IP Settings
3.5.1 LAN Interface

This page is used to configure the parameters for local area network which connects to the

LAN port of your AP Router. Here you may change the setting for IP addresses, subnet mask,
DHCP...etc.

WLAN Access Point

LAN Interface Setup

This page is vsed o configuee the pararmetes for local area network which connects to the LAN port of
wour Aocess Point, Here you may change the setting for [P addresss, subnet mask, DHCE, ete.,

IP Address:

Subnet Mask:
Default Gateway:
DHCP:

DHCP Client Range:
DHCP Lease Time
Etatic DHCP:

Domain Name:

Clone MAC Address:

192.168.1.1
2552552550
192.168.1.1
Server v

192.168.1.100 = [192.168.1.200

Forewer v

Disabled

Q00000000000
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3.5.2 WAN Interface
This page is used to configure the parameters for Internet network which connects to the WAN

port of your AP Router. Here you may change the Access Method to static IP, PPPoE, PPTP

or L2TP by click the item value of WAN Access Type.

WILAN Access Point

WAN Access Type: LITP

IP Mode - Static IP

IP Address: 172112
Subnet Mask: 2552552550
Default Gateway: 17211254
Server [P Address: 172111
User Name: 1Mp

Password:

® Attain DNS Auntomatically
O Set DNS Manually
DNS 1:
DNS 2:
DNS 3:
Clone MAC Address: | 000000000000
[] Enable oPNP
Enable IGMP Proxy
Enable Ping Access on WAN
[] Enable Web Server Access on WAN
Access Port Number:
Enable IPsec pass throngh on ¥YPN connection
Enable PPTP pass through on VPN connection
Enable L2TP pass through on YPN connection

(Ao ] ()




3.6 Firewall
3.6.1 Port Filtering

Entries in this table are used to restrict certain types of data packets from your local network to

Internet through the Gateway. Use of such filter can be helpful securing or restricting your local
network.

WILAN Access Point
Port Filtering

Entries in this fable are vsed to restrict cerain types of dats packets from vour local netwrodk to Intemet
thiremgh the Gatesweay, Use of such filters can be helpfal in secming or mestricting wonr local netaods,

B Pon Filtering [ Enable Port Filtering
B IPFi

Port Range: -

(ol G| (R

Current Filter Table:

© PRam  Pewsl  Comser  Solm

3.6.2 IP Filtering

Entries in this table are used to restrict certain types of data packets from your local network to

Internet through the Gateway. Use of such filters can be helpful in securing or restricting your
local network.
WLAN Access Point
IP Filtering

Entides in this tahle are nsed to restdot cecain types of dat packets from wour local netwodk t0 Intemet
through the Gateway. Use of such filters can be helpful in secring or restricting your local netwodk,

[ Enable IP Filtering

Loal IP Address:

(Ao e ()

Current Filter Table:

v TR T M
B Logout




3.6.3 MAC Filtering

Entries in this table are used to restrict certain types of data packets from your local network to

Internet through the Gateway. Use of such filters can be helpful in securing or restricting your
local network.

WILAN Access Point
MAC Filtering

: i Eintries in this tabls are vsed 40 restrict certiin 4ypes of data packets from Your local network 1o Intermet
- T » through the Gateway. Use of such filters can be helpful in secring or restricting your local netwodk,

-
-

] Enable MAC Filtering
MAC Address:

(Ao e ()

Current Filter Table:

3.6.4 Port Forwarding

Entries in this table allow you to automatically redirect common network services to a specific

machine behind the NAT firewall. These settings are only necessary if you wish to host some

sort of server like a web server or mail server on the private local network behind your
Gateway’s NAT firewall.

WILAN Access Point
Port Forwarding

Entries in this takle allow you o anternatically redirect comroon network services o a specific raching behind the
MAT firewall, These setings are only necessary if yon wish to host some sort of server ke a web server or roail
sepver on the private local network behind wour Gateway's MAT firewall,

[0 Enable Port Forwarding

IP Address: Protocol:

Current Port Forwarding Table:

 Local [P Address | Protocol | PortRange | Commest | Select




3.6.5 URL Filtering

URL filter is used to deny LAN users from accessing the internet. Block those URLs which
contain keywords listed below.

WILAN Access Point
URL Filtering

URL filter is vsed to deny LAN wsers from acoessing the intemet, Block those URLs which contain
kevrwords listed below,

[J Enable URL Filtering

URL Address:

: . Current Filter Table:
=

Logout I N N

3.6.6 DMZ
A Denmilitarized Zone is used to provide Internet service without sacrificing unauthorized

access to its local private network. Typically, the DMZ host contains devices accessible to

Internet traffic, such as Web (HTTP) servers, FTP servers, SMTP(e-mail) servers and DNS
servers.

WILAN Access Point
DMZ

& Demilitarizad Zone 15 nsed to provide Infemet services withont saciificing unanthorized aocess o s
local private network, Typically, the DMZ host contains devices accessible to Intemet traffie, such as
Weh (HTTF ) servers, FTF servers, SMTP (email) servers and DS servers,

[ Enable DMZ

DMZ Host IP Address:
B
3
B

Logout




3.6.7 QoS
Use this section to configure Realtek's QoS. The QoS settings improve your online gaming

experience by ensuring that your game traffic is prioritized over other network traffic, such as

FTP or Web.

AN Access Point

Qos

Usg this section to configure Realtek's QoS, The QoS settings improve your online gaming
experience by ensuring that your game traffic is prioritized over other network traffic, such as FTP
or YWeh,

[ Save Setkings ] [ Don't Save Setkings ]

QOS SETUP

Enable Qos : ]
Automatic Uplink Speed :
Manual Uplink Speed :

Marne

Local IP Ranhge
to

Remote IP Range
to

Marne

Local IP Ranhge
to

Remote IP Range
to

Marne

Local IP Range
to

Remote IP Range
to

Marne

Local IP Range
to

Remote IP Range
to

Marne

Local IP Range
to

Remote IP Range
to

Marne

Local IP Range
to

Remote IP Range
to

Mame

Local IP Range
to

Remote IP Range
to

Mame

Local IP Range
to

Remote IP Range
to

Mame

Local IP Range
to

Remote IP Range
to

Mame

Local IP Range

to
Remote IP Range

to

Priority (1 is highest)

Priority (1 is highest)

Priority (1 is highest)

Priotity (1 is highest)

Priotity (1 is highest)

Priotity (1 is highest)

Priarity {1 is highest)

Priority (1 is highest}

Priority (1 is highest}

Priority (1 is highest}

0 -- 00S RULES

Protocol
<<
Local Port Range
to
Remote Port Range
to
Protocol
<<
Local Port Range
to
Remote Port Range
to
Protocol
<<
Local Port Range
to
Rernote Port Range
to
Protocol
<<
Local Port Range
to
Rernote Port Range
to
Protocol
<<
Local Port Range
to
Rernote Port Range
to
Protocol
<<
Local Port Range
to
Rernote Port Range
to
Protocol
<<
Local Port Range
to
Rernote Port Range
to
Protocol
<<
Local Port Range
to
Rernote Port Range
to
Protocol
<<
Local Port Range
to
Rernote Port Range
to
Protocol
<<
Local Port Range
to
Remote Port Range
to




How to setup your Qo0S:
1. In QoS Setup Section, Enable QoS feature.
2. Choose Uplink Speed: “Automatic” or “Manual”
Configure QoS Rules — Name, Priority (1~255, 1 is highest), Protocol, Local IP range,
Local Port Range, Remote IP Range, and Remote Port Range.

Click “Save Settings” to save QoS configurations.

WILAN Access Point

Qos

Use this section to configure Realtek's QoS The QoS settings imprave your online gaming
experience by ensuring that your game traffic is prioritized over other network traffic, such as
FTF or Web.

[ Save Settings ] [ Don't Save Settings ]

QOS SETUP
B Logout
Enable Qo5 :

Automatic Uplink Speed :
Manual Uplink Speed :

10 -- QOS RULES

Marne Priority (1 is highest) Protocol
Teskl 1 {1..255) << |TCP |w

Local IP Range Local Port Range
192,165.1.100 to [192.163.1.125 500 to 1000

Remote IP Range Remote Port Range
0.0.0.0 to [255,255,255.255 0 to (65535

Marne Priority (1 is highest) Protocol
1 {1..255) <= [TCP w0

Local IP Range Local Port Range
0.0.0.0 to |255.255.255.255 0 to 65535

Remote IP Range Remaote Port Range
0.0.0.0 to [255,255,255.255 0 to (65535
Marne Priority (1 is highest) Protocol

1 (1..255) z< |TCP |»

Local IP Range Local Port Range

3.7 Management

3.7.1 Status
This page shows the current status and some basic settings of the device, such as System

information, Wireless Configuration, TCP/IP Configuration, and WAN Configuration.




WILAN Access Point

Access Point Status

This page shows the coment statns and some basic setings of the device,

ystem
Uptime Odagrh:1%9m:1 Ps
Firmware Vesion 1 00T
Build Time Mon Feb2 11:43:23 CST 2009
'Wireless Configuration
AP
24 GHz (B+5H)
RTL8GS:-GW
11
Disabled
00e0:Ac: 855101
0

Fited IP
19216811
2552552550
Default Gateway 19216811
DHCP Server Enabled
MAC Address 00l 86:51.01
'WAN Configuration
Attain [P Protocol Fitted IP Disconnected
IP Address 0000
Subnet Mask 0000
Default Gateway 0000
MAC Address 0elide: 865102

SERVER

3.7.2 Statistics
This page shows the packet counters for transmission and reception regarding to wireless and

Ethernet networks.

WILAN Access Point

Statistics

This page shows the packet counters for transmaission and eception egarding o wircless and Ethemet
networks,

Sene Fackers
Recerved Packers
Sene Fackete
Fecerve! Fackers
Sene Fackers
Fecerve! Fackers




3.7.3 DDNS
Dynamic DNS is a service that provides you with a valid, unchanging, internet domain name

(an URL) to go with that (possibly ever-changing) IP address.

WILAN Access Point

Dynamic DNS Setting

Diynamoic DMS 5 a serwice, that provides you with a valid, wnchanging, intemet dormain naros (an URL)
o 20 with that (possibly everchanging) [P-address,

[ Enable DDNS
Service Provider :
Domain Name :
User Name/Email:
Password/Eey:
Mo

B ?ZO, o can fave a 30 days fee trral Aere ar mangee yonr TZ0 acconnt i controd panef
For DynNS, sow can creare yomr Dy DS accont dere

el

3.7.4 Time Zone Setting

You can maintain the system time by synchronizing with a public time server over the Internet.

WILAN Access Point

Time Zone Setting

Yo can madntiin the 3vstem time by synchronizing with 2 public fire secver over the Intemet,

Current Time : Yy 2000 Mon 1 Day 1 Hr 0 Mn 0 Sec 43
Time Zone Select - (G T-+08:00) Taiped

rFEFER

[J Enable NTP client update
Antomatically Adjust Daylight Saving
NTP server : (O]

O (Manual [P Setting)

(b | [Fes] (Rt




3.7.5 Log
This page can be used to set remote log server and show the system log.

WLAN Access Point

System Log

This page can be nsed o set rermote log server and show the system log,

Enable Log
system all
[J Enable Remote Log

Oday 00:22-37 00000000 {epc == 0040592c, ra == 00405908)

Oday 00:22:37 brl: port 2{wlanl) entering disabled state

aload Oday 00:22:37 brl: port l{ethl) entering disabled state

B r h Oday 00:22:37 brl: port 2(wlanl) entering disabled state

B Logout Oday 00:22:37 device wlan0 left promlscucus mode
B Oday 00:22:37 device wlan0 entered promiscuous mode

Oday 00:22:37 brl: port 2{wlanl) entering listening state

Oday 00:22:37 brl: port 1{ethl) entering listening state

Oday 00:22:37 brl: port 2(wlanl) entering learning state
Oday 00:22:37 brl: port 2{wlanl) entering forwarding state

Oday 00:22:37 brl: topology change detected, propagating

Oday 00:22:37 brl: port liethd) entering learning state
Oday 00:22:37 brl: port l{ethd) entering forwarding state

Odaw 00:22:37 brl: topology change detected, propagating

2 3 & 8 4]

]

3.7.6 Upgrade Firmware
This page allows you upgrade the AP Router firmware to new version. Please note DO NOT

power off the device during the upload because it may crash the system.

ccess Point

Upgrade Firmware

This page allows you upgrade the Aocess Point firroware o new version, Please note, do not power off
the device during the upload berause it may crash the systena,

Select File:




3.7.7 Save/Reload Setting
This page allows you save current settings to a file or reload the settings from the file which

was saved previously. Besides, you could reset the current configuration to factory default.
WLAN Access Point

Save/Reload Settings

This page allows Yo save current setings 10 a file or reload the settings from the file which was saved
previsnsly, Besides, you could weset the coment confizumtion o factory default,

Save Settings to File: Save,.

Load Settings from File:

Reset Settings to Default:

PTFEFFRR

3.7.8 Password
This page is used to set the account to access the web server of AP Router. Empty user name

and password will disable the protection.

WILAN Access Point

Password Setup

This page 15 nsed t0 56t the account 40 access the web server of Access Point, Eropty wser name and
password will disable the protection,

User Hame:

TFEFER

Hew Password:

Confirmed Password:

(o Gl (P |




3.8 Logout
This page is used to logout WLAN AP Webserver.

WILAN Access Point

Logout

This page is nsed 10 logout,

Do ¥ou want to logout ?

Click “Apply Change” button to logout the webserver. And then, you will see the below

screen:

WILAN Access Point
Change setting successfully!




4. Troubleshooting
This chapter covers some common problems that user may encounter while accessing the
wireless router and some possible solutions for them. If you follow the suggested
instructions to configure the wireless router, but router still does not function properly,

please contact your local dealer for assistance.

Q1) Can not connect to the wireless router.
Ans: Check the following.
a) If the wireless router is properly installed, if LAN connections are OK, and if
wireless Router is powered on.
b) Ensure that your PC and wireless router are on the same network segment.
C) If your PC is set to “Obtain an IP Address automatically” (DHCP client), restart it.
d) If your PC uses a Fixed (Static) IP address, ensure that it is using an IP Address
within the range 192.168.1.2 to 192.168.1.254 and thus compatible with the
wireless router’s default IP Address of 192.168.1.1. Also, the Network Mask
should be set to 255.255.255.0 to match the wireless router. In Windows, you
can check these settings by using “Control Panel - Network” to check the

“Properties” for the TCP/IP protocol.

Q2) When | enter a URL or IP address | get a timed out error.

Ans: A number of things could be causing this. Try the following troubleshooting steps.
a) Check if other PCs work. If they do, ensure that your PCs IP settings are
correct. If using a fixed (static) IP address, check the Network Mask, Default
gateway, and DNS as well as the IP Address.
b) If the PCs are configured correctly, but still not working, check the wireless
router. Ensure that it is connected and on. Connect to it and check its settings. If
you can’t connect to it, check the LAN and power connections.
C) If the wireless router is configured correctly, check your Internet connection

(DSL/cable modem etc) to see that it is working correctly.

Q3) Some applications do not run properly when using the wireless router.

Ans: The wireless router processes the data passing through it, so it is not transparent.
Use the Special Applications feature to allow the use of Internet applications that do
not function correctly. For example, you can use DMZ function, this should work with
almost every application but there is a security risk since firewall is disabled and only

one PC can be used in this feature.




Q4) My PC can not locate the wireless router.
Ans: Check the following.

a) If your PC is set to Infrastructure Mode, because the router is always in

Infrastructure Mode.

b) If the SSID on your PC and wireless router are the same. Remember that the
SSID is case-sensitive.

c) If both of your PC and wireless router have the same WEP settings. The default
setting for the wireless router is disabled, so your wireless station should also
have WEP disabled.

If WEP is enabled on the wireless router, your PC must have WEP enabled, and
the key tables (64/128 hit encryption) must match.

If the wireless router’'s wireless screen is set to allow LAN access to select
wireless stations only, then each of your wireless stations must have been
selected or access will be blocked.

To see if radio interference is causing a problem, check if connection is possible
when close to the wireless router. Remember that the transmission range can

be as short as 100 feet in poor environment.

Q5) Wireless connection speed is very slow.
Ans: A wireless system transmission speed depends on the distance and the environment.
To obtain the highest possible connection speed, you can try the followings:
a)  Try to adjust wireless router location and orientation.
b) If there are interference problems, change to another wireless channel.
C) If other devices cause the interference, you should turn off that device or

relocate it.

Q6) The “Status” light is ON (steady ) after power on, it means the router is hung

Ans : Please disconnect the power adapter from the power jack on the router and reconnect

the power adapter again to the router, check if the “Status” light is flashing normally.




