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Copyright ©2003 by manufacturer. All rights reserved.

No part of this documentation may be reproduced in any form or by any means or used to
make any derivative work (such as trandation, transformation, or adaptation) without
written permission from the copyright owner.

All the other trademarks and registered trademarks are the property of their respective
OWNers.

Statement of Conditions

The content described in this manua may be improved or changed a any time and it is
subject to be changed without notice.

Manufacturer assumes no responsibility for errors contained herein or for direct, indirect,
specid, incidental or consequential damages with the furnishing, performance, or use of
this manual or equipment supplied with it, even if manufacturer of its suppliers have been
advised of the possibility of such damages.

Electronic Emission Notices

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions:
(1) This device may not cause harmful interference.

(2) This device will accept any interference received, including interference that may
cause undesired operation.

FCC Radio Frequency Interference Statement

This equipment has been tested and found to comply with the limits for a class B digital

device, pursuant to Part 15 of the FCC rules. These limits are designed to provide
reasonable protection against harmful interference when the equipment is operated in a
commercia environment. This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used in accordance with the instruction manua, may cause
harmful interference to radio communications. Operation of this equipment in a
resdential area is likely to cause harmful interference in which case the user need to

correct the interference at his area. If the equipment causes interference to radio or
television reception, try to correct the interference by using one or more of the following
measures.

Plug the equipment into an outlet that is on a different circuit from the television or
radio.

Change the direction of the televison or radio antenna until the interference
disappears.

Move the equipment to one side or the other of the television or radio.

Move the equipment farther away from the television or radio.

To assure continued compliance, any changes or modifications not expressy approved by
manufacturer could void the user’ s authority to operate the equipment.



FCC Radiation Exposure Statement

This device and its antennas must operate with a separation distance of at least 20 cm
from al persons and must not be co-located or operating in conjunction with any other
antenna or transmitter. End users must be provided with specific operating instructions for
satisfying RF exposure compliance.

FE C€04700

This product has been certified in France, Germany, Italy, Spain, Sweden, UK, and US.

Prohibition of co-location

This device and its antenna(s) must not be co-located or operating in conjunction with any
other antenna or transmitter.

Regulatory information / Disclaimers

Installation and use of this Wireless LAN device must be in strict accordance with the
instructions included in the user documentation provided with the product. Any danges
or modifications (including the antennas) made to this device that are not expresdy
gpproved by manufacturer may void the user’ s authority to operate the equipment. The
manufacturer is not responsble for any radio or televison interference caused by
unauthorized modification of this device, or the substitution or attachment of connecting
cables and equipment other than manufacturer specified. It is the responsibility of the user
to correct any interference caused by such unauthorized modification, substitution or
attachment. Manufacturer and its authorized resdllers or distributors will assume no
ligbility for any damage or violation of government regulations arising from failing to
comply with these guidedines.

Caution Statement of the FCC Radio Frequency Exposure

This Wireless LAN radio device has been evaluated under FCC Bulletin OET 65C and
found compliant to the requirements as set forth in CFR 47 Sections 2.1091, 2.1093, and

15.247(b)(4) addressing RF Exposure from radio frequency devices. The radiation output
power of this Wireless LAN deviceisfar below the FCC radio frequency exposure limits.

Nevertheless, this device shal be used in such a manner that the potential for human
contact during normal operation —as a mobile or portable device but use in a body-worn
way is drictly prohibit. When using this device, a certain separation distance between
antenna and nearby persons has to be kept to ensure RF exposure compliance.



M PE Statement (Safety | nfor mation)

Your device contains a low power transmitter. When device is transmitted it sends out
Radio Frequency (RF) sgndl.

LIMITED WARRANTY

This product is warranted by manufacturer to be free from defects in materid and
workmanship for one (1) year from the date of purchase unless otherwise stated.

During this period if this product is found to be defective in materia or workmanship,
manufacturer or one of its authorized service facilities will at its option either repair or
replace this product without charge, subject to the following conditions, limitations and
exclusions:

1. This warranty extends to the original consumer purchaser only and is not
assignable or transferable.

2. Thiswarranty shall not apply to any product which has been subjected to misuse,
abuse, abnorma use, negligence, ateraion or accident, or has had its serid
number altered or removed.

3. This warranty does not apply to any defects or damage directly or indirectly
caused by or resulting from the use of unauthorized replacement parts and/or
service performed by unauthorized personnel.

4. Thiswarranty does not apply to the software driver that accompanies this product.

This warranty is made expressly in lieu of al other warranties, expressed or implied,
including but not limited to any implied warranty of merchantability of fitness for a
particular purpose, and al other obligations on the part of Manufacturer provided,
however, that if the disclamer of implied warranties is ineffective under applicable law,
the duration of any implied warranties arisng by operation of law shall be limited to one
(1) year from the date of purchase or such longer period as may be required by applicable
law.

Manufacturer hereby disclaims any and al liabilities for consequential and incidental
damages arisng out of or in connection with any breach of this warranty or any other
claim with respect to this product, including but not limited to claims of negligence, strict
ligbility in tort or breach of contract.
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1. INTRODUCTION

Wirdess LAN is locd area networking without wires, which uses radio frequencies to
transmit and receive data between PCs or other network devices. Wireless LAN isableto
configure independent networks and infrastructure networks The former is suitable for
small or temporary peer-to-peer configurations, and the latter is offering fully distributed
data connectivity viamicro cells and roaming.

The Wireless Access Point (AP) is designed to meet the mobility, performance, security,
interoperability, management, rdiability requirements of IEEE 802.11b high data rate
sgandard and IEEE 802.3 Ethenet 10 BaseT dandard. This instaled AP can
communicate with other IEEE 802.11b and IEEE 802.3 compatible products to create a
wireless network in your office or home.

1.1 Features

Compliant with |EEE 802.11b standard

Automatic data rate fallback under noisy environment (11/5.5/2/ 1 Mbps)
Supports full mobility and seamless roaming from cell to cell
Local, remote and automatic configuration

Easy client management with supplied utility software
Desktop and wall/ceiling mount

Operating range

- Open environment: Up to 300m

- Office environment: 30~ 100m

Bridging function

Support |EEE 802.11d International roaming

Provide repeater function

Wirelessto wirelessfiltering

Site Survey function

Support |EEE 802.1x Port Based Network Access

Provide web server function

1.2 Applications

Home networking for device sharing - Remote access to corporate network
information email, file transfer and terminal emulation.

Frequently changing environments - Retallers, manufacturers and banks that
frequently rearrange the workplace and change location.

SOHO (Small Office and Home Office) users - SOHO users need easy and quick
installation of asmall computer network functions

Inter-building connection - The wireless building-to-building network installs
quickly, requires no monthly lease fees, and provides the flexibility to
reconfigure easily.

Typical applications include hard-to-wire buildings, campuses, hospitals/medical
offices, warehouse, security huts, exhibition centers, etc.

Temporary LANSs for special projects or occasions - Auditors require workgroups
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at customer gites. Trade shows, exhibitions, retailers, airline, and shipping
companies need additional workstations for the peak periods of data traffic.



2. INSTALLATION

Please follow steps described in Section 2.1 through 2.8 to ingtdl your AP -- including
hardware, driver, and utilities.

2.1 Product Kit

Before starting installation, please make sure the Wireess Access Point (AP) package you
purchased includes the following four items:

1) Wireless Access Point with one antenna

2) CD-ROM (containing Driver/Utility, and User’ s Manual).
3) User’ sManua (hard copy).

4) Power adapter with power cord.

If anything from the above items is missing, please contact your vendor.

2.2 System Minimum Requirements

Your sysem should meet the following minimum requirements to ingal the AP
successtully.

1) LAN with Ethernet network device such as hub or switch.

2) An A/C power outlet (100~240V, 50~60Hz) close to the location of AP (refer
to Section 2.3).

3) UTP Ethernet cble (category 3, 4, or § with RJ}45 connectors and enough
length from the location of AP to the hub.

2.3 AP slocation

Please choose a proper place for your AP. Normally, the best location to placethe APis at
the center of dl your mobile stations within line of sight. The higher atitude is for the
AP slocation, the better performance it may have.

2.4 Plug in Power

Pug the power cord of power adapter into the socket marked with ~a- on the rear pand
of AP, and plug the power adapter into an A/C power outlet. When completed, the power
LED on the top pand should light up as shown in Table 1. Note that only use the power
adapter supplied with AP; otherwise, the AP may be damaged.



Table 1. LED Indicators

LED Off On Hash
< No power. Link to hub, but no | LAN traffic is detected. The
LAN | No network network traffic. heavier the traffic, the faster
connection. the LED flashes.
- Nil. Nil. RSS is detected. The bigger
* RSS the RSS, the faster the LED
flashes.
b NoO power. Power on Nil.
Power
Nil. Nil. Radio traffic is detected. The
% wWLAN heavier the traffic, the faster

the LED flashes.

2.5 Connect to a Network

Plug one end of a RJ-45 UTP Ethernet cable into the socket marked with on the rear
pand of AP, then plug the other end of this Ethernet cable into a free socket of the huld s
LAN ports. When completed, the LAN LED on the top pand should light up as shown in
Table 1.

Note that your wirdless LAN is able to operate in some smple systems, i.e. only one AP
and a DHCP server available, by using the default settings (refer to Section 7) whenever
you have completed the above steps successfully. If in such case, your installation process
Is completed and you can neglect the following steps. Otherwise, the following steps
should be resumed for complicated systems or for the case that you would like to change
the AP ssettings.




2.6 Connect to an ADSL modem

PSTN

(é ADSL splitter

ﬁ Phoneline g Phoneline | /7, Phone

Ethernet Cable i b
e : Notebook with
Access Pomt Wireless LAN Card,
ADSL MODEM WirelessUSB Dongle

ATU-R

Direct Connection of AP to ADSL Modem

Please note the conditions for the connection of AP with ADSL modem:

If the AP is directly connected to the ADSL modem output, an Ethernet cable type
(crossover or straight-through) is dependent on ADSL modem.

If the AP is connected to the ADSL modem through a hub, it depends on what kinds of
ADSL services.

1) ADSL service with dynamic IP addresses. the AP is connected to one of the
hub’ s LAN ports, standard RJ-45 cables are used to connect among AP, Hub,
and ADSL modem.

2) ADSL service with a fixed IP address: A Router or IP sharing device is
included so that the AP and other devices connected to the hub’ s LAN ports
can share the same | P address for operations.

Disabling IP filtering function is needed for the AP configuration, the normal settings of
ADSL modem, Access Point, and WLAN NIC can then be followed for installations.
See section 9 that shows how to disable the IP filtering of AP.



2.7 Install Utilities

Before installing the utilities into your PC, you have to ensure that your PC is running
under Windows 98, Me, NT, 2000, or XP operating system and has minimum 5 Mbytes
free disk space

Please follow the steps below to ingdl three utilities, AP Utility, SNMP Manager and
RSSTool. The firg is used for the loca configuration, the second is the remote
configuration, and the last is the RSS test tool. The first o utilities perform the same
functions except the password options and physical connections.

1) Insert the supplied CD-ROM in the CD-ROM drive.

2) Run\Utilities\setup.exein the CD-ROM.

InwhallShield Wirard i |
‘Whadtdini b the Dnatall ekl W iraed e Ao
Point

T Irect=ll S Fechd® a2 eal ieatalll oo i Poked O Yoo
aompdern. Ta corirue. chok Med

bl ¥ | Cancal

nskal e izar
Choose Destination Location n
Select folder where Setup will install files. I 4

Setup will install Access Point in the following folder.

Toinstall to this folder, click Mest. To install o a different folder, click Browse and select
another folder.

Destination Folder

’7C:\Program FileshAccess Point Browse... |
Install&hield
< Back Hest > Cancel |
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3) Follow the prompted instructions to finish the installation.
4) Restart your PC when prompted.

E It altS hdehil WWizasd ComHele

T haa | et B bt woizeand bz sticoscssdUly bnslalad Aocie:
Print Befons wou con ume | he piog e, pong wis] skt pon
zompulm.

Mo, | vl et iy conpuca) Lader

Aawease oty die ke bown ther drves, and e ook Fineh
complele pehp

2.8 Ingdl AP’ s Driver
You may skip the AP sdriver ingdlation on the conditions that:

1) Your PC cannot connect to AP through an USB cable.

2) Your PC is running Windows 95 or NT where USB connection is not
supported.

3) Thelocal configuration is needed.

Please follow the steps below to ingall the AP’ s driver.

1) Plug an USB cable into socket marked with ¥  on the rear panel of AP, and
plug the other end of the USB cable into USB port (type A) of the PC.

2) When plugged, your PC should detect the inserted AP automatically and
display New Hardware Found on the display box.

Welcome to the Found New
Hardware Wizard

Thig wizard helps you install a desice driver for a
hard d

eeeeeeeeeee 3

To continue, click Mest

< Back Next » Cancel
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Found New Hardware Wizard

Install Hardware Device Drivers
A device driver is a software pragram that enables a hardware device to wark, with
an operating system.

Thiz wizard will complete the installation for this device:

@ LISE Device

A device diiver is a software program that makes a hardware device work. Windows
needs driver files for your new device. To locate diver files and complete the
installation click Newt.

‘What do you want the wizard to do?
¥ Search for a suitable diver for my device [recommended)

" Display a list of the known drivers for this device so that | can choose a specific
driver

< Back I Mext > I Cancel

3) Put the supplied CD-ROM in the CD-ROM drive

Found New Hardware Wizard

Locate Driver Files
‘where do you want Windows to zearch for diiver files?

Search for driver files for the following hardware device;

@ USE Device

The wizard searches for suitable divers in its driver database on your computer and in
any of the following oplional search locations that you specify.

To start the gearch, click Mext. [f pou are searching on a floppy disk or CO-ROM diive,
inzert the floppy disk or CD before clicking Mext.
Optional search locations:

™ Floppy disk drives

[ CD-ROM diives

I~ Specify a location

I™ | Microsoft Windows Update

< Back I MNext » I Cancel

4) The driver installation procedure will guide you through the standard steps
from your operating system.



Upgrade Device Driver Wizard

Driver Files Search Results o
The wizard has finished searching for diiver files far your hardware device.

The wizard found a driver far the following device:

_\> Wireless AP/BRIDGE Device

A, zuitable driver for thiz device is already installed. To keep the currently installed
diiver, click Cancel. To search andther location for a different driver click Back, or to
reinstall the current driver. click Nest.

EMNEFIDDFU ird

< Back I Next > I Cancel

Upgrade Device Driver Wizard

Completing the Upgrade Device
Driver Wizard

_\> Wireless APYBRIDGE Device

“Windows has finished installing the software for this device.

To close this wizard, click Finish.

< Back I Finigh I Cancel

5) Restart your PC when prompted.

3. CONFIGURATION

After you have completed the Ingtallation process of Section 2 successfully, please follow
this section to configure the settings of AP in order to fit in your environment. There are
three utilities available, AP Utility SNMP Manager and RSSTool. The fird is used for
local configuration, the second is used for remote configuration, and the lagt is the RSS
test tool. They are described in Sections 3.1 3.2 and 3.3 repectively. You can aso
configure the settings of AP by Web Management, it is described in Sections 3.3.

The following notations for configurations will be used in this manudl.

The window names will be printed in italicfonts.
The items that need actions or inputs within the window will be printed in bold fonts.
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3.1 AP Utility
Before running AP Utility, you have to make sure that:
1) Your PC isconnected to the AP properly through an USB cable.
2) Your PCisrunning under Windows 98, Me, 2000, or XP.
3) AP Utility has been installed (refer to Section 2.7).
4) The AP sdriver has been installed (refer to Section 2.8).
5) TheAPisturned on.

Run the AP Utility from Start, Program, Access Point Utilities, and AP Utility. A window
AP Utility Application will be displayed. Three buttons alow you to do the following
functions.

Rezet AP

X
— Lltilities
( Configuration I) Infarmation
———— Firrmware Yersion 02208
— Commandz

| AP Utility Y ersion I 0.056

Restore Defaults

1) Configuration: Configure the settings of the AP.

AP Configuration x|
|dentifier | Walue -
MAC Address 00-11-22-a5-11-22
Fegulatary Domain ETSI
Eth_IF_Address 182.168.1.108
Eth_SubMazk 255,255, 285.0
Wwirel_Mac_Address 00-11-22-aa-11-22
Wire_ESSID a0z
Esslen 3
AutoR ateF allBack Enable
wirel_Channel 5
wirel_FragmentationThreshold 2346
Wwirel_RtsT hreshaold 2346
WEP type Dizable
WEP key Kewl
KeyEd 1 1111111111
KeyEd 2 2222222222
KeyEd 3 333333333
KeyEd 4 44 44 44 44 44
Kew1281 IARERARIRARIRARERERERERERE
Keyl28 2 222X FIP 2222222
Key128 2 J333233333333333333333 233
Kewl28 4 4444 44 44 44 44 44 44 44 44 44 44 44
Preamble Long
AuthenticationT ype Bath Type
AccessPointMame Access Point [302.17)
OperationalF ateSet 82848096 =
BeaconPeriod 100
DTIM 2
Operational Maode Access Point Gt
U ser Community public
User Access: READ OMLY .
Adrniriztrator Commility public ﬂl
Administrator Access: READWWRITE Set
Gateway |P Address 132168.1.8
IF Filtering Dizable
Dhep Clisnt Dizable
Primarys Port Ethernet _Iv
Ll | 4 Exit |
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2) Reset AP: Reset the AP and new configuration will take effect.

Feset AF

3) Restore Default: Restore the factory default values (refer to Section 6).

Eestore Defanltz |

After you click the Configuration button, a window AP Configuration with the current
settings will be displayed. Click the Get button to receive the settings in configuration
window. Click the listed identifier and press the Modify button, a popped-up window
alows you to input the new setting. The new settings will be stored to the AP only after
you click the Set button. Click the Exit button when completed. Please refer to Section 7
for the detailed information of each setting.

3.2 SNMP Manager
Before running SNMP Manager, you have to make sure that:

1) The AP isturned on and is connected to a LAN.

2) Your PC can access to the AP.

3) Your PC isrunning under Windows 98, Me, 2000, XP, or NT.

4) SNMP Manager has been installed (refer to Section 2.7).
Run the SNMP Manager from Start, Program, Access Point Utilities, and SNMP Manager.
A window Access Point SNMP Manager will be displayed. If you have difficulty in using

it, please run from Start, Program, AP, and SNMP Help for the detailed description about
how to operate the SNMP Manager.

3.3 RSS Tool
Before running RSSTool, you have to make sure that:

1) The AP isturned on and is connected to a LAN.

2) Your AP soperational mode is bridge mode.

3) Your PC can accessto the AP.

4) Your PCisrunning under Windows 98, Me, 2000, XP, or NT.
5) RSSTool has been installed (refer to Section 2.7).

Run the RSSTool from Start, Program, Access Point Utilities, and RSSTool. A window

RSSTool Application will be displayed. Three buttons alow you to do the following
functions.

% RSS Tool =101 x|
AP MHame: j Rescan I
Remote IP: || Start | Abort |

Statistics
’7 Attempts: Responses: Lost:

Status: Found 2 agents.
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1) Rescan: Rescan the AP on the same subnetwork.

% RSS Tool - 0] x|
AP Mame: || j Rescan I
20211 AP [Wer. 1.41.1] AP2 - _I
Statistics
’7 Attempts: Rezponzes: Lost:
Status: Found 2 agents.
2) Start: Start send message to remote AP.
% RSS Tool o ]
AP Hame: [302.11 AP Mer 1.4.1)AF2 j Hescan I
HRemote IP: 192162100700 Start |
Statistics
lrﬁ.ttempts: 225 Responzes: 224 Lost: 1
Status: Processing...
3) Abort: Stop send message to remote AP.
% RSS Tool Y ] [
1S T Tl | 202 11 AP [er. 1.40.1] AP2 j Hescan |
Hemote IP: I'IEE.'IEB.'IEIEI.'IEIEI Start | Abort |
Statistics
lrﬁ.ttempts: 1192 Heszponses: 1190 Lost: 2

Status: Abart.

Note: When RSSTooal is running, you can’ t run SNMP

3.4 Web Management
The built-in Web Management provides you with a set of

(e.g. http://192.168.1.100/, 192.168.1.100 is the default

monitor and configure the Access Point.

1) Launch web browser, and enter the AP s default |P address, 192.168.1.100, in

the Addressfield. Then press Enter.

Manager at the same time.

user-friendly graphical user

interfaces (web pages) to manager your Access Points. With the assigned |IP address
IP address) to the Access
Point, you may get access to the Access Point Web Pages via a web browser to

| Address [€) hitp:f/192.168.1.100

16




2) A password request page will show, and enter “public’ (the default password)
in the Password field. Then click the Submit button. Then you can monitor
and configure the Access Point.

#Z} Access Point - Authorization Page - Microsoft Internet Explorer I ]
J File Edit View Favorites Tools  Help ﬁ
J 4=Back +~ = - @ | | @Search [ Favorites @History ||%v =h

| ddress [&] hitp://192.162.1 100 ~| @eo ||unks »

Password: [ raorrrn

|&] Done [ [ |BE Local intranet .

If you have difficulty in using it, please click the Help for the detailed description about
how to operate the Web Manager.
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4. CONFIGURE AP AS BRIDGE - BLEND MODE (POINT TO MULTIPOINT
MODE AND POINT TO POINT SETTINGYS)

4.1 Block Diagram

We assume that there are three LANSs and they will be connected to each other via AP by
using AP bridge function. For three APs (AP1, AP2 and AP3) in the following diagram,
they can be configured to act as bridges via the SNMP Manager or the AP utility.

LAN 1 ' LAN 2

iR, /5508
(i ‘ ) 0 : ) :
= Bd v &

4.2 Configuration via SNM P manager

4.2.1Open Access Point SNMP Manager window

See the description in section 3.2 to open the Access Point SNMP Manager from the PC
or NB.
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&% Access Poink SNMP Manager = |EI|5|
File Help

Manager opened successfully v

In the menu bar, click File, a pull-down menu will dlow you to sdect Connect to Access
Point or Find Access Point:

If you know the AP s 1P address, then select Connect to Access Point.

If you do not know the AP s IP address, then sdlect Find Access Point. Wait for few
seconds, and sdlect the right AP and click Connect.

Then the Connect to Access Point window will be displayed.

Connect to Access Poink x|

IP Address |192.1aa.1.1nn

Community ||

Authority IAdministratnr j

0] Cancel |

Enter the password in the Community field, which is dready defined viathe AP Utility.

Select Adminigtrator in the Authority field. After clicking on OK button, the Access Point
SNMP Manager window will be displayed again with more items in the menu bar.
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&% Access Point SNMP Manager - ||:||5|
File Setup Commands Info Traps Radio  Metwork Window  Help

\Get Configuration done 1192.168.1.100 4

4.2.2 Configuration procedure for bridge —blend mode
Follow the steps below to configure APL.:
Step 1. Assign Point to Multipoint mode to AP1

At Access Point SNMP Manager window, click Setup, select Wireless LAN,

and then Operational Settings, the Wireless Operational Setting windows will
be displayed as follows:

% Wireless Dperational Settings =] =]
#ccess Point Mame |.-’-\F'1|
ESSID |1U2 551D Broadcasting v
Channel IChanneI14 vI Regulatary Domnain IMKK1
Fragmertation T hreshold |234E ﬂ — Rates [Mbps]——
- Supported B asic
RTS Threshald 2aa6 = pe
=l T M
Authentication Type Preamble Type 2 v
BE v v
£~ Open System = Short Preamble 1 =
™ Shared Key (* Laong Preamble
{+ Baoth Auto Rate
Fall Back W
B |1 o Internatianal
sasen Fioaming v .
DTIM [
ak. I Cancel |




Click on _#dee=d. | the followi ng window will be displayed.

Operational Mode x|

{ Access Point

[~ Freferred BSS

" Access Point Client I

i+ ‘Wireless Bridge
™ Puint to Paint I

FemoN MAL Sddiezz

* Paint to MultiPaint

[T Frefened BSS
" “Wireless Repeater I

Cancel |

Select Wireless Bridge, and then Point to Multi Point, finaly click on OK
button to go back to Wireless Operational Settings window.

%, WireLess Operational Settings =1 =]

&ccess Point Mame |AF"I|

SsiD |102 SSID Broadzasting [v

Chanrel Chanrel 14 = |0 Regulatorn Domain  [MEK1
Fragmentation Threshold |234E :Il —— Rates [Mbps]——
- Supported B asic
RTS Thieshold 235 = PP
= 1 v
Avthentication Type Preamble Tepe 2 W 2
55 v I
" Open System = Short Preambls 11 W I
™ Shared Key % Long Preamble
f+ Both Auto Rate
Fall Back v

B |1 o International Advanced . |
sasan Fioaming 4
DTk |2

] I Caticel |
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Step 2: Assign ESSID and Channel for APL.

At Wireless Operational Settings window, set values for ESSID and Channel
fields. The values for ESSID and Channel should be the same for al three
APs (AP1, AP2 and AP3), so they can be formed as a group and connected to

the available bridge AP. And then click on OK button to go back to the Access
Point SNMP Manager window.

&% Access Point SNMP Manager - ||:||5|
File Setup Commands Info  Traps Radio  Metwork Window  Help

\Get Configuration done 1192.168.1.100 4

Step 3: Assign DHCP server accessing method for APL.

At Access Point SNMP Manager window, click Setup, select Bridge, and then
| P Configuration. The following window will be displayed.

% Bridge IP Configurakion 0] x|

MAC Address IEIEI 04 DB 00 33 56

IP iddress | 192 188, 1 100
IF Mask | 255 286 284 . 0
Gateway 0.0 0.0

v [HCF Enable

Prirmary Part
f* Ethernet

 Wireles

" Configuration Paort

v Ethernet v wireless

Cancel |




Click DHCP Enableand select Ethernet in Primary Port, then click on OK
button to go back to the Access Point SNMP Manager window.

The Primary Port is the path for connecting DHCP Server to get IP address
Because AP1 is connected to DHCP Server via Ethernet port, so the setting
must be Ether net.

Click File and select Download Changes, so al your changes will be
download to the AP1.

Step 4. Get AP1L MAC address

This value will be used by AP2 and AP3 to assign which device it will be communicated
with.

Run SNMP Manager from the PC or NB in LAN1. Follow the same procedure
as described in step 3 to open the Access Point SNMP Manager window.

At Access Point SNMP Manager window, click Setup, select Bridge, and then
P Configuration. The Bridge IP Configuration window will be displayed.
Record the valuein MAC Address field.

Step 5: Assign Point to Point mode and remote AP1' s MAC addressto AP2/APS.

To PC/NB in LAN2/3 to configure AP2/3.
At Access Point SNMP Manager window, click Setup, select Wireless LAN,
and then Operational Settings. The following window will be displayed.

% WireLess Operational Settings o ] 54|
Access Point Mame I.t’-‘«F'Z‘I
ESSID |1U2 SSID Broadcasting [v
Channel IEhanneIH vl Regulatory Domain IMKK1
Fragmentation Threshald |2346 :II —— Rates Mbps)——
RTS Thieshold = stppriled - sl
= L T
Authentication Type Preamble Type 2 W 2
55 v 2
" Open System " Short Preamble 11 W W
£~ Shared Key {* Lang Preamble
{+ Baoth Auto Rate
Fall Back ¥
B |1 o International
Fason Fioaming I’ .
DTIM B
cec |
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CIICk on Adwanced... |
The Operation Mode window will be displayed.

Operational Mode x|

{ Access Point

[~ | Prefened BSS
" fccess Point Client I

* Wireless Bridge Remate MAC Address

{% Faint ta Paint |E|D 04 DB 00 28 56

al

™| Fiefened BSS

" “wireless Repeater I

Cancel |

At Operation Mode window, select Wireless Bridge and Point to Point, and
set AP1 MAC address into Remote MAC Address field, then click on OK
button to come back to Wireless Operational Settings window.

%, WireLess Dperational Settings ] ] 1

Acceszs Point Mame IAF'Z‘I

551D Broadcasting v

Channel Charnel 14 = | —Regulatory Domain IMKK‘I

Fragmentation Threshold |234E ;I —— Rates (Mbps]——
Supported B asic
RTS Thieshold [2346 —| PR
1 W I
Authentication Type Preamble Type 2 W ird
55 | 7
" Dpen System = Shart Preamble "N W o
¢ Shared Key * Long Preamble
{+ Baoth Auta Rate
Fall Back W

B I 100 International Advanced ... |
acan Fioaming Ivl
DTIM |2

ar. I Cancel |

Set values for ESSID and Channel fields. The values for ESSI D and Channel
should be the same for AP1, AP2 and AP3, so they can be formed as a group
and communicate to each other. And then click on OK button to go back to
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Access Point SNMP Manager window.

Step 6: Assign DHCP server accessing method for AP2 and AP3.

At AccessPoint SNMP Manager window, click Setup, select Bridge, and then
| P Configuration. The following window will be displayed.

% Bridge IP Eunfigural:'_: - 0] =i

MAC Address IEIEI 04 DE 00 53 56

IP Address | 192 188, 1 100
IP Mask [ 255 255 . 254 . 0
Gateway I oo .o0.0

v DHCF Enable

irnary Port i
" Ethernet o ’W’lrelesQ
M

’7 ¥ Ethemet v ‘wireless

Cancel |

Click DHCP Enableand select Wirelessin Primary Port, then click on OK
button.

The Primary Port is the path for connecting DHCP Server to get IP address.
However, AP2 and AP3 are connected with DHCP Server via wireless
connection, so the setting must be Wireless.

Click File and select Download Changes to download the change to AP2 and
AP3.

When all settings are complete and correct, LAN1 LANZ2 and LANS3 can use the same

ESS to connect to each other by wirdless and let every PC or NB in LAN2 and LAN3 to
use LANT sDHCP Saver.

In this mode, it is recommended that AP1, as a center AP, equip with omni-directiona or
75 to 90-degree directional antennas. AP2 and AP3 can equip with directional antennas.
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4.2.3Wireless Repeater Mode

This mode is used in order to increase the coverage area of an ESS. The Wireless
Repeater starts acting as an AP after it has associated itsalf with another AP (Parent AP).
From that point on, STAS can get associated to it.

-l — EnE>
AP 2|  Repeater
- — G

Follow the steps below to configure AP1:
Step 1. Assign Repeater mode to APL

At Access Point SNMP Manager window, click Setup, select Wireless LAN,
and then Oper ational Settings, the Wirdess Operational Setting windows will
be displayed as follows:

% WireLess Operational Settings oy ] 1
Acceszs Point Mame IAF"I|
ESSID |1U2 551D Broadcasting v
Channel IEhanneIH vI Requlatary D'omain IMKK‘I
Fragmertation Threshald |2346 j — Rates [Mbps)——
RTS Thieshold [2346 =] Supported - Basic
reshol = e -
Authentication Type Preamble Type 2 v v
L v v
" Open System " Shart Preamble "n W v
= Shared Key {+ Lang Preamble
f+ Both Auta Rate
Fall Back 3
E |-| oo International
Facen Roaming 2 '
DTIM |2
ak. I Cancel |
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Click on _#deesd. | | the followi ng window will be displayed.

Operational Mode

I™ | Preferred BSS

" Agcess Point Clignt

" wireless Bridge
© Pairt b Paint

" Paitit b MultiPaint

[~ Freferred BSS
i wieless Repeater

Fiemote MAL Address

Cancel |

Select Access Point, finaly click on
Operational Settings window.

Sep 2: Assign ESSID and Channel for APL.

OK button to go back to Wireless

At Wireless Operational Settings window, set values for ESSID and Channel
fields. The values for ESSID and Channel should be the same for AP2. And
then click on OK button to go back to the Access Point SNMP Manager

window.

\ WirelLess Operational Settings

=101

Access Point Name I.t’-‘«F"I|

S50 102

Channel Channel 14

=l
=]

[2345 j

Freamble Type

Fragmentation Threshold 2346
RTS Threzhold
Authentication Type

(= Open System " Short Preamble

« | » Regulatory Domain IMKK'I

5SID Broadcasting v

—— Rates (Mbps]——
Supported  Basic
LA

2 I
55 v I
nE R
Auto Rate

Fall Back. 4

£~ Shared Key * Laong Preamble
+ Both

B |1 o International
maen Raaming i
DTk |2

o]

Advanced ... |

Cancel |
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Step 3: Assign DHCP server accessng method for APL.

At AccessPoint SNMP Manager window, click Setup, select Bridge, and then
| P Configuration. The following window will be displayed.

=101 %]

MAC Address IEIEI 04 DB 00 23 56

P Address | 192.168. 1 100
IF b azk: | 255 255 2840
R [ 0.0 0. 0
¥ DHCF Enable
nimary Part N
f* Ethernet " Wirgless

¥ Ethemet v wireless

Cancel |

" Configuration Port

Click DHCP Enableand select Ethernet in Primary Port, then click on OK
button to go back to the Access Point SNMP Manager window.

The Primary Port is the path for connecting DHCP Server to get IP address.
Because AP1 is connected to DHCP Server via Ethernet port, so the setting
must be Ether net.

Click File and select Download Changes so al your changes will be
download to the AP1.

Step 4: Get AP1L MAC address
This vaue will be used by AP2 to assign which device it will be communicated with.

Run SNMP Manager from the PC or NB in LANL. Follow the same procedure
asdescribed in step 3 to open the Access Point SNMP Manager window.

At AccessPoint SNMP Manager window, click Setup, select Bridge, and then
IP Configuration. The Bridge IP Configuration window will be displayed.
Record thevaluein MAC Address field.

Step 5: Assign DHCP server accessing method for AP2.

At AccessPoint SNMP Manager window, click Setup, select Bridge, and then
| P Configuration. The following window will be displayed.
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% Bridge IP Configurati B ] ||

MAC Addiess |00 04 DB 00 88 56

P Addrass [ 192 168, 1 100
IP Mask | 255 255 254 . O
Belerey [o0o.0.0.0

v DHCP Enable

afrary Port
O Ethemet @ Wifieies \>

onfiguration Port

Click DHCP Enableand select Wirelessin Primary Port, then click on OK
button.

The Primary Port is the path for connecting DHCP Server to get IP address.
However, AP2 is connected with DHCP Server via wireless connection, so the
setting must be Wireless

Click File and select Download Changes to download the change to AP2.

Step 6: Assign Repeater mode and remote AP1’' s MAC addressto AP2.

At Access Point SNMP Manager window, click Setup, select Wireless LAN,
and then Oper ational Settings. The following window will be displayed.



% Wireless Dperational Settings 0] =]

#ccess Point Mame |.-’-\F'21

ESSID |1D2 5SI0 Broadzasting W
Charinel Channel 14 - Regulatary Domain  |MEK]
Fragmentation Threshold |234E j — Rates [Mbps]—
- Supported B asic
RTS Threshald E= Pe
= L "
Suthentication Tepe Preamble Type 2 v v
55 v v
= Open Spstem (= Short Preamble 1 W 7
= Shared Key (* Lang Preamble
+ Both Auto Rate
Fall Back o

B 100 International
2acon I Roaning v Sovaneers - .
DTIM |2

ak. I Cancel |

Click on _##=e=d. | the Operation Mode window will be displayed.

Operational Mode |

" Access Paoint

[T Fiefened BSS
" Accesz Point Client I

" Wieless Bridge
€% Foint bo Paint I

Bemate MAL Address

£ Point to MuliPaint

v Frefered BSS
i+ ‘Wireless Repeater IIZIEI D4 DB 00 88 54

Cancel |

At Operation Mode window, select Wireless Repeater, and set AP1 MAC
address into Remote MAC Address field, then click on OK button to come
back to Wireless Operational Settings window.



% Wireless Dperational Settings 0] =]
#ccess Point Mame |.-’-\F'21
551D Broadeasting v
Channel Channel 14 v | —Regulatary Domain IMKK1
Fragmentation Threshold |234E j — Rates [Mbps]—
- Supported B asic
RTS Thieshold E= PR
=l [ N
Authentication Type Preamble Type 2 v 2
56 v v
" Open System " Short Preamble 1 W ~
¢ Shared Key (% Lang Preamble
+ Both Auto Rate
Fall Back o
B Imu International Advanced |
Facan Fioaming o
DTk |2
ak. I Cancel |

Set values for ESSID and Channel fields. The values for ESSID and Channel
should be the same for AP1. And then click on OK button to go back to Access
Point SNMP Manager window.

Note: The Repeater can be configured with the SNMPManager through the wireless
STAs associated to it or the PCs in the Wired LAN behind the Parent AP.

4.3 Adjust the best angle of antenna
Step 1. Open RSSTool window
See the description in section 3.3 to open the RSSTool from the LAN1' s PC or NB.

% R5S5 Tool =10 x|

AP Mame: j Rezcan |

Remote IP: || Start | Abort I
Statistics

’7 Attempts: Rezponges: Lost:

Status: Found 2 agents.
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Step 2: Confirm the remote IP

If you know the AP2’ s IP address, then type it in the “Remote IP’ blank. If you do not
know the AP2' s IP address, then click Rescan. Wait for few seconds, and sdlect the right
AP name from the pull-down menu.

% RSS Tool =0 x|
AP Mame: || j Reszcan I
Remote IP: [802.11 AP Mer 0.0.1.16] AP Abort
202171 AP [er. 1.41.1] AP2 _I
Statistics
’7 Attempts: Rezponszes: Lost:

Status: Found 2 agents.

Step 3: Click “ Start” button

When you click the “ Start” button, the RSSTool will send message to the AP2. You can
adjust the AP2' s antenna until AP2' s Led of RSS bright.

% RSS Tool =10 x|

AP Hame: (302171 &P Mer 1.40.1) AP j Hescan |
Remote IP: 192162100700 Start I
Statistics

lrhttempts: 225 Rezponszes: 224 Lost: 1

Status: Processing...

Step 4. Click “Abort” button
If you have adjusted the AP2' s antenna, you can stop this toal.

% RSS Tool =101 %]

1o T R 502 11 AP VWer 14111 AF2 j Rescan |
Hemote IP: |'IE|2.'IEB.'IEIEI.'IEIEI Start | Abort I
Statistics

lrhttempts:ﬂﬂz Rezponses: 1140 Lost: 2

Status: Abart...

Step 5: Repeat the Step 1 ~ 4 at LAN2 sPC or NB

When you finish the step 5, you will get the best angle of antennas. Then AP1 and AP2
can communicate with the best quality.

Note: When RSSTool isrunning, you can’ t run SNMP Manager at the same time.
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5. SPECIFICATIONS

Generd

Standards |EEE 802.3 and 802.11b

compliance

Security WEP 64-hit, 128-bit, encryption RC4

Hardware

RF Frequency range: 2.4 ~ 2.4835GHz

Datarate 11Mbps/ 5.5Mbps/ 2Mbps/ 1IMbps

Modulation DSSS (Direct Sequence Spread Spectrum)
DBPSK/DQPSK

Coding 1, 2Mbps:. 11 chip/bit Barker Coding

5.5, 11Mbps. Complementary Code Keying

Number of channels

Europe: 13 (3 non-overlapping)

US: 11 (3 non-overlgpping)

France: 4 (1 non-overlapping)

Japan: 14 (3 non-overlgpping)

Host interface RJ45
USB (loca configuration)
Transmit power +20dBm (Min.)
Recelve sengitivity | -83dBm (Typ.) for 11Mbps
Power 750mA @ 5Vdc
Range Open environment: up to 300m (985ft)
Officeenvironment:
up to 30m(98ft ) @ 11Mbps
up to 40m (131ft) @ 5.5Mbps
up to 60m (197ft) @ 2Mbps
up to 100m (328ft) @ 1Mbps
Range for the AP depends on many factors and can vary
greatly depending on the environment. The actual range may
be less than stated.
Software
Management Local: AP Utility under Windows 98/2000/M e/ XP
interface Remote: SNMP under Windows 98/2000/M e/XP/NT
Mechanical
Antenna One externa antenna
Indicator LAN, Duplex, Power, WLAN

Environmental

0 ~55°C (operation), -20 ~ +65° C (dorage)
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Relative Humidity 95% (non-condensing)

Dimensions 6.6" x 4.6" x 14" (167.0 x 117.5 x 35.5 mm), without antenna
Waeight 12.3 oz. (350 grams), excluding power adapter

Certificate

EMC U.S.: FCC Part 15, sections 15.247, 15.205, 15.209

Europe: ETS 300 328, ETS 300 826, CE Marked




6. GLOSSARY

The following glossary is for your reference, and is not directly related to the ingtalation
of your Access Point.

+  Wirdess Access Point (AP) — Any entity that has dtation functionality provides
access to the digtribution services via the wireless medium (WM) for associated stations,

+ Ad-Hoc — A network is composed solely of stations within mutual communication
range of each other via the wirdess medium (WM). An ad hoc network is typically
created in a spontaneous manner. The principal distinguishing characteristic of an ad hoc
network is its limited temporal and spatial extent. These limitations allow the act of
creating and dissolving the ad hoc network to be sufficiently straightforward and
convenient so as to be achievable by non-technicad users of the network facilities; i.e., no
specialized technicd skills are required and little or no investment of time or additional
resources is required beyond the stations that are to participate in the ad hoc network. Ad
hoc is often used as a dang term to refer to an independent basic service st (IBSS).

+ BSS(Basic Service Set) —An AP is associated with several wireless stations.
+ ESS (Extended Service Set) —More than one BSS can be configured as an Extended
Service Set. An ESSis bascdly aroaming domain.

+ Ethernet — A popular loca area network, originaly developed by Xerox Corp.,
accepts transmissons from computers and terminas. Ethernet operates on 10 Mbps
baseband transmission over shielded coaxia cable or over shielded twisted pair telephone

wire.

+  Fragmentation Threshold Vaue — Indicates how much of the network resources is
devoted to recovering packet errors. The value should remain at its default setting of 2,436.
If you experience high packet error rates, you can decrease this value but it will likely
decrease overadl network performance. Only minor modifications of this vaue are
recommended.

+ Infrastructure — The infrastructure includes the distribution system medium (DSM),
AP, and portal entities. It is aso the logica location of distribution and integration service
functions of an extended service set (ESS). An infrastructure contains one or more APs
and zero or more portals in addition to the distribution system (DS).

+ |EEE - Indtitute of Electrical and Electronic Engineering

+ LAN —Loca AreaNetwork

+  Open System — Is when the sender and the recipient do not share a secret key.
Each party generates its own key-pair and asks the receiver to accept the (usually
randomly) generated key. Once accepted, this key is used for a short time only;
then anew key is generated and agreed upon.

+ Roaming — A function alows one to travel with a mobile end system (wireless LAN

mobile gation, for example) through the territory of a domain (an ESS, for example)
while continuoudly connecting to the infrastructure.

+ RSS - Recave Signd Strength



*

RTS/CTS Threshold — Should remain at its default setting of 2,346. A preambleisa

signal used to synchronize the transmission timing between two or more systems. A series
of transmission pulses is sent before the data to indicate that “ someone is about transmit
data” This ensures that systems receiving the information correctly when the data
transmission sarts.

*

Shared Key — Is when both the sender and recipient share a secret key. Both units
use this key for an extended length of time, sometimes indefinitely. Any
eavesdropper that discovers the key may decipher all packets until the key is
changed.

SOHO — Small Office Home Office

SSID - Is the unique name shared among all points in a wireless network. The
SSID must be identical for al pointsin the network. It is case sensitive and must
not exceed 32 characters.

Wired Equivaent Privacy (WEP) — The optiond cryptographic confidentiality

algorlthm specified by IEEE 802.11 provides data confidentiality that is subjectively
equivalent to the confidentidity of a wired locd area network medium that does not
employ cryptographic techniques to enhance privacy.



7. DEFAULT SETTINGS

No.|ldentifier Description Default Value  |Possible Vaues
1 | Eth IP_Address | AP sIP address 192.168.1.100
2 | Eth SubMask | Subnet mask 255.255.255.0
3 |ESSID Extended service set ID | WLAN-AP
4 | Auto RateFdl | Transmissonrateis Enable “Enable”, “ Disable’.
Back subject to the past
transmission status.
5 | Channd Designate operating 1for FCC,IC, |FCC/IC: 1to11,
radio channdl ETS, MKK.10 |ETS: 1t0 13,
for others. Spain: 10to 11,
France: 10to 13,
MKK: 1to 14.
6 | Fragmentation | The size a which 2346 “256" to “2346°
Threshold packets will be bytes.
fragmented.
7 | RTSThreshold | Minimum size to enable | 2346 (sandsfor | “256” to “2346°
RTS/CTS mechanism | disabled) bytes.
8 | WEP Type Type of Wired Disable “Disable”, “ 64-hit
Equivalent Privacy WEP’, “ 128-hit
WEP".
9 | WEPKey WEP keys to be used. Keyl “Keyl”, “Key2',
1 ngi, 13 Kw4-ﬂ .
10| Key64 1 64-bit WEP vdue of 1011121314 |[“00" to“FF for
key 1 each field.
11| Key64 2 64-bit WEP vdue of 2021222324 |“00" to“FF for
key 2 each field.
12| Key64 3 64-bit WEP vaue of 3031323334 |“00" to“FF for
key 3 each field.
13| Key64 4 64-bit WEP vadue of 4041424344 |“00" to“FF for
key 4 each field.
128-bit WEP vaue of
14| Key128 1 128-bit WEP vaue of 1011121314 |[“00" to“FF for
key 1 0000000000 |eachfied.

000000

37




No.|ldentifier Description Default Value  |Possible Vaues
15| Key128 2 128-bit WEP vaue of 2021222324 |“00" to“FF for
key 2 0000000000 |eachfied.
000000
16| Key128 3 128-bit WEP vaue of 3031323334 |“00" to“FF for
key 3 0000000000 |eachfied.
000000
17| Key128 4 128-bit WEP vaue of 4041424344 |“00" to“FF for
key 4 0000000000 |eachfied.
000000
18| Preamble Type | The appropriate frame | Long “Short”, “Long’.
format for transmission
to physical layer.
19| Authentication | “ Open System”: the Both Type “Open Sysem”,
Type accessto APisvalid if “Shared Key”,
the security key of “Both’.
dation is not set.
“Shared Key' : the
accessto APisvalid if
the security key of
station matches with
AP s
“Both’ : both “ Open
System” and “ Shared
Key” and are
goplicable.
20| Access Point Name used for the AP Access Point
Name
21| Operationd Range of applicable 82 84 8b 96 “82848b 96" for 1
Rate Set data rate to 11Mbps, “ 82 84
Ob 16’ for 1to 2
Mbps.
22| Beacon Peaiod | Duration between 100 20 to 1000
beacon packets milliseconds.
23| DTIM Interval of AP sendsits | 2 (beacons)

broadcast traffic




No.|ldentifier Description Default Value  |Possible Vaues
24 | Operationa Which operation mode | Access Point “WBridge Point to
Mode IS taken MultiPoint”
“Access Point”,
“ Access Point
Client”, “WBridge
Point to
Point”, ” Wireless
Repesater”.
25| User The user password used | public
Community for SNMP
26| User Access User accessrightsused | READ ONLY | “READ ONLY”,
for SNMP “READ\WRITE'.
27| Administrator The administrator public
Community password used for
SNMP
28| Administrator Administrator access READ\WWRITE | “READ ONLY",
Access rights used for SNMP “READ\WRITE'.
29| Gateway IP |P address of the 0.0.0.0
Address gateway
30| IPFiltering Allow only IPpackets | Disable “Enable”, “ Disable’.
to pass through the
WLAN
31| DHCP Client Automatic | P address Enable “Enable”, " Disable’ .
assignment by the
DHCP sarver
32| Primary Port Port connectsto DHCP | Ethernet “Ethernet”,
server “Wirdess”.
33| Authorization Enable authorized MAC | Disable “Enable”, “ Disable’.
Algorithm address dationsto
access AP.
34| SNMP Traps The messageindicates | Enable “Enable”, " Disable’.
the AP sactions.
35| Preferred BBS | Remote MAC address | 0000000000 | “00" to“FF for
for connection in the 00 each fidd.
operational mode of
Access Point Client or
Wirdless Bridge.
36| SSID _ AP  broadcasts the| Enable “Enable”,“ Disable’ .
Broadcasting | EsgiD 1o the stations




No.|ldentifier Description Default Value  |Possible Vaues
37| Send Back The AP send back to| Enable “Enable”,“ Disable’ .
E“ggﬁm the ar roadcast traffic
navie received from the air.
38| Forward The AP forward | Enable “Enable”,“ Disable’ .
Broadcast broadcast traffic to the
Enable -
ar.
39| Configuration Port will be used for | Both Ports “Both Ports’,
Port the AP configuration. " Ethernet Port’,
“Wirdless Port” .
40| Send Back The AP send back to| Endble “Enable”,“ Disable’ .
Unicast Endble | the 4 unicast traffic
received from the air.
41 Internqtional AP support the | Enable “Enable”,“ Disable’ .
Roaming | nternational
Enable Roaming function
42| 802.1x Enable | Start the 802.1x Disable “Enable”,“ Disable’ ,
authentication schema “802.1x Mixed
Environment”.
43| Broadcast Key | Duration between 0 0-65535
Period Broadcast Key
44| Server IP RADIUS Sarver’ sIP 0.0.0.0
Address address
45| Server Secret The shared key used by | “”
the AP and RADIUS
Server during the

authentication process.




8. WIRELESS LAN SYSTEM

The contents in this section, which are not directly related to the ingdlation of your
Access Point, are for you to have better understanding of a Wireless LAN system.

8.1 802.11 Ad-Hoc Configuration

An 802.11 Ad-Hoc wirdess LAN is a group of computers, each equipped with one
wireless LAN card, connected as an independent wireless LAN. Computers in a specific
802.11 Ad-Hoc wirdess LAN must be configured at the same radio channd and BSS ID.
802.11 Ad-Hoc wirdless LAN is gpplicable to a departmenta scale for a branch or SOHO
operation.

3 O] 1

' D '
\ \ - \ 1
\ =i 2— /
\ — 14
\ Desktop PC with Notebook with ,
‘.\ Wireless PC Card Wireless PC Card

~
~ . -
~

~ o -

Figure 1. 802.11 Ad-Hoc Configuration

8.2 Infrastructure Configuration
An integrated wireless and wired LAN is caled an infrastructure configuration. A group
of wirdess LAN cards and an Access Point (AP) is cdled a Basc Service Set (BSS).
Each wirdess LAN card in this BSS can be linked to any computer in the wired LAN
infrastructure via the AP.
Infrastructure configuration rot only extends the accessibility of a wirdless LAN card to
the wired LAN, but also doubles the effective wireless transmisson range between two
wireless LAN cards.
BSSID is, in essentia, the ID of each independent wireless LAN card. All wireless LAN
cards configured without roaming options in this independent BSS must be configured
with BSS ID of that AP. You may need to check BSS ID of your AP by using its vendor
supplied program.

41



Infrastructure configuration is applicable to enterprise scale for wireless access to central
database, or wireless gpplication for mobile workers.

Two APs can be used as a point-to-point link between two LANs. LAN interconnection is
applicable to a wireless backbone between buildings.

\ ESS /
Figure 2. Infrastructure Configuration

The infrastructure configuration supports roaming capability for mobile workers. More
than one BSS can be jointly configured as an Extended Service Set (ESS). On account of
a continuous connection to the network, users within this ESS can roam fredy. All
wireless LAN cards and APswithin one ESS must be configured with the same ESS ID.
Before setting up an ESS for roaming, it would be helpful to achieve good performance
by choosing a feasible radio channd and right places for APs
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9. DISABLEIPFILTERING

Use AP Utility to disable IP Filtering
1) Run AP Utility, then click Configuration.

A AP Utility

— Utilities

= e —
e}

Infarmation
Firrnware Werzion

r— Commands

Rezet AP

I 02208
I 0.0.56

AP Utility Wersion

Restare Defaults

2) If theitem I P Filteringisnot

Disable, click M odify.

AP Configuration x|
|dentifier | Walue -
MALC Address 00-11-22-aa-11-22
Fegulatory Domain ETSI
Eth_IF_Address 132.168.1.108
Eth_Subbdask 205.286.265.0
wirel_Mac_Address 00-11-22-aa-11-22
“Wirel_ESSID a0z
Esslen 3
AutoF ateF allB ack Enable
‘wirel_Channel 5
“wirel_FragmentationThreshold 2346
wirel_RtsThreshold 2346
WEP type Disable
WEP Key Kepl
Feygd 1 nnnnnn
Feybd 2 2222222222
Feybd 3 3333333333
Feybd 4 44 44 44 44 44
Key1281 nmnmnnnminniTnaInm
Keyl2a2 2D 2202 22
Keyl283 3333FIF33333333333 33333333
Keyl28 4 444444 44 4444 44 4444 44 44 44 44
Preamble Lang
AuthenticationType Both Type
AccessPointt ame Access Paint [B02.11)
OperationalR ateSet 52848b 96 -
BeaconPeriod 100
DTIM 2
Operational Mode Access Point Get
Usger Community public
User Acoess: READ OMLY
Administrator Community public =
Adrministrator Access: READYWRITE
Giatewsy IP Addre 132.163.1.3 _ s |
<P Filtering Enable
Dhep Client Dizable
Primary Part Ethernet s
1 | _»|_I Esit |

MNew Yalue

3) Select Disable, then click OK.

Dizable

[




4) Click Sdt.

AP Configuration x|
|dentifier | Walue -
MaC Address 00-11-22-aa-11-22
Fegulatory Domain ETSI
Eth_IP_address 192.168.1.108
Eth_Subkazk 255, 255.255.0
Wwirel_Mac_Address 00-11-22-a5-11-22
‘whrel_ESSID a0z
Ezslen 3
AutoR ateF allB ack Enable
‘whrel_Channel 5
‘whrel_FragmentationThreshold 2346
‘whrel_RteThreshald 2346
WEP twpe Dizable
WEP Key Keyl
KeyEd 1 AR ARARERE
KeyEd 2 s
KeyEd 3 3333333333
KeyEd 4 A4 44 44 44 44
Key1281 IARARARERARERERARARARAREREI
Key128 2 PPV
Key128 3 33333333333333333333333333
Keyl28 4 A4 44 44 44 44 44 44 44 44 44 44 44 44
Preamble Lang
AuthenticationT ype Both Type
AccessPointName Access Paint [802.11)
OperationalF ateSet 8284896 |
BeaconPeriod 100
DTIM 2
Operational Maode Access Paint Get
User Community public
Uszer Access: RE&D ONLY ;
Administrator Cormmunity public M
Administrator Access: RE&DYWRITE ﬂ
Gateway IP Address 192168.1.8 b
IF Filtering Dizable
Dhep Client Dizable
Prirnary Port Etherret e
[ | 3| Exit |

5) Click Yes, then wait for download completion.

@ Do wiold wank ko Save Configuration?

X

Yes D Mo

6) Exit AP Utility.

7)




Use SNMP Utility to disable IP Filtering
1) Run SNM P, then press Setup -> Bridge -> Filtering

&% Access Poinkt SNMP Manager - ||:||5|

File | Setup  Commands Info Traps Radio Metwork  Window  Help

Bridge
Wireless LAk
Hardware

v Enable SNMP Traps
Authorization

\Get Configuration done 1192.168.1.100 y

2) Un-check IP Routing then click OK.

% Filtering Options ] S

v Eroadcaszt Fonwarding
¥ Send Back Broadcast
¥ Send Back Unicast

] I Cancel

3) Press File-> Download Change.

&% Access Point SNMP Manager ;|g|5|
IE Setup  Commands Info  Traps Radio Metwork  Window Help

Zomneck bo focess Point  (Zhrl+-C
Eind|&ccess Point CEH+F
Close Connection AP Chr+L

Download Changes Chrl+D

Refresh. .. Chrl+R

Options...

Exit

|Get Configuration done [192.168.1.100 y

4) Exit SNMP Utility.




