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1. Introduction

Thank you for purchasing your Wireless LAN Adapter. This User's Guide will assist you with the
installation procedure.

The package you have received should contain the following items:

e Wireless LAN PCI Adapter
e User’'s Guide
e Warranty Card

Note: if anything is missing, please contact your vendor
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2. Wireless LAN Basics

Wireless LAN (Local Area Networks) systems offer a great number of advantages over a traditional,
wired system. Wireless LANs (WLANS) are more flexible, easier to setup and manage and often more

cost effective than their wired equivalence.

Using radio frequency (RF) technology, WLANSs transmit and receive data over the air, minimizing the
need for wired connections. Therefore, WLANsS combine data connectivity with user mobility, and,

through simplified configuration, enable movable LANSs.

With wireless LANSs, users can access shared information without looking for a place to plug in and
network managers can set up or augment networks without installing or moving wires. Wireless LANs

offer the following productivity, convenience and cost advantages over traditional wired networks:

e Mobility - Wireless LAN systems can provide LAN users with access to real-time information
anywhere in their organization. This mobility supports productivity and service opportunities not

possible with wired networks.

¢ Installation Speed and Simplicity - Installing a wireless LAN system can be fast and easy and can

eliminate the need to pull cable through walls and ceilings.

¢ Installation Flexibility - Wireless technology allows the network to go where wires cannot go.

e Reduced Cost-of-Ownership - While the initial investment required for wireless LAN hardware
might be higher than the cost of wired LAN hardware, overall installation expenses and life-cycle
costs will be significantly lower. Long-term cost benefits are greatest in dynamic environments

requiring frequent moves, adds, and changes.

e Scalability - Wireless LAN systems can be configured in a variety of topologies to meet the needs
of specific applications and installations. Configurations are easily changed and range from peer-

to-peer to full infrastructure networks, also allow roaming over a broad area.
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3. Installation for Windows platform

The following section will assist you in installing wireless LAN PCI Adapter successfully. You will first
install software (Utility) and then insert / attach the Wireless LAN PCI Adapter to your system, and
finally set the network properties to accommodate resource sharing and select the type of wireless
network that you wish to install. The Wireless LAN PCI card can easily be installed and used, without

bothering to connect cables for keeping your computer to use network resources.

3.1. Installation Overview

Here are some steps you will perform in establishing your wireless network connection:

Install the Access Point at first. AP is needed in case of Infrastructure network mode.

Install the software using the Install CD.

Install the Wireless LAN PCI Card.

Install the network protocol(s) required to communicate on your network. Most likely you will need
the TCP/IP protocol.
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3.2. Install Procedure for Windows

Note: Do not insert the WLAN Adapter until you are asked to do so, failure of which may
result in unsuccessful installation of your WLAN device.

1. Insert the given Install CD in the CD-ROM, and wait for the Autorun prompt. If Autorun does not

work, please browse the CD content and double click the “ Autorun.exe .

WRTR-501

e e R e, — o oSt

2. Click WPIR-501.
3. Follow the instruction to finish the installation.

Welcome to the InstallShield Wizard fFor
Wireless Lan 11n PCI Adapter

The Install5hieldR Wizard will instal Wireless Lan 110 PCI
Adapter on wour computer. To continue, click Mest.

Bacl I_ﬂe:-ct} | [ Cancel J
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After complete the procedure, insert your WLAN card into PCI connector of your system, and then
system will detect new hardware. Select “Install the software automatically (Recommended) ”,
and then click Next to continue. After copy the file to your system, then the setup is finish.

4. Click the right button of mouse on My Computer - Manage = Device Manager.
Check whether it has WLAN adapter in one of the sockets or not. If you find Wireless 11n PCI
Adapter in one of the sockets, it means the card is detected properly.
If you cannot find this adapter on device manager, please click the Action - Scan for hardware
changes to search again. If this adapter is shown with yellow exclamation mark, please remove it
and click the Action - Scan for hardware changes to search this hardware again for proper
hardware installation.

5. Click Start-> Settings=> Network Connections or right click mouse on the My Network Places
(Network Neighborhood) for TCP/IP setting.

*s Network Connections [Z| |E] [‘}_—(|
File Edit ‘View Favoribes Tools  Advanced  Help T

W ot > I'ﬁ' /._\' Search ||~ Falders v

Address }t_-, Metwork Connections V| Go
[ "—ié_;ﬁ | LANor Hi_gh—Speed Internet

Network Tasks &) B

b e el Laocal Area Connection
Lf_;l f Enabled r
conneckion _A_ Intel{R) PROM00 VE Metwork ... L ¥

Disable
View Available Wireless Networks
Status

g Set up a home ar small
office network

a Disable this netwark. 7

" device Repair

% Repair this connection Bridge Connections

Iim Rename this connection

€ View status of this
conneckion

Change settings of this Rename

Create Shorkout

conneckion

Properties
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6. Click Properties from the pop up menu. Select the Internet Protocol(TCP/IP) and click Properties

button.

-+ Wireless Network Connection 4 Properties E'E'

General | Advanced

Connect using:

E& wirelezz CombolCard

Thiz connection uzes the following items:

SGDS Packet Scheduler M
T AEGIS Protocol (IEEE 802 1) w3.2.0.3
o |niternet Protocal [TCFAIP] =
bt
< B
[ Inztall... Froperties
Dreszcription
Tranzmizsion Contral Protocal/Internet Pratacal. The default
wide area network, protocal that provides communication
acrogs diverse interconnected netwarks.
Show icon in notification area when connected
[ ] ] [ Canicel ]

7. You can select either Obtain an IP address automatically or Use the following IP address
setting. If your choice is the second one then entering the IP address, Subnet mask, Default

gateway and DNS. After setting these parameters appropriately, click OK to make the changes

work.
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Internet Protocol (TCP/IP) Properties

General |

You can get P settings assigned automatically if pour network, supports
thiz capability. Othenize, you need ta azk paur nebwork, adminiztratar for
the appropriate 1P zettings.

) Obtain an IP address automaticallp
(%) Usze the following IP address:

IP address: | 192 .168. 1 . 100 |
Subnet mask: | 255,295 . 255 . O |
Default gateway: | 192 . 1E8. 1 . 254 |

Obtain DMS server address automatically

(%) Use the follawing DMS server addresses:
Preferred DNS server: | 192 . 1E8. 1 . 254 |

Alternate DHS server: | . . . |

[ 1] H Cancel ]
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3.3 Uninstall Procedure

Step 1:

If you want to uninstall the WLAN adapter, just simply click

Start - Program -> Wireless Network Utility-> Uninstall

It shall uninstall all related programs.

Windows Catalog

Remote Assiskance

WWindows Media Player

\3 Log <ff admin,.,

Turn off Computer,.,

“OB4B

Windows Messenger

o
Windows Update =
=l
AT Arcessories
Games
<y Documents MetIQ Chariot
—F M Soundra
@ Settings v @
& Skartup
'E} = LI I (SO 1 [ S iliFus
@ search > Wireless Mebwork Lkl
QL ‘/_)
= Internet Explorer
= 9' Help and Support:
o v, MSM Explorer
& 5 BumL . Cutlook, Express
n
=
[=}
=
L

k Connections

Step 2:

Restart your Computer.

T ¥ v v v

L Uninstall Wireless Mebwork Utility

1! Wireless Mebwork Lkiliky
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4. Configuration Utility
Wireless network adapter uses its own management software. All functions controlled by user are

provided by this application.

Usually this application starts automatically, or click g icon from Start Menu to start the Utility
application.

A new icon - g should appear in your Icon tray if your WLAN adapter is working properly. If the icon

is in red color, it means that WLAN adapter is under poor signal or the connection is unavailable.

QLD ERE. 433 PM

User can navigate through “sheets” by clicking tabs; “X” button will minimize the window.
To provide more link information, click “More...” button. Below description explains the usage of this

utility.

Hireless

Monitor

&% Lirk Information | S AF List | 2® Profile Setting | B Ahout
Current Profile String : |ia 1590 j

o @
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4.1 Link Information

Connected To Network

Wireless Monitor

Wireless Infarmation

Connect To Metwark, :
M etwark, Type
Channel :

Encryptian :
Link, Speed :

Signal Strength

1590 [ 00:90:4B:63:47:13 ]
Acoess Point

1

B4 bitz

48 Mhbits 4 zec

Link Cluality

IF Infarmation
DHCP Status :  Enable
Current [P 2106697125
Subret Mask . 2552552550
Default Gateway :  210EBE.S97 17
DMS Server: 16359511

This field is used to display the current status of connection. There are two states of it.

The first one is “Connected to Network* means normal flow of operation in Infrastructure mode. The
PC is connected to access point. Networking is available.

The second one is “Scanning” means that the node is searching for available Access Point within
effective range. This field will also display an error message for some reason if the driver fails to
initial.

¢ Network Type
Infrastructure Mode - The driver will scan all available channels continuously until it found
one or more Access Points that match its SSID. At that point it will try and authenticate and
associate with the Access Point.
Peer to Peer Mode - The driver will scan for 5 seconds looking for an existing Ad Hoc

network using the same SSID.
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¢ Channel

The current channel that be used for this WLAN adapter will be shown in this field.
¢ Encryption

All encryption status will be shown in this field.

¢ Link Speed
The current transmit rate will be shown in this field.

¢ Signal Strength
The signal strength bar graph is only active when the node is in infrastructure mode. The bar
graph displays normalized signal strength as reported by the radio, averaged over all frames
over 100 bytes long that are received from the AP.

¢ Link Quality

The Link Quality bar graph is only active when the node is in Infrastructure Mode. The bar
graph displays the quality of the link between the node and Access Point.

4.2 WPS Function

Wi-Fi Protected Setup (WPS) is a standard for easy and secure establishment of a wireless home
network, created by the Wi-Fi Alliance.

The goal of the WPS protocol is to simplify the process of connecting any home device to the
wireless network.

To secure your wireless network, you could push the “WPS” button under user interface as below:

Wireless

Monitor

5 Link Information s

Current Prafile String : ] T AN

B @

L wPs |

There are two ways to enable WPS connection:
1. PBC mode: Choose a Router in the list then click “PBC” button.
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Wireless Monitor

SSID | BSSID [Chomnel | [ poicode

MIMO  O0-0E-8E-70-33-E5  f 0851570

Ee gistrar

Rescan

l—#] g Di.S:D]'.III.EC‘t

10% FEC

2. PIN mode: Choose a Router in the list and check the PIN codes are the same between Router
and Client then click “PIN” button.

Wireless Monitor

PIN Code
831D | BS3ID | Channel |
MIMO  O0-0E-8E-70-30-E5  f 08513702

Note. To make sure the PIN codes are the same between Router and Client.
Type the Client’'s PIN Code into Router’'s PIN Code setting then click PIN button to start WPS
connection at Client side.
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4.3 AP List

The Connections Tab shows current status of available APs within the network.

Wireless

Monitor

&% Link Information | S8 AP List | Profile Setting | B About

Site Information

Metwork. Name | Band | Signal|

Metwork, Tope : Access Point
L4 optech Channel : 1
Ag 103
Agaplig
i Gemtek-M
b Atheros wi.. Surveped at ;

i KEM 00:90:4B:63:47:13
1 KENGOT

Encroption : On

[ Connect ]

User may select profile or ESSID from above list, click “Connect” to connect with the AP.

Click “Refresh” to rescan the network, this utility with site survey function, it will detect and list all
available APs within effective range.

4.4 Profile Setting
Profile Setting allows user to create profiles for different network environments.

Wireless

Monitor

&5 Link Information | S AP List | ¢ Profile Setting | B About

Site Information

Frafile Marne | Metwork. Name |
15490 Metwork Type : Acceszs Point

Channel : 1

Encrgption : O
IF Setting : Off

] [ Delete ] [Cunnect]

Click “Add” button to create new profiles.
“Edit” for editing current existed profiles.
Click “Delete” button if you wish to delete profiles.
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¢ Network Name
The name of Profile, users can define it by themselves.
¢ Network Type
This field allows you to select from a list of supported Network “Modes”. The modes

displayed will have two values: “Peer to Peer” and “Access Point”.

Wireless Monitor

Metwork Mame - | 1590

MHetwark, Tupe : 1 Awccess Paint
Tranzfer Rate : |d:'f,‘.>.-’-‘-.utn:nmatin:

e

-/g“‘
(Bock ) (Next )

Peer to Peer - This is 802.11 peer-to-peer mode. In 802.11 Ad Hoc, only one wireless

“cell” is supported for each different SSID. All communication is done from Client to Client
without the use of an Access Point. 802.11 Ad Hoc networking uses the same SSID for

establishing the wireless connection.

Access Point - This mode of operation requires the presence of an 802.11 Access Point.
All communication is done via the Access Point, which relays packets to other wireless
Clients in the Basic Service Set as well as to nodes on a wired network such as Ethernet.

¢ Transmit Rate - The transmission rate at which client of AP transmits the data packets. You
may set this to fixed 1Mbps, fixed 2 Mbps, fixed 5.5 Mbps or higher or Automatic for 802.11
AP.

¢ Authentication Mode - You may desire an additional measure of security on your WLAN

which can be achieved by using WEP or WPA encryption.
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Wireless Monitor:

& Open Svstem
i Shared Key
& WPA-PSE

This panel allows to entry for 64/128-bit encryption according to WEP function select. To be
written to the driver and registry, such as Hexadecimal format, each key must consist of hex
digits, which means that only digit 0-9 and letters A-F are valid entries. If entered format is
incorrect, the utility will not accept it.

WPA PSK is one advanced security for wireless network. There are 2 types algorithm could
be supported — one is TKIP, and the other is AES.

To use WPA PSK, enter a password in the WPA Shared Key field between 8 and 63
characters long.

WPA is advance WPA security that require Radius server using EAP-TLS or PEAP for user
authentication.

WPA 2 PSK is the enhanced version of WPA PSK, it eliminate TKIP security with enhanced
AES security to 128bits encryption. To use this WPA2 PSK, enter the password in the WPA2
shared key field between 8 and 63 characters long.

WPA 2 is advanced WPA security with Radius server that using EAP-TLS or PEAP for user

authentication.
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Wireless Monitor

Profile Setting

Authentication Mode ] O

& Open System
@ Shared Key
i WPRA-PSE

& WPL

i 2021

i wPL2-PSE

To enable IP Setting function, please select enable.

Wireless Monitor

IP Setting : | [F=l=aE ==

IP:#.8.8.8
Subnet Mash:#.#.#%.#
DNS:#.8.4.4

(Back ) [ New )

Please define if the current Profile IP setting will be assign by a DHCP Server or just assign
by a fixed IP that is determinate by the Network Administrator.
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Wireless Monitor

IF Address
Subnet Maszk
Default Gatewany :

DS Server :

IP:#.8.8.#
Subnet Mashk:#.#.#.%
DMNS:#.4.4.8

1]

{ Back ] {Cumplete] [ Exit ]

When the DHCP Status is Enable, the TCP/IP information will be assigned by a DHCP

Server. Or otherwise please fill up with the correspondence data of the IP settings.

4.4 About

Wireless

Monitor

&% Link Information | B AP List |gg® Profile Setting | @ About

[Itility W erszion

Diriver Wergion ;

Firrnware Wersion ;
Address

1.0 4.1

4.0.01E7

1.028
00:80:4B: D7 25:3E

wvirgiessaumwervwworHh

“About” tab shows the product version including the detail of Driver, Application and firmware versions.

Users must use this version number when reporting their problems to technical support.
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5. Appendix

5.1 Use Wireless Zero configuration

Windows XP:
Check and make sure that the Wireless Zero Configuration service is running.
Click Start = Settings = Control Panel > Administrative Tools = Services

Flle Action View Help |

« = (@
% Services (Local) Services (Local)

Wireless Zero Configuration Mame ~ ! Description ; Status I Startup Type 1 Log On As ; (]
%Remote Reegistry Enables remote users to modify registry settings ... Started Aukomatic Local Service
Stop the EEMCE_ %Remnvahle Storage Manual Local System
Bestart the senvice %Routing and Remote Access  OFfers routing services to businesses in local area. .. Disabled Local System
%Secondary Logon Enables starting processes under albernate crede,.,  Started Aukomatic Local System
Description: ; %Security Accounts Manager  Stores security information For local user accounts,  Started Automatic Local System
;B?szs;‘;?g:m corfiguration forthe %Security Center Maonitars systemn security setbings and configurati,..  Started Aukomakic Local System
%Server Supports File, print, and named-pipe sharing aver .., Started Aukomatic Local System
%Shel\ Hardware Detection Started Automatic Local System
%Smart Card Manages access ko smart cards read by this comp... Manual Local Service
%SSDP Discovery Service Enables discovery of UPRP devices on your home .., Started Manual Local Service
tem Fuant il Track fem ot och indoue logon oy tarted Lubomat 1 | tem

%Windnws Management Inst,., Provides systems management infarmation to and. . Manial Local System
%Windn ' Maintains date and time synchronization on &ll clie...  Started Local System
Provides autamatic configuration for the 802,11 a..,  Started Local 5
Provides performance fbrary information From W, = Manud Local System
%WDrkstatinn Creakes and mainkains client network connections ... Started  Automatic Lacal System

fukamatic

futamatic

%W\ndnws Management Inst... Provides a commgp

Local System

%W\ndnws Management Inst... Manual Local System
%W\ndnws Time: Started Automatic Local System

onfiguration Started Aukomatic & I
%WMI Performance Adapter Prowdes parFDrmance Ilbrary |nFormat|on From W, Manual Local System

%Wnrkstatinn Creates and maintains chent network connections ... Started Aukomnatic Lacal System

&l

"\ Extended £ Standard 7k

T Admin

Choose a wireless network

| Metwork Tasks

Click an item in the list below to connect to a wireless network in range or to get mare
information.

((ﬁﬂ)

A Refresh netwark list

default

| >

<N set up a wireless nstwork
for a home ar small office

Unsecured wireless network

sl

Related Tasks

i) Learn about wireless.

networking want ko con

Change the order of
preferred netwarks

X

The network '1590° requires a network key (also called a WEP key or WPRA key). A network !
key helps prevent unknown intruders from connecting ko this network. il!!

Twpe the key, and then click Connect.

[ Connect J ’ Cancel ]

Metwark key:

Confirm network key:

2R
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications. However, there is
no guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one of the
following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum

distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

The availability of some specific channels and/or operational frequency bands are country
dependent and are firmware programmed at the factory to match the intended destination. The
firmware setting is not accessible by the end user.

User’s Guide 21





