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COPYRIGHT

AzureWave Technologies, Inc. All rights reserved. No part of this document may be reproduced,
transmitted, transcribed, stored in a retrieval system, or translated into any language in any
form or by any means without the written permission of AzureWave Technologies, Inc.

DISCLAIMER

AzureWave provides this document “as is”, without warranty of any kind, neither expressed nor
implied, including, but not limited to, the particular purpose. AzureWave may make
improvements and/or changes in this document or in the product described in this document at
any time. This document could include technical inaccuracies or typographical errors.

TRADEMARKS

AzureWave is a trademark of AzureWave Technologies, Inc. Other names mentioned in this
document are trademarks/registered trademarks of their respective owners.

USING THIS DOCUMENT

This document provides detailed user guidelines to provide AzureWave 802.11 n/b/g USB
WLAN Module operation and setting-up. Though every effort has been made to assure that this
document is current and accurate, more information may have become available subsequent to
the production of this guide. In that event, please contact your AzureWave representative for
additional information that may help in the development process.
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Notice

Safety statements

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled

environment. This transmitter must not be co-located or operating in conjunction with any other
antenna or transmitter.

About this guide

The user guide contains the information you need to install and configure your
AzureWave802.11 n/b/g USB WLAN Module.

Guide organization

This guide contains the following chapters:

Chapter 1: Product Information
This chapter describes the general functionality, features and configuration modes of
AzureWave802.11 n/b/g USB WLAN Module.

Chapter 2: Installation

It is recommended that users should read this chapter before installing both
AzureWave802.11 n/b/g USB WLAN Module hardware and software. This chapter presents
the systematic installation of AzureWave802.11 n/b/g USB WLAN Module and antenna,
utilities and driver on the support CD.

Chapter 3: W-Set WizardSetting up

This chapter shows you the setup of wireless network in your office or home. Follow The
step-by-step direction provided by EZ Setup WiFi-AP Solo Wizard, you can have your own
wireless local area network up and running very quickly.

Chapter 4: Software Management GUI

This chapter teaches you the proper operations of selected mode from W-Set Wizard. The
GUI display network status, connection profiles and network traffic to help you monitor and
manage the network configuration.

AzureWave 2.1
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Chapter 1

1.1 Product overview
Thank you for choosing AzureWave802.11 n/b/g USB WLAN Module.

The AzureWave802.11 n/b/g USB WLAN Module is an easy-to-use wireless local area network
(WLAN) adapter which is designed for home or office use. Direct Sequence Spread Spectrum
(DSSS), Complementary Code Keying (CCK), and Orthogonal Frequency Division Multiplexing
(OFDM) base band processing are implemented to support all IEEE draft 2.0 802.11n/802.11a,
802.11b, and 802.11g data rates. Differential phase shift keying modulation schemes, DBPSK
and DQPSK with data scrambling capability, are available, along with complementary code
keying to provide data rates of 1, 2, 5.5, and 11Mbps, with long or short preamble. A high-speed
Fast Fourier Transform (FFT)/Inverse Fast Fourier Transform (IFFT) combined with BPSK,
QPSK, 16QAM and 64QAM modulation of the individual sub-carriers provides data rates of 6, 9,
12, 18, 24, 36, 48 and 54Mbps, with rate-compatible punctured convolution coding with a
coding rate of 1/2, 2/3, and 3/4.

To provide efficient security to your wireless communication, the hardware-based IEEE 802.11i
encryption/decryption engine, including 64-bit/128-bit WEP, TKIP, and AES, supports Wi-Fi
alliance WPA and WPA2 security.

With these features and many more, AzureWave802.11 n/b/g USB WLAN Module is ready to
connect you to the world of wireless communication.

1.2 Features

System requirements

The AzureWave802.11 n/b/g USB WLAN Module is an on-board component on ASUS
motherboard requiring manual installation. Make sure that your system meets the following
requirements.

e ASUS motherboard with AzureWave802.11 n/b/g USB WLAN Module on-board solution
e Minimum 256MB system memory
e Operating system

Station mode : Windows XP/ Vista
AP/wireless bridge mode : Windows XP/ Vista
AzureWave 2-2
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e Optical drive for utilities and driver installation

Easy hardware installation

Because of the AzureWave802.11 n/b/g USB WLAN Module comes embedded in motherboard,
no hardware installation is necessary. Just connect the antenna, install the driver and utilities
from the motherboard support CD and start wireless communication immediately.

54Mbps speed wireless travel

The AzureWave802.11 n/b/g USB WLAN Module provides up to five times more data
transmission than IEEE 802.11b/g standards, and breaks the wireless transmission barrier to
faster speed up the internet connection.

WiFi-AP Solo WizardEZ-Setup (WLAN) wizard

Easy-use wireless LAN setup wizard helps you to connect with present wireless network. The
step-by-step wizard provides a convenient way to facilitate the complex wireless LAN setup
process.

Automatic wireless establishment

The utility software application of AzureWave Wireless LAN USB Module automatically
searches and reports the hot spots around it and the wireless signal quality and WEP capability
associated with each hot spot. Then you could connect to the most suitable wireless node

1.4 1.3 Supported network setup

You can use AzureWave802.11 n/b/g USB WLAN Module in various wireless network
configurations. We recommend you to select the most appropriate configuration for your home
or office network before setting it up.

1.4.11.3.1 Ad-Hoc mode

Ad-Hoc wireless networks bring together
workstations and computers to act as servers to all e =
other users on the network without complex s

infrastructure, setup or administration. Users on the ?’ms" kil
network can share files, printers and access the
internet with a shared modem. When in ad hoc

mode, the AzureWave802.11 n/b/g USB WLAN
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Module connects to another wireless device within its validating effective range and
communicates with each other in the same LAN workgroup. Select this configuration when no

access point is present in your wireless network.

1.4.2 1.3.2 Infrastructure mode

The biggest difference i between infrastructure mode and ad-hoc mode is that it includes an
access point. In infrastructure mode, ana access point establishes the network that provides

wireless links in the validating range for clients to
communicate with each other or with a wired

network to the internet. On an infrastructure network,

the access point may manages the bandwidth to
maximize utilization. Infrastructure networking has
the following advantages over ad-hoc networking:

e Range Extension
Each wireless LAN enabled computer within the
range of the access point can communicate with
other wireless LAN enabled computers within
the valide range of signal from the access point-
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A wireless LAN enabled computer can physically move from the operating range of one
access point to another without losing connection to the LAN. A quick association
“hand-shake” is made between the new access point and the wireless device as the
computer traverses from the coverage of one access point to another. The access point
enable a wireless LAN computer to move through a building and still be connected to the

LAN.
e Wired to wireless LAN connectivity

Access point establishes the bridge between wireless LAN and other wired counterparts.

AzureWave
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1.4.3 1.3.3 Software access point (Soft AP)

You could configure AzureWave802.11 n/b/g USB WLAN Module as a software access point
(soft AP). In this mode, the AzureWave802.11 n/b/g USB WLAN Module acts as the access
point that provides wireless links in the validating range to client stations to the internet.

Your system should satisfy the following two requirements to apply this mode:

e The system you use already connects to the internet or intranet through another one

Ethernet adapter.
e You are using Windows XP or Vista
operation system

AzureWave
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Chapter 2Chapter 2

Installation

2.1 System requirements

Before installing the AzureWave802.11 n/b/g USB WLAN Module, driver and utilities, make
sure your system satisfy the following requirements

e ASUS motherboard with  AzureWave802.11 n/b/g USB WLAN Module specific slot
e Intel® Pentium™ 4
e Minimum 256MB system memory
e Windows® Operation System
Ad-Hoc and infrastructure mode: Windows XP and Vista
Software AP and Wireless Bridge: Windows XP and Vista
e Optical drive for driver and utilities installation

2.2 Hardware Installation

To complete the hardware installation of AzureWave802.11 n/b/g USB WLAN Module, you only
need to install the moveable dipolar antenna at the rear of motherboard.

Installing the antenna:

~ane  Locate the wireless LAN antenna port on the motherboard rear panel.
z<ne Connect the antenna twist-on connector (female) to the wireless LAN antenna port (male)
=<nePlace the antenna at an elevated location to enhance your wireless LAN valid coverage.

AzureWave : : | 2.1
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WIiFi-AP Solo Wizard

3.1 AZ Wireless Wizard

In this section, you will obtain detail instruction setting wireless configuration by following
WiFi-AP Solo WizardAZ Wireless Wizard. Please refer to Chapter 1 Section .4 to understand
the network types the AzureWave802.11 n/b/g USB WLAN Module supports.

In the first time installation, WiFi-AP Solo Wizard is executed immediately after installation to
help you set the proper wireless configuration.

In addition, you could launch it from either program menu

FT R RE A2 7,

Windows Live Mesenger

or Wireless LAN Management GUI.

— “Network Monitor | Profils Manager|
| -
In the following sections, we represent Sias Frofle Name:  Azure Lab T
= Link Status: Mot Associated
H 'i\ = Metwark Type:  Infrastructure
the steps, the convenient and easy i e TABRESEb
. . - Current Channel:  Scanning :
wireless set up, in WiFi-AP Solo o B
Q :
. # ssiD:
leard Survey Signal Strength; | | 0z
g Metwork Address
L;" Mac Address:  00-15-AF-34-00-04
sl Statiztics IP Address:  0.0.0.0
Subnet Mask:  0.0.0.0
Sy Gateway:
e AP/Client Mode
.
o
-
Show Tray lcon [ windows Zero Config  [] Radio OFF [ Disable Adapter
Il Rights Res {
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3.1 Wi-Setup Wizard Steps

Whatever which wireless configuration you would set up,
the first scene of WiFi-AP Solo Wizard is “ Select

Operation Mode” dialog that shows as right picture. You
could select either station or AP mode from the first step.

For Ad-hoc and infrastructure type configuration, you
should select Station mode. The software access point
configuration could be archived by select AP mode.

e Station
Set the operation mode to be “Station”. Follow steps
in section 4.3.

e AP

{Select Wireless Network Configuration

WiFi-AP Solo Wizard

Choose the desired network configuration

Flease select one from the fallowing network type;

&) Access Point () Station

Choozing the access point configuration, pou are going to establizh a
wireless LAM o allow other wireless netwark device node ta jain it

[ MNest > l[ Cancel

Set the operation mode to be “Access Point”. Follow steps in section 4.4.

e Next
Go to next step of selected mode.

e Cancel

Give up WiFi-AP Solo Wizard. The default wireless configuration will be automatically
applied as “Infrastructure” type of Station mode if user won't set it up here.

3.2

3.2 Station Mode Configuration

Two types, infrastructure and ad-hoc types, of station mode are provided here.

e Infrastructure
Configure the wireless as infrastructure type network.
Follow steps in 4.3.1 Build Infrastructure type network.

e Ad-Hoc
Configure the wireless as Ad-Hoc type network. Follow
steps in 4.3.2 Build Ad-Hoc networking mode network

e Back
Go back to previous step — Select Operation Mode.

e Next
Go to next steps of selected type.

AzureWave
e BEFMFEROEEREAR

WiFi-AP Solo Wizard

Select Wireless Network Configuration f&'s

Choose the desired network configuration

Flease zelect one from the following network type:

) Access Paint ()5 kation

Choosing the station configuration, this device becomes a wireless
hetwork node; and you should join other prezent wireless LAN ta
access internet, [n nest step, you have to choose further network type.

[ Mest = ][ Cancel

3-3
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e Cancel
Give up WiFi-AP Solo Wizard and keep the last configuration.

-

3.2.1 Configure Infrastructure type network

It is easy to build up infrastructure type network with WiFi-AP Solo Wizard. The next step after
select infrastructure type network is to select the desired connection.

Select the BSS connection list _

[ ASUS WiFi-AP Solo Utility.

Scan | Profils Manager|

Select valid wireless BSS, Infrastructure Basic Service

Available Metworkls]

Set, connection nearby your system for connecting. TN e i
. . = anfig i AwNRSO0 =3 ] 1248 24GHz5
The listed BSS are touchable access point around you. ’ ,; LAGARSIOCN 5 = 4 246
: . 7 i 2 e A
You have to pick one from the list and go to next. INTET W 1 = uled  de]
4 e S HE
SSID i b . SE&CS § NDTEST Wi =@ gl AL 24GHz5.
o ist box . N u

H H H . ot __H efresh Add to Profils
Four fields are shown in the list box to provide e T —
access point status. oo

u SSID. the name Of access point . [#] Show Trap leon [ Windows Zero Config  [] Radio Off [ Disable Adapter

m  Security: the security status of access point. None
means security/password is not necessary. WEP means the access point acquire security/password
to log in.

m Channel: the channel this access point applies.

m Signal: The signal strength; higher mean better.

e Refresh
Rescan the IBSS list.

MM ASUS WiFi-AP Solo Utility

Available Profilefs]

Profile Name Metwork Mame(SSID]

e Back
Go back to previous step ~ Select Station Type.
Next

ireless network thiough the AP
uterto-computer netwerk.

Go to next step of infrastructure type
configuration. It is relative the security status of T e =
selected access point. >

= None: Setup TCP/IP.
m  WEP: A WEP dialog is pope dup before Setup

TCP/IP as below picture. You have to input the password/network key to join this access point
before setup TCP/IP. The password/network key is defined by the administrator of access point.
The invalid network key will stop going to next step.

e Cancel

AzureWave ond o ot e
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Setup TCP/IP

You have to setup the TCP/IP by following the configuration of connect access point. The
following setting should match the configuration of access point you join. Please check the
setting of it.

e Select Station Type

e Back
Go back to previous step ~ Select the IBSS connection list

e Finish
All settings of infrastructure are finished.

3.1.1 3.2.2 Build Ad-Hoc networking mode network

It is easy to build up Ad-Hoc type network with WiFi-AP Solo Wizard. The next step after select
Ad-Hoc type network is to select the desired connection.

Select The IBSS Connection List

In this step, you could select the present Ad-Hoc station to join. In addition, you could create
another Ad-Hoc station by press “New IBSS” button.

e SSID list box
Display all present Ad-Hoc station around this system.

AzureWave e Taciroiogles Inos i KQHEs saserved! T documaii s orrefarmnce 3-5
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e New IBSS
Create a new Ad-Hoc station by the . Wireless network properties
shown-up dialog instead of joining with a gy Profie Nome: | BEFETINGEE
present Ad-Hoc node. In this dialog, you et HamelSSID) |K'TEH189'EM |
could configure network name, applied
channel, authentication and encryption rule
on this Ad-Hoc node. After creating a new
Ad-Hoc node, the steps of build Ad-Hoc
network connection is finished.

-

Infrastiucture: Cohnect to a wirsless netwark thiough the AR

Us| ) 4d Hoo: computer-to-computer network,

Channel: |Aut07v

wireless network, security

Thiz network requires a key for the following:

Metwark Authentication: |Dpen System v|

D ata encryption: | Disabled v |

e Refresh
Rescan the Ad-Hoc stations nearby this system.

e Back
Go back to previous step ~ Select Station Type.

e Next
The wizard will show up the contents of profile. You should set it up to match the security
configuration with selected Ad-Hoc station. Then the steps are finished.

e Cancel
Give up WiFi-AP Solo Wizard and keep the last NI AR selo igend .
elect Wireless Network Configuration B—
Conﬂguratlon Choose the desired network configuration

Please select one from the following network. type:

3.3 Build Infrastructure mode @ Access it O staton

Choozing the access point configuration, you are going to establish a
Iwireless LAN to allow other wireless network device node to join it

network

3.4 Absent in this version

3.1.3 3.3 Build Soft AP network

¢ Back [ Next » ][ Cancel

Absent in this versionSetup a Wireless Network

The setting of Soft AP could settle done by Wife-AP Solo Wizard.

AzureWave Sty oo L S s S Al AP 3-6
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Only basic settings are included in following steps. Less-experience users could apply this
kind setup to archive access point setup. Fundamental security setting is included.

Back
Go back to previous step ~ Select Operation Mode

Next
The next step is dependant on the option user select:

Cancel
Give up current WiFi-AP Solo Wizard setup and roll back to previous configuration.

3.3.1 Software AP setting

For Software AP mode, the basic security function only request two types network/password

key to provide WEP encryption.

Wireless Network Properties

Wiki-AP Solo Wizard
Access Point Authentication Setup

(=

Setting up the authentication of access point mode

e Network Name (SSID)
The service serve identify of this access
point. The length of the self-naming does
not exceed 32 characters.

e WEP Encryption
m  Enable: The joined wireless station should
have same network/password key with this
access point.
m Disable: no network/password key is
required for joined wireless station.
e Back
Back to previous step ~ Setup a Wireless
Network

o Next

Metwork. Mame[SSI1D):

An 5510 containg up to 32 alphanumernc characters, which are case
sengitive for network identification.

Metwark S ecuity: !--Nnne w |

Select the method of wireless nebwork security with authentication and
encyplion,

< Back ” MHeut > Il Cancel

The next step is dependant on the decision of WEP to be either Enable or Disable.

= WEP Enable: You should prepare network/password key for WEP. Go to Wireless Network Security.

m  WEP Disable: The access point is set as an opened hot-spot. Anyone could join this access point

AzureWave
e BEFMFEROEEREAR
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Wireless Network Security

Z

and connect to internet.
Cancel
Give up current WiFi-AP Solo Wizard setup and roll back to previous configuration.

Two types pass key, ASCII and Passphrase,
perform security with different level.

3.5.1 Build Wireless bridge network

Absent in this version

M ASUS WiFi-AP Solo Utility

Available Profilels]

Profile Name
Default
‘mAzureLab

irele: i
ﬂ SC I | I8 This network requires a key far the following:

Network Authentication: | Dpen System -

You should provide either 5 or 8 ASCII i ooy~ S—
characters on Network key edit box.

PASSPHRASE
You could input words on Network Key edit
box.

m 64 bits: The generated pass key is 64-bits to be company with data packets.
m 128 bits: The generated pass key is 128-bits to be company with data packets.

Back
Go back to previous step ~ Wireless Network Properties

Next
Go to next step ~ Show Setting Information

Cancel
Give up current WiFi-AP Solo Wizard setup and roll back to previous configuration.

Show Setting Information

Back
If you do not satisfy with current setting, you could go back to previous step ~ Wireless
Network Security

AzureWave -
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e Next
Confirm the current setting and go to
next step ~ Finish.

WiFi-AP Solo Wizard

ihccess Point Authentication Setup

Setting up the authentication of access point mode

e Cancel
Give up current WiFi-AP Solo Wizard Network Name(5SID} | AIEIFERIOERS |
Setup and rO” baCk to preViOUS A 551D containg up to 32 alphanumernic characters, which are case
sengitive for network identification.
configuration.

Mehwork, Security: !None v|

Select the method of wireless netwark, zecurity with authentication and
enciyption.

[ ¢ Back “ ﬂeHl)J[ Cancel ]

—a -
M ASUS WiFi-AP Solo Utility

Select the Internet Connection List

Scan | Profilz Manager

Available Network[s]

This step only shows with multiple network

i MDTEST_WEP
1 NDTEST_WEF_

24GH25
24GHz5

[ 5510 e | EnG Signal Mode A
i i ' (5 § asus_w00 24GHz5
connection system. If there is only one 3 bl & 3 2
internet connection available, this step is o o S
. . i AZw_54G w3 24GHz 6
discarded. In this step, you have to select i NDTEST WEP_ . 246z’
=
=3

one network connection from the list box. - s S
tatistics ¢ & = | )_ =

configured to connect internet. Advanced Hete:

Double click on item ta joindcreate profile.

This network connection should be

w

e Network List Box
In the list box, you could see all network
connection this system provides. You
have to pick one from the list.

Show Tray loan [ Windows Zera Config [ Radio Dff [T] Disable Adapter

e Back
Go back to previous step ~ Show Setting Information.

e Next
Go to next step, Finish, while the internet connection is selected.

If the status of selected network connection is disconnected, a warning dialog will pop up
to inform you that.

e Cancel
Give up current WiFi-AP Solo Wizard setup and roll back to previous configuration.

AzureWave .. oo el e e 3-9
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Finish

e Finish
Press finish button to close WiFi-AP
Solo Wizard. The wireless configuration
Is going to be applied within few
seconds.

3.3.2 Advanced User

The steps of advanced user provide more
detail configuration including channel and
authentication

Wireless Network Properties

In this step, you could assign the channel
number and authentication mode for the
access point.

If the setting of WEP to be “Disable” and
Authentication to be “Open system”, then
this access point is opened for free join.

e Network Name (SSID)

The service serve identify of this access point. The length of the self-naming does not

exceed 32 characters.

e Channel select
You could pick one channel from 1 to 11.

e WEP Encryption

WiFi-AP Solo Wizard

Select Wireless Network Configuration
Choose the desired network configuration

Please select one from the following network, type:

(&) Access Point () Station

Choozing the access point configuration, you are going to establish a
wireless LAM to allow other wireless network. device node o join it

Mext > ][ Cancel

[ ASUS WiFi-AP Solo Utility

Metwork Manitor |

SSID: KITERT89-E0ARZE
BSSID:  00-15-AF-34-00-04
Channet 11

Aszociation T able

AlD | MAC address

Statistics

Advanced AP/Client Mode

To Client Mode

Show Trap lcon

[ Disable Adapter

An encryption system prevents eavesdropping on wireless network traffic.

Close

m  Enable: The joined wireless station should have same network/password key with this access

AzureWave
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point.

m Disable: no network/password key is required for joined wireless station.
Authentication

The next generation of Wi-Fi security, Wi-Fi Protected Access, or WPA, will use
authentication to verify whether users have access to a particular wireless network.

m  Open system: This access point is without authentication protection with user.

m  Share key: Any station would join this access point should pass with key same as the setting on
access point.

Back

Go back to previous step ~ Setup a Wireless Network.

Next
Go to next step. It depends on the setting of WEP and Authentication.

" Auth(\a\n\tl\catlon Open system Sharedkey ~  WPA-PSK
Encryption .
WEP WLAN Security
WEP(Disable) Show Network Setting n/a

Cancel
Give up current WiFi-AP Solo Wizard setup and roll back to previous configuration.

Wireless Network Security

Two types pass key, ASCII and Pass phrase, perform security with different level.

ASCII
You should provide either 5 or 8 ASCII characters on Network key edit box.

PASSPHRASE
You could input words on Network Key edit box.

m 64 bits: The generated pass key is 64-bits to be company with data packets.

m 128 bits: The generated pass key is 128-bits to be company with data packets.
Back

Go back to previous step ~ Wireless Network Properties

Next
Go to next step ~ Show Setting Information

Cancel

AzureWave 3-11
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Give up current WiFi-AP Solo Wizard setup and roII back to previous conflguratlon

Show Setting Information

e Back
If you do not satisfy with current setting, you could go back to previous step ~ Wireless
Network Security

e Next
Confirm the current setting and go to next step ~ Finish.

e Cancel
Give up current WiFi-AP Solo Wizard setup and roll back to previous configuration.

Select the Internet Connection List

M ASUS WiFi-AP Solo Utility

;us-&;an_ Frofile Manager |

Auvailable Profiles)

This step only shows with multiple
network connection system. If there
is only one internet connection o T T
available, this step is discarded. In N sl

this step, you have to select one

network connection from the list box.
This network connection should be
configured to connect internet.

Achyate

Statistics

Advanced

e Network List Box
In the list box, you could see all
network connection this system

.\1 > -".

pr0V|deS' You have to p|Ck one [#] Show Tray lcon [ Windows Zem Config ] Radio Off [] Disable Adapter
from the list.
e Back

Go back to previous step ~ Show Setting Information.

e Next
Go to next step, Finish, while the internet connection is selected.

e Cancel
Give up current WiFi-AP Solo Wizard setup and roll back to previous configuration.

Finish

AzureWave i i e e 312
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E Azure W

Select Wireless Network Configuration
Choose the desired network configuration

Flease select one from the fallowing network type;

(*) dcoess Paint () Station

Choozing the access point configuration, pou are going to establizh a
wireless LAM o allow other wireless netwark device node ta jain it

Finish
Press finish button to close WiFi-AP Solo
Wizard. The wireless configuration is going to
be applied within few seconds.
WiFi-AP Solo Wizard
Select Wireless Network Configuration
Choose the desired network configuration
WiFi_AP Solo Wizard 3]
A0 8 RNt Aule Micatlon Selup '=Lis¢ Please select one from the folloving network type:

Setting up the authentication of access point mode

(%) Acoess Point () Station

¢ Bacl [ MNest > J[

Cancel

Metwork Name(S51D);

£n 5510 contains up to 32 alphanumeric characters, which are case
sensitive for network identification

Select the method of wireless network security with authentication and
encryption.

Chaoosing the access paint configuration. you are going to establish &
wireless LAN to allow other wirsless network. device node to join it

[ < Back ” Nest > I[ Cancel ]

AzureWave
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WiFi-AP Solo Wizard
iiccess Point Authentication Setup
Setting up the authentication of access point mode

SUS

Select the desired network type of this wireless station

Pleaze zelect one from the fallowing bwa netwark types:

Metwark Mame(5510]: KITERT33-E0482E | () Infrastructure

A0 5510 containg up to 32 alphanumeric characters, which are case

sensitive for network identification. In Ad-Hoc mode, the wireless netwark. bring together workstations and

computers ta act as servers to all ather users on the network.

Metwark 5ecurity:

Select the method of wireless network 1 5hared
enciyption.

WEP

[ < Back. IL Mest > ,][ Cancel ] [ < Back IL Mext > J[ Cancel ]

P ASUS WiFi-AP Solo Utility

— Network Monitor | Profile tanager |

Status Profile Mame:  Default Profile
Link Status:  Associated
Metwark Type:  Infrastiucture

Thioughput

Wi-Fi AP Solo Wizard
Finish
All wireless network setup had been finished

Network Name(SSID): KITERTB3EQATZE
MetworkType: Ad Hoo

Wuithentication Type: Open System
Enciyption: Disabled

Network Key

Advanced

Shaw Tray|

WiFi-AP Solo Wizard
Site Survey
Select one site as connection point

-

User should select one access point from the following list:

Channel| Enciyp... Signal

L K ][ Cancel ]

1 NOTFST ™0 — A T3 AR

[ < Back ][ Hest > ] [ Cancel

AzureWave
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3.4 How to Launch AsusWLAN

You could launch AsusWLAN from either Windows® Program Menu or tray icon. The tray icon
Is an optional quick launch to be enabled by user.

Windows® Program Menu

It is the absolute way to launch AsusWLAN from program folder.

o) HBERTER »
S Windows Live Mesenger
B s iy Y5 Windows Messenger

[ z=o b
@

fE=F () r

Tray Icon

The tray icon will not be show B

until you enable the “Show Tray St!t -

Icon” from AsusWLAN as the ﬁ Beaconlntervat M | (20~ 1000)
right picture. As the AsusWLAN . ;‘Z;;;g DTMPeiod[1 | (1725
icon shown on system tray, you o Froanble Mode:[Stont Long ]

could double click the icon with By e ECIPEN

mouse button to launch it.

Statistics |

Advanced

PS

Show Tray lcon [] Dizable &dapter

3.5 Introduction of Main Window

The main window is assembled with five parts, main menu, adapter list area, properties area,
global control bar and status bar. Please read the explanations below before operating the
AsusWLAN.

3-16
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Statistics

e
LES

R
b

Advanced

-

Main Menu

AzureWave

Tech no ogs

Frofile Mame:  Azure-Lab
Link Status: Mot Associated
Metwork Type:  Infrashucture
“Wireless Mode: 2.4 GHz 54 Mbps
Current Channel  Scanning

[ata Encrption:
5510

Throughput:

Signal Strength: |

Metwork Address
Mac Address:

IP &ddrezs:  0.0.0.0
Subnet Mazk:  0.0.0.0
Gateway:

AP Client Mode

ToAccess Paoint Mode

00-15-4F-34-00-04

Show Tray leon [ Windows Zern Config [ ] Badio Dff

[ Dizable Adapter

The main menu includes five submenus.

e Refresh

As clicking the refresh menu, the contents of adapter list area are re-enumerated and
updated.

e Set up Wizard
Quickly launching the WiFi-AP Solo

Wizard. The convenient quick

launching helps you to reprogram the

wireless configuration as need.

AzureWave -

e BEMERGERAR

WiFi-AP Solo Wizard

Select Wireless Network Configuration
Choose the desired network configuration

Close

Pleaze select one fram the following network type:

() Access Point

() Stalion

Choosing the access point configuration, you are going to establish a
wireless LAN to allow other wireless network device node to join it.

3-17
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e Adapter List Area
This area displays all connected adapters on this system for mutiple adatper installations.
The easy switch helps user to change the selected adapter by one click. The contents of
properties area are dependant on wireless configuration that the selected adapter was set
up. For single adatper installed system, the only one adapter is always selected.

-

e Properties Area

M ASUS WiFi-AP Snln Utility.

The contents of this area are dependent on , o s [ Pmpabmnas]

current wireless configuration. You could know

the current configuration through previous ”’
explanation of submenu “Mode”. The detall ) i —— =
contents are described in following wireless g & i s
configuration sections for both Station and AP ;i..n:;
mode.

Show Trapleon [ ] Windows Zera Config ] Radio Off [ Disble Adapter

AzureWave ond o ot e

e BERZRGERAE
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e Global Control Bar [“Ishow Tray Icon  []Windows Zero Config  [JRadio Off [Disable Adapter
Each control items on this
bar affects the adapter or management GUI directly.

= Show Tray Icon
Making this item to be checked, the management GUI will minimize and stay on the
tray icon located at the right down corner of Windows while pressing “Close” button. In
other word, management GUI will shut down while pressing “Close” button with
unchecked condition.

m  Windows Zero Comfit
Help switching to Microsoft Windows ® XP Wireless network configure service if you do
not prefer applying AsusWLAN as your wireless LAN manager. The detail steps you
should follow are described in section 4.5.

m  Radio Off
Turn off the radio for saving power. While the radio being off, the links with other
wireless network nodes are disconnected. User should be care of it while the wireless
configuration is in AP mode. The radio off will cause the sub network belong to the AP
to disconnect with internet/intranet.

m Disable Adapter
Make this wireless LAN adapter being functionless for increasing better system
resource management on performance and CPU utilization.

m  Close
Shutdown or hide the management GUI. The behavior depends on the check box of
“Show Tray Icon”.

e Status Bar Reody A
The status bar presents the hints or status of the management GUI.

4.2 3.6 Station mode

4.2.1 Two types, Ad-Hoc and infrastructure in station mode could be configured through
WiFi-AP Solo Wizard. The following two sections explain the operation of management GUI for
each type. The following explanations focus on the properties area.

AzureWave 3-19
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4.2.2 3.6.1 Infrastructure and Ad-Hoc

AzureWave Tech noogles

With both Infrastructure and Ad-Hoc types, the properties should looks like the picture beside.
Six property pages present different information of current wireless network status.

Reading the following explanations before you reviewing these pages, it could help you to well

know the wireless environment around the system.

It is easy use to switch property pages just by left button clicking of mouse the title of each page

The following six sections describes detail
information of the opposite page.

General page

This page represents the general information of this
adapter.

e Status
The connection status with access point this
station has.

e Speed
Current transition speed in
Mbps.(Mega-Bits-Per-Second)

e Type
Current wireless LAN configuration type

e Encryption
Current encryption mode used

e SSID

Name of wireless network

e Signal Strength
The average quality of signal pf packets received
from wireless network. We recommend
connecting access point with over 70% signal
strength.

e Throughput diagram
Transition (Tx) performance

AzureWave
e BEFMFEROEEREAR

ASUS WiFi-AP Solo Utility.

— " Network Moritor | Profil Manager
-
Statue Frofile Name: ~ AzureLab Throughput:
= Link Status: Mot Associated
vl Hetwork Type:  Infrastruchure
C;\;ig ‘ireless Mods: 2.4 GHz 54 Mbps
Curtent Channel:  Scannin g
O Diata Encryption
rd 551D
Suney R E—
& 4 Network Address
b‘ Mac Address:  00-15-4F-34-00-04
Statistics IP address:  0.0.00
SubnetMask:  0.0.0.0
Batevy
A abet AP/Client Modz
ToAceess Point Mode

[Z]Show Traylcon [ Windows Zero Config [JRacio0ff (] Disable Adapter

WiFi-AP Solo Wizard
Select Network Type
Select the desired network type of this wireless station

Please select one from the following two netwark. types:

@ pdhog

) Infrastructure

i

Clase

In &d-Hoc mode, the wireless network bring together workstations and
computers to act as servers to all other ugers on the netwark.

[ < Back ][ Hest > l [ Cancel ]
WiFi-AP Solo Wizard X
Site Survey f—=i '—.="
Select one site as connection point
User should select one access point from the fallowing list
SSID Channel | Encryp... Signal ™~
i 2100 2 == al] 12de
1 asus_wiE00g 3 al &
1 AW NRB00-Chris B =3 nl, 0d8
1 A7/ 54G 9 =3 il 1dB
i MDTEST_WEP_&P1 1 =3 al] 1548
i NDTEST_WEP_4P2 1 =3 al] 15de
1 MOTFST WFP AP2 1 =3 A 124r ¥
e
< Back ][ Mext > ] [ Cancel ]
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e Network Address group
m  Mac Address: six two-digital number of this adapter

m IP Address: assigned network address by DHCP server or self-definition in four three-digital

number format
m  Subnet Mask: the only valid value is 2555.255.255.0

m  Gateway: It comes from connected access point. Your system can not connect internet with this

field empty.

Profile page

This page provides profiles management like add,
remove, edit and duplicate just by pressing the
button.

e Available Profile(s)
The list box shows all the created profiles.

e Add
Add a new access point profile by manual input.

¢ Remove
Remove the selected profile

o Edit
Edit contents of selected profile

e Duplicate

Make copy of selected profile.

e Set Default
Set the selected profile as default selection.

Available Network page

This page presents all access points around this
system. And you could pick one of these network
connections.

e Available Network(s)
Present network connection around this system

e Refresh
Rescan network connection around this system

e Add to Profile

AzureWave
e BEFMFEROEEREAR

WiFi-AP Solo Wizard 3
T Nsus
Select one site as connection point
Llzer could either join one [BSS from the Following list or create a new
IBSS:
SSID Channel | Encryp... Signal
[ Refresh | [ Create
< Back ][ Mewxt » ] [ Cancel

WiFi-AP Solo Wizard

Select one site as connection point

User should select one access point from the following list:

S5ID Channel  Encryp... Signal Ty
i 210 2 =3 A 1248
1 asus_wis00g 3 qall &de
& Aw-NRS00-Chris I il 0d8
1 AZw 540G 9 =3 al 1dE
1 NDTEST_WEF_&F1 1 =3 al 15
i NDTEST_WEP_&P2 1 =@ all 1548
1 MDTFAT WFP AP3 1 Lzl all_12dr M)
< Back ” Mext » ] ’ Cancel
3-21
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Create profile for selected network connection in profile list and add itinto proflle list.

Advanced page

e Power Save
= None: without power save mode
= Min: wake up every two time interval to
receive packets
= Max: wake up every ten time interval to
receive packets
e Wireless Mode
= 802.11b e
= 802.11g/b .
e 802.11b Preamble Mode
m Long: higher quality but with lower

Statistics

performance than preamble short mode

Advanced |

Fower Save

() Mone
(%) Min
O Max

80211k Preamble

(%) Shart & Lang

() Long Only

‘wiireless Mode Ad Hoo Wwireless Mode

[7] 2.4 GHz 54 Mbps
[#] 2.4 GHz 11 Mbps

WOL
Please Input MAC Address:

Set Default:

Ap

ply

Show Tray lcon [ Windows Zero Config [ Radio OFF

m  Short: Normal quality but with higher performance then preamble long mode.

m  Auto: select the proper preamble mode by current signal frame information.

e Fragment Threshold

The threshold of fragment length. Higher threshold increase data transition performance
with good signal quality. Pool signal quality results more worst data throughput on high

fragment threshold.

e RTS Threshold

Request to send threshold. The request will not send out until the accumulated data over

threshold.

e Set Defaults
Restore the default value to be current setting

e Apply
Apply the current setting to GUI

AzureWave

e BEMEERGERASE

[[] Disable Adapter

Cloze
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E Azure .

[ ASUS WiFi-AP Solo Utility

Status page ey
e Manufacturer: It always is Atheros. - 4 7 NG DsrVerion 0%
g~ Short Radio Header Short & Long
e NDIS Driver Version: ot et T
L Chanrel Set United States
e Short Radio Header : e L
. . Chaninel Scanning [Scanning)
e Encryption: Current encryption mode. M e o
. . . B Metwark Name (S510)
e Authenticate: authentication state Mo e s
e Channel Set: selected channel plan saances et APIP At
. I i Up Time 00:29:48
currently. Please reference Appendix-A bt

with the detail comparisons.

e MAC Address: MAC address of this
adapter.

e Data Rate: wireless LAN transition speed

Show Tray leon [ Wwindows Zero Config [ Radio OFF [[] Drisable &dapter

e Channel(Frequency): current channel number

e Status: wireless network status

e SSID: name of connecting access point

e Network Type: indicate current network configuration type

e Power Save Mode: current setting power save mode

e Associated AP MAC: MAC address of connecting access point
e Associated AP IP: IP address of connecting access point

e Up Time: total connection time

- I:II|I||\I|\I\‘ |'.|:III- ‘.f‘l.:;l fucts 3'23
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Statistics page

You could watch the Tx/Rx status of current
wireless connection. It provides a statistic
analysis of packet transition.

Azure

AUBRRERGERAR

Gtatus

%

Canfig

)

Burvey

Statistics

R
Advanced

[¥] Show Tray lcon

Statistics

Counter
TrOK
TwEnors
T Retried
T+ Dropped
Rz 0K
R Errors
Fi# CRC Enors
R MIC Emors
Fix Beacon

[[] Disable Adapter

Clase
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4.3 3.7 AP mode

General Page

In this page, it provides general information
of this access point including name, MAC
address and list of joined stations.
e SSID

The name of this access point is.

e BSSID
Six two-digital numbers configure the
MAC address of this access point.

e Association Table

Statistics

‘ I_t:
Advanced

ICS

Shaw Tray lcon

It is the list of joined station on this access point.

m  AID (Association ID)

Network. Monitor |

S5ID: KITER183-EQASZE
BSSID: O0-15-AF-34-00-04
Charnet 11

Asgsociation Table

AID | MAC address

AP /Client Mode

To Client Mode

[] Disable Adapter

Close

The AID field is a value assigned by an AP during association that represents 16-bit ID of
a station. It is a unique value assigned by AP.

m  MAC address

It is the six two-digit numbers that assemble the MAC address of joined station.

m Life Time
It is timer and counts down from
10 minutes whenever the access
point connects the station
successfully.

e Config
A dialog of this access point is shown
up for configuration modification
except by WiFi-AP Solo Wizard.

m  Network Name (SSID)
Name of the access point
searched by other wireless nodes.
The length of SSID should be
shorter than 32 characters.

s Channel

Config
A
b

Statistics

Advanced

Shows Tray lcon

M ASUS WiFi-AP Solo Utility

Statistics_I

Counter
T=OK

T Emors

Tx Retried

T Dropped
Fx Ok

R« Errars

R CRC Emars
Fx MIC Erars
Fix Beacon

Select the wireless channel within current channel plan.

e BEMEERGERASE

[[] Disable &dapter

Close
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m  Network Authentication & Data Encryption
Three types authentication:

o Open System
It is combined with data encryption type to be WEP or disable.
Encryption ~ disabled: you decide to open this access point to every one without network
authentication.
Encryption ~ WEP: you decide to setup the basic data encryption with a defined network key.
o Shared Key + WEP
You decide to apply both authentication and data encryption to prevent illegal login.
o WPA-PSK + TKIP
The most advance authentication and data encryption could provide best security protection.
= ASCII
You should provide either 5 or 13 ASCII characters on Network key edit box.

m  PASSPHRASE
You could input words on Network Key edit box.

o 64 bits: The generated pass key is 64-hits to be company with data packets.
o 128 bits: The generated pass key is 128-bits to be company with data packets.
m  Hexadecimal
While both ASCII and PASSPHRASE are not checked, you should input hexadecimal
number in the network key box.

m  Key index (1 ~4)
At most four key index to represent the opposite network key.

M ASUS WiFi-AP Solo Utility

Advanced Page -
]

—
Status General

In this page, expert could setup the advance 173 Bosconenct [ | (201000
characteristics of network packet on i o DTMPeiot 1 | (17258

Preamble Mode: | Shart & Long ~ |

Wireless Mode: | 802119/ "JI

transmission.

e Beacon Interval
This filed represents the interval between
each beacon that this AP sends out.

Statistics

Advanced

Longer interval may increase the &
competition of wireless nodes. The
maximum value of it is

Show Tray lcon [] Dizahle Adapter

e DTIM Period
The DTIM Period field indicates the number of Beacon intervals between successive DTIMSs.

e BEMEERGERASE
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Preamble Mode

m Long: higher quality but with lower performance than preamble short mode

m  Short: Normal quality but with higher performance then preamble long mode.

m  Auto: select the proper preamble mode by current signal frame information.

Statistics Page

You could watch the Tx/Rx status of

current wireless connection. It provides a

statistic analysis of packet transition.

SoftAP Page

e BERZRGERAE

ConnName list box

List all network connections on this
system. You should pick up one from
the listed item(s) if you would
connect the network domain, created
by Soft AP, to internet/intranet
network.

Select
Pick up the desired network
connection to public network.

Apply
Execute the current setting.

[ ASUS WiFi-AP Solo Utility

Statug

16

Config

 J

V4

Statistics

s
b
Advanced

Show Trap lcon

Status

7

Config

ot
Statistics

:'LI. =
Advanced

Show Trap lcon

Statistics |

Counter

Tx 0K

Tx Emors

Tx Retried

Tx Diopped
Rx 0K

R Emrorg

R CRC Ermors
Fix MIC Errors
R Beacan

B AsUS WiFi-AP Solo Utility

Netwark Monitor

[ Disable Adapter

S5I0: KITER183-ENAB2E
BSSID: 00-15-4F-34-00-04
Charnet 11

Association Table

AlD | MAL address

AP/Client Mode

To Client Mode

[] Disable Adapter

Cloge
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3.8 Windows Zero Configuration

The Windows Zero Configuration is a wireless LAN service that does not provided by Microsoft
Windows® until Windows XP. It provides basic and easy on connecting the wireless network. In
this chapter, we introduce you the steps to swap between Windows Zero Configuration and
AsusWLAN. If you prefer Windows Zero Configuration instead through AsusWLAN, then you
should follow the steps in 4.5.1 to switch to Windows Zero Configuration. In addition, you could
rollback to AsusWLAN by following the steps in 4.5.2.

3.8.1 Swap from AsusWLAN to Windows Zero Configuration

Five steps are required to archive this operation as following:

Windows Zero Configuration is disabled after installing AsusWLAN. You should enable it by
making the “Windows Zero Config” item being checked on global control bar. And then a Zero
Config dialog is shown up to inform you. Then you have to press OK to confirm the translation.

WiFi-AP Solo Wizard X

ISelect Wireless Network Configuration f&'s

Choose the desired network configuration

Fleaze zelect ane from the following network, epe:

(=) Acecess Paint () Station

Chooging the access point configuration, pou are going to establizh &
wirglezs LAM to allow other wireless network device node o join it

Mest > ][ Cancel

AzureWave i i e e 3-28
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After opening the page of present wireless network, if you see the scene similar to the following
figure, then you had been swapped to Windows Zero Configuration successfully. Otherwise,
you should check and repeat the previous steps again.

5" Wireless Network Connection 4 |X|

Network Tasks Choose a wireless network s
'=f Refresh netwaork list Click an item in the lisk below to connect to a wireless network in range or to get more
infarmatian,
<Y Set up a wireless network (( )) 3Com-AW
for a home or small office
Unsecured wireless netwark III!!
Related Tasks ((ﬁ)) EDICLLY
- . i - . I!!
i) Learn about wireless i Security-enablad wireless netwark il
el iy OE66F72B79FIFE160B569D3742E0AMBT
(ca)
ﬂ? “hange the order of [l
preferred netwiorks ' Securiby-enabled wireless network III!
'%ﬁ Change advanced (( ):l QODZIOb2E 220
setkings
Unsecured wireless network III[I['
Connect

3.8.2 Rollback from Windows Zero Configuration to ASusWLAN

If you prefer the AsusWLAN instead of Microsoft® Windows Zero Config, please follow the
steps to rollback. Open AsusWLAN, make the “Windows Zero Config” item on global control bar
to be unchecked. After a while, the property area starts to display network connection.

AzureWave <
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Netwark Monitar | Profile Marager |

Profile Mame:  Aaure-Lab Throughput:
Link, Status: Mot Azzociated

Metwark Type:  Infrastiucture

Wireless Mode: 2.4 GHz 54 Mbps
Current Channel:  Scanning
Data Encryption:

S510:
Signal Strength:

MHetwork Address
Mac Address:  00-15-4F-34-00-04
IP &ddress: 0000
Subret Mazk: 0,000

Gateway:

&P/Client Mode

ToAccess Point Mode

Show Tray lcon [ ]Windows Zero Config [ Radio Df [] Disable &dapter

AzureWave

e R AR AR 3-30




Z

Appendix A:  Mapping of country and channel plan

Channels Country Channel Set
Argentina ,Brazil ,Canada ,Colombia ,Mexico ,Taiwan ,United States of
1~11 FCC,IC,TAIWAN
America,Yugoslavia
Australia ,Austria ,Bahrain ,Belarus ,Belgium ,Bolivia ,Bulgaria ,Chile ,China ,Co
sta Rica ,Croatia ,Cyprus ,Czech
Republic,Denmark ,Egypt ,Estonia ,Finland ,France2 ,Germany ,Greece ,Hong
Kong,Hungary ,Iceland ,India ,Indonesia ,Ireland ,Italy ,Kuwait ,Latvia ,Lebanon ,
Liechenstein ,Lithuania ,Luxembourg ,Macedonia, The Former Yugoslav
1~13 Republic of ,Malaysia ,Morocco ,Netherlands ,New ETSI,MKK1
Zealand,Nigeria ,Norway ,Panama ,Paraguay ,Peru ,Philippines ,Poland ,Portug
al ,Puerto Rico,Romania ,Russia ,Saudi
Arabia,Singapore ,Slovakia ,Slovenia ,South Africa,South
Korea,Sweden ,Switzerland ,Thailand ,Turkey ,United Arab Emirates,United
Kingdom ,Uruguay ,Venezuela
10~ 13 France,Jordan France
3~9 Isreal Isreal
1~14 Japanl MKK1+MKK
14 only Japan2 MKK
10~11 Spain Spain

AzureWave -+
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General Specifications

Model Name

AW-NA830

USB Wireless Module

Product Description
WLAN Standard
Host Interface

Major Chipset

Dimension

Weight

Antenna Interface connector

Operating Conditions

IEEE 802.11b/g, IEEE 802.11n Draft 2.0, Wi-Fi compliant

USB 2.0

Ralink RT2770 (MAC/Baseband), RT2720 (Radio)

35mm x 80mm x 11.7mm

(not including SMA connector and pin headers)
15¢g

RSMA connector

1: Main

2: auxiliary

Voltage
Temperature
Humidity Non-Operating

Electrical Specifications

3.3V +/- 5%
0 ~80°C

50 ~92% RH non-condensing (at temperatures of 25 °C to 80 °C)

Frequency Range

Number of Channels

Modulation

Output Power

AzureWave
e BERFEROEEREAS

2.4 GHz ISM radio band

802.11b: USA, Canada and Taiwan — 11(2412~2462MHz)

Most European Countries — 13, France — 4, Japan — 14

802.11g: USA, Canada and Taiwan — 11(2412~2462MHz)

Most European Countries — 13, Japan — 14

802.11n(HT20): Channel 1 —14(2412~2484)

802.11n(HT40): Channel 1-7(2422~2452)

802.11b: CCK(11, 5.5Mbps), DQPSK(2Mbps), BPSK(1Mbps)

802.11g: OFDM

802.11n: OFDM

802.11b: typical 16dBm + 1dBm ~ -1.5dBm

3-2



Receive Sensitivity

Operating Range

Data Rates

Power Consumption

Security

Operating System Compatibility

AzureWave
e BEFMFEROEEREAR

802.11g: typical 13dBm + 1dBm ~ -1.5dBm

802.11n: typical 12dBm + 1dBm ~ -1.5dBm

802.11b: typical -80dBm at 11Mbps

802.119: typical -68dBm at 54Mbps

802.11n(HT20): typical -66dBm at 72.222 Mbps

802.11n(HT40): typical -63dBm at 150 Mbps

Open Space: ~300m; Indoor: ~100m

(The transmission speed may vary according to the environment)

802.11b: 1, 2, 5.5, 11Mbps

802.11g: 6, 9, 12, 18, 24, 36, 48, 54Mbps

802.11n(HT20):7.222, 14.444, 21.667, 28.889, 43.333, 57.778, 65, 72.222 Mbps

802.11n(HT40):15, 30, 45, 60, 90, 120, 135, 150 Mbps

802.11b: Continuous TX: 434mA@11Mbps; Continuous Rx: 426mA@11Mbps

802.11g: Continuous TX: 400mA@54Mbps; Continuous Rx: 440mA@54Mbps

802.11n(HT20): Continuous TX: 399mA@150Mbps

Continuous Rx: 426mA@300Mbps

802.11n(HT40): Continuous TX: 390mA@150Mbps

Continuous Rx: 526mA@300Mbps

¢  WEP 64-bit and 128-bit encryption

&  WPA(Wi-Fi Protected Access)

Windows XP/Vista

3-3



Z

Appendix B: Q&A

Q:

After applying security setting, why my computer can not connect to the system that configures
the AzureWave802.11 n/b/g USB WLAN Module as AP mode?

A:

There are several condition could result this issue.

e Security setting mismatch: please make sure the security and network key are identical to
both AP and station side.

e Station utilizes Windows Zero Configuration to join the Access Point: you could change the
WEP to be ASCII or Hexadecimal. The PassPhrase format is not supported by Windows
Zero Configuration.

Q:

My notebook cannot browse internet after connecting the AzureWave802.11 n/b/g USB WLAN
Module. | could see the station on the general page of AsusWLAN. What's happened?

A:

It could lose ICS connection. First, you should make sure the access point connect to
intranet/internet through another network connection. And then select the network connection
as ICS. Please reference the “Soft AP Page” segment in section 4.4.
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Appendix C: Release History

Version
1.2

1.1
1.0
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Comments

Update ICS operation of user interface

Add Appendix C for release history

Update Windows Zero Configuration operations of user interface

First formal release

Opposite Package Version
10.27 ~

10.27 ~
09.27 ~



Azure W

=% 2 S =
e AzureWave Technologies,—Inc:

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications. However, there is
no guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one of the
following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 20cm
between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

IEEE 802.11b or 802.11g/n operation of this product in the U.S.A. is firmware-limited to
channels 1 through 11.

AzureWave 3-6
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This device is intended only for OEM integrators under the foIIowing conditions:

The antenna must be installed such that 20 cm is maintained between the antenna and users,
and the transmitter module may not be co-located with any other transmitter or antenna.

As long as 2 conditions above are met, further transmitter test will not be required. However, the
OEM integrator is still responsible for testing their end-product for any additional compliance
requirements required with this module installed (for example, digital device emissions, PC
peripheral requirements, etc.).

IMPORTANT NOTE: In the event that these conditions can not be met (for example certain
laptop configurations or co-location with another transmitter), then the FCC authorization is no
longer considered valid and the FCC ID can not be used on the final product. In these
circumstances, the OEM integrator will be responsible for re-evaluating the end product
(including the transmitter) and obtaining a separate FCC authorization.

End Product Labeling

This transmitter module is authorized only for use in device where the antenna may be installed
such that 20 cm may be maintained between the antenna and users. The final end product
must be labeled in a visible area with the following: “Contains TX FCC ID: TLZ-NA830".

Manual Information That Must be Included

The OEM integrator has to be aware not to provide information to the end user regarding how to install
or remove this RF module in the user’s manual of the end product which integrates this module.
The end user manual shall include all required regulatory information/warning as show in this manual.
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Industry Canada Statement

Operation is subject to the following two conditions:

1) this device may not cause interference and

2) this device must accept any interference, including interference that may cause
undesired operation of the device

This device has been designed to operate with an antenna having a maximum
gain of 2 dBi.

Antenna having a higher gain is strictly prohibited per regulations of Industry
Canada. The required antenna
impedance is 50 ohms.

To reduce potential radio interference to other users, the antenna type and its gain
should be so chosen that the EIRP is not more than required for successful
communication.

IMPORTANT NOTE:

|IC Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated with
minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other
antenna or transmitter.
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