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Federal Communication Commission Interference
Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is
encouraged to try to correct the interference by one of the following measures:
- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that

to which the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.
This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to channels 1
through 11.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
End users must follow the specific operating instructions for satisfying RF exposure compliance. To
maintain compliance with FCC RF exposure compliance requirements, please follow operation
instruction as documented in this manual.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

SAR compliance has been established in typical laptop computer(s) with USB slot, and product could be
used in typical laptop computer with USB slot. Other application like handheld PC or similar device has
not been verified and may not compliance with related RF exposure rule and such use shall be
prohibited.

CE Statement:

Hereby, AboCom, declares that this device is in compliance with the essential requirement and other
relevant provisions of the R& TTE Driective 1999/5/EC.
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Chapter 1:
Introduction

The 802.11b/g/n Wireless Mini USB brings the latest technology, 802.11n standard. Close to the price
of a wirdless 11g dongle, Home/ SOHO users can enjoy download large file and multimedia by
300Mbps. Wiredless security setup is friendly without configuring the utility. Y ou only need to click the
WPS push-button once, then can set up a simple but safe wireless network. It can upgrade your desktop
or laptop to the next level and allows you to enjoy downloading, video streaming and online gaming at
the same time. It can not only provide you better internet experience but also backward compatible
with the existing 802.11b/g networks.

Features

@ Support Wireless N standard and compatible with 11n standard.

@ Backward compatible with |EEE 802.11 b/g network to ensure interoperability.

@ Support WPS in SW and HW for easy wireless security setup.

@ Support 802.11e, WMM for quality video and voice streaming over wireless connections.
@ Support WMM-PS,

@ Support WPA/PSK, WPA2/PSK high-level security.

@ Transmit data rate up to 300 Mbps. Receive datarate up to 300 Mbps. (2T2R solution).

Physical Detalls

WPS button and LED

To press the physical WPS button on the Wirdess USB Adapter once,

WPS button then the LED will start to flash. Please make a connection with another
WPS supported device within 2 minutes.
Off — Power off

LED Solid Green — When associate with the Access Point or Ad-Hoc wireless

workstation the LED will show solid green.



Blinking Green — Indicate the device is transmitting data through the
Access Point or Ad-Hoc wireless workstation. Also when the PBC button
is pressed, the LED will blink to indicate WPS status that the LED will
blink 2 seconds and off 2 seconds.



Chapter 2: Installation

For Windows 2000/ XP

Note:
Do not insert the Wireless USB Adapter into the computer until the
InstallShield Wizard finished installing.

1. Exit all Windows programs. Insert the included Ingtallation CD into the computer. The CD-ROM
will run automatically. Please click Next to process the ingtallation.

Intelligent Utility

Intelligent Utility

The InztallShield "Wizard will ingtall Inteligent Lkl on pour
computer. To continue, click Mest.

< Back [ et » [ Cancel ]




2. When prompt to the following message, please click I nstall to begin the installation.

Intelligent Utility

Intelligent Utility

Click Inztall to begin the inztallation.

[f wou want to review or change any of wour installation zettings, click Back. Click Cancel to exit
the wizard.

IrstallGhield - /77 N\

[ < Back ‘ [iztall ,[ Cancel

3. When the following screen appears, click Finish to restart the computer to complete the software
installation.

Intelligent Utility

InztallShield Wizard Complete

The InstallShield Wizard has successfully installed Inteligent
[tility. Before vou can use the program, vou must restart wour
computer.

(%) Yes, | want to restart my computer now.
0 Mo, | will restart my computer later.

Remove any disks from their drives, and then click Finizh to
complete setup.




Note:
Insert the Wireless USB Adapter when finished software installation.

Insert the Wirdess USB Adapter into the USB Port of the computer. The system will automatically
detect the new hardware.

To verify the device is active in the computer. Go to Start > Control Panel > System > Har dwar e>
Device Manager. Expand the Network adapter s category. If the 802.11b/g/n 2T2R Wireless Mini
USB islisted here, it meansthat the device is properly installed and enabled.

£ Device Manaper,

File  Action  Wiew Help

= @ & 2HE A

v 94 Eatteries
E W Computer

E sage Disk drives

E!§ Display adapters

[+ IDE ATAJATAPT contrallers

[+ % IEEE 1394 Bus host contrallers
E} - Infrared devices

& Intel AIM 3.0 Codec

% Keyboards

E 'J Mice and other pointing devices
E! Modems

[ Maonikors

I'_—'Iﬁ Mebwaork adapters

- B8 502 11b/gh 2T2R Wireless Mint USE

- B8} Realtek RTLE139 Family PCI Fast Ethernet MIC

E Cther devices
[+ | PCMCIA adapters

4 Ports (COM&LPT)

%




For Windows Vista

Note:
Do not insert the Wireless USB Adapter into the computer until the
InstallShield Wizard finished installing.

1.  Exitall Windows programs. Insert the included Ingtallation CD into the computer. The CD-ROM
will run automatically. Please click Next to process the ingtallation.

Intelligent Utility ==
Intelligent Utility

The InztallShield "wizard will ingtall Intelligent Litility on wour
computer. To conbinue, click Mext.

< Back [ Cancel




2. When prompt to the following message, please click I nstall to begin the installation.

Intelligent Utility ==

Intelligent Utility

Click Inztall to begin the installation.

[f wou want ta review or change any of your ingtallation zettings, click Back. Click Cancel to exit
the wizard.

|rztallS hield

< Back { [ Cancel

Inztall

3. When thefollowing screen appears, click Finish to restart the computer to compl ete the software
installation.

Intelligent Utility

InstallShield Wizard Complete

The Inztalls hield ‘wizard haz succeszfully installed Inteligent
[tility. Before pou can use the program, vau must restart pour
conmputer.

@ ez, | want ta restart my computer now.;

(0 Mo, | owill restart iy cornputer later,

Remove any dizks from their drives, and then click Finish to
complete setup.

< Back " Cancel

S——




Note:
Insert the Wireless USB Adapter when finished software installation.

Insert the Wirdess USB Adapter into the USB Port of the computer. The system will automatically
detect the new hardware.

To verify the device is active in the computer. Go to Start >Control Panel > Hardwar e and
Sound > Device Manager . Expand the Networ k adapter s category. If the 802.11b/g/n 2T2R
WirelessMini USB islisted here, it meansthat the deviceis properly installed and enabled.

" 2 Device Manager (==

File Action View Help

e @l EHE8 -
B cricvy-pC

Bluetooth Radios
-8 Computer

= Disk drives

B, Display adapters

&3 DVD/CD-ROM drives

ﬁa Hurman Interface Devices
g IDE ATASATAPI controllers
<22 Keyboards

ﬁ, Mice and other pointing devices
B Monitors
.i-'p Metwork adapters

o B ork) #2
I"l? Bluetooth Device (RFCOMM Protocol TDI) #2
Phe [E 5i5900-Based PCI Fast Ethernet Adapter
E!E‘g) Other devices

3 uh Multimedia Audic Controller

E Portable Devices

w75 Ports (COM & LPT)

R Processors

C— Storage controllers

13‘_-,! Systermn devices

i Univerzal Serial Bus controllers




For Windows 7

Note:
Do not insert the Wireless USB Adapter into the computer until the
InstallShield Wizard finished installing.

1. Exit all Windows programs. Insert the included Ingtallation CD into the computer. The CD-ROM
will run automatically. Please click Next to process the ingtallation.

Intelligent Utility

Inteligent Utility

The InstallShield *wizard will install Inteligent Ltlity on vour
computer. To cantinue, click Mest.




2. When prompt to the following message, please click I nstall to begin the installation

Intelligent Utility I’ |25

Intelligent Utility

Click Install to begin the inzstallation,
[f oLy want ta review or change any of pour inztallation settingz, click Back. Click Cancel to exit
the wizard.
| riztallshield
¢ Back [ riztall ] [ Cancel

3. When thefollowing screen appears, click Finish to restart the computer to compl ete the software
installation.

Intelligent Utility -

InstallShield Wizard Complete

The InstallShield \Wizard haz succeszsfully installed Inteligent
[tility. Before wou can use the program, pau must restart your
computer.

@) “es, | want bo restart my cormpuber R,
71 Mo, | wall restart my computer later.

Femove any digks from their diives, and then click Finizh to
complete setup.

N
< Back " Cancel

L

-1Nn .



Note:
Insert the Wireless USB Adapter when finished software installation.

Insert the Wirdess USB Adapter into the USB Port of the computer. The system will automatically
detect the new hardware.

To verify the device is active in the computer. Go to Start > Control Panel > Device M anager .
Expand the Networ k adapter s category. If the 802.11b/g/n 2T 2R WirelessMini USB islisted here, it
meansthat the deviceis properly installed and enabled.

.= Device Manager | ="

File Action View Help
LA dfsall7Rocils
[ Abocom-PC| -

[ /M Computer
[ =g Disk drives

—

[:> -:ull Display adapters

b ety DVD/CD-ROM drives

f> g IDE ATASATAPI controllers
4§ IEEE 1394 Bus host controllers

- Keyboards
ﬂ Mice and cther pointing devices
El Monitors

Pl otin oo

N 802.11b/g/n 2T2R Wireless Mini USB

o STo: LL Jigau g Ul Base-T Controller

» T3 Ports (COM & LPT)

pw Proceszors

f> ﬂ Sound, videc and game controllers
&y System devices

i, . @ llniversal Serial Bus controllers
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Chapter 3:
Network Connection

How to Make a Connection

To make a connection with an access point, please follow bel ow steps. Here takes Windows XP OS for

example.

Step 1: After set up the Wireless USB Adapter successfully, please launch the Configuration
Utility. There are two ways to launch the utility by:

(1) Double clicking the Intelligent Wirdless LAN Utility icon on the desktop.

Intelligent
Wireless LAN
Utility
(2) Or goto Start &All Programs &l ntelligent Wireless Utility & Intelligent WirelessLAN
Utility.
E .L-J P USU L s
Ink t (= i
g I:teer;ngxplorer @ el g
I Startup *ly
‘-‘g Painkt IE‘E] Trend Micro OfficeScan Client 4

H Adobe Reader 8
& Internet Explorer
Lﬁl Cutlook Express

W) E-mail
4 Cutlook Express
1“'-
\ Motepad
Inkeligent Wireless L
Likilits

Windows Update

¢ PRemote Assistance
@ Windows Media Playver

5@1 Windows Movie Maker

IF winRar r
I'?@ Windows Live 2
[ VT BlueSolsil v
Jﬂ Real 2
& RealPlayer

CCleaner r

Microsoft OFfice Wor

——m

B ornrnand Frompk

E

%}E Windows Inskall Clean Up

ﬁ‘ﬂ Windows Live Messenger

All Programs L3 f’u Intelligent . Inteligent Wireless LAMN kiliky

| B Uninstall-Inteligent
I

-12 .



Step 2: Please go to the Available Networ k tab, the system will automatically scan access points
nearby, or click Refresh button to site survey again.

£ Intelligent 11n USB Wireless LAN Utility

RefreshiR) Mode{M) Abouk{a)

EEX

= g]] fyCamputer

£ ’ »
Showe Tray Icon
[] Radia off

“of 802 1nfhig Zon |

General | Pro

Available MNetworkis)

Available Metwork | atus .Statistics: “w/i-Fi Protect Setup |

P ZyXEL-1

9 nlanexLser

40 girlive

) ZyXEL_3090_4P
1 Zy¥EL-giga

S5I0-00c4732db
412
Ahocorn-Wireless
G ppthur AP

Tl Zy¥EL 3090

9 mina

[l wzouaADe

Channel
1

i I ww R ) O S T L e S

5

Encryption  Metwork Authentication
WEP Unknionar

Mone Unknionr

Mone Unknionr

Mone Unknown

Hone Unknomr

HNone Unknomar

AES WPAZ Pre-Shared Key
TKIFP RS Pre-Shared Key
MNone Unknorwr

TEIPfAES  WPA Pre-Shared Key/...
Mone Unkniont

WEP Ukt

AES WRAZ Pre-Shared Key
TKIFP WP Pre-Shared Key

TLTO Y e Chovemd e
|

Sighal ‘_‘_!
42%
42%
62%
45% -
429
4295
SE%
g%
F0%
258%%
B0%
62%
T4
F2%,

) [ P ——

B

Mote

< Refresh > l

Add to Profile

Double click on itemn to joinfcreate profile,

[[] Cisable Adapter

Close

Step 3. Then, double click preferred access point or click Add to Profile button to make a
connection (if the access point has been set up security, please enter passwords and then click OK.)

£ Intelligent 11n USB Wireless LAN Utility

RefreshiR) Mode(M)  About{a)

= g’ My Computer

& >
Show Tray Icon
[] Radia off

“ <& g02.11n/b/g 2on |

Aovailable Metworki(s)

General F‘rofile.j Available Netwark E'Slalus Statistics | Wi-Fi Protect Setup |

planexLser
airlive

ZyXEL-giga

Channel | Encryption | Metwork Authentication | Signal

1 WEP Unknown 42%

1 HMone Unknown 42%

1 HMone Unknown 62%

1 HMone Unknown 45%

1 HMone Unknown 42%

2 Mone Unknown 42%
ZyaEL_2090_AP 3 AES WPAZ Pre-Shared Key 6%

4 TKIP WP Pre-Shared Key Stig —

S lilaas kg oy

6 TKIPAES WP Pre-Shared Key/... B8%,

ArthuraP 6 WEP Unknown
Py EL_3090 2 AFES WPAZ Pre-Shared Key
S mina o TKIP WP Pre-Shared Key
(T e Tt W ] im TETh LT T L L Ty SR R P
Jememn | = —- 1
Refresh l ‘ Add to Profile ,
Mote

Double click on itern to joinfcreate profile,

(]
G2%
74%
72%

e, 2

>

[] Disable Adapter

Close

-1



How to Add a Profile

After launched Wireless LAN Utility and selected preferred access point, please click Add to Profile
button to enter Wir eless Networ k Propertieswindows. If the access point has been set up security,
please enter passwords, and then click OK to save profile settings.

Wireless Network Properties: @

Profie Name: | Cherry 802.1x configure

MNetwork Name(SSI0): EAP TYPE !
Tunnel : Privision Maode
Chanrel:
Username !

Wireless network security

This network requires a key for the following: Identity ;
Tetwork Authentication:Ewbﬁ.zm-.lﬁsn}é . v
Data encryption:g-p\Eg | SIaliFE
IPassword ;

SR YD v nnnnnnmnnnnnnnnnnnm, U

& etwark key:

o
=
fimi]

Confirm netwark key:

‘-llllll
4AEpEEEEERD

.lllllllllllllllllllllllllllllll’

Canicel

After finished above settings, please go to Profile tab to check the profilelist (Available Profile(s)).

t Intelligent 11n USB Wireless LAN Utility

Refresh(R) Mode{M) About{a)
= g MyComputer General | Profile | Available Metwork | Status | Statistics | \Wi-Fi Protect Setup|
<2 8021 1njhjg Zon | 5
Available Profilels)
Profile Name 5D [ add |
| Eicherry Cherry
’ Remove ]
[ Edit |
’ Duplicate ]
’ Set Default ]
3 3
< > =
Showe Tray Icon [] Cisable Adapter
[ Radio Off

-1 .



Chapter 4.
Utility Configuration

For Windows 2000/ XP
Station Mode

£ Intelligent 11n USB Wireless LAN Utility

RefreshiR) Mode{M) Abouk{a)

= i MyComputer General | Profile | Available Netwark | Status | Statistics | wiFi Protect Setup|
<& 802.11n/byg Zon

Status: Associated
Speed: Tx:150 Mbps Rx: 150 Mbps
Type: Infrastructure
Encryption: AES
SSID: Cherry

signal strength: (NERNNANNNNRRRRNNRNNRNRRNRNNNNNN oo

et TTTTTTTTTTTTTTTTTTTTTTTTTTTTIT s

Metwork Address:
MAC Address: O0:ED:4C:71:00:01
IF Address; 192,168.1.102
Subnet Mask: 255,255.255.0
Gateway: 192.168.1.123

| ReNewIp

£ >

Shiow Tray Icon [[] Cisable Adapter

[] Radio Off

Show Tray Icon: Check to show the wireless adapter icon at thetray.
Disable Adapter: Check thisto disable the wireless adapter.

Radio off: Check thisto turn OFF radio function.

Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.

-1R.



General

The General page displays the detail information of current connection.

* Intelligent 11n USB Wireless LAN Utility

RefreshiR)  Mode()  Abouk(a)

= % MyComputer General lF'rofiIe- Awailable Metwork | Status | Statistics | 'w/i-Fi Protect Setup|

<2 &02.11nfb/g 2en

Status: Associated
Speed: Tx:150 Mbps Rx:150 Mbps
Type: Infrastructure
Encryption: AES
SSID: Cherry

Signal Strength: [IIIIIIIIIIIIIIIIIIIIIIIIIIIIII# 100

ik cuaity: (WRNNNANNANNANRARRARRARNRRRNANN oo

Metwaork Address:
MAC Address: O0:ED:4C:71:00:01
1P Address; 192.168.1.102
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

| Renewp
% 2 J
2:;\; ;:\,r Icon [] Disable Adapter
General Tab
Shows the current connected status. If there is no connection, it will show
Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.
Speed Shows the current transmitting rate and receiving rate.
Type Network typein use, Infrastructure or Ad-Hoc.
Encryption _IS_t}ch)\gs At\rée encryption type currently in use. Valid value includes WEP,
, AES, and Not Use.
SSID Shows the connected access point network name.
Signal Strength Shows thereceiving signal strength.
Link Quality Shows the connection quality based on signal strength.
MAC Address The physical address of the Wireless USB Adapter.
IP Address Shows the | P address information.
Subnet Mask Shows the Subnet Mask information.
Gateway Shows the default gateway |P address.
Renew |P Click the Renew IP button to obtain IP address form the connected
gateway.

-1A .



Profile

Profile can let users book keeping the favorite wirel ess setting among home, office, and other public
hot-spot. Users may save multiple profiles, and activate the correct one a preference. The Profile

manager enables usersto Add, Remove, Edit, Duplicate and Set Default profiles.

* Intelligent 11n USB Wireless LAN Utility =3

RefreshiR)  Mode(l)  Abouk(a)
= % MyComputer General | Prafile | Available Network | Status | Statistics | wi-Fi Protect Setup |
Lo a0z, 11nfhig Zen |- ;
Available Profieis)
Prafile Mame 551D Il add |
Cherry Cherry '
l Remaove ]
[ Edit |
[ Duplicate ]
l Set Default ]
| ||
nd el |
Show Tray Icon [] Disable Adapter -
O Radio Off
Profile Tab
Profile Name Here shows a distinctive name of profilein this column.
The SSID isthe unique name shared among all wireless access pointsin
SSID .
the wireless network.
Add Click Add button to add a profile from the drop-down screen.

-17 -




Wiretess Birtvark Prageriivg;

Pl aree: BOR, Ix corfigee
Matwork hamarsg i EAPRTYFE
Torrad Privsion Wode
[ Thes B 4 computer-to-compuieniad hocl retwor; wiskes
- e ot e ok Lssd
Tharnst
Ljmrrime ;
ks et ey
Thiss rezbwirk: recpines 3 kesy for the Folowing: Joleritity
bartwioek: BtrerhCation: | Cpen Gpshem
Data ercivtore | Dvabiod w Diomeain
Pragsaword |
Ky irdesr rhearicedl|: Certfabe :
Matwsck ke
Par
COPfT nakwnk b
o ] [ wca |

Profile Name: Users can enter profile name at will.

Networ k Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access pointsin the wireless
network. The name must be identical for al devices and wireless access
points attempting to connect to the same network.

Thisisa computer-to-computer (ad hoc) network; wir eless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channd to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop. User can select channels
form the pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadeci mal
characters (0~9, a~f) and 128 bhitsfor 26 Hexadecimal characters (0~9,
a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Networ k key: Enter network key at least 8 to 64 characters.

-12.




Confirm network key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

TLS: Trangport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relieson
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communications between the WLAN
client and the access point.

LEAP: Light Extensible Authentication Protocal. Itisan EAP
authentication type used primarily in Cisco Aironet WLANS. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

PEAP: Protect Extensible Authentication Protocol. PEAP transport
securely authentication data by using tunndling between PEAP clients
and an authentication server. PEAP can authenticate wireless LAN
clientsusing only server-side certificates, thus simplifying the
implementation and administration of a securewireless LAN.

o MDb5: Message Digest Challenge. Challengeisan EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - thereis no mutual
authentication of wireless client and the network.

Tunnel: Thisisenabled under TTLS and PEAPtype. For TTLS, the
selections of tunndl are CHAP, MSCHAP, MSCHAP-V2, PAP. For
PEAP, the sdlections of tunnel are MD5, GTC, TLS and MSCHAP-V 2.
User name: Enter the username for server.

Identity: Enter theidentity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.

-10.




Available Network

This page displays the information of surrounding APs from last scan result. Thetab liststhe
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate (s), and Mode.

L Intelligent 11n USB Wireless LAN Utility

Refresh(R) Mode(M) Abouk{A)
=% MyComputer General | Frofile | Available Network | Status | Statistics | WiFi Pratect Setup|
<2 a02.11n/big 2en | ;
Avalable Metworkis)
Channel | Encryption | Metwork Authentication | Signal 2|
1 WEP Uik 42%
1 MNone Uk 42%
1 Mone Unknown 2%
1 Maone Unknown 46%
1 Mone Unknown 42%
2 MNone Wl alal™ gl 42%
WHEL_3090_AF 3 AES WRAZ Pre-Shared Key S56%
il 2w EL-giga 4 TKIP WP Pre-Shared Key 8%
SI0-00c473db 5 Maone Unknown F0%
! Cherry 6 TEIPFAES  WPRA Pre-Shared Key/... B28%
&l Abocom-Wireless f Mone Lnknown B0%
A rthuraP 6 WEP Lnknown 2%
i ZyEL_2090 2 AES WPAZ Pre-Shared Key A%
mina o TEIP WPA Pre-Shared Key 2%
[l azcunDC 10 TN AT Miee Chawnd Lo FO0d. V
| £ | >
Refresh l [ Add to Profile
Mote
Double click on itern to joinfcreate profie,

b » |
Show Tray Icon [] Disable Adapter
[] Radio Off

Network Tab

SSID Shows the network name of the access points.
Channel Shows the currently channel in use.

Encrvotion Shows the encryption type currently in use. Valid value includes WEP,

yp TKIP, AES, None and TKIP/AES.
Networ k . Show the device network authentication.
Authentication

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.
Type Network typein use, Infrastructure or Ad-Hoc mode.
BSSID Shows Wireless MAC address.

Supported Rate(s) Shows the tranamitting datarate.
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Supported wireless mode. It may support 802.11b, 802.11g and 802.11n

M ode ;
wireless mode.

Refresh Click Refresh button to search and rescan the available network.

Select an available network (SSID) on theligt and then click Add to Profile

Add to Profile button to add it into the profile list.

Note Double click onitem to join/create profile.

Status

Thistab listed the information about the wireless USB adapter and connected access point.

t Intelligent 11n USB Wireless LAN Utility
RefreshiRy  Mode(M)  aAboutf{a)

= vj My Computer

o 802, 1 1njhyg 2en |

n >
Show Tray Icon
[ Radio Off

General | Profile | Available Networlg_é Status | Statistics | WwiFi Protect Setup |

Manufacturer = Inteligent

MOIS Driver Wersion = 1054,19.1113.2009
Short Radio Header = Mo

Encryption = AES

Authenticate = WPAZ-PSE

Chaninel Set = FCC

MAC Address
Data Rate (ALUTO)
Channel (Frequency)

= OOGEC:4C:71:00:01
= Tx:150 Mbps R 150 Mbps
= 11 (2462 MHz)

Status = Associated

SSID = Cherry

Network Type = Infrastructure
Power Sawve Mode = Mone

Associated AP MAC = OEC:4C:33:12:01
Up Time (hhammiss) = (1:39:10

[] Disable Adapter

Close
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Statistics

The Statigtics screen displays the statigtics on the current network settings.

¢ Intelligent 11n USB Wireless LAN Utility EEK

RefreshiRy  Mode(M)  aAboutf{a)
= "j My Computer General | Profile || Available Metwork | Status | Statistics [\wiFi Protect Setup |
o 802, 1 1njhyg 2en | 7
| Counter Mame Walue |
| T 0K 2969 |
| Tx Error 0
| Ry OK 264
| Rx Packet Count 954
| Rx Retry a3
| R ICY Error 0
l Reset
n > A
Show Tray Icon [] Disable Adapter -
[ Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry|
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry|
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click toreset countersto zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) isto simplify the security

setup and management of Wi-Fi networks. The STA asan Enrollee or external Registrar supportsthe

configuration setup using PIN (Personal Identification Number) configuration method or PBC (Push

Button Configuration) method through an internal or external Registrar.

t Intelligent 11n USB Wireless LAN Utility

RefreshiRy  Mode(M)  aAboutf{a)

= —j My Zamputer

<& 802, 1 1njhfg 2en |

General | Profile | Available Metwork | Status || Statistics | "w/i-Fi Pratect Setup L

Wi-Fi Protected Setup (WFPS)

An easy and secure setup solution for Wi-Fi network

Pir Input Config (PIM)
After pushing the PIN button, Please enter the PIN code into yoLr AP,

PIN Code : 63912111

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Pleaze push the physical button on your AP
or wisual button on the WPS config page.

Push Button Config (PEC)

$ > :
Show Tray Icon [] Disable Adapter _Cluse
(1 Radio Off -
WPS Tab
8-digit numbers. It isrequired to enter PIN Code into Registrar when using
PIN Code PIN method. When STA isEnrolleg, users can use "Renew" button to

re-generate new PIN Code.

Pin Input Config
(PIN)

Click the Pin Input Config (PIN) button to select specific AP to process PIN
Config.

Push Button Config
(PBC)

Click this button to connect with AP that supported WPS function within two
minutes. Meanwhile, the AP should also click the PBC button simultaneously.
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About

This page displays the information of the Wireless USB Adapter Version.

About

Wersion 700.1600.1207 2009

- Tntelligent 110 TEE Wireless LAN Thility
Copyright () 2003-2009

To access the soft AP mode, please select the M ode on the function ligt of the Utility to makethe
Wireless USB Adapter act asawireless AP.

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIM button. Please enter the PIM code into your AP,

PIN Code : 63912111

| Fin Tnput Comfig (PIN) ]

Puzh Button

After pushing the PEC button,Flease push the physical button on your &P
or visual button on the WPS confia page.

[ Push Button Config (PRC) ]

& 3

Shiow Tray Icon [] Disable Adapter

[] Radin Off
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General

— =

* Intelligent 11n USB Wireless LAN Utility
RefreshiRy  Mode(M) About{a)

= H MyComputer General |ﬁ3«dvanced i| Statistics || IC5 |
& 802.11njhyg 2en

S50 softap

BSSID: 00:ED:4C:71:00:01

Association Table

AlD MALC Address Life Tirme

’_ Config J

) | ¥
i:;: ;’:y Icon [ Disable adapter
General
SSID Shows the network name of the AP.
BSSID Shows the MAC address of the AP.
Association Table Thistable shows the connected client here.
Config Click the Config button to set up the Wireless Network Properties.
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Profe hanna:

Marwork hamalSei; (ofer

Cramvd!: (L (4108 ¥

\airsless nsbwor b secanty
This ratwirk nedLins a by for thia folowing:
Mstwork Autherbicatiore Cpen Sxsiom (%

[oba ey oy | Cicshled w

Ky ik Cachvanoed &
Febvecal kg

Confim network: k!

Networ k Name (SSID): User can change the network name of this access
point.

Channel: User can sdlect the channel form the pull-down ligt.
Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bitsfor 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Networ k key: Enter network key at least 8 to 64 characters.
Confirm networ k key: Enter network key again to confirm.
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Advanced

* Intelligent 11n USB Wireless LAN Utility =13
RefreshiRy  Mode(M)  aAboutf{a)

= "j My Computer General | Advanced {Statistics' ICS
o B0z, 11njhyg 2en | ;

General
Beacon Interval
100
D;I'IM Period:
E
F'rleamble Mode

;Long b

Set Defalts | Apply

< ¥ |
i:;: ;’:y Icon [ Disable adapter
Advanced
Beacon Interval The time between two beacons. (The system default is 100 ms.)
DTIM Period The delivery traffic indication message (DTIM) isan element included in
some beacon frames. User can specify a value from 1 to 255 beacons.
Preamble Select from the pull-down menu to change the Preambl e type into Short
or Long.
Set Defaults Click to use the system default value.
Apply Click to apply the above settings.
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Statistics

* Intelligent 11n USB Wireless LAN Utility

RefreshiRy  Mode(M)  aAboutf{a)
= "j My Compuber General | Advanced | Statistics :.IES
o B0z, 11njhyg 2en | ' '
Counter Mame Walue
| T OK 15930 |
| Tx Error 0
| Rx OK B58
| Rx Packet Count 655
| Rx Retry 576
| R ICY Error 0
[ Reset
n 2 j 8 |
Show Tray Icon [] Disable Adapter _Cluse
[ Radio Off -
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry|
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry|
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset countersto zero.
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ICS

This page displays setting Internet connection sharing (1CS). Select a sharing public network and click
Apply button to make a connection.

* Intelligent 11n USB Wireless LAN Utility
RefreshiRy  Mode(M)  aAboutf{a)

= d My Camputer General | Advanced | -Statistics-i ICS |
& 802.11njhyg 2en

Setting Internet Conmection Sharing (ICS)

Connkame Cevice Mame
“} Local Area Connection  Realtek RTL2139 Family PCI Fast Ethernet MIC
% Local Area Connecti...  Bluetooth PaN Metwork Adapter

8

<

Public Metwoaork

[ Apply

< | 2

Shiow Tray Icon [] Disable Adapter

(1 Radio Off
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For Windows Vista

Bl intelligent 11n USB Wireless LAN Utility
Refresh(R) Mode(M} About(A)

51 MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup

<8 80211n/b/g 2c Status: Associated

Speed: Tx:150 Mbps Rx:150
Type: Infrastructure

Encryption: AES
SSID: Cherry

Signal Strength: | 100%
Link Quality: | 100%

Metwork Address:
MAC Address: 00:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

ReMew IF

[ T 3

[¥] Show Tray Icon [] Disable Adapter
[C] Radio OFf

LS

1 Show Tray Icon: Check to show the wireless adapter icon at thetray.
1 Disable Adapter: Check thisto disable the wireless adapter.
1 Radio off: Check thisto turn OFF radio function.

1 Close: Click toleavethe Intelligent 11n USB Wireless LAN Utility.
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General

The General page displays the detail information of current connection.

. Intelligent 11n USE Wireless LAN Utility

Refresh(R] Maode(M) About(A)

=E J MyComputer
L2 802.11n/b/g 2c

Fil | p

[¥] Show Tray Icon

Associated
Tx:150 Mbps Rx:150
Infrastructure

Status:
Speed:
Type:
Encryption:
551D:

Signal Strength:

Link Quality:

Metwork Address:
MAC Address: 00:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

[ ReNew IP J

[7] Disable Adapter

Close

[C] Radio off

General Tab
Shows the current connected status. If there is no connection, it will show

Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.

Speed Shows the current transmitting rate and receiving rate.

Type Network typein use, Infrastructure or Ad-Hoc.

Encryption Shows the encryption type currently in use. Valid value includes WEP,
TKIP, AES, and Not Use.

SSID Shows the connected access point network name.

Signal Strength Shows the receiving signal strength.

Link Quality Shows the connection quality based on signal strength.

MAC Address The physical address of the Wireless USB Adapter.

IP Address Shows the | P address information.

Subnet Mask Shows the Subnet Mask information.

Gateway

Shows the default gateway |P address.
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Renew IP

gateway.

Click the Renew |P button to obtain |IP address form the connected

Profile

Profile can let users book keeping the favorite wirel ess setting among home, office, and other public

hot-spot. Users may save multiple profiles, and activate the correct one a preference. The Profile

manager enables usersto Add, Remove, Edit, Duplicate and Set Default profiles.

Bl Intelligent 11n USB Wireless LAN Utility [ &= ==
Refresh(R] Maode(M) About(d)
- MyComputer | General | Profile | Available Network | Status | Statistics | WirFi Protect Setup |
L2 802.11n/b/g 2c
Available Profile(s)
Profile Name 551D Add I
i cherry Cherry
Remawve l
Edit |
Duplicate l
Set Default ‘

« o P

[¥] Show Tray Icon

1

[7] Disable Adapter

Close

[] Radio off
Profile Tab
Profile Name Here shows a distinctive name of profilein this column.
The SSID isthe unique name shared among all wireless access pointsin
SSID .
the wireless network.
Add Click Add button to add a profile from the drop-down screen.
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Wireless Metwork Properties: @

= This is a computer-to-computer(ad hoc) network; wireless
" access points are not used.

Profile Name:
Metwork Name{SSID):
Channel: |1 (2412MHz}

Wireless network security
This network requires a key for the following:

Metwork Authentication: |0pen System -
Data encryption: | pisabled v|

ASCIT PASSPHRASE

Key index (advanced): | 1
Metwork key:

Confirm network key:

| QK l Cancel |

Thisisa computer-to-computer (ad hoc) network; wir eless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channd to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop.

Profile Name: Users can enter profile name at will.

Networ k Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access pointsin the wireless
network. The name must beidentical for al devices and wireless access
points attempting to connect to the same network.

Channel: If set to ad hoc network type, user can select channels form the
pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadeci mal
characters (0~9, a~f) and 128 bhitsfor 26 Hexadecimal characters (0~9,
a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

- 2.




When encryption is set to WPA-PSK/ WPA2-PSK...

Networ k key: Enter network key at least 8 to 64 characters.
Confirm networ k key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

TLS: Trangport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relieson
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communi cations between the WLAN
client and the access point.

LEAP: Light Extensible Authentication Protocal. Itisan EAP
authentication type used primarily in Cisco Aironet WLANS. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

PEAP: Protect Extensible Authentication Protocol. PEAP transport

securely authentication data by using tunndling between PEAP clients

and an authentication server. PEAP can authenticate wireless LAN

clientsusing only server-side certificates, thus simplifying the

implementation and administration of a securewireless LAN.

= MDb5: Message Digest Challenge. Challengeisan EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - thereis no mutual
authentication of wireless client and the network.

Tunnel: Thisisenabled under TTLS and PEAPtype. For TTLS, the
selections of tunnd are CHAP, MSCHAP, MSCHAP-V2, PAP. For
PEAP, the sdlections of tunnel are MD5, GTC, TLS and MSCHAP-V 2.
User name: Enter the username for server.

Identity: Enter theidentity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. Thetab liststhe
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate(s), and Mode.

B intelligent 11n USB Wireless LAN Utility o ][& ==
Refresh(R] Maode(M) About(d)
= MyComputer m_i_w Available Networke | Status | Statistics | Wi-Fi Protect Setup |
L go2linbig2e -
Available Network(s)
SsID Channel Encryption Metwork Authentication Signa *
It 1 MNone Unknown 709
1 Mone Unknown 60%%|
M ZyXEL_3090_AP 3 AES WPA2 Pre-Shared Key EEL
i) airlive 4 Mone Unknown 269
6 TKIP/AES WPA Pre-Shared Key/... ?2%?
6 Mone Unknown 440
1 Abocom-Wireless 6 Mone Unknown 429
5 ArthuraP & WEP Unknown 72% |
8 AES WPA2 Pre-Shared Key 56%|
9 TKIP WPA Pre-Shared Key 7654
10 TKIP WPA Pre-Shared Key 62%]
10 Mone Unknown 72%,
10 HMone Unknown 88%?
10 Mone Unknown 5604
10 Mone Unknown 429,
i) Ahocom-Wireless 11 Mone Unknown 96%
Chern,r 11 AES WPA Pre-Shared Key/... 100%
151 qirlve 11 Mone Unknown 48% -
4 | nr | 3
‘ Refresh ‘ ‘ Add to Profile
Mote
Double click on item to join/create profile.
« o b
;I Show Tray Icon [] Disable Adapter
[C] Radio Off

Network Tab

SSID Shows the network name of the access points.

Channel Shows the currently channel in use.

Encryption ihEOéNsl\lthe encryption type currently in use. Valid value includes WEP, TKIP,
, None and TKIP/AES.

Networ k

. Show the device network authentication.
Authentication

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.

Type Network type in use, Infrastructure or Ad-Hoc mode.
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BSSID

Shows Wireless MAC address.

Supported Rate(s)

Shows the transmitting datarate.

M ode

Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.

Refresh

Click Refresh button to search and rescan the available network.

Add to Profile

Select an available network (SSID) on theligt and then click Add to Prcfile
button to add it into the profile list.

Note

Double click on item to join/create profile.

Status

Thistab listed the information about the wireless USB adapter and connected access point.

Bl Intelligent 11n USB Wireless LAN Utility [ &= ==

Refresh(R] Maode(M) About(d)

= j MyComputer
L2 802.11n/b/g 2c

P T b
[¥] Show Tray Icon
[] Radio Off

Manufacturer Inteligent

MNDIS Driver Version 1084.19.1028.2009
Short Radio Header Mo

Encryption AES

Authenticate WPAZ2-PSK

Channel Set FCC

MAC Address 00:E0:4C:71:00:01
Data Rate (AUTO) Tx:150 Mbps Rx:150 Mbps
Channel (Freguency) 11 (2462 MHz)
Status Associated

SSID Cherry

Network Type Infrastructure
Power Save Mode Mone

Associated AP MAC 00:E0:4C:33:12:01
Up Time (hh:mm:ss) 0:16:34

[7] Disable Adapter Close

- 2R -




Statistics

The Statigtics screen displays the statigtics on the current network settings.

Bl Intelligent 11n USB Wireless LAN Utility [ &= ==
Refresh(R] Maode(M) About(d)
= MyComputer | General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
Lo 8021in/big2e | T T
Counter Name Value
Tx OK 247
Tx Error 0
Rx OK a9
Rx Packet Count 99
Rx Retry
Rx ICV Error 0
Reset
« o P
[¥] Show Tray Icon [7] Disable Adapter Close
£ fao of [ co= ]
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry|
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry|
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset countersto zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) isto simplify the security

setup and management of Wi-Fi networks. The STA asan Enrollee or external Registrar supportsthe
configuration setup using PIN (Personal |dentification Number) configuration method or PBC (Push
Button Configuration) method through an interna or external Registrar.

Bl Intelligent 11n USB Wireless LAN Utility [ &= ==

Refresh(R] Maode(M) About(d)

=4 MyComputer || Genersl | Profie | Avaiable Networc | Status | Statities | Wi-Fi Protect Setup |
L2 802.11n/b/g 2c

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your AP.

PIN Code : 54285620

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Please push the physical button on your
AP or visual button on the WPS config page.

Push Button Config (PBC)

« o 3 g
[¥] Show Tray Icon [] Disable Adapter Close
[] Radio Off |

WPS Tab

8-digit numbers. It isrequired to enter PIN Code into Registrar when using
PIN Code PIN method. When STA isEnrollee, users can use "Renew" button to
re-generate new PIN Code.

Pin Input Config Click the Pin Input Config (PIN) button to select specific AP to process PIN
(PIN) Config.

Push Button Config |Click this button to connect with AP that supported WPS function within two
(PBC) minutes. Meanwhile, the AP should also click the PBC button simultaneoudly.
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About

This page displays the information of the Wireless USB Adapter Version.

Intelligent 110 TEE Wireless LAN Tility
Wersion 700.1600.1207 2009

Copyright () 2003-2009

To access the soft AP mode, please select the M ode on the function ligt of the Utility to makethe

Wireless USB Adapter act asawireless AP.

Refresh(®fff Mode(M) | About(4)
=9 ME v Station | Available Network | Status | Statistics | Wi-Fi Protect Setup |
j Access Point J Status: Associated

\ =

Speed: Tx:150 Mbps Rx:150
Type: Infrastructure

Encryption: AES
SSID: Cherry

Signal Strength: ——— 100%
Link Qualty: | — (0%

Network Address:
MAC Address: g0:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

Rollen

1 [ ]

Show Tray Icon [ Disable Adapter

[ Radio Off
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General

Refresh(®) Mode(h) _About(s) _
- MyComputer General | Advanced | Statistics | ICS_|
L2 802.11n/b/g 2c
SSID:  Cherry-PC_AP
BSSID: 00:E0:4C:71:00:01
Association Tahle
AID MAC Address Life Time
Canfig
¢ b
Show Tray Icon Disable Adapter Close
i
General
SSID Shows the network name of the AP.
BSSID Shows the MAC address of the AP.
Association Table Thistable shows the connected client here.
Config Click the Config button to set up the Wireless Network Properties.
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Wireless Metwork Properties: @

Profile Name: |Access Point Mode

Metwork Name(SSID): | Cherry-PC_AP

Channel: | 1 (2412MHz) ~ |
Wireless network security
This network requires a key for the following:

Network Authentication: | Open System v
Data encryption: | pisabled v|

Aolldl FRooFnRASE

Key index (advanced): | 1
Metwork key:

Confirm network key:

QK Cancel |

Networ k Name (SSID): User can change the network name of this access
point.

Channel: User can sdlect the channel form the pull-down ligt.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bitsuser can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bitsfor 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Networ k key: Enter network key at least 8 to 64 characters.
Confirm networ k key: Enter network key again to confirm.
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Advanced

Bl Intelligent 11n USB Wireless LAN Utility == '
Refresh(R] Maode(M) About(d)

=1 MyComputer
Lo 802.11n/b/g 2c

« o b
[¥] Show Tray Icon
[C] Radio Off

General | Advanced | Statistics | ICS |

General
Beacon Interval

DTIM Period:
3

Preamble Mode

Short - |

Set Defaults Apply

[7] Disable Adapter Close

Advanced

Beacon Interval

The time between two beacons. (The system default is 100 ms.)

DTIM Period The delivery traffic indication message (DTIM) isan element included in
some beacon frames. User can specify a value from 1 to 255 beacons.

Preamble Select from the pull-down menu to change the Preambl e type into Short
or Long.

Set Defaults Click to use the system default value.

Apply

Click to apply the above settings.
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Statistics

B intelligent 11n USB Wireless LAN Utility o ][& == '
Refresh(R] Maode(M) About(d)
B 'jl MyComputer Geneml_[ﬁdvanced Statistics | ICS !
Ll e02iintbig2e |
Counter Name Value
Tx OK 3436
Tx Error 0
Rx OK 218
Rx Packet Count 218
Rx Retry 208
Rx ICV Error 0
Reset
« o P
[¥] Show Tray Icon [7] Disable Adapter Close
£ fao of (oo ]
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry|
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry|
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset countersto zero.
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ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click

Apply button to make a connection.

Bl intelligent 11n USB Wireless LAN Utility
Refresh(R) Mode(M} About(A)

BH MyComputer | General I Advanced I Statistics | ICs |

L2 802.11n/b/g 2c
Setting Internet Connection Sharing (ICS)

ConnMame Device Name
% Bluetooth Metwork ... Bluetooth Device (Personal Area Metwork) #2
#1 Local Area Connection  5i5 900-Based PCI Fast Ethernet Adapter

4 UL}

Public Netwaork
|'L?aﬁ}irea Connection 5iS 900-Based PCI Fast Ethemeat Adapter

Apply

et 3

Show Tray Icon [] Disable Adapter
[C] Radio OFf

Close
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For Windows 7

[l intelligent 11n USB Wireless LAN Utility = [ B ]

Refresh(R] Mode(M) About(f)

&% MyComputer General | Profile | Avalable Network | Status | Statistics | Wi-Fi Protect Setup |
L2 B0211b/g/n 21

Status: Mot Associated
Speed: N/A
Type: N/A
Encryption: N/A
551D:
Signal Strength: | |

Link Quality: | |

Metwork Address:
MAC Address:

IP Address: 0.0.0.0
Subnet Mask: 0.0.0.0

Gateway:
E ReMew IP ]
4| HI | 3
[¥] Show Tray Icon [] Disable Adapter
[] Radio off [ virtual WiFi disallowed

Show Tray Icon: Check to show the wireless adapter icon at thetray.
Disable Adapter: Check thisto disable the wirel ess adapter.

Radio off: Check thisto turn OFF radio function.

Virtual WiFi disallowed: Check to enable the virtual Wi-F function.
Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.
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General
The General page displays the detail information of current connection.

[l intelligent 11n USB Wireless LAN Utility L= | B [
Refresh(R] Mode(M) About(f)
- 1§ MyComputer General | Profile | Avalable Network | Status | Statistics | Wi-Fi Protect Setup |

Lo B0211b/g/n 2T
o L Status: Mot Associated

Speed: NfA

Type: N/A

Encryption: N/A
551D:

Signal Strength: |

Link Quality:

Metwork Address:
MAC Address:

IP Address: 0.0.0.0
Subnet Mask: 0.0.0.0

Gateway:
Relew IP
o b
Fior ] Vreias W desbowed [ Gose |
General Tab
Shows the current connected status. If there is no connection, it will show
Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.
Speed Shows the current transmitting rate and receiving rate.
Type Network typein use, Infrastructure or Ad-Hoc.
Encryption Shows the encryption type currently in use. Valid value includes WEP,
TKIP, AES, and Not Use.
SSID Shows the connected access point network name.
Signal Strength Shows the receiving signal strength.
Link Quality Shows the connection quality based on signal strength.
MAC Address The physical address of the Wireless USB Adapter.
IP Address Shows the | P address information.
Subnet Mask Shows the Subnet Mask information.
Gateway Shows the default gateway |P address.
Renew IP Click the Renew IP button to obtain IP address form the connected
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| gateway.

Profile

Profile can let users book keeping the favorite wirel ess setting among home, office, and other public
hot-spot. Users may save multiple profiles, and activate the correct one a preference. The Profile

manager enables usersto Add, Remove, Edit, Duplicate and Set Default profiles.

- Intelligent 11n USB Wireless LAN Utility = | =

Refresh(R] Mode(M) About(f)

- i MyComputer | General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |

L2 B0211b/g/n 21
Available Profile(s)

Profile Name SSID [ Add ]

[ Remove I

[ Edit |

[ Duplicate I

l Set Defaul ]

m. | P

|

[¥] Show Tray Icon [7] Disable Adapter -Cluse
[7] Virtual WiFi disallowed

[] Radio Off

Profile Tab
Profile Name Here shows a distinctive name of profilein this column.
e h The SSID isthe unique name shared among all wireless access pointsin

the wirel ess network.

Add Click Add button to add a profile from the drop-down screen.
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Wireless Network Properties: [i—:hJ

— This is a computer-to-computer(ad hoc) network; wireless
- access points are not used.

Profile Name:

MNetwaork Name(SSID):

Channel: |1 (2412MHz)

‘Wireless network security
This network requires a key for the following:

Metwork Authentication: |O|:|en System = |

Data encryption: | pizabled - |

ASCII PASSPHRASE

Key index (advanced): |1
Metwark key:

Confirm network key:

OK | | Cancel |

(S -1

Thisisa computer-to-computer (ad hoc) network; wir eless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channd to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop.

Profile Name: Users can enter profile name at will.

Networ k Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access pointsin the wireless
network. The name must beidentical for al devices and wireless access
points attempting to connect to the same network.

Channel: If set to ad hoc network type, user can select channels form the
pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For

WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadeci mal
characters (0~9, a~f) and 128 bhitsfor 26 Hexadecimal characters (0~9,
a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
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must match with the connected AP’s key index.
When encryption is set to WPA-PSK/ WPA2-PSK...

Networ k key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

TLS: Trangport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relieson
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communi cations between the WLAN
client and the access point.

LEAP: Light Extensible Authentication Protocoal. Itisan EAP
authentication type used primarily in Cisco Aironet WLANS. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

PEAP: Protect Extensible Authentication Protocol. PEAP transport

securely authentication data by using tunndling between PEAP clients

and an authentication server. PEAP can authenticate wireless LAN

clientsusing only server-side certificates, thus simplifying the

implementation and administration of a securewireless LAN.

= MDb5: Message Digest Challenge. Challengeisan EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - thereis no mutual
authentication of wireless client and the network.

Tunnel: Thisisenabled under TTLS and PEAPtype. For TTLS, the
selections of tunnd are CHAP, MSCHAP, MSCHAP-V2, PAP. For
PEAP, the sdlections of tunnel are MD5, GTC, TLS and MSCHAP-V 2.
User name: Enter the username for server.

Identity: Enter theidentity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. Thetab liststhe
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate(s), and Mode.

- Intelligent 11n USB Wireless LAN Utility = | =
Refresh(R] Mode(M) About(f)
= MyComputer | General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
L2 B0211b/g/n 21
Available Network(s)
SSID Channel Encryption MNetwork Authentication Signa .-:
59 3irlve 1 1 Mone Unknown 46%5
) perish 1 AES WPAZ Pre-Shared Key 70%|
6 perish1 1 WEP Unknown ?n%!
51l parish2 1 AES WPA Pre-Shared Key 55%%
59 parish3 1 TKIP/AES  WPA Pre-Shared Key/... 56%!
) perishg 1 Mone Unknown 70%|=|
{egtl g 3 TKIP VPA Pre-Shared Key 46%!
417 6 TKIP/AES WPA Pre-Shared Key/... ?5%%
5 Abocom-Wireless 6 Mone Unknown 44%!
9 GIGA_ROUTER-O7... 6 Mone Unknown 4455
EIHT_APL 6 Mone Unknown 70%]
YT _AP2 6 MNone Unknown 745
EIHT_AP3 6 Mone Unknown 70%
) ZyXEL 6 Mone Unknown 745
T 6 Mone Unknown 72%
151} ap-game-BFF7BO 7 MNone Unknown 4455
i ap-pc-BFF7R0 7 Mone Unknown 48%
gi'fs]WRSSDG_BDQ‘D:_'I'... B AES WPA2 Pre-Shared Key 46% T
1| m | F
Refresh ‘ [ Add to Profile
Mote
Double click on item to join/create profie.
Pl I P
[¥] Show Tray Icon [] Disable Adapter
[7] Radio Off [7] Virtual WiFi disallowed

Network Tab

SSID Shows the network name of the access points.

Channel Shows the currently channel in use.

Encryption Shows the encryption type currently in use. Valid value includes WEP, TKIP,
AES, None and TKIP/AES.

Networ k

. Show the device network authentication.
Authentication

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.
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Type Network type in use, Infrastructure or Ad-Hoc mode.

BSSID

Shows Wireless MAC address.

Supported Rate(s)

Shows the transmitting datarate.

M ode

Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.

Refresh

Click Refresh button to search and rescan the available network.

Add to Profile

Select an available network (SSID) on theligt and then click Add to Prcfile
button to add it into the profile list.

Note Double click onitem to join/create profile.

Status

Thistab listed the information about the wireless USB adapter and connected access point.

- Intelligent 11n USB Wireless LAN Utility

=] B ] |

Refresh(R] Mode(M) About(f)

=% MyComputer

| General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |

L. 80211b/g/n 2T

P —TT— P

Manufacturer

MNDIS Driver Version
Short Radio Header
Encryption
Authenticate
Channel Set

MAC Address

Data Rate (AUTO)
Channel (Frequency)

Status

S5ID

Netwaork Type
Power Save Mode
Associated AP MAC
Up Time (hh:mm:ss)

Inteligent
1006.0.614.2010
Mo

AES

WPAZ2-PSK

11

00:E0:4C:81:78:00
Tx:150 Mbps Rx:120 Mbps
11 (2462 MHz)

Associated
Cherry3312
Infrastructure
Mane
00:E0:4C:33:12:01
0:12:23

[¥] Show Tray Icon
[C] Radio Off

| Disable Adapter
| Virtual WiFi disallowed

Close
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Statistics

The Statigtics screen displays the statigtics on the current network settings.

[l intelligent 11n USB Wireless LAN Utility L= | B ) |
Refresh(R] Mode(M) About(f)
=i MyComputer | General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
L2 B0211b/g/n 21
Counter Mame Value
Tx OK i
Tx Error 0
Rx OK i
Rx Packet Count 0
Rx Retry i}
R ICV Error ]
Reset
P F—TTT— P
[¥] Show Tray Icon [7] Disable Adapter cl
[ Radio O [ Virtual WiFi disallowed | cese |
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry|
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry|
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset countersto zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) isto simplify the security

setup and management of Wi-Fi networks. The STA asan Enrollee or externa Registrar supportsthe
configuration setup using PIN (Personal |dentification Number) configuration method or PBC (Push
Button Configuration) method through an interna or external Registrar.

[l intelligent 11n USB Wireless LAN Utility L= | B [

Refresh(R] Mode(M) About(f)

= MyComputer || General | Profile | Avaiable Network | Status | Statistios | Wi-Fi Protect Setup |
L2 B0211b/g/n 21

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN}
After pushing the PIN button.Please enter the PIN code into your AP.

PIN Code : 57755823

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Please push the physical button on your
AP or visual button on the WPS config page.

Push Button Config (PBC)

P F—TTT— b |

[¥] show Tray Icon [[] Disable Adapter T

[C] Radio Off [[] virtual WiFi disallowed I—]
WPS Tab

8-digit numbers. It isrequired to enter PIN Code into Registrar when using
PIN Code PIN method. When STA isEnrollee, users can use "Renew" button to
re-generate new PIN Code.

Pin Input Config Click the Pin Input Config (PIN) button to select specific AP to process PIN
(PIN) Config.

Push Button Config |Click this button to connect with AP that supported WPS function within two
(PBC) minutes. Meanwhile, the AP should also click the PBC button simultaneoudly.
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Virtual WiFi

- Intelligent 11n USB Wireless LAN Utility = | =l

Refresh(R] Mode(M) About(f)

=% MyComputer
Lol 80211b/g/n 21

[¥] Show Tray Icon
[] Radio off

| General | Profile | Available Network | Status | Statistics | WiFi Protect Setup | Virtual Wifi

[¥] Virtual WiFi Soft AP - Started
SSID: ABOCOM-PC-26050

B55ID: 00:E0:4C:81:78:00

Association Table

AID MAC Addrass Life Time
Config ]
[¥] Setting Internet Connection Sharing (ICS)
Select Public Network Apply
Atheros L1 Gigabit Ethernet 10/100/1000Base-T Controller -

<

[7] Disable Adapter Close
[¥] Virtual WiFi allowed - started

Virtual WiFi Tab

Virtual WiFi Soft
AP

Check to enablethe Virtual WiFi Soft AP function, other clients can connect
with this virtual soft AP, and it also can act as a client to connect with other
AP.

Association Table

Hereligs clients that connected to the Virtual WiFi Soft AP.

Setting Internet
Connection
Sharing(ICS)

Check to enable this function, and select the network adapter that you would
liketo connect the Internet to.
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About

This page displays the information of the Wireless USB Adapter Version.

About e
Intelizent 110 USE Wireless LAN Tility
Version 700.1609.210.2010

Copyright (o 2003-2010

To access the soft AP mode, please select the M ode on the function ligt of the Utility to makethe
Wireless USB Adapter act asawireless AP.

[l intelligent 11n USB Wireless LAN Utility o )

Refresh(Rf ModelM)] Aboutta) )
=% Ml v | Station 1|Avaiable Network | Status | Statistics | Wi-F Protect Setup |
""" )I Access Point Status: Not Associated
Speed: NfA
Type: N/A
Encryption: N/A
S5ID:

Signal Strength: |

Link Quality: | |

Metwork Address:
MAC Address:

IP Address: 0.0.0.0
Subnet Mask: 0.0.0.0

Gateway:
I ReMew IP ]
4 m 3
Show Tray Icon Disable Adapter

Radio Off Virtual WiFi disallowed
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General

Bl intelligent 11n USB Wireless LAN Utility

Refresh(R) Mode(M) About(s)

= 9 MyComputer

‘ i 3
Show Tray Icon

General | Advanced | Statistics | ICS |

S5ID:  Abocom-PC_AP
BSSID: 00:E0:4C:81:78:00

Association Table

AID MAC Addrass Life Time

Config

Disable Adapter

Radio Off
General
SSID Shows the network name of the AP.
BSSID Shows the MAC address of the AP.

Association Table

Thistable shows the connected client here.

Config

Click the Config button to set up the Wireless Network Properties.

-RAR .




Wireless MNetwork Properties: [i—h,l

This computer-to-computer{ad hoc) network; wireless
access points are not used.

Profile Mame: | Access Point Mode

Network Name(SSID): | Abocom-PC_AP

Channel: |1 (2412MHz) -

Wireless network security
This network requires a key for the following:

Netwaork Authentication: |Open System w
Data encryption: | pisabled -

ASCII PASSPHRASE

Key index (advanced): |1
Metwork key:

Confirm network key:

| CK | Cancel |

(%

Networ k Name (SSID): User can change the network name of this access
point.

Channel: User can sdlect the channel form the pull-down lit.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bitsuser can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bitsfor 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Networ k key: Enter network key at least 8 to 64 characters.
Confirm networ k key: Enter network key again to confirm.
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Advanced

[l intelligent 11n USB Wireless LAN Utility L= | B [

Refresh(R] Mode(M) About(f)

=% MyComputer

4| {1}

[¥] Show Tray Icon
[T] Radio Off

L. 80211b/g/n 2T

F

General | Advanced | Statistics [ ICS |

General

Beacon Interval

DTIM Period:
3

Preamble Mode

Short - |

Set Defaults Apply

[7] Disable Adapter Close

Advanced

Beacon Interval

The time between two beacons. (The system default is 100 ms.)

DTIM Period The delivery traffic indication message (DTIM) isan element included in
some beacon frames. User can specify a value from 1 to 255 beacons.

Preamble Select from the pull-down menu to change the Preambl e type into Short
or Long.

Set Defaults Click to use the system default value.

Apply

Click to apply the above settings.
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Statistics

[l intelligent 11n USB Wireless LAN Utility L= | B [

Refresh(R] Mode(M) About(f)

=% MyComputer

T T

[¥] Show Tray Icon

-<Q 80211b/g/n 21

General |Advanced Statistics ||C5 |

Counter Mame Value
Tx OK 728
Tx Error

Rx OK

Rx Packet Count
Rx Retry

Rx ICV Error

o o oo oo

Reset

[7] Disable Adapter Close

[T Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry|
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry|
limit.
Rx ICV Error Shows information of packets received with ICV error.

Reset

Click to reset countersto zero.
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ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click
Apply button to make a connection.

. Intelligent 11n USB Wireless LAN Utility

Refresh(R] Mode(M) About(f)
-4 MyComputer | General | Advanced | Statistics | ICS |
L2 B0211b/g/n 21

Setting Internet Connection Sharing (ICS)

ConnMName Device Name
#1 Local Area Connection  Atheras L1 Gigabit Ethernet 10/100/1000Base-T Con

4 UL

Public Network
|LOG| Area Connection Atheros L1 Gigabit Ethernet 10/100/1000Base-T Control

Apply

1| 1 | 3

Show Tray Icon [] Disable Adapter

[] Radio Off
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Chapter 5: Uninstall

For Windows 2000/ XP

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed aswell.)

1. GotoStart &All Programs alntelligent Wireless Utilitya Uninstall —Intelligent.

b Internet
Inkernet Explorer
1‘5 Paint
\il‘z =] E-mail
Cuitlook Express

@ Motepad

Inteligent Wireless L
Llkility

% Windowys Lipdate

Microsoft Office War

Zommand Prompt

All Programs L3

i

'S EOO

Y windows Live Messenger

[ [ LS b 1) R B [ o) L3
Slontig 3
Startup by

Trend Micro OfficeScan Client »
Adobe Reader 8

Internet Explorer

Cutlook Express

Remate Assistance

Windows Media Plaver
Windows Mavie Maker
WinRAR
Windows Live
VT BlueSoleil
Real
RealPlayer
CCleaner

Windows Install Clean Up

Avira

Intelligent ! ' Intelioent Wireless Lk Ukility

: B uninstal-Irkeligent
N| Log Off Iﬁ| Shut Do
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2. Click Yesto completely remove the selected application and al of its features.

Intelligent Utility .

\‘\!f) Do o wank bo completely remove the selected application and all of its features?

Yes ) Mo

3. Then click Finish to complete uninstall.

Intelligent Utility

Uninztall Complete
&

InztallShield \Wizard has finizhed uninztaling Intelligent Litility.
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For Windows Vista

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed aswell.)

1. GotoStart & Programs alntelligent WirelessLAN Utilitya Uninstall —Intelligent.

_@ Default Programs

€ Internet Explorer ]

Windows Calendar

E=] Windows Contacts

& Windows Defender

g2 Windows Fax and Scan

@2 Windows Live Messenger Download
m=l Windows Mail

Windows Media Player

Windows Meeting Space Music

& Windows Movie Maker

Windows Photo Gallery Recent Herre
1 Windows Update

Accessories Computer

Cherry
Documents

Pictures

Avira

Extras and Upgrades Metwork
Garmes

Intelligent Wireless Utility Connect To

Control Panel
Default Programs

Help and Support

" P i

2. Click Yesto complete remove the selected application and al of its features.

Intelligent Utility 22 |

I."'_" h Do you want to completely remove the selected application and all of
its features?
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3. Finaly, click Finish to complete uninstall.

Intelligent Utility

Uninstall Complete

InstallShield ‘wizard hasz finished uninstalling Inteligent Utility.

Cancel
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For Windows 7

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed aswell.)

1. Goto Start & Programs alntelligent Wireess Utilitya Uninstall —Intelligent.

'@ Default Programs

@ Desktop Gadget Gallery
@ Internet Explorer

& Windows DVD Maker
B2 Windows Fax and Scan
 Windows Media Center
|§| Windows Media Player
& Windows Update

- XPS Viewer

| Accessories

.. Games

| Intelligent Wireless Utility

' Utility
Uninstall-Intelligent

. Maintenance
| Startup

Abocom

Drocuments

Pictures

Music

Games

Computer

Control Panel

Devices and Printers

Default Programs

Help and Support
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2. Click Yesto complete remove the selected application and al of its features.

Intelligent umn_ ¢

@ Do you want to completely remove the selected application and all of

its features?

3. Finaly, click Finish to complete uninstall.

Intelligent Usilty
Urinstall Complete

InstallShield *Wizard hasz finished uninstalling Inteligent Utility.

(__Fish ) Concel
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