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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates uses and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause
harmful interference to radio communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is
encouraged to try to correct the interference by one of the following measures:

®  Reorient or relocate the receiving antenna.
® Increase the separation between the equipment and receiver.

®  Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

®  Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user’s authority to operate this equipment.

Country Code Statement

For product available in the USA/Canada market, only channel 1~11 can be operated. Selection of
other channels is not possible.

To maintain compliance with FCC RF exposure requirements, use only belt-clips, holsters or similar
accessories that do not contain metallic components in its assembly. The use of accessories that do not
satisfy these requirements may not comply with FCC RF exposure requirements, and should be
avoided.

CAUTION:
Any changes or modifications not expressly approved by the grantee of this device could void the
user’s authority to operate the equipment.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

Federal Communication Commission (FCC) Radiation Exposure Statement

This EUT is compliance with SAR for general population/uncontrolled exposure limits in ANSI/IEEE
C95.1-1999 and had been tested in accordance with the measurement methods and procedures specified
in OET Bulletin 65 Supplement C. This equipment should be installed and operated with minimum
distance 2.5cm between the radiator & your body.

CE Statement:

Hereby, AboCom, declares that this device is in compliance with the essential requirement and other
relevant provisions of the R&TTE Driective 1999/5/EC.
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Chapter 1:
Introduction

WU5502S measures just around 15 mm long and 15mm wide that make it hold the distinction of being
the smallest USB dongle in the world at present. WU5502S give mobile workers the freedom of
staying connected to the network while roaming around a building or multiple buildings maintaining
access to the Internet, e-mail, networked applications with the best convenience in narrow or crowded
space for it’s ultra micro size. WU5502S is expected to be able to reach 150Mbps, which is relatively
lower than normal, but still far more than sufficient to receive media streaming to the from access
point.

Features

1T1R Mode with 150Mbps PHY Rate

Complies with IEEE 802.11n and IEEE 802.11 b/g standards
Supports WEP 64/128, WPA, WPA2

Supports USB 2.0 interface

oooo



Chapter 2: Installation

For Windows 2000/ XP

Note:
Do not insert the Wireless USB Adapter into the computer until the
InstallShield Wizard finished installing.

1. Exit all Windows programs. Insert the included Installation CD into the computer. The CD-ROM

will run automatically. Please click Next to process the installation.

Intelligent Utility |g|

Intelligent Utility

The InstallShield Wizard will ingtall Inteligent Lty on wour
computer. To continue, chok Mest.

< Back @’ Cancel ]




2. When prompt to the following message, please click Install to begin the installation.

Intelligent Utility

Intelligent Utility

Click Install to begin the installation.

|f wous want to review or change any of your installation settings, click Back. Chck Cancel to exit
the wizard.

¢ Bac Inztall [ Cancel

3. When the following screen appears, click Finish to restart the computer to complete the software

installation.



Intelligent Utility

InstallShield Wizard Complete

The InztallShield \Wizard haz successfully installed Inteligent
[tility. Before you can use the program, vou must restart pour
computer,

(%) Yes, | want to restart my computer now.
{3 Mo, | will restart my computer later.

Remove any dizks fram their drives, and then click Finizh to
complete zetup.

< Back Cancel

Finizh
~

Note:
Insert the Wireless USB Adapter when finished software installation.

Insert the Wireless USB Adapter into the USB Port of the computer. The system will automatically

detect the new hardware.

To verify the device is active in the computer. Go to Start > Control Panel > System > Hardware>
Device Manager. Expand the Network adapters category. If the 802.11n/b/g 2cm Wireless LAN
USB2.0 Adapter is listed here, it means that the device is properly installed and enabled.



L Device Manager
File  Action Wiew Help
- = g 2

[ >

3 Eatteries
Compuker

|-age Disk drives

i+ § Display adapkers

4% IDE ATAJATAPI controllers
[+]-45 IEEE 1394 Bus host cantrallers
] Infrared devices

1% Intel AIM 3.0 Codec

“zz Kevyboards

) Mice and okher pointing devices

Modems
& Manitors

= ES Metwork adapters
S EE 1394 Met Adapter

£ B8 Realtek RTLS139 Family PCI Fast Ethernet MNIC
[+ Cther devices
H PCMCIA adapters
# - Ports (COM &.LPT)

%

For Windows Vista

Note:
Do not insert the Wireless USB Adapter into the computer until the
InstallShield Wizard finished installing.

1.  Exitall Windows programs. Insert the included Installation CD into the computer. The CD-ROM

will run automatically. Please click Next to process the installation.



Intelligent Utility

Intelligent Utility

The InstallShield \wWizard will ingtall ntelligent Litility on wour
computer. To continue, click Mest.

< Back Mest » ] [ Cancel

2. When prompt to the following message, please click Install to begin the installation.




Intelligent Utility
Intelligent Wtility

Click Ihztall to begin the installation.

[F pou want to review or change any of your installation settings, click Back. Chck Cancel to exit
the wizard.

| rztallS higld

¢ Back :

[ Cancel

Inztall

3. When the following screen appears, click Finish to restart the computer to complete the software

installation.

Intelligent Utility

Install5 hield Wizard Complete

The IngtallShield *Wizard has successfully installed Inteligent
IItiliey. Befaore wou can use the proagrarm, vau must restart paur
computer.

@ ez, | want ta restart my computer now.

(70 Mo, | will restart my commputer later,

Remove any dizks from their diives, and then click Finish ta
complete setup.

< Back " Cancel




Note:
Insert the Wireless USB Adapter when finished software installation.

Insert the Wireless USB Adapter into the USB Port of the computer. The system will automatically
detect the new hardware.

To verify the device is active in the computer. Go to Start >Control Panel > Hardware and
Sound > Device Manager. Expand the Network adapters category. If the 802.11n/b/g 2cm
Wireless LAN USB2.0 Adapter is listed here, it means that the device is properly installed and

enabled.

File Action View Help

&= | = HE &
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- g Bluetooth Radios

H-4M Computer
=y Disk drives

(]

7- B, Display adapters

-1y DVD/CD-ROM drives
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H-ZZ Keyboards

]ﬂ Mice and cther pointing devices
]El Monitors
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LLr

; @ 802.11n/b/g 2cm Wireless LAM USB2.0 Adapter

=[5 Other devices

bt Eﬁ Multimedia Audio Controller
E Portable Devices
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c— Storage controllers

EE—' Systemn devices
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For Windows 7

Note:
Do not insert the Wireless USB Adapter into the computer until the
InstallShield Wizard finished installing.

1. Exit all Windows programs. Insert the included Installation CD into the computer. The CD-ROM

will run automatically. Please click Next to process the installation.

Intelligent Utility

The Inztalls hield Wizard will install Inteligent Llity on pour
computer. To continue, click Mest.




2. When prompt to the following message, please click Install to begin the installation

_
Intelligent Utility . S

Intelligent Utility

Click Inztall to begin the installation.
[f wou want to revieww ar change any of your ingstallation zettings, click Back. Click Cancel to exit
the wizard.
InztallShield
¢ Back 1[@ | Cancel |

3. When the following screen appears, click Finish to restart the computer to complete the software

installation.

-
Intelligent Utility _

Install5hield Wizard Complete

The InstallShield “Wizard haz succeszsfully inztalled Inteligent
Utility, Before you can uze the program, vou must restart your
cornputer.

@ ez, | want bo restart my compuber now,
(70 Ma, | will restart my computer later.

Remove any digks from their drives, and then click Finizh to
complete zetup.

1
¢ Back " Cancel
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Note:

Insert the Wireless USB Adapter when finished software installation.

Insert the Wireless USB Adapter into the USB Port of the computer. The system will automatically

detect the new hardware.

To verify the device is active in the computer. Go to Start > Control Panel > Device Manager.
Expand the Network adapters category. If the 802.11n/b/g 2cm Wireless LAN USB2.0 Adapter is

listed here, it means that the device is properly installed and enabled.

Eile Action View Help

e | @ HEl®

4 ]ﬂ Abocom-PC |

i )M Computer

E-E Disk drives

DF‘J‘ Display adapters

> <4 DVD/CD-ROM drives

b ‘g IDE ATA/ATAPI controllers
b- i IEEE 1394 Bus host controllers
b - Keyboards

Dﬂ Mice and other pointing devices
[ El Manitors

- igabi
» Y3 Parts (COM & LPT)
E'R Processors

b ﬂ Sound, video and game controllers
& /M System devices

b i Universal Serial Bus controllers
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Chapter 3:
Network Connection

How to Make a Connection

To make a connection with an access point, please follow below steps. Here takes Windows XP OS for

example.

Steg X3 After set up the Wireless USB Adapter successfully, please launch the Configuration
Utility. There are two ways to launch the utility by:

(1) Double clicking the Intelligent Wireless LAN Utility icon on the desktop.

Intelligent
Wireless LAN
Utility
(2) Or go to Start > All Programs > Intelligent Wireless Utility - Intelligent Wireless LAN
Utility.
2 .L-J UL LSO L s
Internet R i
Bt . | @ s '
Skartup L2
115 Paint |@ Trend Micra OFficeScan Client »

Adobe Reader §

&5 E-mail

4 Outlook Exprass

Internet Explorer

Cutlook Express

- || Motepad

[y

Remate Assistance

Intelligent ‘Wireless L Windows Media Player

Ltility

Windows Movie Maker

WinRAR 4

(g~

Windows Update

Microsaft Office Wor

[ _ormand Prompt

Windows Live 3

IVT BlueSoleil ¥

Real r

RealPlayer

CCleaner »

wfindows Install Clean Up

wWindows Live Messenger

BEXOC0000ROT:B0 M

Avira 3

All Programs L3

Bl 1rteligent wireless Lan Utilicy

| B uninstall-Inteligent
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Steg 22 Please go to the Available Network tab, the system will automatically scan access points
nearby, or click Refresh button to site survey again.

* Intelligent 11n USB Wireless LAN Utility [=1{E3]
RefreshiR)  Modeil)  Abouk{a)

= 5 MyComputer General | Proflg | Available Netwark | atus | Statisties | wiFi Protect Setup |
<2 B02.11n/byg 2en | ; ;
Avalable Network(s)

SSID Channel | Encryption | Metwork Authentication | Signal # !

313030 1 WEP Unknown 42,

I WRISHE 1 Maone Unknown 420,

1 2y L 1 Maone Unknown 2%

1 ZyEL -1 1 Maone Urkniown 46%,

) nlaneyuser 1 Mone Unknoweh 4298

1 airlive 2 Mone Unknown 4200

U Zy¥EL_3090_AP 3 AES WPAZ Pre-Shared Key SE%,

1 7y ¥ EL-giga 4 TKIP WPA Pre-Shared Key By —

I SSID-00c4 7 3db 5 MNone Unknomen F0%

. 6 TKIPJAES — WPA Pre-Shared Keyy... ao,

91 shocom-Wireless 6 Mone Urkniown G0%:

U1 ppthur sP 6 WEP Unknown 62%;
3 AES WPAZ Pre-Shared Key F4%,
9 TKIP WA Pre-Shared Key T2

[l oA DE in 'I'.VTI'i NP Piem Cmomemd L 7n0;_ ..... |

< Refresh > l Add to Profie l
lote
Double click on itern to join/create profile.
.8 | >
Show Tray Icon [] Disable Adapter _Cluse
[ Radio Off -

Steg 32 Then, double click preferred access point or click Add to Profile button to make a
connection (if the access point has been set up security, please enter passwords and then click OK.)

£ Intelligent 11n USB Wireless LAN Utility
RefreshiR) Mode(M)  About{a)

= i MyComputer General F‘rofilej Available Netwark E'Stalus Statistics | Wwi-Fi Protect Setup |
S eztinbygzen [

Aovailable Metworki(s)

Channel - Encryption  Metwork Authentication | Signal
1 WEP Uk 42%
1 HMone Uk 42%
1 HMone Uk 62%
1 HMone Uk 46%
1 HMone Uk 42%
2 Mone Uk 42%
3 AES WRAZ Pre-Shared Key SH%%
4 TKIP WRA Pre-Shared Key 2o —
L e ks o
6 TKIPfAES WRA Pre-Shared Keyf... 89%
[}
6 WEP Uk 62%
3 AES WRAZ Pre-Shared kKey 745
9 TKIP WA Pre-Shared Key T2
1m0 T.VTn T Mem Chememd L —.rno;_ vi

Refresh I ‘ Add to Profile ’
Mote

Double click on itern to join/create profile.

£ E

Shaw Tray Icon [ Disable Adapter

[] Radio Off
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How to Add a Profile

After launched Wireless LAN Utility and selected preferred access point, please click Add to Profile
button to enter Wireless Network Properties windows. If the access point has been set up security,
please enter passwords, and then click OK to save profile settings.

Wireless Network Properties: @

Profile Mame: | Cherry 802, 13 configure
Metwork Narme(SSID): EAP TYPE
Tunnel : Privision Mode :
Channel:
Lisernarme

Wirgless network security

This network requires a key for the following: Identity
Metweork Authentication:fWPﬂz-F‘SK | 1
Data encryption:g'AEs ~ | ESIiRE AL
Password :

‘Eequeg Lagwﬁrrgcu:..IIIIIIIIIIIIIIIIII. CErtiﬁCatB:

*

» Metwork key: n
.l n
= = pAC
| | n
® Confirmn netwaork key: -
u n
| ] n
\d L4
4 EEEEEEEEEEEEEEEEEEEEEEEEEEEEEERY
C = )
~—

After finished above settings, please go to Profile tab to check the profile list (Available Profile(s)).

£ Intelligent 11n USB Wireless LAN Utility

RefreshiR) Mode(M) Aboutia)
= MyComputer General | Profile | fvailable Hetwork | Status | Statistics | wi-Fi Protect Setup|
<& e02.11njbfg 2en | :
Available Profile(s)
Prafile Mame S5ID [ add |
| Cherry Cherry
’ Rermave l
[ Edit |
’ Duplicate l
’ Set Default l
< >
¢ > |
Show Tray Icon [] Disable adapter -
[ radia Off

-14-



Chapter 4-
Utility Configuration

For Windows 2000/ XP
Station Mode

£ Intelligent 110 USB Wireless LAN Utility
RefreshiR) ModefM) Aboutia)

= 'J MyComputer General | Profile | Available Metwork | Status | Statisics | Wi-Fi Protect Setup |
< 802.11n/byg 2o

Status: Associated
Speed: Tx:150 Mbps R 150 Mbps
Type: Infrastructure
Encryption: AES
S5I0: Cherry

Signal Strength: [Illlllllllllllllllllllllllllllll 100%

Link Guatty: | WERNNANNNNRNRANNNRRRRANRRRNRNNY o0

Metwork Address:
MAC Address: 00:ED:4C:71:00:01
IP Address: 192.162.1.102
Subnet Mask: 255.255.255.0
Gateway: 192,168.1.123

| Rehew P

£ >

Show Tray Ican [] Disable Adapter

[] Radin Off

Show Tray Icon: Check to show the wireless adapter icon at the tray.
Disable Adapter: Check this to disable the wireless adapter.

Radio off: Check this to turn OFF radio function.

Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.
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General

The General page displays the detail information of current connection.

¢ Intelligent 11n USB Wireless LAN Utility
RefreshiR)  Mode(M) Aboutia)

= %y MyComputer General | Profile | Available Network | Status | Statistics | widFi Protect Setup|

< B02.11njbfg 2en

Status: Assodiated
Speed: Tx:150 Mbps Rx: 150 Mbps
Type: Infrastructure
Encryption: AES
SSID: Cherry

sigral strength: [NNEANNANNANNANNRNNRNARNRRNANNNN oo,

Link Quaity: | NNNNANNNRNNANNANNNANNANRRANNIN 100o

Metwork Address:
MAC Address: O0:ED:4C:71:00:01
IP Address: 192.168.1.102
Subret Mask: 255.255.255.0
Gateway: 192.168.1.123

| Relewlp
8 4 J
i:;i\;v r;)l':y Icon [] Disable Adapter
General Tab
Shows the current connected status. If there is no connection, it will show
Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.
Speed Shows the current transmitting rate and receiving rate.
Type Network type in use, Infrastructure or Ad-Hoc.
Encryption ?_rlzvg?;réesyegﬁ;yﬁlt;?rbx)e currently in use. Valid value includes WEP,
SSID Shows the connected access point network name.
Signal Strength Shows the receiving signal strength.
Link Quality Shows the connection quality based on signal strength.
MAC Address The physical address of the Wireless USB Adapter.
IP Address Shows the IP address information.
Subnet Mask Shows the Subnet Mask information.
Gateway Shows the default gateway IP address.
Renew IP Click the Renew IP button to obtain IP address form the connected
gateway.

-16 -



Profile

Profile can let users book keeping the favorite wireless setting among home, office, and other public
hot-spot. Users may save multiple profiles, and activate the correct one at preference. The Profile

manager enables users to Add, Remove, Edit, Duplicate and Set Default profiles.

* Intelligent 11n USB Wireless LAN Utility =13

RefreshiR)  Mode(M) Aboutia)
= %y MyComputer General | Profile | Awailable Metwork | Status | Statistics | wi-Fi Protsct Setup |
<& B0z 1 1njhg 2en | ;
Available Profia(s)
| Profie Name 551D il Add |
| G0 Cherry Cherry [
[ Rermove ]
[ Edit |
[ Duplicate ]
[ Set Default l
< >
¢ 5| |
Show Tray Icon [] Disable Adapter
] Radio Off

Profile Tab
Profile Name Here shows a distinctive name of profile in this column.
The SSID is the unique name shared among all wireless access points in
SSID .
the wireless network.
Add Click Add button to add a profile from the drop-down screen.
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Wireless Network Properties: @

Profile Name: 802, 1% configure
Metwork Name(SSID): EAP TYPE :
Tunnel : Privision Mode

This is & computer-to-computer{ad hoc) network; wireless
access points are not used,

Channel:
Username :

wireless network security
This network requires a key for the following: Identity :
Network Authentication:| Open System v

Data encryption: | Disabled 3 Damain !

Password |
Key index (advanced): Certificate :
Metwork key:

Pac:

Confirm netwark key:

Profile Name: Users can enter profile name at will.

Network Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access points in the wireless
network. The name must be identical for all devices and wireless access
points attempting to connect to the same network.

This is a computer-to-computer (ad hoc) network; wireless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channel to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop. User can select channels
form the pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal
characters (0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9,

a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.

-18 -




Confirm network key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

e TLS: Transport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relies on
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communications between the WLAN
client and the access point.

e LEAP: Light Extensible Authentication Protocol. It is an EAP
authentication type used primarily in Cisco Aironet WLANS. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

e TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

e PEAP: Protect Extensible Authentication Protocol. PEAP transport
securely authentication data by using tunnelling between PEAP clients
and an authentication server. PEAP can authenticate wireless LAN
clients using only server-side certificates, thus simplifying the
implementation and administration of a secure wireless LAN.

©® MD5: Message Digest Challenge. Challenge is an EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - there is no mutual
authentication of wireless client and the network.

Tunnel: This is enabled under TTLS and PEAP type. For TTLS, the
selections of tunnel are CHAP, MSCHAP, MSCHAP-V2, PAP. For
PEAP, the selections of tunnel are MD5, GTC, TLS and MSCHAP-V2.
Username: Enter the username for server.

Identity: Enter the identity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. The tab lists the
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate (s), and Mode.

* Intelligent 11n USB Wireless LAN Utility =13
Refresh(R)  Mode(M) Abouk{A)
= i MyComputer General | Frofile | &valable Netwark | Status Statistics | “wi-Fi Protect Setup |
<& 802.11n/bjg 2o |- : =
Available Metworkis)
Channel  Encryption | Metwork Authentication | Signal #
1 WEP Unknowmn 42%,
1 Mone Unknomen 42%
1 Mone Unknowvr 62%
1 Mone Unknown 46%
1 Mone Unknowmn 42%,
Lairlive: 2 Mone Unknomn 42%,
Sl 2y W EL_3090_AP 3 AES WPAZ Pre-Shared Key 56%
il 2y ¥ EL-giga 4 TKIP WRE Pre-Shared Key g9%
g 5 Mone Unknowmn F0%
6 TKIPfAES WPA Pre-Shared Key/... 88%
1 Abocom-yireless 6 Hone Unknowvr 60%
1 arthur AP 6 WEP Unknown £2%
9 7y EL_2090 2 AES WPAZ Pre-Shared Key F4%,
mina o TKIP WPA Pre-Shared Key F2%
il azcunoc AN TETh AT Mivn Clamwend W Froe V
| £ | >
Refresh ] [ Add to Profile
Mote
Double click o itern to join/create profie,
b .l 8 d
Show Tray Icon [] Disable Adapter
[] Radio off

Network Tab

SSID Shows the network name of the access points.
Channel Shows the currently channel in use.

Encrvption Shows the encryption type currently in use. Valid value includes WEP,

yp TKIP, AES, None and TKIP/AES.
Network_ . Show the device network authentication.
Authentication

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.
Type Network type in use, Infrastructure or Ad-Hoc mode.
BSSID Shows Wireless MAC address.

Supported Rate(s) Shows the transmitting data rate.
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Mode Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.
Refresh Click Refresh button to search and rescan the available network.

Select an available network (SSID) on the list and then click Add to Profile

Add to Profile button to add it into the profile list.

Note Double click on item to join/create profile.

Status

This tab listed the information about the wireless USB adapter and connected access point.

£ Intelligent 11n USB Wireless LAN Utility
Refresh(R)  Mode(M) Aboukia)

= g MyComputer General | Profie | Avalable Network | Status | Statistics | wiFi Pratect Setup |
<& a0z, 11nfbfg Zen | = =

ManLfacturer = Inteligent

OIS Driver Wersion = 1084,19,1113.2009
Short Radio Header = Mo

Encryption = AES

Authenticate = WPRAZPSK

Channel Set = FCC

MAC Address = O0:ED:4C:71:00:01
Data Rate (AUTO) = T3:150 Mbps R 150 Mbps
Channel (Frequency) = 11 (2462 MHz)
Status = Associated

SSID = Cherry

Metwork Type = Infrastructure
Power Save Mode = Mone

Associated AP MAC = OOEO:4Z:33:12:01
Up Time (hhrnm:ss) = [:39:10

< 3| J

Shiow Tray Ican [] Disable sdapter

[ radio Off
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Statistics

The Statistics screen displays the statistics on the current network settings.

* Intelligent 11n USB Wireless LAN Utility =3

Refresh(R)  Mode(M) Aboukia)
= g MyComputer General | Profile | Available Network | Status | Statistics | wiFi Pratect Setup |
<& a0z, 11nfbfg Zen | =
Counter Name Walue
| Tx 0K 2969
Tx Error ]
R OK 964
| Ry Packet Count 954
R Retry o3
| R ICW Error u]
[ Reset
% - [jf 8 s
Shiow Tray Icon [] Disable Adapter -
[ Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset counters to zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to simplify the security

setup and management of Wi-Fi networks. The STA as an Enrollee or external Registrar supports the

configuration setup using PIN (Personal Identification Number) configuration method or PBC (Push

Button Configuration) method through an internal or external Registrar.

£ Intelligent 11n USB Wireless LAN Utility

RefreshiR) Mode(M) Aboukia)

= —j My Computer

<2 B02,11n/bfg 2en |

General | Prafile | Available Metwork | Status | Statistics | Wi-Fi Pratect Setup

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIM button.Please enter the PIN code into your AP.

PIN Code : 63912111

Pir Input Config (PIM)

Push Button

After pushing the PEC button.Please push the physical button on your AP
ot visual button on the WPS config page.

Push Button Config (PBC)

4 ¥ |
Show Tray Icon [] Disable Adapter _CIDSE
[] radio Off -

WPS Tab

8-digit numbers. It is required to enter PIN Code into Registrar when using
PIN Code PIN method. When STA is Enrollee, users can use "Renew" button to

re-generate new PIN Code.

Pin Input Config
(PIN)

Click the Pin Input Config (PIN) button to select specific AP to process PIN
Config.

Push Button Config
(PBC)

Click this button to connect with AP that supported WPS function within two
minutes. Meanwhile, the AP should also click the PBC button simultaneously.
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About

This page displays the information of the Wireless USB Adapter Version.

About

Wersion ¥00.1600.1207 2009

- Tntelligent 110 TSE Wireless LAN Utility
Copyright () 2003-2009

To access the soft AP mode, please select the Mode on the function list of the Utility to make the

Wireless USB Adapter act as a wireless AP.

Intelligent 11 - "'<H Wireless LAN Utility

Heral | Prafile | Awailable Metwork || Status | Statisticsl "W/i-Fi Protect Setup |
T Wi-Fi Protected Setup (WPS)
An easy and secure setup solution for Wi-Fi network

Pir Input Corfig (PIM)
After pushing the PIM button. Please enter the PIM code into your AP,

PIN Code : 63912111

| Pin Tnput Config (RIN]

Push Button

After pushing the PEC button.Pleass push the physical button on your AP
or wisual button on the WPS config page.

[ Push Button Config (PEC) ]

z 2| 3

Shiwe Tray Icon [] Disable Adapter

[ Radio Off
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General

t Intelligent 11n USB Wireless LAN Utility

RefreshiR)  Mode(M) Aboutia)

2 H My Computer
o2 802.11n/byg 2en

General | Advanced | Statistics | ICS |

SSID softap

BSSID: poiEC:4C:71:00:01

Association Table

AlD MAC Address Life Tirme

[ Config ]

o | ¥
2:;\;\: (‘jl';fa\,r Icon [] Disable Adapter
General
SSID Shows the network name of the AP.
BSSID Shows the MAC address of the AP.
Association Table This table shows the connected client here.
Config Click the Config button to set up the Wireless Network Properties.
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Wireless Network Properties: @

Profile Name:

Network Name(SSID): |s0ftap

Charrel: |1 (2412MHz) v

Wireless network security
This network requires a key for the following:

MNetwork Authentication:| Open Systern (%

Data encryption:| Disabled b

Key index {advanced):
Metwork key:

Confirmn network key:

Network Name (SSID): User can change the network name of this access
point.

Channel: User can select the channel form the pull-down list.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.
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Advanced

* Intelligent 11n USB Wireless LAN Utility M=E3
RefreshiR)  Mode(M) Aboutia)
= i MyComputer General | Advanced iLStatistin::sf ICS
<& a0z 11nfhig 2on | ;
General
Beacon Interval
100 1
DTIM Period: "
'gil
Preamble Mode
fLDng v|
Set Defalts |- Apply
£ [} 8 !
Show Tray Icon [] Disable Adapter -
[ Radio Off
Advanced
Beacon Interval The time between two beacons. (The system default is 100 ms.)
DTIM Period The delivery traffic indication message (DTIM) is an element included in
some beacon frames. User can specify a value from 1 to 255 beacons.
Preamble Select from the pull-down menu to change the Preamble type into Short
or Long.
Set Defaults Click to use the system default value.
Apply Click to apply the above settings.
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Statistics

t Intelligent 11n USB Wireless LAN Utility

RefreshiR)  Mode(M) Aboutia)
= ‘IJ My Computer General | Advanced| Statistics | 105
Eaweainbigzen | '
Counter Name Walue
Tx OK 15930
Tx Error ]
| Rx OK 58
Ry Packet Count 658
Rx Retry 576
| Rat ICY Error 0
!
[ Reset
g ! () 8
Show Tray Icon [] Disable Adapter -_Close
[ Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset counters to zero.
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ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click

Apply button to make a connection.

£ Intelligent 11n USB Wireless LAN Utility
Refresh(R)  Mode(M) Aboukia)

= d My Computer General | Advanced | -Statistic§! IC5 |
ool a0z, 11nfhig 2en

Setting Internet Connection Sharing (ICS)

Connfamme Devica Mame
¥ Local Area Connection  Realtek RTL2132 Farnily PCI Fast Ethernet MIC
¥ Local Area Connecti...  Bluetooth PaM Metwork Adapter

&

[l

Pubilic Metwork

[ Apply J

< | >

Shiow Tray Ican [] Disable sdapter

[ radio Off
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For Windows Vista

. Intelligent 11n USE Wireless LAN Utility El
Refresh(R) Mode(M} About(4)
-4 MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup

_____ <& 80211n/b/g 2c

Status: Associated

Speed: Tx:150 Mbps Rx:150
Type: Infrastructure

Encryption: AES
SSID: Cherry
Signal Strength: |, 100%

Link Qualty: — 100%

Metwork Address:
MAC Address: pQ:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

ReMew IP ]

R T T— ¥

[¥] Show Tray Icon [] Disable Adapter

[T Radio Off

® Show Tray lcon: Check to show the wireless adapter icon at the tray.
® Disable Adapter: Check this to disable the wireless adapter.
® Radio off: Check this to turn OFF radio function.

® Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.
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General

The General page displays the detail information of current connection.

. Intelligent 11n USE Wireless LAN Utility

Refresh(R] Mode(M} About(4)

B 5 MyComputer
Lol 80211n/b/g 2

1 [l 3
[¥] show Tray Icon
[C] Radio Off

Associated

Tx:150 Mbps Rx:150
Infrastructure

Status:
Speed:
Type:
Encryption:
551D

Signal Strength:

Link Quality:

Metwork Address:
MAC Address: 00:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

[ ReMew IP

[] Disable Adapter

Close

General Tab

Shows the current connected status. If there is no connection, it will show

Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.

Speed Shows the current transmitting rate and receiving rate.

Type Network type in use, Infrastructure or Ad-Hoc.

Encryption Shows the encryption type currently in use. Valid value includes WEP,
TKIP, AES, and Not Use.

SSID Shows the connected access point network name.

Signal Strength Shows the receiving signal strength.

Link Quality Shows the connection quality based on signal strength.

MAC Address The physical address of the Wireless USB Adapter.

IP Address Shows the IP address information.

Subnet Mask Shows the Subnet Mask information.

Gateway Shows the default gateway IP address.
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Renew IP

gateway.

Click the Renew IP button to obtain IP address form the connected

Profile

Profile can let users book keeping the favorite wireless setting among home, office, and other public

hot-spot. Users may save multiple profiles, and activate the correct one at preference. The Profile

manager enables users to Add, Remove, Edit, Duplicate and Set Default profiles.

Bl Intelligent 11n USB Wireless LAN Utility =]
Refresh(R] Mode(M} About(4)
= 'jl MyComputer [@e_ner:il_! Profile !_.-'—‘_wailable Network I StElt_u_s_l Statistics I Wi-Fi Protect Setup |
Lol 80211n/b/g 2c
Available Profile(s)
Profile Name SSID Add J
@ Cherry Cherry
Remaove ]
Edit |
Duplicate ]
Set Default ]

P T b
[¥] Show Tray Icon [] Disable Adapter Close
[C] Radio Off : ]
Profile Tab
Profile Name Here shows a distinctive name of profile in this column.
The SSID is the unique name shared among all wireless access points in
SSID .
the wireless network.
Add Click Add button to add a profile from the drop-down screen.
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Wireless Network Properties: (=]

= This is & computer-to-computer(ad hoc) network; wireless
"~ access points are not used.

Profile Name:
Network Name(SSID):
Channel: |1 {2412MHz)

Wireless network security
This netwark requires a key for the following:

MNetwork Authentication: |Open System =
Data encryption: | pisabled v|

ASCIT PASSPHRASE

Key index (advanced): | 1
MNetwork key:

Confirm network key:

| CK ] Cancel |

This is a computer-to-computer (ad hoc) network; wireless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channel to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop.

Profile Name: Users can enter profile name at will.

Network Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access points in the wireless
network. The name must be identical for all devices and wireless access
points attempting to connect to the same network.

Channel: If set to ad hoc network type, user can select channels form the
pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA?2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal
characters (0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9,
a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.
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When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

e TLS: Transport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relies on
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communications between the WLAN
client and the access point.

o LEAP: Light Extensible Authentication Protocol. It is an EAP
authentication type used primarily in Cisco Aironet WLANS. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

e TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

e PEAP: Protect Extensible Authentication Protocol. PEAP transport
securely authentication data by using tunnelling between PEAP clients
and an authentication server. PEAP can authenticate wireless LAN
clients using only server-side certificates, thus simplifying the
implementation and administration of a secure wireless LAN.

©® MD5: Message Digest Challenge. Challenge is an EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - there is no mutual
authentication of wireless client and the network.

Tunnel: This is enabled under TTLS and PEAP type. For TTLS, the
selections of tunnel are CHAP, MSCHAP, MSCHAP-V2, PAP. For
PEAP, the selections of tunnel are MD5, GTC, TLS and MSCHAP-V2.
Username: Enter the username for server.

Identity: Enter the identity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. The tab lists the
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate(s), and Mode.

Bl intelligent 11n USE Wireless LAM Utility [= | ===
Refresh(R] Mode(M} About(A)
&% MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
Ll eo2iingeig2e |
Available Netwark(s)
SSID Channel Encryption Metwork Authentication Signa
{54 ZyXEL 1 MNone Unknown 70%
) ZyXEL-1 1 MNone Unknown 60%
T ZyXEL_3090_AP 3 AES WPA2 Pre-Shared Key 4404
I qirlive 4 HMNone Unknown 26%
412 6 TKIP/AES WPA Pre-Shared Key/... ?2%?
bocom-Wireless 6 MNone Unknown 44
Abocom-Wireless 6 Mone Unknown 429
51 ArthurAP 6 WEP Unknown 72% =
sl Zy¥EL_3090_62 8 AES WPA2 Pre-Shared Key 56%?
i 9 TKIP WPA Pre-Shared Key 76%,
10 TKIP WPA Pre-Shared Key 62%4|
10 HMone Unknown 72%
10 HMone Unknown 88%
10 MNone Unknown 569
10 Nane Unknown 42%; .
1 pAhocom-Wireless 11 None Unknown 96%
) Cherry 11 AES WPA Pre-Shared Key/...  100%
() qirlive 11 None Unknown 4809 +
4 | L | 2
| Refresh | | Add to Profile
MNote
Double click on item to join/create profile.
< [ b
% Show Tray Icon [] Disable Adapter
"] Radio Off

Network Tab

SSID Shows the network name of the access points.

Channel Shows the currently channel in use.

Encryption Shows the encryption type currently in use. Valid value includes WEP, TKIP,
AES, None and TKIP/AES.

Network

Authentication Show the device network authentication.

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.

Type Network type in use, Infrastructure or Ad-Hoc mode.
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BSSID

Shows Wireless MAC address.

Supported Rate(s)

Shows the transmitting data rate.

Mode

Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.

Refresh

Click Refresh button to search and rescan the available network.

Add to Profile

Select an available network (SSID) on the list and then click Add to Profile
button to add it into the profile list.

Note

Double click on item to join/create profile.

Status

This tab listed the information about the wireless USB adapter and connected access point.

Refresh(R) Mode(M)

Pl intelligent 11n USB Wireless LAN Utility = |[E ][]

About(4)

j MyComputer

< [l

[¥] Show Tray Icon
[C] Radio Off

Manufacturar Inteligent

MDIS Driver Version 1084.19.1028.2009
Short Radio Header Mo

Encryption AES

Authenticate WPAZ-PSK

Channel Set FCC

MAC Address 00:E0:4C:71:00:01
Data Rate (AUTO) Tx:150 Mbps Rx:150 Mbps
Channel (Frequency) 11 (2462 MHz)
Status Associated

SSID Cherry

Metwork Type Infrastructure
Power Save Mode Mone

Associated AP MAC 00:E0:4C:33:12:01
Up Time (hh:mm:ss) 0:16:34

[] Disable Adapter Close
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Statistics

The Statistics screen displays the statistics on the current network settings.

Bl Intelligent 11n USE Wireless LAN Utility = | =[]

Refresh(R] Mode(M} About(4)

= -J MyComputer

F I T b

[¥] Show Tray Icon

Counter Mame Value
Tx OK 247
Tx Error 0
Rx OK o9
R Packet Count 99
Rx Retry

Rx ICV Error 0

Reset

[7] Disable Adapter Close

[C] Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click to reset counters to zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to simplify the security
setup and management of Wi-Fi networks. The STA as an Enrollee or external Registrar supports the
configuration setup using PIN (Personal Identification Number) configuration method or PBC (Push

Button Configuration) method through an internal or external Registrar.

W Intelligent 11n USB Wireless LAN Utility o | =[]

Refresh(R] Mode(M} About(4)
-4 MyComputer | General | Profile | Avalable Network [ Status | Statistics | Wi-Fi Protect Setup |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your AP,

PIN Code : 54285620

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Please push the physical button on your
AP or visual button on the WPS config page.

Push Button Config (PBC)

F I T b |
[¥] Show Tray Icon [7] Disable Adapter Close
[C] Radio Off

WPS Tab

8-digit numbers. It is required to enter PIN Code into Registrar when using
PIN Code PIN method. When STA is Enrollee, users can use "Renew" button to
re-generate new PIN Code.

Pin Input Config Click the Pin Input Config (PIN) button to select specific AP to process PIN
(PIN) Config.

Push Button Config |Click this button to connect with AP that supported WPS function within two
(PBC) minutes. Meanwhile, the AP should also click the PBC button simultaneously.
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About

This page displays the information of the Wireless USB Adapter Version.

Tntelligent 110 TEE Wireless LAN Tility
Wersion ¥00.1600.1207.2009

Copyright () 2003-2009

To access the soft AP mode, please select the Mode on the function list of the Utility to make the

Wireless USB Adapter act as a wireless AP.

Refresh(RYf Mode(M) | About(A) -
=8 M’E x|t | Available Network | Status | Statistics | Wi-Fi Protect Setup|
g Access Point J Cisfiss AROLHERD

~ Speed: Tx:150 Mbps Rx:150

Type: Infrastructure

Encryption: AES
551D: Cherry

Signal Strength: | 100%
Link Qualty: —— 100%

Metwork Address:
MAC Address: 00:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

| Retewr |

4 il ]

Show Tray Icon [7] Disable Adapter

[[] Radio Off
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General

Refresh®) Mode(M) About(A)
2% MyComputer General | Advanced | Statistics | ICS |
Lol 80211n/b/g 2c

SSID:  Cherry-PC_AP
BSSID: 00:E0:4C:71:00:01

Association Table

AID MAC Address Life Time

‘ ’
Show Tray Icon Disable Adapter

Radio Off

General

SSID Shows the network name of the AP.

BSSID Shows the MAC address of the AP.

Association Table This table shows the connected client here.

Config Click the Config button to set up the Wireless Network Properties.
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Wireless Network Properties: (3]

nt Mode

Profile Name:

Network Name(sSID): | Cherry-PC_AP

Channel: | 1 (2412MHz) - |
Wireless netwark security
This network requires a key for the following:

Metwork Authentication: | Open System
Data encryption: | pizabled v|

Key index (advanced): | 1
Metwork key:

Confirm network key:

| oK Cancel |

Network Name (SSID): User can change the network name of this access
point.

Channel: User can select the channel form the pull-down list.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.
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Advanced

Bl intelligent 11n USB Wireless LAN Utility ==
Refresh(R) Mode(M) About(d)

(= —jl MyComputer
Lk 80211n/b/q 2¢

PR T ¥
[¥] show Tray Icon
[C] Radio Off

General | Advanced | Statistics [ ICS |

General

Beacon Interval
DTIM Period:
3

Preamble Mode

Short - |

Set Defaults Apply

[] Disable Adapter Close

Advanced

Beacon Interval

The time between two beacons. (The system default is 100 ms.)

DTIM Period The delivery traffic indication message (DTIM) is an element included in
some beacon frames. User can specify a value from 1 to 255 beacons.
Preamble Select from the pull-down menu to change the Preamble type into Short

or Long.

Set Defaults

Click to use the system default value.

Apply

Click to apply the above settings.
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Statistics

Bl intelligent 11n USB Wireless LAN Utility ==
Refresh(R) Mode(M) About(d)

- MyComputer | General | Advanced | Statistics [ics |
L en2iinfbig2c|
Counter Name Value
T OK 3436
Tx Error 0
Rx OK 218
Rx Packet Count 218
Rx Retry 208
Rx ICV Error 0
Reset
PR T b
[¥] Show Tray Icon [] Disable Adapter Close
[C] Radio Off : ]
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset counters to zero.
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ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click

Apply button to make a connection.

'Inielligent]ln USB Wireless lANlR'lﬁly W
Refresh(R) Mode(M_} Abqiﬂ(ﬂ]
= MyComputer || Genersl | Advanced | Statistics | IC5 |

_____ <& 80211n/b/g 2c

Setting Internet Connection Sharing (ICS)

ConnMame Device Name

% Bluetooth Network ... Bluetooth Device (Personal Area Network) #2
¥ Local Area Connection  5iS 900-Based PCI Fast Ethernet Adapter

4 (L1} F

Public Metwork
|'Lo_n,—=ﬁ7irea Connection 5i5 900-Based PCI Fast Ethernet Adapter

Apply

4 am

Show Tray Icon [C] Disable Adapter

[T Radio Off

-
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For Windows 7

Intelligent 11n U
Refresh(R] Mode(M)] About(4)
= MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup

Status: Associated

Speed: Tx:150 Mbps Rx:150
Type: Infrastructure

Encryption: AES
SSID: Cherry

Signal Strength: | 1| 92%
Link Quality: | 0%

Metwork Address:
MAC Address: g0:E0:4C:71:00:01

IP Address: 192.168.1.102
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

. ReNewP |

L TT— &

Show Tray Icon [[] Disable Adapter

[T Radio Off

Show Tray Icon: Check to show the wireless adapter icon at the tray.
Disable Adapter: Check this to disable the wireless adapter.

Radio off: Check this to turn OFF radio function.

Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.
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General

The General page displays the detail information of current connection.

([l Intelligent 11n USB Wireless LAN Util

Refresh(R] Mode(M) About(f)

=5 MyComputer
L= 80211n/b/g 2c

L - 3

Show Tray Icon
[C] Radio Off

General | Profile | Available Network | Status | Statistics | Vi-Fi Protect Setup |

Metwork Address:

Status: Associated
Tx:150 Mbps Rx:150
Type: Infrastructure

Speed:

Encryption: AES
SSID: Cherry

Signal Strength: - | | 92%
Link Quality: | 0%

MAC Address: g0:E0:4C:71:00:01

IP Address: 192.168.1.102
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

ReMew IP

[7] Disable Adapter

Close

General Tab
Shows the current connected status. If there is no connection, it will show

Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.

Speed Shows the current transmitting rate and receiving rate.

Type Network type in use, Infrastructure or Ad-Hoc.

Encryption Shows the encryption type currently in use. Valid value includes WEP,
TKIP, AES, and Not Use.

SSID Shows the connected access point network name.

Signal Strength Shows the receiving signal strength.

Link Quality Shows the connection quality based on signal strength.

MAC Address The physical address of the Wireless USB Adapter.

IP Address Shows the IP address information.

Subnet Mask Shows the Subnet Mask information.

Gateway Shows the default gateway IP address.
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Click the Renew IP button to obtain IP address form the connected

Renew IP
gateway.

Profile

Profile can let users book keeping the favorite wireless setting among home, office, and other public
hot-spot. Users may save multiple profiles, and activate the correct one at preference. The Profile

manager enables users to Add, Remove, Edit, Duplicate and Set Default profiles.

[l Intelligent 11n USB Wireless LAN Utility - Lo o
Refresh(R] Mode(M) About(4)
& MyComputer | General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
L.l 80211n/b/g 2c
Available Profile(s)
Profile Name SSID ’ Add ]
P cherry Cherry
’ Remave ]
[ Edit |
l Duplicate ]
[ |
| [ Set Default ]
|
i 1 k
4l 3
Show Tray Icon [[] Disable Adapter -Close
[C] Radio Off -
b -
Profile Tab
Profile Name Here shows a distinctive name of profile in this column.
The SSID is the unique name shared among all wireless access points in
SSID .
the wireless network.
Add Click Add button to add a profile from the drop-down screen.
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Wireless Network Properties: L-LhJ

= This is & computer-to-computer (ad hoc) network; wireless
access points are not used.

Profile Name:
Metwork Name(S5I0):
Channel: |1 (2412MHz)

Wireless network security
This network requires a key for the following:

Metwork Authentication: | Open System =
Data encryption: | pisabled -

ASCII PASSPHRASE

Key index (advanced): | 1
Metwork key:

Confirm network key:

G

This is a computer-to-computer (ad hoc) network; wireless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channel to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop.

Profile Name: Users can enter profile name at will.

Network Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access points in the wireless
network. The name must be identical for all devices and wireless access
points attempting to connect to the same network.

Channel: If set to ad hoc network type, user can select channels form the
pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal
characters (0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9,
a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,

-48 -




must match with the connected AP’s key index.
When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

e TLS: Transport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relies on
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communications between the WLAN
client and the access point.

o LEAP: Light Extensible Authentication Protocol. It is an EAP
authentication type used primarily in Cisco Aironet WLANS. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

e TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

e PEAP: Protect Extensible Authentication Protocol. PEAP transport
securely authentication data by using tunnelling between PEAP clients
and an authentication server. PEAP can authenticate wireless LAN
clients using only server-side certificates, thus simplifying the
implementation and administration of a secure wireless LAN.

©® MD5: Message Digest Challenge. Challenge is an EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - there is no mutual
authentication of wireless client and the network.

Tunnel: This is enabled under TTLS and PEAP type. For TTLS, the
selections of tunnel are CHAP, MSCHAP, MSCHAP-V2, PAP. For
PEAP, the selections of tunnel are MD5, GTC, TLS and MSCHAP-V2.
Username: Enter the username for server.

Identity: Enter the identity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. The tab lists the
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate(s), and Mode.

[l intelligent 11n USB Wireless LAN Utility . o]

Refresh(R] Mode(M) About(4)
-4 MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
Lo B0211n/b/g 2¢
Available Metwork(s)
551D Channel Encryption Metwork Authentication Signa *
161 ZyXEL 1 Mone Unknown 5804
I ZyxEL_3090_AP 3 AES WPAZ2 Pre-Shared Key 60%
el 5SID-00c473db 5 Mone Unknown 92%
el 412 6 TKIP/AES WPA Pre-Shared Key/... 60%
el ATRIG_DEMO & Mone Unknown 76%
9l abocom-Wireless & Mone Unknown 48%
el ArthurAP & WEP Unknown 56%)| -
i) 3GDEMO_WR5204U 7 AES WPA Pre-Shared Key 58%
1 P ZyXEL 2090 8 AES VPA2 Pre-Shared Key S8%
[l (511 miing 9 TKIP WPA Pre-Shared Key 100%
l5p) 3GSHARE 10 TKIP VP& Pre-Shared Key 62%
el Untitled 10 Mone Unknown 020
el abocom-Wireless 11 Mone Unknown 92%
@Cherw 11 AES VPA Pre-Shared Key/... 62%
el ZyEL 11 Mone Unknown 74%
el airlive 11 Mone Unknown 76%
iy 11 Mone Unknown 26%
i x2 11 Mone Unknown 4295 *
4 | 1 | 3
Refresh I l Add to Profile
Mote
Double click on item to join/create profile.

] ¢

Show Tray Icon [] Disable Adapter Close

[C] Radio Off

Network Tab

SSID Shows the network name of the access points.

Channel Shows the currently channel in use.

Encryption Shows the encryption type currently in use. Valid value includes WEP, TKIP,
AES, None and TKIP/AES.

Network

Authentication Show the device network authentication.

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.
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Type

Network type in use, Infrastructure or Ad-Hoc mode.

BSSID

Shows Wireless MAC address.

Supported Rate(s)

Shows the transmitting data rate.

Mode

Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.

Refresh

Click Refresh button to search and rescan the available network.

Add to Profile

Select an available network (SSID) on the list and then click Add to Profile
button to add it into the profile list.

Note Double click on item to join/create profile.

Status

This tab listed the information about the wireless USB adapter and connected access point.

- Intelligent 11n USB Wireless LAN Utility

P S

Refresh(R] Mode(M) About{4)

=S Aj MyComputer

| General | Profile | Available Netwark | Status | Statistics | WirFi Protect Setup |

I —T— 3

Manufacturer

NDIS Driver Version
Short Radio Header
Encryption
Authenticate
Channel Set

MAC Address

Data Rate (AUTO)
Channel (Frequency)

Status

SS5ID

MNetwork Type
Power Save Mode
Associated AP MAC
Up Time (hh:mm:ss)

Inteligent
1086.5.1111.2009
Mo

AES

WPA2-PSK

FCC

00:E0:4C:71:00:01
Tx:120 Mbps Rx:120 Mbps

11 (2462 MHz)

Associated
Cherry
Infrastructure
Mone

00:EQ0:4C:33:12:01

0:22:28

Show Tray Icon
[C] Radio off

|| Disable Adapter

Close
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Statistics

The Statistics screen displays the statistics on the current network settings.

[l inteliigent 11n USB Wireless LAN Utility . [E=SREEN

Refresh(R) Mode(M) About{4)

=S -j MyComputer

Show Tray Icon

| General | Profile | Available Network | Status | Statistics | WiFi Protect Setup |

Counter Name Value
Tx OK 250
Tx Error i]
Rot OK 52
Rx Packet Count 52
R Retry a0
Ret ICV Error ]
Reset

[[] Disable Adapter

[T] Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click to reset counters to zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to simplify the security

setup and management of Wi-Fi networks. The STA as an Enrollee or external Registrar supports the

configuration setup using PIN (Personal Identification Number) configuration method or PBC (Push

Button Configuration)

method through an internal or external Registrar.

[l intelligent 11n USB Wireless LAN Utility - - BN e

Refresh(R] Mode(M) About{4)

=% MyComputer
s 80211n/b/g 2c

| General | Profile | Available Network | Status [ Statistics | Wi-Fi Protect Setup |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your AP.

PIN Code : 43022793

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Please push the physical button on your
AP or visual button on the WPS config page.

Push Button Config (PBC)

4 I 2
Show Tray Icon [] Disable Adapter Close
WPS Tab
8-digit numbers. It is required to enter PIN Code into Registrar when using
PIN Code PIN method. When STA is Enrollee, users can use "Renew" button to

re-generate new PIN Code.

Pin Input Config
(PIN)

Click the Pin Input Config (PIN) button to select specific AP to process PIN
Config.

Push Button Config
(PBC)

Click this button to connect with AP that supported WPS function within two
minutes. Meanwhile, the AP should also click the PBC button simultaneously.
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About

This page displays the information of the Wireless USB Adapter Version.

[ e S

- Intelligent 11n USE Wireless LAN Tiility

Wersion 700.1600.1207 2009
Copyright (c) 2003-2009

To access the soft AP mode, please select the Mode on the function list of the Utility to make the

Wireless USB Adapter act as a wireless AP.

| Made(M) Abou’t{A}

=% MK v Station B | Avaiable Network | Status | Statistics | Wi-Fi Protect Setup |
Access Point Status: Associated

Speed: Tx:120 Mbps Rx:120
Type: Infrastructure

Encryption: AES
SSID: Cherry

Signal Strength: pEEEESSS———— | 6%
Link Quality: | ——— 00%

Network Address:
MAC Address: 00:EQ:4C:71:00:01

IP Address: 192,168.1.102
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

ReMew IP

‘ 11

Show Tray Icon Disable Adapter
[C] Radio Off
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General

r -
: : — -— -
[l intelligent 11n USE Wireless LAN Utilty A - I lefi=h

Refresh(R] Mode(M) About(d)

2§ MyComputer General | Advanced | Statistics | IC5 |
L.l 80211n/b/g 2c
S5ID:  Abocom-PC_AP
BSSID: 00:E0:4C:71:00:01
Association Table
| AID  MAC Address Life Time
Config
LI P b
Show Tray Icon Disable Adapter Close
gt | Cose |
General
SSID Shows the network name of the AP.
BSSID Shows the MAC address of the AP.
Association Table This table shows the connected client here.
Config Click the Config button to set up the Wireless Network Properties.
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Wireless Network Properties: lé]

This is @ computer-to-computer(ad hoc) network; wireless
access points are not used.

Profile Name: |Access Point Mods

Network Name(SSID): | Abocom-PC_AP

Channel: |1 (2412MHz)

Wireless network security
Thiz network requires a key for the following:

MNetwork Authentication: | Open System =
Data encryption: | pisabled -

ASCIT PASSPHRASE

Key index (advanced): |1
Network key:

Confirm network key:

o

Network Name (SSID): User can change the network name of this access
point.

Channel: User can select the channel form the pull-down list.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.
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Advanced

. Intelligent 11n USB Wireless LAN Utility
s

e | D e S

Refresh(R) Mode(M] About(4)

=8 Aj My Cormputer

g1 =
Show Tray Icon
[C] Radio Off

L% 80211n/b/g 2¢

General | Advanced | Statistics [ ICS |

General

Beacon Interval
fLoo

DTIM Period:
3

Preamble Mode

Set Defaults Apply

[[] Disable Adapter

-

Advanced

Beacon Interval

The time between two beacons. (The system default is 100 ms.)

DTIM Period The delivery traffic indication message (DTIM) is an element included in
some beacon frames. User can specify a value from 1 to 255 beacons.
Preamble Select from the pull-down menu to change the Preamble type into Short

or Long.

Set Defaults

Click to use the system default value.

Apply

Click to apply the above settings.
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Statistics

[l Intelligent 11n USB Wireless LAN Utility - I [ 0 e S
e —

Refresh(R) Mode(M] About(4)

=5 Aj My Cormputer

4 [t

Show Tray Icon

L% 80211n/b/g 2¢

| General I Advanced | Statistics | ICS |

Counter Name Value
Tx OK 783
Tx Errar ]
Rx OK 136
Rx Packet Count 136
Rx Retry 123
R ICV Error i
Reset

[[] Disable Adapter

[C] Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click to reset counters to zero.

- 58 -




ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click

Apply button to make a connection.

7
Intelligent 11n USE Wirelesz LAN Ut'I'ty - . ] = X J
- g | 1T -

Refresh(R] Mode(M)] About(4)

EIH MyComputer |Genem| IMvanced IStatisﬁcs| ICS |
Ll 80211n/b/g 2¢

Setting Internet Connection Sharing (ICS)

ConnMame Device Name
¥ Local Area Connection Atheros L1 Gigabit Ethernet 10/100/1000Base-T Con

Public Metwork

Apply

4 L} F

Show Tray Icon [[] Disable Adapter Close
[C] Radio Off
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Chapter 5: Uninstall

For Windows 2000/ XP

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed as well.)

1.  Goto Start > All Programs > Intelligent Wireless Utility=> Uninstall —Intelligent.

Internet
Inkernet Explorer
“y Paint
ii’a #] E-mail
Ciaklook Express

@ Motepad

Utility

% Windows Lpdate

Carmmand Prompk

All Programs

Inteligent Wireless L

Microsoft Office War

L3

Y Windows Live Messenger

LB s
Slowiiew
Skartup
Trend Micro OfficeScan Client
Adobe Reader 3
Internet Explorer
Cklook Express
Remote Assistance
Windaws Media Plaver
Windows Movie Maker
WinFAR
Windows Live
IVT BlueSoleil
Real
RealPlayver
CCleaner

Windows Install Clean Up

Avira

Inteligent Ikt

n| Lowg Off Iﬁ| Shut Dot
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2. Click Yes to completely remove the selected application and all of its features.

Intelligent Utility o

\“.?') Do ol wank bo completely remove the selected application and all of its features?

Yes ') Mo

3. Then click Finish to complete uninstall.

Intelligent Utility

Uninstall Complete
o

[nztalls hield “Wizard has finished uninstaling Inteligent Lk,

<Bsck (_Fiih_] ) Carce
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For Windows Vista

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed as well.)

1. Goto Start - Programs -> Intelligent Wireless LAN Utility=> Uninstall —Intelligent.

& Default Programs

& Internet Explorer .
Windows Calendar

[E=] Windows Contacts

B Windows Defender Cherry

B Windows Fax and Scan
&2, Windows Live Messenger Download Pocuments
=l Windows Mail
Windows Media Player

Windows Meeting Space

ﬁ Windows Movie Maker
h Windows Photo Gallery

Windows Update

Accessories Computer

Pictures

Music

Recent Itemns

Awira

Extras and Upgrades Metwork
Games

Intelllgent Wireless Utility Connect To

E® Uninstall-Intelligent Centrol Panel

viaInteEnance

default Programs
Startup Default Programs

Back Help and Support

) U —_———

2. Click Yes to complete remove the selected application and all of its features.

Intelligent Uitility £

I."'_" ) Do you want to completely remove the selected application and all of
" its features?

es MNao
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3. Finally, click Finish to complete uninstall.

'Entelﬁgmt Utility

Uninstall Complete

[nztalls hield *Wizard has finished uninstaling Inteligent Uil

Cancel
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For Windows 7

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed as well.)

1. Goto Start = Programs - Intelligent Wireless Utility-> Uninstall —Intelligent.

'@ Default Programs
[ Desktop Gadget Gallery
@ Internet Explorer
& Windows DVD Maker
B2 Windows Fax and Scan
€ Windows Media Center
|§| Windows Media Player
fj Windows Update
- %P5 Viewer

. Accessories

. Games

| Intelligent Wireless Utility

' Lility
Uninstall-Intelligent

. Waintenance

| Startup

Back

Abocom
Documents
Pictures

Music

Games

Computer

Control Panel
Devices and Printers
Default Programs

Help and Support
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2. Click Yes to complete remove the selected application and all of its features.

———

@ Do you want to completely remowve the selected application and all of
~

its features?

3. Finally, click Finish to complete uninstall.

Uninstall Complete

Inztall5hield Ywizard has finizhed uninstalling [ntelligent Lt

_)
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