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Federal Communication Commission Interference
Statement

This equipment has been tested and found to comply with the limits for a Class
B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and
on, the user is encouraged to try to correct the interference by one of the
following measures:

L] Reorient or relocate the receiving antenna.
[ ] Increase the separation between the equipment and receiver.

[ Connect the equipment into an outlet on a circuit different from that to
which the receiver is connected.

[ Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by
the party responsible for compliance could void the user’s authority to
operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:

(1) This device may not cause harmful interference, and

(2) this device must accept any interference received, including interference that may cause undesired
operation.



Country Code Statement

For product available in the USA/Canada market, only channel 1~11 can be
operated. Selection of other channels is not possible.

CAUTION:
Any changes or modifications not expressly approved by the grantee of this
device could void the user’s authority to operate the equipment.

This transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

Federal Communication Commission (FCC) Radiation
Exposure Statement

This EUT is compliance with SAR for general population/uncontrolled
exposure limits in ANSI/IEEE C95.1-1999 and had been tested in accordance
with the measurement methods and procedures specified in OET Bulletin 65
Supplement C. This equipment should be installed and operated with minimum
distance 2.5 cm between the radiator & your body.

CE Statement:

Hereby, AboCom, declares that this device is in compliance with the
essential requirement and other relevant provisions of the R&TTE
Driective 1999/5/EC.

KIAbofom’

Trade Mark: AboCom
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INTRODUCTION

The WUS5204/GW-USMini2N is an IEEE802.11b/g/n USB adapter that
connects your notebook to a wireless local area. The
WU5204/GW-USMini2N fully complies with IEEE 802.11n draft 3.0
and IEEE 802.11 b/g standards, delivers reliable, cost-effective, feature

rich wireless connectivity at high throughput from an extended distance.

The WU5204/GW-USMini2N is a very small adapter that can connects
notebook, handheld or desktop computer equipped with USB interface for
wireless network applications. It allows you to take full advantage of your
notebook’s mobility with access to real-time information and online

services anytime and anywhere.

> 1T1R Mode with 150Mbps PHY Rate for both.

> Complies with IEEE 802.11n draft 3.0 and IEEE 802.11 b/g standards.
> Supports WEP 64/128, WPA, WPA2.

> Supports WMM and WMM-PS.

> Supports WPS configuration.

> Supports USB 2.0/1.1 interface.

> Portable and mini-size design.

> Compatible with Microsoft Windows Vista, XP, 2000.



Windows 2000/XP Installation

Install the Software

Do not insert the wireless card into your computer until the InstallShield
Wizard finish installing.

1. Exit all Windows programs. Insert the included CD-ROM into your
computer. The CD-ROM will run automatically.

2. When the License Agreement screen appears, please read the
contents and select “I accept the terms of the license agreement
“ then click Next to continue.

Intelligent - InstallShield Wizard

License Agreement

SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODUCT iz protected by copyright laws and international copyright
treaties, as well as other intellectual property laws and hieaties. The SOFTWARE PRODUCT
is licensed, not sold.

1. GAANT OF LICENSE. This End-User License Aarsement grants you the following
rights:Installation and Use. You may install and use an unlimited number of copies of the
SOFTWARE PRODUCT

Reproduction and Distribution. “r'ou may reproduce and distribute an urlimited number of
copies of the SOFTWARE PRODUCT; provided that each copy shall be a tue and complete
copy. including all copyright and riadsmark notices, and shall be accomparied by a copy of
this ELILA. Copies of the SOFTW/ARE PRODUCT may be distributed ag a standalone product
o inchuded with your own product.

2. DESCRIPTION OF OTHER RIGHTS &ND LIMITATIONS

Limitatiors on Fieverse Enginesring, Diecompilation, and Disasssmbly. You may not reverse

InstallShisld I < Back JI Hest > Cancel J




3. Select the check box to choose a Configuration Tool from the listed
two choices.
®  Configuration Tool: Choose to use our configuration utility.

® Microsoft Zero Configuration Tool: Choose to use Windows XP’s
built-in Zero Configuration Utility (ZCU).

Click Next to continue.

Intelligent - InstallS hield Wizard

Setup Type

fnstalichied cBack || Mews | coesl |

5. When you are prompted the following message, please click Install
to begin the installation.



Intelligent - InstallShield Wizard

Ready to Install the Program

Th

T ek [ e [ e |

Install

6. When the following screen appears, click Finish to complete the
software installation.



Intelligent - InstallShield Wizard

InstallShield Wizard Complete

o

Imstall Shield [ g || e [ e |

Install the Hardware

Note: Insert the Wireless USB card when you finished your software
installation.

Insert the USB Adapter into the USB Port of your computer. The system
will automatically detect the new hardware.



Windows Vista Installation

Install the Software

Do not insert the wireless LAN adapter into your computer until the
procedures in “Driver& Utility Installation” have been performed.

1. Insert the included CD-ROM into the CD-ROM drive of your
computer.

2. When the Main Menu screen appears, click “Driver & Utility
Installation” to start the software installation.

3. When the License Agreement screen appears, please read the
contents and select “I accept the terms of the license agreement
“ then click Next to continue.

=

SOFTWARE PRODUCT UCINSE

The SOFTWRARE PRODLICT is protected by copyeight v and inlenationsl copyeght
eaties, s well as cther intelectugl property Lass and besties. The SOFTWARE PROGUCT
ir boensed, not sold

1 GRANT OF LICENSE L 5
gt Iratalaton and Use Vo may rtal ard uee an unlmied rumbe o cugee: of the 5
SOFTWARE PRODUCT

\ Ao and dislit o
copies of the SOFTWARE PRODUCT; h copy b d 4

cocy.
s £LILA. Ciopes of It SOFTWARE PRODUCT may be dhinbuted o o sharabolors presiict
o it o e prodhuct

2 DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS,

i | " | | _
frstul I cpeen [ s Cancel




4.  When you are prompted the following message, please click Install
to begin the installation.

[ ||

I et s | ]

5. When the following screen appears, click Finish to complete the
software installation.

InstalShield Wizard Complete

| frctati




Install the Hardware

Note: Insert the Wireless USB card when you finished your software
installation.

Insert the USB Adapter into the USB Port of your computer. The system
will automatically detect the new hardware.

To verify if the device exists in your computer and is enabled, go to Start >
Control Panel > System > Hardware > Device Manager. Expand the Network
Adapters category. If the 802.11 USB Wireless LAN Card is listed here, it
means that your device is properly installed and enabled.

L Device Manager

File  Action WView Help

m S 2 &

|

.

¥

-

+| e Disk. drives

+ § Display adapters

+-{=) IDE ATAJATAPT contrallers
+|-&a IEEE 1394 Bus host controllers

+ Infrared devices

+- & Intel AIM 3.0 Codec

+-z» Keyboards

+ ';) Mice and other pointing devices

+ Modems

+- & Monitors

= B8 Metwork adapters

=5 Fealtek R TLET3Y9 Family P a5 ernet MIC

+ Other devices =
+ PCMCIA adapters

- Forts (COM & LPT)
+ -8 Processors

|«




NETWORK CONNECTION

IP Address

Note: When assigning IP Addresses to the computers on the network, remember
to have the IP address for each computer set on the same subnet mask. If your
Broadband Router use DHCP technology, however, it won't be necessary for you
to assign Static IP Address for your computer.

1. To configure a dynamic IP address (i.e. if your broadband Router has the DHCP
technology), check the Obtain an IP Address Automatically option.

2. To configure a fixed IP address (if you broadband Router is not DHCP
supported, or when you need to assign a static IP address), check the Use the
following IP address option. Then, enter an IP address into the empty field; for
example, enter 192.168.1.1 in the IP address field, and 255.255.255.0 for the

Subnet Mask.
Internet Protocol (TCP/IP) Properties \7”%\ Internet Protocol {TCP/IP) Properties |1|rz|
General | Alemnate Configuration| General |
“You can get IP seltings assigned automaticall if your network supports “You can get IP settings assigned automaticaly if your network supports
this capability. Otherwize, you need o ask vour netwark. administrator for this capability. Otherwize, pou need to agk your network administrator for
the appropriate IP' settings. the appropriate [P settings.
Obtain an IP address automatically automanically
(O Usethetd e the following IP address:
O IP address: 192,188, 1 . 1 >
(&) Obtain DS server address automatically Obtain DMS erver address automatically
(O Use the following DNS server addiesses: (3 Use the following DM server addiesses:




UTILITY CONFIGURATION FOR
WINDOWS 2000/XP

After the Wireless adapter has been successfully installed, users can use the
included Configuration Utility to set their preference.

Go to Start—> (All) Program—> Intelligent Wireless— Intelligent Wireless
Utility.

[ Internet “ Windows Update
Inkernet Explorer c@ B Office 371
- »
w Paint 5 B office 3T
[ ? v
5 E-mail @ ACcessories
Cutlook Express |@ Games g
I i o
@ Notepad @ Microsoft Office
@ Slowtiew N

l@ Startup 3

|-@ Trend Micro OfficeScan Clisnt 4

ﬁ Zommand Prompk ﬂ Adobe Reader &

G Internet Explorer

i Micrasoft OFfice War @ Outlook Express §

. Remote Assistance
FASH 1 7.0
& SR @ ‘Windows Media Player

% Windows Update @ ‘Windows Movie Maker

3 MM Messenger 7.0
) winRAR »
l@ ‘windows Live
all Programs B | G It

E Inteligent Wireless L

Uninstall - Inteligen

You can also open the Configuration Utility by double clicking the icon or right
clicking to select Launch Config Utility.

C Launch Config Utility

Use seroonhiguration as Configuration Ukt

Switch ko AP Mode
Exit




Station Mode

Notice: Under screen resolution 800 x 600 pixels, click the triangle button at
the right down corner of the utility to expand the information of the station,
the information will not be displayed completely.

Profile

Profile can book keeping your favorite wireless setting among your home, office,
and other public hot-spot. You may save multiple profiles, and activate the correct
one at your preference. The Profile manager enables you to Add, Edit, Delete and
Activate profiles.

W Click this button to show the information of Status Section.

4 Click this button to hide the information of Status Section.

¥ Intelligent Wireless Utiltiy E‘
= # & @
Profile Netwark Advanced Statistics VMM, WPS Radio On/Off  About

Prafile List

11n_Router Profile Mame =»> PROF1

SSID »» Cherry_test_11n_Router
Metwork Twpe »> Infrastructure
Authentication *> Open
Encryption > Hone
Use 802.1x »> WO
T Power =» Auto
Channgl == Auto
Power Save Mode »> CAM
RTS Threshold =» 2347

add Edit Delete Activate Fragment Threshold == 2346 ( )
.. A

-

Profile Tab
You can see a distinctive name of profile in this column.
The default is PROF# (# 1, #2, #3....)

SSID The SSID is the unique name shared among all points in
your wireless network.

Profile Name

-11-



Network Type

Authentication
Encryption
Use 802.1x

Tx Power

Channel

Power Save
Mode

RTS Threshold

Fragment
Threshold

Add

Shows the network type of the device, including
Infrastructure and Ad-Hoc.

Shows the authentication mode.
Shows the encryption type.
Whether or not use 802.1x feature.

Transmit power, the amount of power used by a radio
transceiver to send the signal out.

Shows the selected channel that is currently in use.

Choose from CAM (Constantly Awake Mode) or PSM
(Power Saving Mode.)

Shows the RTS Threshold of the device.
Shows the Fragment Threshold of the device.

Click to add a profile from the drop-down screen.
System Configuration tab:

Tt gt Wihiedess Litiltiy

& WA o <
Profile Natwork Advanced Statictics Wi WS Fadio On/Off  About
Peofie List
ory T e & Prefie Mare - PRCF1
D x Charry_best_11n_Reutar
Mabwest Type o5 Infrastrueture
rthantication s Open
Cncrystion »» Mo
e
T Posssr »5 huta
s
Sy
RS Theeshold »s 2347

add K Daete Astiate. Fragent Shreshod »» 348

ower Srm ko @CM @

[ #0s Thimshesa -

[ Fomgrent Tt -

Profile Name: User can enter profile name, or use default
name defined by system. The default is PROF# (# 1, #2,
#3....).

-12 -



SSID: The SSID is the unique name shared among all
points in your wireless network. The name must be
identical for all devices and points attempting to connect
to the same network. User can use pull-down menu to
select from available APs.

Power Save Mode:

e CAM (Constantly Awake Mode): When this mode is
selected, the power supply will be normally provided
even when there is no throughput.

e PSM (Power Saving Mode): When this mode is
selected, this device will stay in power saving mode
even when there is high volume of throughput.

Network Type: There are two types, Infrastructure and
Ad-hoc modes. Under Ad-hoc mode user can also choose
the preamble type, the available preamble type includes
Auto and Long. In addition to that, the channel field will
be available for setup in Ad-hoc mode.

e The Infrastructure is intended for the connection
between wireless network cards and an Access Point.
With the wireless adapter, you can connect wireless
LAN to a wired global network via an Access Point.

e The Ad-hoc lets you set a small wireless workgroup
easily and quickly. Equipped with the wireless
adapter, you can share files and printers between each
PC and laptop.

Tx Power: Transmit power, the amount of power used by
a radio transceiver to send the signal out. Select the Tx
power percentage from the pull-down list including Auto,
100%, 75%, 50%, 25%, 10% and Lowest.

Preamble: This function will show up when Ad-hoc
network type be selected. A preamble is a signal used in
wireless environment to synchronize the transmitting
timing including Synchronization and Start frame
delimiter. Select from the pull-down menu to change the

-13 -



Preamble type into Auto or Long.

RTS Threshold: User can adjust the RTS threshold
number by sliding the bar or key in the value directly. The
default value is 2347. RTS/CTS Threshold is a mechanism
implemented to prevent the “Hidden Node” problem. If
the “Hidden Node” problem is an issue, users have to
specify the packet size. The RTS/CTS mechanism will be
activated if the data size exceeds the value you set.

This value should remain at its default setting of 2347.
Should you encounter inconsistent data flow, only minor
modifications of this value are recommended.

Fragment Threshold: User can adjust the Fragment
threshold number by sliding the bar or key in the value
directly. The default value is 2346. The mechanism of
Fragmentation Threshold is used to improve the efficiency
when high traffic flows along in the wireless network. If
your Wireless LAN Adapter often transmits large files in
wireless network, you can enter new Fragment Threshold
value to split the packet. The value can be set from 256
to 2346.

Authentication and Security tab:

System Cony At \Erery.

S Beptenss e e

T [ pow st

o Caret

Authentication Type: There are several types of
authentication modes including Open, Shared, Leap,
WPA, WPA-PSK, WPA2 and WPA2-PSK.

e Open: If your access point/wireless router is using
"Open” authentication, then the wireless adapter will

14 -



need to be set to the same authentication type.

o Shared: Shared key is when both the sender and the
recipient share a secret key.

e LEAP: Light Extensible Authentication Protocol. It is
an EAP authentication type used primarily in Cisco
Aironet WLANS. It encrypts data transmissions using
dynamically generated WEP keys, and supports mutual
authentication (only with CCX mode enabled.)

o WPA/ WPA-PSK/ WPA2/ WPA2-PSK: WPA or
WPA-PSK authentications offer two encryption
methods, TKIP and AES. For WPA-PSK, select the
type of algorithm TKIP or AES and then enter a WPA
Shared Key of 8-64 characters in the WPA Pre-shared
Key field.

Encryption Type: For Open and Shared authentication
mode, the selection of encryption type are None and
WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.

WPA Pre-shared Key: This is the shared secret between
AP and STA. For WPA-PSK and WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key. There
are several formats to enter the keys.

e Hexadecimal (128bits): 26 Hex characters (0~9, a~f).
e ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the password
you en02tered.

-15-



802.1x Setting: When user use radius server to
authenticate client certificate for WPA authentication
mode (WPA authentication do not support EAP Method-
MD5-Challenge).

802.1x tab:
@® & @ ¢
Profile Hetwork Advanced Statktics L WS Fadio On/Off  About
Peoeaa Lt
L Chary_tast_11n Pouter (] Profie bamo rr IROF1

D s Charry_tast_1in_fesrter
Ptk Type =+ infrastiusting

Auttrhication =e O
Byt o pae

Ue B0 12« O
T Praser v sk
Chancel »» bt

P Sarem e 55 Cl
BT Tvmstna 5 3347

] Ean Dewte Actieate Frogrent Theoshokd es 2340
-
Syiten Contig dusth. \Enery. BN "
Do st e v Tuesiivetcatin _ pedonupz v [ ek feansiin

[NEPASSRGRENN crient Certificavon  Server Certification

Autteication 10§ Passsaong

iy o

Py —

T 1102 | Tt Pasivmsr o= | ] shem o

EAP Method:

e PEAP: Protect Extensible Authentication Protocol.
PEAP transport securely authentication data by using
tunnelling between PEAP clients and an authentication
server. PEAP can authenticate wireless LAN clients
using only server-side certificates, thus simplifying the
implementation and administration of a secure
wireless LAN.

e TLS/Smart Card: Transport Layer Security.
Provides for certificate-based and mutual
authentication of the client and the network. It relies
on client-side and server-side certificates to perform

-16 -



authentication and can be used to dynamically
generate user-based and session-based WEP keys to
secure subsequent communications between the
WLAN client and the access point.

TTLS: Tunnelled Transport Layer Security. This
security method provides for certificate-based, mutual
authentication of the client and network through an
encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

EAP-FAST: Flexible Authentication via Secure
Tunnelling. It was developed by Cisco. Instead of
using a certificate, mutual authentication is achieved
by means of a PAC (Protected Access Credential)
which can be managed dynamically by the
authentication server. The PAC can be provisioned
(distributed one time) to the client either manually or
automatically. Manual provisioning is delivery to the
client via disk or a secured network distribution
method. Automatic provisioning is an in-band, over
the air, distribution. For tunnel authentication, only
support "Generic Token Card" authentication now.

MDS-Challenge:  Message Digest  Challenge.
Challenge is an EAP authentication type that provides
base-level EAP support. It provides for only one-way
authentication - there is no mutual authentication of
wireless client and the network. (Only Open and
Shared authentication mode can use this function.)

Tunnel Authentication:

Protocol: Tunnel protocol, List information including
EAP-MSCHAP v2, EAP-TLS/ Smart Card, and
Generic Token Card.

Tunnel Identity: Identity for tunnel.

-17 -



e  Tunnel Password: Password for tunnel.

Session Resumption: Reconnect the signal while broken
up, to reduce the packet and improve the transmitting
speed. User can click the box to enable or disable this
function.

ID\PASSWORD tab:

System Cong At \Encry. L

88 ettt v e v emdsment wewowe v [ SeieReusstin

L IBAPRSSWERDE . Cliint Cortification  Server Cartification

ATt ) { Py

dncity 3 [
Tuprel I [ Passsrd

Tured 10 o0 urret Pagzmrg ve T —

o Carcat

ID/ PASSWORD: Identity and password for server.

e Authentication ID / Password: Identity, password
and domain name for server. Only "EAP-FAST" EAP
method and "LEAP" authentication can key in domain
name. Domain name can be keyed in blank space.

e Tunnel ID / Password: Identity and Password for
server.

Show Password: Check this box to show the password

you entered.

OK: Click to save settings and exit this page.

Cancel: Click to call off the settings and exit.

Client Certification tab:

Syrtem Confiy Aath, \Encry. BTN

88 ettt e v herdkmetestenss  peaousa v (] fesieRessphin

10\ passwoRD RSk Eartifieation | Sarver Cartification

I e ek cotincate

o Carnt

Use Client certificate: Choose to enable server

-18 -



Delete
Edit

Activate

authentication.

OK: Click to save settings and exit this page.
Cancel: Click to call off the settings and exit.

Server Certification tab:
Jystem Config. #ath, LEnery. W

EuF et e e v umsimeesens  peowea v [ Sesiefeussbin

1D 4 PASSWORD Clisnt Cartification | Sanvar Cartification

[ ss certricate cham

Use certificate chain: Choose use server that issuer of
certificates.

Allow intimidate certificates: It must be in the server
certificate chain between the server certificate and the
server specified in the certificate issuer must be field.

Server name: Enter an authentication sever root.

Server name must match: Click to enable or disable this
function.

Domain name must end in specified name: Click to
enable or disable this function.

OK: Click to save settings and exit this page.
Cancel: Click call off the settings and exit.
Click to delete an existing profile.

Click to edit a profile.

Click to make a connection between devices.

-19 -



Network

The Network page displays the information of surrounding APs from last scan
result. The tab lists the information including SSID, Network type, Channel,
Wireless mode, Security-Enabled and Signal.

¥ Intelligent Wireless Utiltiy.

E # @

P Cherry_test_11n_Router

Rescan

Profile Netwaork Advanced Statistics Wi, WS Radio On/Off  About
Sarted by =» @ sio @ Channel @ sizral [ show dEm
AP List 2>
aivlive-wis470poe O <] 0%

Add ta Prafile Cannect

& BERH ox  m— ]

Network Tab |

Sorted by Indicate that AP list are sorted by SSID, Channel or Signal.

Show dBm Check the box to show the dBm of the AP list.

SSID Shows the name of BSS network.

Network Type Network type in use, Infrastructure for BSS, Ad-Hoc for
IBSS network.

Channel Shows the currently used channel.

Wireless mode

AP support wireless mode. It may support 802.11b,
802.11g or 802.11n wireless mode.

Encryption Shows the encryption type currently in use. Valid value
includes WEP, TKIP, AES, Not Use and WPS.

Signal Shows the receiving signal strength of specified network.

Rescan Click to refresh the AP list.

Add to Profile Select an item on the list and then click to add it into the

profile list.
-20-



Connect Select an item on the list and then click to make a
connection.

AP Information

When you double click on the intended AP, you can see AP's detail information
that divides into four parts. They are General, WPS, CCX and 802.11n
information. The introduction is as following:

General
_ Ganeral Whs Cex B2.11n

0 Cheery_test_11n_Fouter
aee DOERATEEERON =
[T
- et hates g
By V0 9, T2, T8, 24, 36, 8, 5

Clase
General information contain AP's SSID, MAC address,
Authentication Type, Encryption Type, Channel, Network
Type, Beacon Interval, Signal Strength and Supported
Rates.

Close: Click this button to exit the information screen.

Genaral W {s03 #2110
Meentiten Toge e Unaomn Stats ve Configrea
[ —— S
ContigMaimecs 5+ Lrtoen et Loca 10
Device Parneornd ID v LLEDAE +5  Linkmosn

Sntectnd agistrar 33 Unknosn BF farcit 33 Unkriosn

Clazg

WPS information contains Authentication Type, Encryption
Type, Config Methods, Device Password ID, Selected
Registrar, State, Version, AP Setup Locked, UUID-E and
RF Bands.

-21-



CXX

Authentication Type: There are four types of
authentication modes supported by RaConfig. They are
Open, Shared, WPA-PSK and WPA system.

Encryption Type: For Open and Shared authentication
mode, the selection of encryption type are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.

Config Methods: Correspond to the methods the AP
supports as an Enrollee for adding external Registrars.
Device Password ID: Indicate the method or identifies the
specific password that the selected Registrar intends to use.
Selected Registrar: Indicate if the user has recently
activated a Registrar to add an Enrollee. The values are
"TRUE" and "FALSE".

State: The current configuration state on AP. The values

are "Unconfigured" and "Configured".
Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup
locked state.

UUID-E: The universally unique identifier (UUID) element
generated by the Enrollee. There is a value. It is 16 bytes.

RF Bands: Indicate all RF bands available on the AP. A
dual-band AP must provide it. The values are "2.4GHz".

Close: Click this button to exit the information screen.

Gensral Lijie] cex BO2.11n

Clasa.
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CCX information contains CCKM, Cmic and Ckip
information.
Close: Click this button to exit the information screen.

802.11n

General ViFS cox __sz1in

Secondary Channel s slement -
Secondary Chanvel Cffcet o

Fav

Chais

This tab will show up if you select the AP that support 11n
mode. Here shows the connected AP 802.11n related
information.

Link Status
Click the triangle button at the right down corner of the windows to expand the
link status. The link status page displays the detail information of current

connection.

9 Click this button to show the information of Status Section.

4. Click this button to hide the information of Status Section.
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= Intelligent Wireless Utiltiy. ﬁ

=~ @ & @ @ =

Profile Netwark Advanced Statistics VMM, WPS Radio On/Off  About

Sorted by =» @ s o Channel ° signal [ show dém
4P List »»
sirlive-wib470pae (20 g J9%
P cherry_test_11n_Router =2 g H 100y
Rescan Add to Profile Connect

[ Status >>  Cherry_test_11n_Router <> 00-E0-4C-86-51-01

Extranfo => Link is Up [TxPower: 100%]

Channel »»> 7 <--> 2443 MHz; central channel : 9 Naoise strength => 26%
awuthentication ==  Open
Encryphion == MOME

Metwork Type =»  Infrastructure Transmit

IP Address =>  192.168,1.101 Link Speed »> 135.0 Mbps

Sub Mask =» 255,255,256.0

Default Gateway >> 192,168,1,199

Thraughput == 0.000 Kbps

Receive
Link Speed == 81.0 Mbps

HT

B >=40 SMRO »> 3

Throughput »» 5,904 Kbps

Gl »> long, MCS e 7 SMR1 > nfa

Link Status Tab

Status Shows the current connected AP SSID and MAC
address. If there is no connection existing, it will show
Disconnected.

Extra Info Shows the link status and Tx power percentage.

Channel Shows the current channel in use.

Authentication Authentication mode used within the network,
including Unknown, WPA-PSK, WPA2-PSK, WPA
and WPA2.

Encryption Shows the encryption type currently in use. Valid

value includes WEP, TKIP, AES, and Not Use.
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Network Type Network type in use, Infrastructure for BSS, Ad-Hoc
for IBSS network.

IP Address Shows the IP address information.

Sub Mask Shows the Subnet Mask information.

Default Gateway Shows the default gateway information.

Link Quality Shows the connection quality based on signal strength

Signal Strength 1

Noise Strength

and TX/RX packet error rate.
Shows the Receiving signal strength, you can choose
to display as percentage or dBm format.

Shows the noise signal strength in the wireless
environment.

Transmit Shows the current Link Speed and Throughput of the
transmit rate.
Receive Shows the current Link Speed and Throughput of
receive rate.
Link Speed Shows the current transmitting rate and receiving rate.
Throughput Shows the transmitting and receiving speed of data.
Advanced

This Advanced page provides advanced and detailed settings for your wireless
network.
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¥ Intelligent Wireless Utiltiy

Profile Network

Wirgless mode #» 7,46

[@ Enabis T Burst
E Enable TCP Window Size

[ Fast Roaming at ’_ dBm

D Show suthentication Status Dialog
Select our Country Region Code

&« # @

Advanced

Statistics Wi

0: CH1-11

Apply

=

WPS

§

Radia On/Off

|:| Enable CCX (Cisco Compatible eXtensions)

About.

Advanced Tab
Wireless mode

Enable TX Burst

Enable TCP
Window Size

Fast Roaming at
dBm

Show
Authentication
Status Dialog

Enable CCX
(Cisco Compatible
extensions)

Turn on CCKM.

Enable Radio Measurements: Check to enable the

Check to enable the CCX function.

Radio measurement function.

Non-Serving Measurements limit: User can set channel
measurement every 0~2000 milliseconds. Default is set

to 250 milliseconds.
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Check to enable this function. This function enables the
adapter to deliver better throughput during a period of
time, it only takes effect when connecting with the AP
that supports this function.

When you connect AP with authentication, choose

whether show "Authentication Status Dialog" or not.
Authentication Status Dialog displays the process about
802.1x authentications.

Here supports 2.4G (included 802.11b/g/n) wireless mode.

Check to increase the transmission quality. The large TCP
window size the better performance.

Check to set the roaming interval, fast to roaming, setup
by transmits power. Default setting is -70dBm.



Apply Click to apply above settings.

Statistics

The Statistics screen displays the statistics on your current network settings.

¥ Intelligent Wireless Utiltiy E‘
& &
i #
Profile MNetwork Advanced Statistics Wil WPS Radio On/Off  About
Rocebve

Frames Transmitted Successfully 30836

Frames Retransmitted Successfully 30836

Frames Fail To Receive ACK After Al Retries 174

RTS Frames Successfully Receive CTS ad

RTS Frames Fail To Receive CTS 0

Reset Counter
. A

Transmit

Frames Transmitted Successfully

Frames Retransmitted
Successfully

Frames Fail To Receive ACK
After All Retries

RTS Frames Successfully Receive
CTS

RTS Frames Fail To Receive
CTS

Reset Counter

Shows information of frames successfully
sent.

Shows information of frames successfully
sent with one or more reties.

Shows information of frames failed
transmit after hitting retry limit.

Shows information of successfully receive
CTS after sending RTS frame

Shows information of failed to receive CTS
after sending RTS.

Click this button to reset counters to zero.
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¥ Intelligent Wireless Utiltiy

-

Profile Network Advanced

Transrmit

Frames Recefved Successilty

Frames Received With CRC Error
Frames Dropped Due To Qut-of-Resource

Duplicate Frames Received

Reset Counter

# @

Statistics Wi WiPS Radio On/Off  About

Receive Statistics

Frames Received Successfully

Frames Received With CRC
Error

Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received

Reset Counter

WMM / QoS

Shows information of frames Received
Successfully.

Shows information of frames received with
CRC error.

Shows information of frames dropped due
to resource issue.

Shows information of frames received
more than twice.

Click this button to reset counters to zero.

The WMM page shows the Wi-Fi Multi-Media power save function and Direct
Link Setup that ensure your wireless network quality.
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¥ Intelligent Wireless Utiltiy

H=

= =
Profile Network

it Setup Status

ididh > Enabled

[ vt Enable
[[] "rdéd - Pawer Save Enable

D Direct Link Setup Enable

Frrrrr

Advanced

Power Save »= Disabled

2o
# @
Statistics Wi WiPS

Radio On/Off  About

Direct Link »» Dizsahled

—

WMM Enable

WMM- Power Save Enable

Direct Link Setup Enable
MAC Address

Timeout Value

Check the box to enable Wi-Fi Multi-Media
function that is meant to improve audio, video
and voice applications transmitted over Wi-Fi.

Select which ACs you want to enable the power
saving mode.

AC_BK (Access Category Background)
AC_BE (Access Category Best Effort)

AC_VI (Access Category Video)

AC VO (Access Category Voice)

Check the box to enable Direct Link Setup.

The setting of DLS( Direct Link Setup) indicates

as follow :

Fill in the blanks of Direct Link with MAC

Address of STA, and the STA must conform to

two conditions:

e  Connecting with the same AP that supports
DLS feature.

e DLS enabled.

Timeout Value represents that it disconnect
automatically after few seconds. The value is
integer that must be between 0~65535. It
represents that it always connects if the value is
zero. Default value of Timeout Value is 60
seconds.
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Apply Click this button to apply the settings.

Tear Down Select a direct link STA, then click "Tear Down"
button to disconnect the STA.

WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to
simplify the security setup and management of Wi-Fi networks. The STA as an
Enrollee or external Registrar supports the configuration setup using PIN
(Personal Identification Number) configuration method or PBC (Push Button
Configuration) method through an internal or external Registrar.

¢ Intellipent Wireless Utiltiy.

PrcTﬁle Netwark Advanced Statistics WA WPS Radio On/Off  About

WPS AP List

Rescan

Pin Code

16912113 Renew
WPS Profile List Config Mode
Cherry_test_11n_Router Enrollss h
Detail
S % Connect
@] 1vPs wssociate E B | Rotate
PEC @vves Probe 1E PEC - Get WPS profile successiully, Dicongeck
[éute Export Profile
Delete
WPS AP List Display the information of surrounding APs with WPS IE
from last scan result. List information included SSID,
BSSID, Channel, ID (Device Password ID),
Security-Enabled.
Rescan Issue a rescan command to wireless NIC to update
information on surrounding wireless network.
Information Display the information about WPS IE on the selected
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PIN Code

Config Mode

Detail

network. List information included Authentication Type,
Encryption Type, Config Methods, Device Password ID,
Selected Registrar, State, Version, AP Setup Locked,
UUID-E and RF Bands.

8-digit numbers. It is required to enter PIN Code into
Registrar when using PIN method. When STA is
Enrollee, you can use "Renew" button to re-generate new
PIN Code.

Select from the pull-down menu to decide the station
role-playing as an Enrollee or an external Registrar.

Click the Detail button to show the information about
Security and Key in the credential.

Iontuiggemt Winehess Utiniy

] - @ & @ 7
Profile Natwork Advanced Statistics WA Wes Radia On/Off Asout
WPS AP Lt

WP Profie Lt

Charry_test_11n_eutar

@it T

L3 [WPS Probe I PO - Gt WS Do succerrily
[arta
WD sx  |Charry_bast_11n_Beuter

BAO e H0C3 X000
Mrenteaton Tyoe v OPEN Erenpten Tyee v NOME
Ky Longth o0 Ny Irvde =

Koy st 5

] s Pasnssnrg

If you select the AP that listed in the WPS Profile List
field, you can click the Detail button to see more AP
information.

SSID: Shows the connected AP network name.
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Connect

Rotate

Disconnect

Export Profile

BSSID: The MAC address of the connected AP. Fixed
and cannot be changed.

Authentication Type: The authentication type support
Open, WPA-PSK and WPA2-PSK.

Encryption Type: For Open authentication mode, the
selection of encryption type are NONE and WEP. For
WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.

Key Length: Only valid when using Open authentication
mode and WEP encryption. There are key lengths 5, 10,
13 and 26.

Key Index: Only valid when using Open authentication
mode and WEP encryption. There are 1~4 key index.
Key Material: The key material can be used to ensure the
security of your wireless network. Fill in the appropriate
value or phrase in Key Material field.

Show Password: Check this box to show the passwords
that have been entered.

OK: Click to save and apply the new settings.

Cancel: Click to leave and discard the settings.

Command to connect to the selected network inside
credentials. The active selected credential is as like as the
active selected Profile.

Command to rotate to connect to the next network inside
credentials.

Stop WPS action and disconnect this active link. And
then select the last profile at the Profile Page. If there is
an empty profile page, the driver will select any
non-security AP.

Export all credentials to Profile.
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Delete

PIN

PBC

WPS Associate IE

WPS Probe IE

Auto

Progress Bar

Status Bar

Radio On/Off

Delete an existing credential. And then select the next
credential if exist. If there is an empty credential, the
driver will select any non-security AP.

Start to add to Registrar using PIN (Personal
Identification Number) configuration method. If STA
Registrar, remember that enter PIN Code read from your
Enrollee before starting PIN.

Start to add to AP using PBC (Push Button
Configuration) method.

Send the association request with WPS IE during WPS
setup. It is optional for STA.

Send the probe request with WPS IE during WPS setup. It
is optional for STA.

Check this box the device will connect the AP
automatically.

Display rate of progress from Start to Connected status.

Display currently WPS Status.

Click this button to turn ON or OFF radio function.

= LI

o

Pro_file MNetwork

©

& @ o 9

Advanced Statw‘;tics WM WPS Radio On/Off §  About

This icon shows radio on, click to turn it off.

A This icon shows radio off, click to turn it on.
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About

This page displays the information of the wireless card including, RaConfig
Version/ Date, Driver Version/ Date, EEPROM Version, Firmware Version and
Phy_ Address.

¢ Intellipent Wireless Utiltiy. E‘
~ & & @
—
Profile Netwark Advanced Statistics VMM, WPS Radio On/Off  About
Config Yersion =» 2.1.3.0 Date == 05-16-2005
Driver Version == 1.1.2.8 Dats >  05-07-2008
EEPROM Version == 1.0 Firmware Version >> 0.9
Phy_Address »> 00-0C-43-30-70-00
b 4
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Utility Menu List

To access the utility menu list, please right click the utility icon on the task bar.

Launch Config Ukility
s Zero Configuration as Configuration Lkiliky

Switch to AP Mode
Exit

° Launch Config Utility: Select to open the utility screen.

) Use Zero Configuration as Configuration Utility: Select to use the
Window XP built-in utility (Zero configuration utility).

L] Switch to AP Mode: Select to make your wireless USB adapter act as a
wireless AP.

[ ) Exit: Select to close the utility program.
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Soft AP mode

Config
+ Intelligent Wireless Utility 5‘
Config | Acoess Contol | Mac Tabls | EventLog | Statistics | About |
5510 [Inteligent Channel [1 ]
‘Wireless Mode 245G - €- Use Mac Address | Security Setting
Ceitip e (Eeds I Mo forwarding among wirsless clients
11 B/G 0 CH1-11 hd
™ Hide 551D
I Allow By 40 MHz
A ’71 0 W TxBURST
T Power mox hd
Idle fime(50 - 3600)(s] 300
Deefault Apply
Config
SSID AP name of user type. User also can click Use Mac
Address button to display it.
Channel Manually force the AP using the channel. The
system default is CH 1.
Wireless mode Here supports 2.4G (included 802.11b/g/n) wireless
mode.
Use Mac Address Click this button to replace SSID by MAC address.
Security Setting Authentication mode and encryption algorithm used

within the AP. The system default is no
authentication and encryption.
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Security Setting El

Authentication Type | Encryption Type Mot Use A
WA Pre-sharsdKey [
Group Rekep Interval

g | | |

c |

@ |

c | E(|

™ Show Passward

Authentication Type: There are several types of
authentication modes including Open, Shared,
WPA-PSK, WPA2-PSK, and WPA-PSK/
WPA2-PSK.

Encryption Type: For Open and Shared
authentication mode, the selections of encryption
type are Not Use and WEP. For WPA-PSK,
WPA2-PSK, and WPA-PSK/ WPA2-PSK
authentication mode, the encryption type supports
both TKIP and AES.

WPA Pre-shared Key: This is the shared secret
between AP and STA. For WPA-PSK and
WPA2-PSK and WPA-PSK/ WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

Group Re-key Interval: Only valid when using
WPA-PSK, WPA2-PSK, and WPA-PSK/
WPA2-PSK authentication mode to renew key. User
can set to change by seconds or packets. Default is
600 seconds.
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Beacon (ms)

TX Power

Idle time(60-3600)(s)

No forwarding
among wireless
clients

Hide SSID
Allow BW 40MHz

Tx BURST

Default

Apply

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key.
There are two formats to enter the keys.

e Hexadecimal (128bits): 26 Hex characters.

e ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the
password you entered.

The time between two beacons. The system default
is 100 ms.

Manually force the AP transmits power from the
pull down list 100%, 75%, 50%, 25% and lowest.
The system default is 100%.

It represents that the AP will idle after few seconds.
The time must be set between 60~3600 seconds.
Default value of idle time is 300 seconds.

No beacon among wireless client, clients can share
information each other. The system default is no
forwarding.

Do not display AP name. System default no hide.

Click to disable this function. Default is enabled.

Check to enable this function.
Use the system default value.

Click to apply the above settings.
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Access Control

¥ Intelligent Wireless Utility El

Config Aocess Control | Mac Table | Event Loa | Statistcs | Abous |

Access Policy

MAC Address Access List

Apply
Access Control
Access Policy User chooses whether AP start the function or not.

System default is Disable.

® Disable: Do not use this access control function.

® Allow All: Only the MAC address listed in the
Access List can connect with this soft AP.

® Reject All: Only the MAC address listed in the
Access List can NOT connect with this soft AP.

Mac Address Manually force the Mac address using the function. Click

Access List

Add and the MAC address will be listed in the Access
List pool.

Display all Mac Address that you have set.
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Add
Delete
Remove All

Apply

MAC Table

Add the MAC address that you would like to set.
Delete the Mac address that you have set.
Remove all Mac address in the Access List.

Apply the above changes.

v Intelligent Wireless Utility

Config | Acoess Contiol  Mac Table | Event Log | Statisics | About |

MAC Addiess

[ 4D | Fower & | Status

I

MAC Table
MAC Address
AID

Power Saving Mode

Status

The station MAC address of current connection.

Raise value by current connection.

The station of current connect whether it have to

support.

The status of current connection.
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Event Log

+* Intelligent Wireless Utility &

Config | Access Contral | Mac Table EventLog 1 Staistics | about |

Event Time [yy/mm/dd- hkcmm:ss] ‘ Message ‘
2008 /06/03-14:19: 44 Rlestart Azcess Paint

Clear

Event Log

Event Time
(yy/mm/dd-

Message

Records the event time.
hh:mm:ss)

Records all the event messages.
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Statistics

+* Intelligent Wireless Utility

Transmit Statistics

Receive Statistics

Duplicate Frames Received

Eonflg] Access Eontlol} Mac Tablel EwentLog Statistics IAbout 1

Frames Transmitted Successtully
Frames Fail To Receive ACK After All Retries =
RTS Frames Successfully Receive CTS =
RTS Frames Fail To Receive CTS

Frames Tranzmitted Successtully After Retry =

Frames Received Successfully
Frames Received With CRC Eror

Frames Diopped Due Ta Out-of Fiesourcs - 0

= 185

o o o o

= 718

Transmit Statistics

Frames Transmitted
Successfully

Frames Fail To Receive ACK
After All Retries

RTS Frames Successfully
Receive CTS

RTS Frames Fail To Receive
CTS

Frames Transmitted
Successfully After Retry

Frames successfully sent.

Frames failed transmit after hitting retry
limit.

Successfully receive CTS after sending RTS
frame

Failed to receive CTS after sending RTS.

Frames successfully sent with one or more
reties.
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Receive Statistics
Frames Received Successfully

Frames Received With CRC
Error

Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received

Reset Counter

About

Frames Received Successfully

Frames received with CRC error.
Frames dropped due to resource issue

Duplicate received frames.

Reset counters to zero.

This page displays the wireless card and driver version information.

1 Intelligent Wireless Utility

Config | Access Contral | Mac Table | Event Log | Statistics |

Utility Wersion 2021 Date 05-16-2008
Diriver Yersion : 1128 Date 05-07-2008
EEPROM Yersion: 1.0 Firmware Wersion ik}

1P Address : 1921681231 Phy_ddress 00-0C-43-30-70-00
Sub Mask : 256.255.255.0 Default Gateway :

x
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UTILITY CONFIGURATION FOR
WINDOWS VISTA

After the Wireless adapter has been successfully installed, users can use the
included Configuration Utility to set their preference.

Go to Start—> (All) Program—> Intelligent Wireless— Intelligent Wireless
Utility.

@ Default Programs
@& Internet Explorer
Windows Calendar
Windows Contacts
) Windows Defender il
52 Windows Fax and Scan

& Windows Live Messenger Download
=] Windows Mail

Documents

Pictures

Windows Media Player
Windows Meeting Space Music
Windows Movie Maker
Windows Phato Gallery Recent Items
& Windows Update

Accessories Computer

Extras and Upgrades
Games

Connect To

trol Panel

Maintenance
Startup

Default Programs

Help and Support

T —

[start Search

You can also open the Configuration Utility by double clicking the icon or right
clicking to select Launch Config Utility.

Launch Cenfig Utility

Switch to AP Mode
Exit
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Station Mode

Profile

Profile can book keeping your favorite wireless setting among your home, office,
and other public hot-spot. You may save multiple profiles, and activate the correct
one at your preference. The Profile manager enables you to Add, Edit, Delete and
Activate profiles.

W Click this button to show the information of Status Section.

4 Click this button to hide the information of Status Section.

[T tntelligent Wireless Utiltiy

- & D

Profile Network Advanced Statistics WMM WPS Radio On/Off  About
Profile List

51D »> Cherry_test_11n_Router
Network Type == Infrastructure
Authentication »> Open
Encryption => None
Use BOZ.1x »> NO
Tx Power == Auto
Channel »» Auto
Power Save Mode >> Cam
RTS Thresheld >> 2347

Add Edit Delete Activate Fragment Threshold == 2346
i
" Profile Tab
Profile Nam You may enter a distinctive name of profile in this
rofrie Name column. The default is PROF# (# 1, #2, #3....)
SSID The SSID is the unique name shared among all points in

your wireless network.

Shows the network type of the device, including

Network Type Infrastructure and Ad-Hoc.
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Authentication
Encryption

Use 802.1x

Tx Power

Channel

Power Save
Mode

RTS Threshold

Fragment
Threshold

Add

Shows the authentication mode.
Shows the encryption type.
Whether use 802.1x feature or not.

Transmit power, the amount of power used by a radio
transceiver to send the signal out.

Shows the selected channel that is currently in use.

Choose from CAM (Constantly Awake Mode) or PSM
(Power Saving Mode.)

Shows the RTS Threshold of the device.

Shows the Fragment Threshold of the device.

Click to add a profile from the drop-down screen.

System Configuration tab:
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T irmerigemt Wiwehes iy =]

- @ & @ @ 9

Profile Network Advanced  Statitics LT WS Radio On/Off  About
Profis Lt
ager hetry_best_11n_Seuter & Froflc Has = PROFY
SUB - Cherey_test_11n_Ronuler

Network Tyze s Infrastructore

] s Taresncss

] Fragessat Theaenss e [

\_ o cancel

Profile Name: User can enter profile name, or use default
name defined by system. The default is PROF# (# 1, #2,
#3...).

SSID: The SSID is the unique name shared among all
points in your wireless network. The name must be
identical for all devices and points attempting to connect
to the same network. User can use pull-down menu to
select from available APs.

Network Type: There are two types, Infrastructure and
Ad hoc modes.

e The Infrastructure is intended for the connection
between wireless network cards and an Access Point.
With the wireless adapter, you can connect wireless
LAN to a wired global network via an Access Point.

e The Ad hoc lets you set a small wireless workgroup
easily and quickly. Equipped with the wireless adapter,
you can share files and printers between each PC and
laptop.
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Tx Power: Transmit power, the amount of power used by
a radio transceiver to send the signal out. Select the Tx
power percentage from the pull-down list including Auto,
100%, 75%, 50%, 25%, 10% and Lowest.

Preamble: This function will show up when Ad-hoc
network type be selected. A preamble is a signal used in
wireless environment to synchronize the transmitting
timing including Synchronization and Start frame
delimiter. Select from the pull-down menu to change the
Preamble type into Auto or Long.

RTS Threshold: User can adjust the RTS threshold
number by sliding the bar or key in the value directly. The
default value is 2347. RTS/CTS Threshold is a mechanism
implemented to prevent the “Hidden Node” problem. If
the “Hidden Node” problem is an issue, users have to
specify the packet size. The RTS/CTS mechanism will be
activated if the data size exceeds the value you set. This
value should remain at its default setting of 2347. Should
you encounter inconsistent data flow, only minor
modifications of this value are recommended.

Fragment Threshold: User can adjust the Fragment
threshold number by sliding the bar or key in the value
directly. The default value is 2346. The mechanism of
Fragmentation Threshold is used to improve the efficiency
when high traffic flows along in the wireless network. If
your Wireless LAN Adapter often transmits large files in
wireless network, you can enter new Fragment Threshold
value to split the packet. The value can be set from 256 to
2346.

Authentication and Encryption tab:
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T ireefigent Wreless Uty =]

- @ & @ @ 9

Profile Hetwork Advanced  Statitics WM WS Radio On/Off  About

Protie Lt

e hetry_best_11n_Seuter & Preofie Hass = PROFY
SUB - Cherey_test_11n_Ronuler
Metwork Type s INvastrockore
Sulbeotication «» Dpen
Encryption »a Mose
e B2 1 w2 D

[ Bxrear mew v O stx

o -

Authentication Type: There are six type of authentication
modes including Open, Shared, WPA, WPA-PSK, WPA2
and WPA2-PSK.

e Open: If your access point/ wireless router is using
"Open” authentication, then the wireless adapter will
need to be set to the same authentication type.

e Shared: Shared key is when both the sender and the
recipient share a secret key.

o WPA/ WPA-PSK/ WPA2/ WPA2-PSK: WPA-PSK
offers two encryption methods, TKIP and AES. Select
the type of algorithm, TKIP or AES and then enter a
WPA Shared Key of 8-63 characters in the WPA
Pre-shared Key field.

Encryption Type: For Open and Shared authentication
mode, the selection of encryption type are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.
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WPA Pre-shared Key: This blank is the shared secret
between AP and STA. For WPA-PSK and WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key. There
are several formats to enter the keys.

e Hexadecimal (128bits): 26 Hex characters (0~9, a~f).
o ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the password
you entered.

802.1x Setting: When user use radius server to
authenticate client certificate for WPA authentication
mode.

802.1x tab:

(P imetsgent Wees: Uty

Gl

- @ & @ @ 9
Profile Hetwork Advanced  Statitics WM WS Radio On/Off  About

Profis Lt
ager Eherry_test_Tin_Souter & Preofie Hass = PROFY
SUB - Cherey_test_11n_Ronuler
Metwork Type s INvastrockore
Sulbeotication «» Dpen
Mase

Encryption s
e B2 1 w2 D

T Fower »+ At

Ehaenei >+ Auko

Plowar Save Made v £l

TS Thieinad or 1347

sa Eal Eeets setivate Frigment Thoesnoa o» 138

Syitem Confy et \Encry. X
£ Mtivsd e PLiE v Tl duthertication = CEMGONEYL ¥ [] Sesion Resamption
—

| IDNPASSWORD | Client Certification _ Server Certification

actzentication 10 { Passwora

A I
Toarwd 00 / Pascimened

L (| o)

EAP Method:
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PEAP: Protect Extensible Authentication Protocol.
PEAP transport securely authentication data by using
tunnelling between PEAP clients and an authentication
server. PEAP can authenticate wireless LAN clients
using only server-side certificates, thus simplifying the
implementation and administration of a secure
wireless LAN.

TLS / Smart Card: Transport Layer Security.
Provides for certificate-based and mutual
authentication of the client and the network. It relies
on client-side and server-side certificates to perform
authentication and can be used to dynamically
generate user-based and session-based WEP keys to
secure subsequent communications between the
WLAN client and the access point.

Tunnel Authentication:

Protocol: Tunnel protocol, List information including
EAP-MSCHAP v2 and EAP-TLS/ Smart Card.

Tunnel Identity: Identity for tunnel.

Tunnel Password: Password for tunnel.

Session Resumption: Reconnect the signal while broken
up, to reduce the packet and improve the transmitting
speed. User can click the box to enable or disable this
function.

ID\PASSWORD tab:
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Syslem Contig s, | Encry. BRIK

a8 bintbd 35 rexr v Tl kstenticationss  Gpwscia v [ Sewsion Seusetion

L IDNPASSWORD | CBert Certification  Server Certification

PR —
reen [
Tunoel 1D / Faaswond

Tuwet 10 0s | " Tarnst Passwsed oo [ ] s ki

ID/ PASSWORD: Identity and password for server.

e Authentication ID / Password: Identity, password
and domain name for server. Only "EAP-FAST" and
"LEAP" authentication can key in domain name.
Domain name can be keyed in blank space.

e Tunnel ID / Password: Identity and Password for
server.

Show Password: Check this box to show the password
you entered.

OK: Click to save settings and exit this page.

Cancel: Click to call off the settings and exit.

Client Certification tab:

System Config  Auth. | Encry. BO21X

3P petton o= FOAF v TuwoAdtestcaton s DEMCHETE ¥ [ Seusion Besmeption

10\ PASSWORD .m server Lertification

on Cancal

You can select Use a certificate on this computer, a
client certificate for server authentication. Or you can
select Use my smart card to enable the Client

-52 -




Delete
Edit

Activate

Network

Certification function.
OK: Click to save settings and exit this page.
Cancel: Click to call off the settings and exit.

Server Certification tab:

System Config

et oo

1B, PASSWORD

0 e

stz | nery.

PP il Asthentication =s

evtricate chain

1K

Clent Certification

DA MR

Certification

[ Sestion Rensmption

()

Use certificate chain: Choose use server that issuer of
certificates.

Server name: Enter an authentication sever name.

OK: Click to save settings and exit this page.

Cancel: Click call off the settings and exit.

Click to delete an existing profile.

Click to edit a profile.

Click to make a connection between devices.

The Network page displays the information of surrounding APs from last scan
result. The tab lists the information including SSID, Network type, Channel,
Wireless mode, Security-Enabled and Signal.

-53-



[ Intelligent Wireless Utitiy

[z =
E e # @ §
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
Sorted by »» @ s @ Channel @ Sena [] Show dBm
AP List ==

] Cherry_test_11n_Router b? é £j 1005 &

Abocom-Wireless bﬂ ﬁ s6%

airlive-wi5470pos bﬂ % 50

sk bm g 4% 13

Abocom- Wireless e L] 9%

PINGOO bﬂ § 24%

802.11g-AP ba @ 15% N B

Rescan Add to Profile - )
v
Network Tab
Sorted by Indicate that AP list are sorted by SSID, Channel or Signal.
Show dBm Check the box to show the dBm of the AP list.
SSID Shows the name of BSS network.
Network Type Network type in use, Infrastructure for BSS, Ad-Hoc for
IBSS network.

Channel Shows the currently used channel.

Wireless mode
Encryption

Signal
Rescan
Add to Profile

AP information

AP support wireless mode. It may support 802.11b or
802.11g or 802.11n wireless mode.

Shows the encryption type currently in use. Valid value
includes WEP, TKIP, AES, and Not Use.

Shows the receiving signal strength of specified network.
Click to refresh the AP list.

Select an item on the list and then click to add it into the
profile list.

When you double click on the intended AP, you can see AP's detail information
that divides into three parts. They are General, WPS, CCX information. The
introduction is as following:
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General

WPS

Genesal WPS oo A07.11n
S Cherty et 1he Aoiter
W A COEACAL100 R i
Authentication Type »»  Linknown
Encrypin Type er  tore Supportes dates (g
102, 5l 11,6, 9, 12, 18, 4, 36, 40, 54
Cramass T 40 s
Netwoek Type »>  Infrastructuse
Bescon Intervalee 102
Lose

General information contain AP's SSID, MAC address,
Authentication Type, Encryption Type, Channel, Network
Type, Beacon Interval, Signal Strength and Supported
Rates.

Close: Click this button to exit the information screen.

s al WP cex 80Z.11n

Athestication Type »+ Unisown. State s+ Configured
Encryption Typs s fiene Wetlen s 10
Coonfig Methods oo ed08s st Loched +x

Device Pasiwsrd 1D = AT 3041252101 92004 1 IZB00TMCBE DY

inctied Bngiitrar

T g r—

Ll

WPS information contains Authentication Type, Encryption
Type, Config Methods, Device Password ID, Selected
Registrar, State, Version, AP Setup Locked, UUID-E and
RF Bands.

Authentication Type: There are four types of
authentication modes supported by RaConfig. They are
Open, Shared, WPA-PSK and WPA system.

Encryption Type: For open and shared authentication
mode, the selection of encryption type are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.

Config Methods: Correspond to the methods the AP
supports as an Enrollee for adding external Registrars.
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Device Password ID: Indicate the method or identifies the
specific password that the selected Registrar intends to use.
Selected Registrar: Indicate if the user has recently
activated a Registrar to add an Enrollee. The values are
"TRUE" and "FALSE".

State: The current configuration state on AP. The values
are "Unconfigured" and "Configured".

Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup
locked state.

UUID-E: The universally unique identifier (UUID) element
generated by the Enrollee. There is a value. It is 16 bytes.
RF Bands: Indicate all RF bands available on the AP. A
dual-band AP must provide it. The values are "2.4GHz".
Close: Click this button to exit the information screen.

CXX
General wes el sonin
Clone
CCX information contains CCKM, Cmic and Ckip
information.
Close: Click this button to exit the information screen.
802.11n

General NS, er B Bzt

AL

Fauss
P
™

FaLE
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This tab will show up if you select the AP that support 11n
mode. Here shows the connected AP 802.11n related
information.

Link Status
Click the triangle button at the right down corner of the windows to expand the
link status. The link status page displays the detail information of current
connection.

W Click this button to show the information of Status Section.

4 Click this button to hide the information of Status Section.

4 trteliigent Wireless Utiltiy (=)
r & o
o ] &
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
Sorted by »> @ ssio @ Channet @ signal [ show dém
AP List »>
P Cherry_test_11n_Router o @ H 1005 &
Abocom-Wireless b @ 365
airtive-wi5470poe b g 505
K oat] q 4 — =
Abocom-Wireless e =] 2%
PINGOD B § 215
802.11g-4P e L) g 5% "
Rescan Add to Profile
s
/ Status>» Cherry_test_11n_Router <--> 00-E0-4C-86-51-01 Link Quality >» 100% ] ;
Extralnfos=>  Linkis Up [TxPower:100%] Signal Strength 1 == 100%
Channel»» 7 <--» 2442 MHz; central channet : 9 Noise Strength > 26%
Authentication >» Open
Encryption == NONE
Network Type »»  Infrastructure Transmit
1P Address »» 192.168.1.100 Link Speed »> 135.0 Mbps
SubMask »»  255.255.255.0 e
Default Gateway »»  192.168.1.199
Receive
HT
Link Speed »» 135.0 Mbps
BW =40 SNRO >> O
Throughput >>21.484 Kbps
\ Gls>long  MCS>» 7 SHRT =5 nfa
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Link Status Tab
Status

Extra Info

Channel

Authentication

Encryption

Network Type

IP Address

Sub Mask

Default Gateway

Link Quality

Signal Strength 1

Noise Strength

Shows the current connected AP SSID and MAC
address. If there is no connection existing, it will show
Disconnected.

Shows the link status and Tx power percentage.
Shows the current channel in use.

Authentication mode used within the network,
including Unknown, Open, WPA-PSK, WPA2-PSK,
WPA and WPA2.

Shows the encryption type currently in use. Valid
value includes WEP, TKIP, AES, and Not Use.

Network type in use, Infrastructure for BSS, Ad-Hoc
for IBSS network.

Shows the IP address information.

Shows the Subnet Mask information.

Shows the default gateway information.

Shows the connection quality based on signal strength
and TX/RX packet error rate.

Shows the Receiving signal strength, you can choose
to display as percentage or dBm format.

Shows the noise signal strength in the wireless
environment.
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Transmit
Shows the current Link Speed and Throughput of the

transmit rate.

Receive
Shows the current Link Speed and Throughput of
receive rate.

Link Speed . ..
Shows the current transmitting rate and receiving rate.

Throughput

shp Shows the transmitting and receiving speed of data.
Advanced

This Advanced page provides advanced and detailed settings for your wireless
network.

[ intelligent Wireless Utittiy ==
po
E w @ # @ @ 9
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
Wireless mode > 2.4G -

[@l Enable TX Burst
[[] Enable TCP Windaw Size

[ FastRoamingat | 70 ggm

Select Your Country Region Code
0: CHI-11

Apply

Advanced Tab

Wireless mode Here supports 2.4G (included 802.11b/g/n) wireless mode.

Enable TX Burst Check to enable this function. This function enables the
adapter to deliver better throughput during a period of
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time, it only takes effect when connecting with the AP
that supports this function.

Enable TCP

Window Size Check to increase the transmission quality. The large TCP

window size the better performance.

Fast Roaming at Check to set the roaming interval, fast to roaming, setup

by transmits power.

Apply Click to apply above settings.

Statistics

The Statistics screen displays the statistics on your current network settings.

B intelligent Wireless Utittiy =
=l o &= 0
= e & 4
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
Receive
Frames Transmitted Successfully = 1294
Frames Retransmitted Successfuly = 1294
Frames Fail To Receive ACK After Al Retriss & 15
RTS Frames Successfuly Receive CTS - 0
RTS Frames Fail To Receive CT5 = o

Reset Counter

Transmit Statistics Tab

Frames Transmitted Successfully | Shows information of frames successfully

sent.
Frames Retransmitted Shows information of frames successfully
Successfully sent with one or more reties.
Frames Fail To Receive ACK Shows information of frames failed

After All Retries
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transmit after hitting retry limit.

RTS Frames Successfully Receive| Shows information of successfully receive

CTS

RTS Frames Fail To Receive
CTS

Reset Counter

CTS after sending RTS frame

Shows information of failed to receive CTS
after sending RTS.

Click this button to reset counters to zero.

B intelligent Wireless Utiltiy

-

Pr?ﬁle Network Advanced

Transmit

Frames Received Successfully
Frames Received With CRC Error
Frames Dropped Due To Out-of-Resource

Duplicate Frames Received

Reset Counter

=5
# @ o ¢

Statistics WMM WPS Radio On/Off  About

Receive Statistics Tab

Frames Received Successfully

Frames Received With CRC
Error

Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received

Reset Counter

Shows information of frames Received
Successfully.

Shows information of frames received with
CRC error.

Shows information of frames dropped due
to resource issue.

Shows information of frames received
more than twice.

Click this button to reset counters to zero.
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WMM / QoS

The WMM page shows the Wi-Fi Multi-Media power save function and Direct
Link Setup that ensure your wireless network quality.

[ Intelligent Wireless Utiltiy

I

H=

= | #ﬁ
Profile Netwark

WMM Setup Status

WMM >> Enabled

[@ whwe Enable
[] Whut - Pawer Save Enable

D Direct Link Setup Enable

Advanced

Power Save >> Disabled

(] | o o

==
# @ © ¢
Statistics WMM WPS Radio On/Off  About
Direct Link => Disabled
b 4

WMM/QoS Tab
WMM Enable

WMM- Power Save Enable

Direct Link Setup Enable
MAC Address

Check the box to enable Wi-Fi Multi-Media
function that is meant to improve audio, video
and voice applications transmitted over Wi-Fi.

Select which ACs you want to enable the power
saving mode.

AC_BK (Access Category Background)
AC_BE (Access Category Best Effort)

AC_VI (Access Category Video)

AC VO (Access Category Voice)

Check the box to enable Direct Link Setup.

The setting of DLS(Direct Link Setup) indicates

as follow:

Fill in the blanks of Direct Link with MAC

Address of STA, and the STA must conform to

two conditions:

e Connecting with the same AP that supports
DLS feature.
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e DLS enabled.

Timeout Value Timeout Value represents that it disconnect
automatically after few seconds. The value is
integer that must be between 0~65535. It
represents that it always connects if the value is
zero. Default value of Timeout Value is 60

seconds.
Apply Click this button to apply the settings.
Tear Down Select a direct link STA, then click "Tear Down"

button to disconnect the STA.

WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to
simplify the security setup and management of Wi-Fi networks. The STA as an
Enrollee or external Registrar supports the configuration setup using PIN
(Personal Identification Number) configuration method or PBC (Push Button
Configuration) method through an internal or external Registrar.

[ Intelligent Wireless Utiltiy =
Fr.
E o #F @ @ ¢
Profile Netwark Advanced Statistics WMM WPS Radio On/Off  About
WPS AP List
Rescan
1D: Cherry_test_11n_Router 00-E0-4C-86-51-01 7 lnm%malinn
Pin Code
57055251 Renew
WPS Profile List Config Mode -
P Cherry_test_11n_Router Enraliee -
71 ] i » =
o @essccnes o -
i [l s Proce IE PBC - Get WPS profile successfuly. Disconnect,
Export Profile
b, 4
WPS Tab
WPS AP List Display the information of surrounding APs with WPS IE

from last scan result. List information included SSID,
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Rescan

Information

PIN Code

Config Mode

Detail

BSSID, Channel, ID (Device Password ID),
Security-Enabled.

Issue a rescan command to wireless NIC to update
information on surrounding wireless network.

Display the information about WPS IE on the selected
network. List information included Authentication Type,
Encryption Type, Config Methods, Device Password ID,
Selected Registrar, State, Version, AP Setup Locked,
UUID-E and RF Bands.

8-digit numbers. It is required to enter PIN Code into
Registrar when using PIN method. When STA is
Enrollee, you can use "Renew" button to re-generate new
PIN Code.

Select from the pull-down menu to decide the station
role-playing as an Enrollee or an external Registrar.

Click the Detail button to show the information about
Security and Key in the credential.

T iraetigent Wrrless Uiy ==
- g & @ @ 9
Profile Hetwork Advanced Statitics WNM Wps. Radio On/Off  About
wes ap it
sesian
L H Cmerry_test_11n_Router D0-ED-4C-B4-51-04 7 Intsrmation

WS Profie Lint

b crerry_best_tin_poster

L

L2 s Prote IE FBE 4L WH protee sucrashiy.

0 . [:Im".T;éu Vi Fader
BESD 0004084510
Afthesticaton Type s OFEN Encrrstion Type =e  WOKE
Wy Lergth » Wy Inde 1
Ry Matarid s

Clshaw Fasswora
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Connect

Rotate

Disconnect

If you select the AP that listed in the WPS Profile List
field, you can click the Detail button to see more AP
information.

SSID: Shows the connected AP network name.
BSSID: The MAC address of the connected AP. Fixed
and cannot be changed.

Authentication Type: The authentication type support
Open, WPA-PSK and WPA2-PSK.

Encryption Type: For Open authentication mode, the
selection of encryption type are NONE and WEP. For
WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.

Key Length: Only valid when using Open authentication
mode and WEP encryption. There are key lengths 5, 10,
13 and 26.

Key Index: Only valid when using Open authentication
mode and WEP encryption. There are 1~4 key index.

Key Material: The key material can be used to ensure the
security of your wireless network. Fill in the appropriate
value or phrase in Key Material field.

Show Password: Check this box to show the passwords
that have been entered.

OK: Click to save and apply the new settings.

Cancel: Click to leave and discard the settings.

Command to connect to the selected network inside
credentials. The active selected credential is as like as the
active selected Profile.

Command to rotate to connect to the next network inside
credentials.

Stop WPS action and disconnect this active link. And
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then select the last profile at the Profile Page. If there is
an empty profile page, the driver will select any
non-security AP.

Export Profile Export all credentials to Profile.

Delete Delete an existing credential. And then select the next
credential if exist. If there is an empty credential, the
driver will select any non-security AP.

PIN Start to add to Registrar using PIN (Personal
Identification Number) configuration method. If STA
Registrar, remember that enter PIN Code read from your
Enrollee before starting PIN.

PBC Start to add to AP using PBC (Push Button
Configuration) method.

WPS Associate IE | Send the association request with WPS IE during WPS
setup. It is optional for STA.

WPS Probe IE Send the probe request with WPS IE during WPS setup. It
is optional for STA.

Progress Bar Display rate of progress from Start to Connected status.

Status Bar Display currently WPS Status.

Radio On/Off

Click this button to turn on or off radio function.

. Intelligent

b T F S & P

Profile Network Advanced Statistics WMM WPS Radio On/Off J| About

[
s

(=

This icon shows radio on, click to turn it off.

i This icon shows radio off, click to turn it on.

- 66 -



About

This page displays the information of the wireless card including, RaConfig
Version/ Date, Driver Version/ Date, EEPROM Version and Phy Address.

[ intelligent Wireless Utiltiy ==
[
E «~ & & @ @ 9
Profile Network Advanced Statistics WMM WPS Radio On/Off  About

Config Version »> 2.1.3.0 Date »> 05-16-2008
Driver Version > 2.1.6.7 Date >> 05-02-2008
EEPROM Version >> 1.0 Firmware Version >> 0.9
Phy_Address == 00-0C-43-30-70-00

Utility Menu List

To access Windows Vista utility menu list, please right click the utility icon on
the task bar.

Launch Config Utility
Switch to AP Mode
Exit

L 112

° Launch Config Utility: Select to open the utility screen.

® Switch to AP Mode: Select to make your wireless USB adapter act as a
wireless AP.

° Exit: Select to close the utility program.
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Soft AP mode

B nteltigent Wireless Utifity =]

Carfig |!\ccess Control | Mac Table | Event Log | Statistics | About |

51D [imteligert Charnel [1 ~]

Wireless Mode 24G - <- Use Mac Address | Security Setting

r Couintry B egion Cods-

M B/G 0: CHI-11 ¥

I Mo forwarding among wireless clierts
[~ Hide 5SID
W Alow BW 40 MHz

Beacon {ms) 100
TH Pawer 100 % =

Idle time (50 - 3600)s) 300

Default Apply

Config

SSID AP name of user type. User also can click Use Mac
Address button to display it.

Channel Manually force the AP using the channel. The system

default is CH 1.

Wireless mode

Here supports 2.4G (included 802.11b/g/n) wireless
mode.

Use Mac Address

Click this button to replace SSID by MAC address.

Security Setting

Authentication mode and encryption algorithm used
within the AP. The system default is no
authentication and encryption.
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Security Setting ==
Authertication Type  [ES-A0 ] | Encryption Type | Not Use -

WP Pre-shared-Key I

Group Rekey Interval B0 10+ 1ok

@ [Hex =l |
o Her [
& Hex |
- o ) |
[ Show Password
Cancel

Authentication Type: There are several types of
authentication modes including Open, Shared,
WPA-PSK, WPA2-PSK, and
WPA-PSK/WPA2-PSK.

Encryption Type: For Open and Shared
authentication mode, the selections of encryption
type are Not Use and WEP. For WPA-PSK,
WPA2-PSK, and WPA-PSK/ WPA2-PSK
authentication mode, the encryption type supports
both TKIP and AES.

WPA Pre-shared Key: This is the shared secret
between AP and STA. For WPA-PSK and
WPA2-PSK and WPA-PSK/ WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

Group Re-key Interval: Only valid when using
WPA-PSK, WPA2-PSK, and WPA-PSK/
WPA2-PSK authentication mode to renew key. User
can set to change by seconds or packets. Default is
600 seconds.
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WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key.
There are several formats to enter the keys.

e Hexadecimal (64bits): 10 Hex characters.
e Hexadecimal (128bits): 26 Hex characters.
ASCII (64bits): 5 ASCII characters.
ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the
password you entered.

Beacon (ms) The time between two beacons. The system default is
100 ms.
TX Power Manually force the AP transmits power from the pull

down list 100%, 75%, 50%, 25% and Lowest. The
system default is 100%.

Idle time(60-3600)(s) | It represents that the AP will idle after few seconds.
The time must be set between 60~3600 seconds.
Default value of idle time is 300 seconds.

No forwarding No beacon among wireless client, clients can share
among wireless information each other. The system default is no
clients forwarding.

Hide SSID Do not display AP name. System default no hide.
Allow BW 40MHz Click to disable this function. Default is enabling.
Default Use the system default value.

Apply Click to apply the above settings.
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Access Control

MAC Address

[ Intelligent Wireless Utility ==
Config Access Control | Mac Table | Event Log | Statistics | About |

Access Policy

Access List

Access Control

Access Policy

MAC Address

Access List

User chooses whether AP start the function or not.

System default is Disable.

® Disable: Do not use this access control function.

® Allow All: Only the MAC address listed in the
Access List can connect with this soft AP.

® Reject All: Only the MAC address listed in the
Access List can NOT connect with this soft AP.

Manually force the Mac address using the function. Click
Add and the MAC address will be listed in the Access
List pool.

Display all MAC Address that you have set.
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Add Add the MAC address that you would like to set.
Delete Delete the MAC address that you have set.
Remove All Remove all MAC address in the Access List.
Apply Apply the above changes.
MAC Table
[ intelligent Wireless Utility =
Config | Access Control  Mac Table | Event Log | Statistics | Abaut |
MAC Address [ ap | PowerS... | Status

MAC Table
MAC Address The station MAC address of current connection.
AID Raise value by current connection.

Power Saving Mode

Status

The station of current connect whether it have to
support.

The status of current connection.
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Event Log

[ Intelligent Wireless Utility ==
Config | Access Control | Mac Table  Evert Log | Statistics | About |

Event Time fyy/mm/dd-hhmmss) | Message |

2008/06/06-11 26 43 Restart Access Point

2008/06/06-11.26.50 Restart Access Point

2008 /06 /06- 1126 50 Restart Access Point

Clear

Event Log
Event Time Records the event time.

(yy/mm/dd-hh:mm:ss)

Message Records all the event messages.
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Statistics

n Intelligent Wireless Utility

Config | Access Control | Mac Table | Evert Log  Statistics | About |

Transmit Statistics
Frames Transmitted Successfully
Frames Fail To Receive ACK After All Retries
RTS Frames Successfully Receive CTS
RTS Frames Fail To Receive CTS

Frames Transmitted Successfully After Retry

Receive Statistics
Frames Received Successfully
Frames Recsived With CRC Emor
Frames Dropped Due To Out-of-Resource

Duplicate Frames Received

1]
a
(1]
a

206
123

Transmit Statistics

Frames Transmitted
Successfully

Frames Fail To Receive ACK
After All Retries

RTS Frames Successfully
Receive CTS

RTS Frames Fail To Receive
CTS

Frames Transmitted
Successfully After Retry

Frames successfully sent.

Frames failed transmit after hitting retry
limit.

Successfully receive CTS after sending RTS
frame

Failed to receive CTS after sending RTS.

Frames successfully sent with one or more
reties.
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Receive Statistics
Frames Received Successfully | Frames Received Successfully

Frames Received With CRC Frames received with CRC error.
Error

Frames Dropped Due To Frames dropped due to resource issue
Out-of-Resource
Duplicate Frames Received Duplicate received frames.
Reset Counter Reset counters to zero.
About

This page displays the wireless card and driver version information.

[ intelligent Wireless Utility ==

Config | Access Control | Mac Table | Event Log | Statistics | b0l

Lility Veersion - 2021 Date 105-16-2008
Driver Version 2167 Date 05-02-2008
EEPROM Version 10 Firmware Version 03

IP Address 192.168.123.1 Phy_Address 00-0C-43-30-70-00
Sub Mask 2552552550 Default Gateway 0000
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UNINSTALLATION FOR WINDOWS

2000/XP

In case you need to uninstall the Utility and driver, please refer to below steps.
(As you uninstall the utility, the driver will be uninstalled as well.)

1. Go to Start > All Programs > Intelligent Wireless 2>
Uninstall —Intelligent.

. Internet “ ‘Windows Update
Inkernet Explorer c-e; 548 Office ST
~ L3
w Paint 5 B Office 3T
[ 2 v
A E-mail @ ACCessOries
Cutlook Express |@ Games i
I i »
B Motepad @ Microsoft OfFice
@ Slowiew »

l@ Startup 3
[F) Trend Micro Officescan Clisnt 4
' Adobe Reader 8
a Internet Explorer

i Microsoft OFfice War, @ Qutlook Express i

|« Remote Assistance
3 P Messenosrzdl @ windows Media Plaver

% Windows Updats {"a ‘Windows Movie Maker

-3 MSM Messenger 7.0
) winRaR »
l-@ windows Live

E Inteligent wireless L

Command Prarmpt

All Programs B |

fa Inteligent &

¢ =M Uninstal - Intelligent
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Click Yes to complete remove the selected application and all of its
features.

Intelligent - InstallShield Wizard

Do you wank o completely remove the selected application and all of its features?

Then click Finish to complete the uninstallation.

Intellipent - InstallShield Wizard

Uninstall Complete

I 5 i ling Inteligent

-

IstallSield L oo [ i [) | coea [
7
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UNINSTALLATION FOR WINDOWS

VISTA

In case you need to uninstall the utility and driver, please refer to below steps. (As
you uninstall the utility, the driver will be uninstalled as well.)

1. Go to Start > Programs > Intelligent Wireless >
Uninstall —Intelligent.

@ Default Programs

@ Intemet Explorer

[ Windows Calendar

[E5] Windows Contacts

i windows Defender

=) Windows Fax and Scan

ﬁB Windows Live Messenger Download

Cherry

Documents

(5] Windows Mail P
Windows Media Player
Windows Meeting Space Music
& Windows Movie Maker
H_.?;j ‘Windows Photo Gallery Recent ftems
& Windows Update
Accessories Computer
Extras and Upgrades
Games Network
. Intelligent Wireless
Cennect To
I g!‘ Uninstall - Intelligent
oy ———— Control Panel
Startup
Default Programs
P made Help and Suppart
ftart Search Y i
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2. Click Yes to complete remove the selected application and all of its
features.

Intelligent - InstaliShield Wizard =)

Do you want te completely remove the selected application and all of its features?

3. Then click Finish to complete the uninstallation.

Intelligent - InstallShield Wizard

Uninstall Complete

I instaling Intelligent

InstallShigld L r <Back inis T Cancel T
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